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CHAPTER 1 Commands

SAP® Adaptive Server® Enterprise commands, clauses, and other elements are used to
construct a Transact-SQL® statement.

Permission checks for an SAP® ASE command may differ based on the granular permissions
setting. Check the Permission section for each command for details. See Using Granular
Permissions in the Security Administration Guide for more information on granular
permissions.

alter database

Increases the amount of space allocated to a database, as well as to the modified pages section
of an archived database. Alters one or more database-wide properties such as data
manipulation language (DML) logging level, defaults for compression, in-row large object
(LOB) storage, and so on.

Syntax

alter database database name
[on {default | database device} [= size]
[, database device [= size]]...]
[log on {default | database device} [= size]
[, database device [= size]]...]
set { [durability = { no recovery | at shutdown | full}]
[[,] dml logging = {full | mlnlmal} ]
[[,] template = { database name | NULL}]
[, [no] async init]
[, compression = {none | row | page}]
[, lob compression = {compression level | off}]
[,] inrow lob length = value [log off database device
[= size | [from logical page number] [to logical page number]]
[, database device
[= size | [from logical page number] [to logical page number] ]
[with override]
[
[

for proxy update]

To fully encrypt and decrypt databases:

alter database database name

{[encrypt with key name | decrypt [with key name]] [parallel
degree of parallelism]

| resume [encryption | decryption [parallel degree of parallelism]]
| suspend [encryption | decryption]

}

To shrink databases:
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alter database database name
off database device {=size | [from page number] [to
page number] }

[,

database device...]

[with time='time']
[with check only]

Parameters

database name — is the name of the database. The database name can be a literal, a
variable, or a stored procedure parameter.

on —indicates a size and location for the database extension. If you have your log and data
on separate device fragments, use on for the data device and log on for the log device.
default — indicates that alter database can put the database extension on any default
database devices (as shown by the sp_helpdevice stored procedure in Reference Manual:
Procedures). To specify a size for the database extension without specifying the exact
location, use:

on default = size

To change a database device’s status to default, use sp_diskdefault.

database _device— is the name of the database device on which to locate the database
extension. A database can occupy more than one database device with different amounts of
space on each. Use disk init to add database devices to SAP® Adaptive Server® Enterprise.
size—is the amount of space to allocate to the database extension. The following are
example unit specifiers, using uppercase, lowercase, single and double quotes
interchangeably: “k” or “K” (kilobytes), “m” or “M” (megabytes), “g” or “G” (gigabytes),
and “t” or “T” (terabytes). SAP® recommends that you always include a unit specifier.
Quotes are optional if you do not include a unit specifier. However, you must use quotes if
you include a unit specifier. If you do not provide a unit specifier, the value provided is
presumed to be in megabytes.

If you do not specify a value, alter database extends a database by 1MB or 4 allocation
unit, whichever is larger. Minimum amounts are:

Server’s Logical Page Size Database Extended By
2K 1MB
4K 1MB
8K 2MB
16K 4MB

log on —indicates that you want to specify additional space for the database’s transaction
logs. The log on clause uses the same defaults as the on clause.

durability — determines the durability level of the database, and is one of:

» full —all transactions are written to disk. This is the default if you do not specify a
durability level when you create the database, and ensures full recovery from a server
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failure. All system databases except tempdb use this durability level (the traditional
durability level for disk-resident databases). tempdb uses a durability level of
no_recovery.

no_recovery — transactions are durable only while the server is running. All durability
is lost if the server fails or is shut down politely. For disk-residents databases with
durability set to no_recovery, the SAP ASE server periodically writes data at runtime
to the disk devices, but in an uncontrolled manner. After any shutdown (polite,
impolite, or server failure and restart) a database created with no_recovery is not
recovered, but is re-created from the model or, if defined, the template database.

at_shutdown — transactions are durable while the server is running and after a polite
shutdown. All durability is lost if the server fails.

* [no] async_init — Enables or disables asynchronous database initialization.

* compression —indicates the level of compression alter database applies to newly created
tables in this database.

none — the data is not compressed.

row — compresses one or more data items in an individual row. The SAP ASE server
stores data in a row-compressed form only if the compressed form saves space
compared to an uncompressed form.

page — when the page fills, existing data rows that are row-compressed are then
compressed using page-level compression to create page-level dictionary, index, and
character-encoding entries.

The SAP ASE server compresses data at the page level only after it has compressed
data at the row level, so setting the compression to page implies both page and row
compression.

* |ob_compression = off | compression_level — Determines the compression level for the
newly created table. Selecting off means the table does not use LOB compression.

* compression_level —table compression level:

0 — the lob column is not compressed.

1 through 9 — the SAP ASE server uses ZLib compression. Generally, the higher the
compression number, the more the SAP ASE server compresses the LOB data, and the
greater the ratio between compressed and uncompressed data (that is the greater the
amount of space savings, in bytes, for the compressed data versus the size of the
uncompressed data).

However, the amount of compression depends on the LOB content, and the higher the
compression level , the more CPU-intensive the process. That is, level 9 provides the
highest compression ratio but also the heaviest CPU usage.

100 — the SAP ASE server uses FastLZ compression. The compression ratio that uses
the least CPU usage; generally used for shorter data.

101 —the SAP ASE server uses FastLZ compression. A value of 101 uses slightly more
CPU than a value of 100, but uses a better compression ratio than a value of 100.
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* inrow_lob_length = value—specifies the number of bytes for an in-row text or image
LOB column, and the number of characters for an in-row Unitext LOB column.

* logoff database device—removes unwanted portions of the log for the database from the
specified database device. Using log off decreases the amount of space allocated to the log
of a database, as well as to the modified pages section of an archive database.

You cannot use log off with any other alter database parameter, including log on, for load,
or with override.

* =size—specifies the amount of space at the end of the device that the command should
affect. For this purpose, the end of a device is the highest-numbered logical page used by
this database on that device. This command specifies physical storage, removing every log
page on the specified device from the database:
alter database sales db log off mylogdev

Size specifications round up to fit an exact number of allocation units. In an installation
using a 16KB logical page size, you remove 52MB, not 50, because each allocation unit on
that server is 4AMB. The only time the SAP ASE server removes less space than specified is
when the database’s log segment uses less than that much space on that device.

« fromlogical_page number —identifies the first page number affected by this command.
The SAP ASE server automatically adjusts the number to indicate the allocation page’s
page ID. The default from location is the lowest numbered logical page on the device.

* tological_page number —identifies the last page affected by the command. Only
complete allocation units (multiples of 256 pages) can be removed, so the SAP ASE server
automatically adjusts the page number upwards to the last page in the allocation unit. If
logical page numberis the exact page number of an allocation page (that is, it is divisible
by 256), that allocation unit is unaffected. For example, to 512 affects pages up to but not
including page 512.

The default to location is the highest-numbered logical page on the device.

» dml_logging{minimal | default} —indicates the level of logging for insert, update, and
delete commands. full (the default) records all changes to the log for a complete record of
all transactions. If the database uses minimal logging, the SAP ASE server attempts to not
log row or page changes to sys1logs. However, the SAP ASE server may generate some
in-memory logging activity to support run-time operations such as rolling back
transactions.

* template—determines the template the database uses. One of:

* Jdatabase_name— user database that is disk-resident at full durability, and in a usable
state.
e NULL - removes the binding to the current template database. The database uses
model as its template database during subsequent server restarts.
* with override—forces the SAP ASE server to accept your device specifications, even if
they mix data and transaction logs on the same device, thereby endangering up-to-the-
minute recoverability for your database. If you attempt to mix log and data on the same
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device without using this clause, the alter database command fails. If you mix log and
data, and use with override, you are warned, but the command succeeds.

« for load —is used only after create database for load, when you must re-create the space
allocations and segment usage of the database being loaded from a dump.

« for proxy_update —forces the resynchronization of proxy tables within the proxy
database.

* encrypt with key_name —instructs SAP ASE to fully encrypt the database.

Specifically, the command retrieves the corresponding key ID from the
sysencryptkeys system table in the master database and set the encrkeyid
column in its related sysdatabases row.

key name is the database encryption key you used to encrypt the database. If you do
specify a different key name, the command fails and SAP ASE displays an error message.

SAP ASE fails to run alter database and displays an error message if the database is
already:

« Encrypted with another key.
« Being encrypted.

If you run this command on a partially encrypted database that is not currently being
encrypted, SAP ASE treats the command as if you specified the resume encryption
option, as long as the key name is the same as the previously specified key.

* decrypt [with key_name] —instructs SAP ASE to decrypt the database. When decrypting
adatabase, [with key name] is optional, as SAP ASE looks up the key ID in the
sysdatabases system table. The command fails, however, if you specify key_name
with a different key name than what was used to encrypt the database.

* resumedecryption — instructs SAP ASE to resume the decryption process for the
database in which an earlier decryption process was suspended. SAP ASE ignores this
command if the database_nameis already completely decrypted.

» parallel degree of parallelism—determines how many worker threads to initiate for the
task.

Create athread for each database storage virtual device, as long as the number is equal to or
fewer than "number of worker processes" configuration. The
degree_of parallelism number should be no larger than the number of database devices
because additional worker threads do not improve encryption performance. If you do not
specify degree_of parallelism, SAP ASE internally defines the value based on the number
of online engines, as well as how the database is distributed across various devices.

* resumeencryption—resumes the encryption process from the page where encryption was
previously suspended.

The command fails if:

» There is an encryption process already running in SAP ASE.
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Encryption was never started on the database.
The encryption process already completed.

Youcanuse parallel degree of parallelismwith resume encrypt. If
you do not specify parallel degree of parallelism, SAP ASE determines
the value based on how the database is distributed across various engines.

* suspend encryption —terminates all encryption worker threads that are encrypting data.
SAP ASE records the progress of encryption so that resume encryption can restart
encryption where the previous encryption process stopped. SAP ASE ignores this
command if there is no encryption in progress.

» off —specifies the device from which you are releasing space for shrinking databases. The
off clause includes:

database_device - is the name of the database device on which to locate the database

extension. A database can occupy more than one database device with different

amounts of space on each device.

aatabase_device includes either the =size parameter or the from or to parameters (not

both). The default from page is 0 (zero). If you do not specify any modifiers with the

from clause, SAP ASE releases all storage for this database on the indicated device.
size— specifies the amount of space to be released from the database. alter database
accepts a specific size, or a from ... to declaration:

» Specific size — an integer. If you do not include a unit specifier, SAP ASE uses
megabytes as the unit. You can also include “k” or “K” (kilobytes), “m” or “M”
(megabytes), “g” or “G” (gigabytes), and “t” or “T” (terabytes). SAP ASE
recommends that you always include a unit specifier. Quotes are optional if you do
not include a unit specifier. However, you must use quotes if you include a unit
specifier. If you do not provide a unit specifier, the value provided is presumed to be
in megabytes. For example:

* alter database ... off mydev1 = 200 — removes 200 megabytes
¢ alter database ... off mydevl = '2g' — removes 2 gigabytes

e from ... to declaration — unsigned integers. See below.

SAP ASE releases the highest-numbered logical pages of this database associated with

the indicated device. SAP ASE rounds the value for size up, if needed, to indicate an

even number of allocation units.

If you specify more space than is currently in use by this database on the indicated

device, SAP ASE limits the specified size or page 1Ds to the amount of space available.

from page_number- specifies the low end of the range of logical pages to be released.

SAP ASE rounds the from value down, if needed, to represent the first page of the

allocation unit containing the indicated page. The default value for from is O (zero).

to page_number— specifies the high end of the range of logical pages to be released.

SAP ASE rounds the to value up, if necessary, to represent the last page of the

allocation unit containing the indicated page. The default value for to is the highest-

numbered logical page in the database.

However, if the to page is an allocation page itself (which is the starting page of an

allocation unit) and is not the same as the from page, the alter database ... off command
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does not affect the allocation unit containing the specified to page. SAP ASE assumes
that a user requesting a precise page range does not intend to affect the specified end
page, so it decrements the end page rather than increasing it.

Note: SAP ASE does not issue an error message if you indicate a from page value that
is greater than the to page value. Instead, SAP ASE swaps the from and to values before
applying the rounding logic.

e with check_only — checks for:

« The expected results of shrinking the database rather than actually shrinking the
database.

» Tables with text columns that are not marked as having text back-linked to their
owning rows. All text and image columns are required to have back-linked pointers
to the home data row in the first text page.

« Sufficient room in the remainder of the database to accommodate everything that
must be moved. Any indication of a potential problem is reported.

« And reports any potential problems where a significant amount of time could be
spent sorting the index

When checking the indexes, if the results indicate that there could be enough duplicate

key entries that the command will spend a significant amount of time sorting the index,

the index is reported as a problem. The recommendation is that the index should be
dropped before shrinking the database and the index be re-created after the database is
shrunk.

Results of the checks being done by with check_only can be compromised by any other

work being performed on in the database while the checks are running, or by work that

was done after the checks are run but before the actual shrink is completed.

«  with time= time'- specifies the maximum length of time alter database ... off may run,
and is specified as hours, minutes, and seconds (HH:MM.SS). If you do not include the
full specification, alter database interprets the missing sections for #ime as:

e XX'YYis interpreted as MM:SS.

e XXis interpreted as minutes.

« Empty sections are treated as zero. For example, alter database interprets both *::
30” and “:30” as 30 seconds. However, alter database interprets “1::” as 1 hour,
and "2:" as 2 minutes.

If alter database ... off does not finish within the specified period of time, work in
progress is abandoned, and the command exits with an error message. Any
completed work remains done.

Note: Use either alter database off or alter database log off to shrink the log segment.
Both commands perform the same function.

Examples

* Adds3MB to Database— Adds 3MB (1,536 pages) to a user database configured for 2K
logical pages on a default database device:
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alter database mydb

* Adds3MB to Database on Device — Adds 3MB to the space allocated for the pubs?2
database on the database device named newdata:

alter database pubs2 on newdata = 3

* Adds10MB for Dataand 2M B for L og—Adds 10MB of space for dataonuserdatal
and 2MB for the log on 1ogdev for a server configured for 2K logical pages:

alter database production
on userdatal = "10M"
log on logdev = '2.5m'
* Changes Durability L evel — Changes the durability level of pubs5 rddb, a relaxed-
durability database to change it to a regular database with full durability:
alter database pubs5 rddb
set durability = full
* Changes Template — Alters the template for the pubs 3 database:
alter database pubs3
set template = new pubs template db

* ChangesDurability L evel of Disk-Resident Database— Changes the durability level of
a disk-resident database with relaxed durability:
alter database pubs7 set durability=at shutdown

* ChangesDML Logging L evel —Changes the DML logging level for the model
database, which is set to a durability level of full. Any databases created frommode1 after
this change inherit the minimal logging level property:

alter database model set dml logging = minimal

* Changes Compression Level — Changes pubs?2 database to page-level compression:
alter database pubs2
set compression = page

* Changes Databaseto LOB Compression — Changes the pubs2 database to use LOB
compression:

alter database pubs2 set lob compression = 100

* MoadifiesLength of In-Row L OB Columnsin Database— Modifies the pubs database
to change the length of its in-row LOB columns to 400 bytes:
alter database pubs
set inrow lob length = 400
* Removes 50MB of Database from Device —Removes 50MB of database sales db
from device mylogdev:

alter database sales db log off mylogdev='50M"'
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This example removes the highest-numbered logical pages of sales db that are on
mylogdev, up to a maximum of 50MB.

» Specifies Pages to Remove — Removes space for database sales db from device
mylogdev, specifying exactly which pages are to be removed:

alter database sales db log off mylogdev from 7168 to
15360

Because logical page 15360 is an allocation page, this example affects all logical pages on
mydev from 7168 through 15359. It does not, however, affect page 15360, nor does it
affect any pages in the named range that are not physically located on mylogdev.

* Encryptsan Existing Database — This example alters an existing database called
existdb for encryption using an encryption key called dbkey:

alter database existdb encrypt with dbkey

The example does not specify the parallel degree, leaving it up to SAP ASE to determine
how many worker threads should be initiated to encrypt existdb in parallel.

* Suspendsan Encryption of a Database — This example suspends an encryption
operation on a database called existdb:

alter database existdb suspend encryption

* Resumes Encrypting a Database — This example resumes a suspended encryption on a
database called existdb:

alter database existdb resume encryption

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for alter database differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, for sybsecurity, you must be the database owner or
have any of these privileges:

own database (on sybsecurity) or manage auditing.

For all other databases, you must be database owner or have the own database
privilege (on the database).

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
or a user with sso_role (for sybsecurity).
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Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 2
Audit option alter

Command or access audited

alter database

Information inextrainfo |, gy current active roles

e Keywords or options — alter size

e Previous value— NULL

e Current value— NULL

e Other information— NULL

*  Proxy information - original login name, if a set proxy is in
effect

See also

create database on page 104
disk initon page 319

drop database on page 342
load database on page 485

alter database Restrictions

Additional considerations for alter database.

Restrictions for using alter database are:

Quotes are optional if you do not include a unit specifier. However, you must use quotes if
you include a unit specifier.

The SAP ASE server reports an error if the total size of all fixed-length columns, plus the
row overhead, is greater than the table’s locking scheme and page size allows.

Because the SAP ASE server allocates space for databases for create database and alter
database in chunks of 256 logical pages, these commands round the specified size down to
the nearest multiple of allocation units.

You can specify the sizeas a £ 1oat datatype, however, the size is rounded down to the
nearest multiple of the allocation unit.

Although the SAP ASE server does create tables in the following circumstances, you see
errors about size limitations when you perform data manipulation language operations:
 If the length of a single variable-length column exceeds the maximum column size.

10
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« For data-only locked tables, if the offset of any variable-length column other than the
initial column exceeds the limit of 8191 bytes.

« Ifthe SAP ASE server cannotallocate the requested space, it comes as close as possible per
device and prints a message telling how much space has been allocated on each database
device.

* You must be using the master database, or executing a stored procedure inthemaster
database, to use alter database.

* You can expand the master database only on the master device. An attempt to use alter
database to expand the master database to any other database device results in an error
message. For example, use:
alter database master on master = 1

« Eachtime you allocate space on a database device with create database or alter database,
that allocation represents a device fragment, and the allocation is entered as a row in
sysusages.

« If you use alter database on a database that is being dumped, alter database cannot
complete until the dump finishes. The SAP ASE server locks the in-memory map of
database space use during adump. If you issue alter database while this in-memory map is
locked, the SAP ASE server updates the map from the disk after the dump completes. If
you interrupt alter database, the SAP ASE server instructs you to run sp_dbremap. If you
do not run sp_dbremap, the space you added does not become available to the SAP ASE
server until you restart the server.

* You can use alter database on database device on an offline database.

See also sp_addsegment, sp_dropsegment, sp_helpdb, sp_helpsegment, sp_logsdevice,
sp_renamedb, sp_spaceused in Reference Manual.: Procedures.

Using alter database for Archive Databases

You can use alter database to add space to the modified pages section of an archive database at
any time, not only when space runs out.

Increasing the space in the modified pages section allows a suspended command to resume
operation. The syntax is:

alter database database name
[ on database device [= size]
[, database device [= size]]...]

Altering In-Memory and Relaxed Durability Databases

Keep these in mind when using alter database for in-memory and relaxed-durability
databases.

* You cannot set specify model, master or sybsystemdb as the template database.

« Setting the database name in the use template claue to NULL removes the binding to any
existing template database, and defines mode1 as the template database.
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« Altering the template definition of a database that appears earlier in the database recovery
order sequence than its template database automatically reorders the recovery order so the
new template database appears prior to its dependent database in the database recovery
order when you restart the server.

« If you change the settings for durability or dml_logging, alter database automatically
attempts to set the databases to single-user mode before executing the command. You can
manually set the database to single-user mode before you issue alter table.

« Databases must be in single-user mode before you can change the durability level setting.

* Youcan increase the size of an in-memory database only on in-memory storage caches that
already host the in-memory database.

< You cannot change the durability level of system, template, or local temporary databases.

« The load sequence is broken when you change the durability level of the database to full.
For example, for a disk-resident database using full durability, if you:

Dump a database.

Perform a dump transaction.

Perform a second dump transaction.
Changed the durability to no_recovery.
. Changed the durability to full.

You cannot perform a third dump transaction. Instead, you must perform a full dump
database.

o cwbdhe

Backing Up master After Allocating More Space

Back up the master database with dump database after each use of alter database. This
makes recovery easier and safer in case master becomes damaged.

If you use alter database and do not back upmaster, you may be able to recover the changes
with disk refit.

Placing the Log on a Separate Device
To increase the amount of storage space allocated for the transaction log when you have used
the log on extension to create database, include the name of the log’s device in the log on
clause when you issue alter database.

If you did not use the log on extension of create database to place your logs on a separate
device, you may not be able to recover fully in case of a hard disk failure. In this case, you can
extend your logs by using alter database with the log on clause, then using sp_logdevice to
move the log to its own devices.
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Altering Databases for Compression

set compression specifies the database-wide compression level, which applies only to newly
created tables.

You can use set lob_compression by itself or with other set subclauses. However, other set
subclauses require the database to be in single-user mode (for example, if you change the
durability level of the database).

In-row LOB Columns
Use inrow_lob_length to increase or decrease the in-row LOB length database-wide.

The SAP ASE server uses in-row LOB compression if:

« The table is implicitly or explicitly row- or page-compressed, and,
< Any of the in-row large object columns in the table are implicitly or explicitly LOB
compressed.

Changing the inrow_lob_length affects the creation of LOB columns in future create table or
alter table add column commands. The valid values are within the range of 0 to the logical
page size of the database.

Shrinking Log Space

Information about the log off variant of alter database.

« Although the log off option specifies the range the range of pages to be removed as logical
pages, it is the associated physical pages that are actually removed. The logical pages
remain in the database as unusable since they form a hole. A hole is one or more allocation
units for which there is no associated physical storage.

« Information about which allocation units—space that is divided into units of 256 data
pages when you create a database or add space to a database—exist on the devices that are
available inthe master.dbo. sysusages table, which lists disk pieces by database
ID, starting logical page number, size in logical pages, device ID, and starting offset in the
device.

 If the specified to page is less than the from page, the pages are switched—that is, the to
page becomes the from page, and vice versa. If from and to name the same page, the
command affects only the allocation unit containing that page. The command does not
adjust the to page in a way that causes a command error.

» The entire device is affected if you do not provide any clauses. This is equivalent to log
offdevice from 0. This command specifies physical storage, removing every log page on
the specified device from the database:
alter database sales db log off mylogdev

» If alter database detects an error, it does not execute, and returns a message indicating the
reason, such as:
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e The database log becomes too small.
« The fragments to be removed contain pages that are allocated to sys1ogs. Thatis, the
active log occupies space in the log fragments to be removed.

» The amount of log free space after the fragment is removed is too small to
accommodate the last chance threshold.

Getting Help on Space Usage

To see the names, sizes, and usage of device fragments already in use by a database, execute
sp_helpdb dbname. To see how much space the current database is using, execute
Sp_spaceused.

The system and default Segments

The systemand default segments are mapped to each new database device included in
the on clause of an alter database command. To unmap these segments, use
sp_dropsegment.

When you use alter database (without override) to extend a database on a device already in
use by that database, the segments mapped to that device are also extended. If you use the
override clause, all device fragments named in the on clause become system/default
segments, and all device fragments named in the log on clause become log segments.

Using alter database to Awaken Sleeping Processes

If user processes are suspended because they have reached a last-chance threshold on a log
segment, use alter database to add space to the log segment. The processes awaken when the
amount of free space exceeds the last-chance threshold.

Using the alter database for proxy update Parameter

If you enter the for proxy_update clause with no other options, alter database does not extend
the size of the database; instead, the proxy tables, if any, are dropped from the proxy database
and re-created from the metadata obtained from the path name specified during create
database ... with default_location = ‘pathname’.

If you use alter database with other options to extend the size of the database, the proxy table
synchronization is performed after the size extensions are made.

for proxy_update provides the database administrator with an easy-to-use, single-step
operation with which to obtain an accurate and up-to-date proxy representation of all tables at
a single remote site.

Resynchronization is supported for all external data sources, not just the primary server in a
high availability-cluster environment. Also, a database need not have been created with the for
proxy_update clause. If a default storage location has been specified, either through create
database or with sp_defaultloc, the metadata contained within the database can be
synchronized with the metadata at the remote storage location.
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To make sure databases are synchronized correctly so that all the proxy tables have the correct
schema to the content of the primary database you just reloaded, you may need to run the for
proxy_update clause on the server hosting the proxy database.

Fully Encrypting Databases

Considerations when encrypting or decrypting databases.

Database encryption occurs while the database is running. This means the database is
accessible by other users while it is being encrypted; you need not put it into single-user
mode.

The encryption process does not interrupt user queries, updates, or insert operations on the
database.

You can suspend and resume database encryption, so that you can resume encrypting the
database after restarting SAP ASE.

The encryption operation is not transactional.

You can alter both archive and temporary databases for encryption and decryption.

SAP ASE records the encryption progress of a database and provides utilities to report its
status.

The command fails if:

You use it on a database that is already encrypted.

You use it on a database that is being encrypted. If you use this command on a partially
encrypted database, but there is no encryption process running in SAP ASE, the command
resumes encryption from the location where it was last suspended as long as you use the
same database encryption key name in your previous command to encrypt the database.

Restrictions:

You cannot encrypt the master and mode1 databases.

You cannot decrypt a database that is being encrypted, or encrypt a database that is being
decrypted.

You cannot drop or unmount a database when it is being encrypted.

You cannot load another database on top of a database that is being encrypted.

You cannot back up (dump) a database while a database is being encrypted.

alter encryption key

Changes the current password, adds and drops a key copy, regenerates an encryption key.

Syntax

Altering the master key:

alter encryption key [dual] master

with char string { add encryption
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{with passwd char string for user user name [for recovery]
| for automatic startup }

| modify encryption { with passwd char string [for recovery]
| for automatic startup }

| drop encryption

{ for user user name | for recovery | for automatic startup }
| regenerate key
[ with passwd char string] | recovery encryption

with passwd char string | modify owner user name }

Altering the syb extpasswdkey service key:

alter encryption key syb extpasswdkey

[ with { static key | master key}]
{ regenerate key [ with { static key | master key }]
| modify encryption [ with { static key | master key }] }

Altering the column encryption key:
alter encryption key [[database.] [owner].] keyname

{ [ as | not default ]
[dual] master
[ with { static key | master key} ]
regenerate key
[ with { static key | master key [no] dual control} ] | [with

passwd

'password' | system encr passwd | login passwd
'base key password']
modify encryption

[ with {passwd {'password' | system encr passwd |
login passwd } | master key }]

[[no] dual control] for automatic startup
add encryption [ with passwd 'password' | 'key copy password’]

for user user name

[for [login association | recovery | automatic startup]]
drop encryption for { user user name | recovery

[ for recovery ] | [ for automatic_startup 11}

| [ with passwd 'password ']
recover encryption with passwd 'password'
| modify owner user name }

Parameters

keyname — is the name for a column encryption key.

as[not] default — indicates that the database default property should be assigned to, or
unassigned from, this key.

[dual] master —database level keys used to encrypt other keys within the database in
which they are defined. These keys are not used to encrypt data.

static key | master key — The first instance of the with {static key | master key} clause is
merely an assertion of how the syb_extpasswdkey is currently encrypted. Because the
SAP ASE server knows how syb_extpasswdkey is currently encrypted, this clause is
optional.

The second instance of with {static key | master key} clause following the regenerate key
action allows the administrator to change the encryption on the regenerated key from static
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to dynamic, or vice versa. If the clause is omitted, the regenerated key is encrypted as it was
prior to this command being issued.

The third instance of with {static key | master key} clause following the modify
encryption action changes the protection on the existing key to use the static key or the
master key as specified. If the clause is omitted, the static key is used by default.

* [no] dual_control —indicates whether dual control is used to create the master key.

* regenerate key — indicates you are regenerating the key

e with passwd ['password' | system_encr_passwd | login_password
'base_key password'] — specifies the current password the SAP ASE server uses to
decrypt the column encryption key, and a new password for one of the following purposes:

< Modify the encryption of a key or a key copy.
« Encrypt a newly-added key copy. The key owner can add key copies for individual
users that are accessible through a private password or a login password.

» Recover the encryption key after losing a password.
The SAP ASE server supports the following passwords for keys:

e password— a character string up to 255 bytes long.
» Jogin_passwd- tells the SAP ASE server to use the session’s login password.
e system encr_passwd- system encryption password for the current database.

* ‘'base_key_password' —the password used to encrypt the base key, and may be known
only by the key custodian. The password can be upto 255 bytes in length. The SAP
ASE server uses the first password to decrypt the base column-encryption key.

If you do not specify with passwd, the default is system_encr_passwd.
» modify encryption — indicates you are modifying the encryption key or key copy.

« for automatic startup —indicates that the key copy is to be used to access the master or
dual master key after the server is restarted with automatic master key access enabled.

* add encryption —adds an encrypted key copy for a designated user.

key copy password-the password used to encrypt the key copy. The password cannot be
longer than 255 bytes. The SAP ASE server makes a copy of the decrypted base key,
encrypts it with a key encryption key derived from the key _copy password, and saves the
encrypted base key copy as a new row in sysencryptkeys.

» for user user_name— specifies the user for whom you are adding or dropping a key copy.

« for login_association — indicates that the key copy being added later becomes encrypted
by the assigned user’s login password during his or her first access to this key.

« for recovery—indicates that the key copy is to be used to recover the master key in case the
password is lost.

« drop encryption —indicates that you are dropping the key copy for the specified user.

* recover encryption —makes the base key accessible through a new password. Does not
apply to key copies.
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modify owner —changes the key’s owner to the specified user.

Examples

Example 1 —Changes my key to the default encryption key:

alter encryption key my key as default

You must have the sso_role or keycustodian_role to change the default property of a key.
If the command above is executed by:

» The system security officer (SSO), the SAP ASE server removes the default property
unconditionally from the previous default key, if one exists.

» The key custodian, he or she must own my key. The key custodian must own the
previous default key, if one exists.

To remove the default property frommy_key, the SSO or the key custodian, as owner of
the key, executes:
alter encryption key my key as not default

If my key is not the default key, this command returns an error.

Example 2 — Changes the password on the important key encryption key:

alter encryption key important key
with passwd 'oldpassword'
modify encryption
with passwd 'newpassword'

If this command is executed by:

* The key owner — the command reencrypts the base key
« The user assigned a key copy — the command reencrypts that key copy.

Example 3—Changes the password on a key copy to the current session’s login password
(can be executed only by a user who has been assigned a key copy):

alter encryption key important key
modify encryption
with passwd login passwd

You can encrypt only key copies with a login password. the SAP ASE server returns an
error if you attempt to encrypt the base key with a login password.

Example 4 — Changes the password for the important _key encryption key to the
system password:

alter encryption key important key
with passwd 'ReallyBigSecret'
modify encryption with passwd system encr passwd
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This command can be executed only by the key owner or a user with sso_role, and is
allowed only if a key has no key copies. (Base keys with copies must be encrypted by a
user-specified password.) This example modifies the encryption of the base key.

» Example5— Changes the password for the important_key encryption key from the
system encryption password to a new password. Because the system encryption password
is the default password, it need not be specified in the statement:

alter encryption key important key
modify encryption
with passwd 'ReallyNewPassword'

» Example 6 — Adds encryption for user “ted” for the important key encryption key
with the password “just4now”:
alter encryption key important key
with passwd 'TopSecret'

add encryption with passwd 'justé4now'
for user 'ted'

You must be a key owner or a user with the sso_role to execute this command. the SAP
ASE server uses “TopSecret” to decrypt the base key, making a copy of the raw key and
encrypting it for Ted using the password “just4now.”

» Example7—Modifies the encryption for Ted to use a new password. Only Ted can execute
this command:
alter encryption key important key
with passwd 'justdnow'

modify encryption
with passwd 'TedsOwnPassword'

» Example 8 —Drops encryption for user “ted” for the important key encryption key
(you must have the sso_role or be the key owner to execute this command):

alter encryption key important key
drop encryption for user 'ted'
* Example9—Modifiesthe owner of important key tonew owner, “tinnap” (you must
have the sso_role or be the key owner to execute this command):

alter encryption key important key modify owner tinnap

* Example 10 — Uses the master key to encrypt an existing CEK “k2”:
alter encryption key k2
with passwd 'goodbye'
modify encryption
with master key

« Example 11 —Reencrypt an existing CEK “k3” that is currently encrypted by the master
key, to use dual control:

alter encryption key k3
modify encryption
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with master key
dual control

Example 13 — Sets up the recovery key copy and uses it for key recovery after losing a
password.

1

The key custodian originally creates a new encryption key protected by a password:
create encryption key keyl for AES passwd 'loseitl8ter'
The key custodian adds a special encryption key recovery copy for key1 for Charlie:

alter encryption key keyl with passwd 'loseitl8ter'
add encryption
with passwd 'temppasswd'
for user charlie
for recovery

Charlie assigns a different password to the recovery copy and saves this password in a
locked drawer:
alter encryption key keyl

with passwd 'temppasswd'

modify encryption

with passwd 'finditl8ter'

for recovery
If the key custodian loses the password for base key, he can obtain the password from
Charlie and recover the base key from the recovery copy of the key using:
alter encryption key keyl

with passwd 'finditl8ter'

recover encryption
with passwd 'newpasswd'

Usage

If the SSO issues alter encryption key to set the key as the database default, the specified
key replaces any existing key as the default.

If the key custodian issues alter encryption key to set a key as the database default, the
specified key and the current default key (if it exists) must be owned by the key custodian.
Keys are owned and managed by users with keycustodian_role, the sso_role, or by users
who are explicitly granted permission for the create encryption key command. Keys are
used by all users who have permissions to process and see the data from encrypted
columns. How the SAP ASE server protects keys affects how they are accessed:

1

The key owner creates the key for encryption by the system encryption password—
when users access the encrypted data, the SAP ASE server decrypts the base key using
the system encryption password. The key owner does not create individual key copies
for users.

The key custodian encrypts the base key with an explicit password — rather than create
key copies, the key custodian shares this password with all users who process
encrypted data. Users or applications must supply this password with the set
encryption passwd command to access data. See set encryption passwrd.
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3. The key custodian adds key copies for end users so that users do not have to share
passwords. Users must enter their key copy’s password using set encryption passwd
to access encrypted columns. Alternatively, the key custodian can set up key copies for
encryption by the key assignee's login password. This password does not have to be
entered through set encryption passwd.

When you create a key using create encryption key, the SAP ASE server saves the key in

encrypted form, along with the key’s properties, as a row in sysencryptkeys. This

row represents the base key. The key owner can choose to allow access to encrypted data
exclusively through the base key, or use alter encryption key to add key copies for
individual users.

If you do not include the with passwd parameter with alter encryption, the SAP ASE

server uses the system encryption password.

You cannot use the system encryption password to alter the base key of a key that has

copies, and you cannot encrypt copies of keys with the system encryption password.

Users assigned key copies modify only their own key copies.

If you specify for Jogin_association, the SAP ASE server temporarily encrypts the key

copy with the system encryption password. The key copy is reencrypted by the copy

owner’s login password when he or she encrypts or decrypts data with that key.

You cannot specify for recovery and /ogin_association for the same key copy.

See also:

sp_encryption in Reference Manual: Procedures
Encrypted Column Users Guide

Permissions

The permission checks for alter encryption key differ based on your granular permissions
settings.
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Setting

Description

Enabled

With granular permissions enabled, you must be a user with manage column
encryption key privilege toexecute alter encryption key asdefault
or not default.

You must be the key owner or have the following privilege depending the key type:

» column encryption key —-manage column encryption key
* master key —manage master key
» service key—-manage service key

to:

» Use alter encryption key to add or drop key copies, recover the key, and modify the
key owner.

» Execute alter encryption key to modify the password of the base key.

Note: You must be the user assigned the key copy to modify the key copy password. You
implicitly have permission to modify your own key copy’s password.

Disabled

With granular permissions disabled, you must be a user with sso_role, or keycustodi-
an_role to execute alter encryption key as default or not default.

You must be the system security officer or the key owner to:

» Use alter encryption key to add or drop key copies, recover the key, and modify the
key owner.

» Execute alter encryption key to modify the password of the base key.

Note: You must be the user assigned the key copy to modify the key copy password. You
implicitly have permission to modify your own key copy’s password.

Auditing

For information about auditing encrypted columns, see Auditing Encrypted Columns in the
Encrypted Columns Users Guide.

See also

create encryption key on page 121
drop encryption key on page 346
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alter login

Changes the attributes of a login account.

Syntax

alter login login name
{ [modify attribute value pair 1list ]
| [add auto activated roles role name [, role name list ]]
| [drop auto activated roles { ALL | role name [,
role name 1ist ]}]
| [drop attribute name 1list ]
| [ with password caller password
modify password [immediately] new loginName password ] }

Parameters

* login_name— specifies the name of the login account to be changed.

» modify —changes attribute values to the new values specified if the attributes exist. If the
attributes do not exist, the specified list of attributes and corresponding values are added to
the login account. The attribute value pair_listis an attribute name and a specified value.
Specify one or more from the following:

Parameter Parameter Value Description

login profile Valid values: « login_profile_name binds the specified login

profile to the specified login account. If a login
profile binding already exist, it becomes re-
placed with the specified login profile.

» ignore eliminates any login profile binding. If
alogin profile binding exist, it gets removed. A
default login profile is not be applicable and
attributes are applied as they were prior to re-
lease 15.7.

e default default removes an existing login pro-
file binding and associates the default login
profile with the login account.

If login profile /ogin_profile_name is not
specified and a default login profile exists, then
the default login profile is associated with the
login account.

e login_profile_name
* ignore
¢ default

fullname name_value Full name of user who owns the login account.
Adds a full name or modifies an existing name.

Default is NULL.
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Parameter

Parameter Value

Description

password expira-
tion

Valid range: 0 to 32767 days

Password expiration interval.

Default is 0, meaning the password never expires.

min password
length

Valid range: 0 to 30.

Minimum password length required.

Default is 6.

max failed attempts

Valid range: -1 to 32767.

Number of login attempts allowed, after which the
login account is locked.

-1 indicates the failed count is tracked but not
locked.

Defaultis 0, meaning the failed count is not tracked
and the account is not locked due to failed login
attempts.

authenticate with

Valid values: ASE, LDAP, PAM,
KERBEROS, ANY

Specifies the mechanism used for authenticating
the login account.

When ANY is used, the SAP ASE server checks for
a defined external authentication mechanism. If
one is defined, the SAP ASE server uses the de-
fined mechanism., otherwise the ASE mechanism
is used.

If authenticate with authentication mechanism is
not specified, ANY is used for the login account.

default database

default_database_name

Specifies a database to be the default.

Default is Master.

default language

default_language

Specifies a language to be the default.

Default is us_english

login script

login_script_name

Specifies a valid stored procedure. Limited to 120
characters for a login script.

exempt inactive
lock

Valid values: TRUE or FALSE.

Specifies whether or not to exempt login accounts
from being locked due to inactivity.

Default is FALSE, which indicates account are not
exempt.

» add autoactivated roles—specifies the previously granted, non-password protected user
defined roles that must be automatically activated on login.

» dropautoactivated roles—specifies the previously granted user defined roles must not be
automatically activated on login. ALL specifies all granted user defined roles.

» drop —drops specified attributes from the login account. Specify one or more of the
following attributes to be dropped:
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 login profile —removes the login profile binding from the specified login account. If the
login profile ignore parameter has been specified, the parameter is removed and
existing default login profile is no longer ignored.

» fullname — removes the name associated with the login account.

* password expiration — removes any password expiration values.

e min password length — removes any restrictions for a minimum password length.

e max failed attempts — removes restrictions for the number of failed attempts allowed.

e authenticate with — removes specifications for authentication mechanisms.

» default database — removes specifications for a default database.

» default languag — removes specifications for a default languages.

* login script — removes specifications to apply a login script.

* exempt inactive lock — removes specifications indicating whether or not to lock login
accounts due to inactivity. Sets the default value of FALSE where login accounts are
not exempt.

* with password caller_password modify new_loginName_password —changes the login
password to the new specified password.

* immediately — specifies whether a password immediately takes effect on users who are
logged in. If you:

« Specify immediately — the password changes immediately in the syslogins table,
and users who are logged in get their passwords updated while they are still logged
in.

« Do not specify immediately — all users—with an exception to the caller—who are
logged, in keep their old passwords until they reconnect.

Examples
* Example 1 - Binds the login profile emp 1p to the login account ravi.

alter login ravi modify login profile emp lp

» Example2—When ignore is specified, all login profiles are ignored, whether it is a login
profile that has been bound to the users_ 1 login account or a defined default login
profile.

alter login users 1 modify login profile ignore

* Example3—Createstwo login profiles; the firstis general 1p,whichisadefaultlogin
profile and the second is a login profile name emp 1p, which is defined for a specific
group of employees. After the login profiles are created, attributes from both login profiles
are applied to a login account. See Applying Login Profile and Password Policy Attributes
in the Security Administration Guide for information about the order in which attributes
are applied.

create login profile general lp as default with default database
master default language us english
track lastlogin true authenticate with ASE
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create login profile emp lp with default database empdb
autheticate with
LDAP

The following binds the login profile emp 1p tothe loginaccountusers 2. The default
language and track lastlogin are not defined in login profile emp 1p but are defined in
the default login profile. Therefore, the default language and track lastlogin values are
applied from general 1p.

alter login users 22 modify login profile emp lp

Example 4 — Creates two login profiles; the first is newEmployee 1p for new
employees and the second is default_1p for existing employees.

create login profile newEmployee lp with login script
"newEmp script"

create login profile default 1lp as default with login script
"def script"

The following applies the login script newEmp script to employee new upon
login.

create login employee new with password myPasswd33 login profile
"newEmployee 1p"

Thelogin profiledefault lpisappliedupon login toexisting accounts thatdo nothave
a login script specified through a login profile.

Example 5 — Shows how to enforce different roles that are granted and automatically
activated for contract employees and full time employees:

create login profile contractEmp lp

grant role access role to contractEmp lp

alter login profile contractEmp lp add auto activated roles
access_role

create login contractEmp empl with password c Emp43 login profile
"contract 1p"

create login contractEmp emp2 with password c Emp44 login profile
"contract 1p"

create login contractEmp emp3 with password c Emp44 login profile
"contract 1p"

Usage

Precedence rules determine how login account attributes are applied when attributes are taken
from different login profiles, or when values have been specified using
sp_passwordpolicy.

For precedence rules, see Applying Login Profile and Password Policy Attributes in the
Security Administration Guide.

See also:
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* create login, create login profile, alter login profile, drop login, drop login profile
« For information about altering login accounts, see the Security Administration Guide.
 Iprofile_id, Iprofile_name in Reference Manual: Building Blocks

» sp_passwordpolicy, sp_displaylogin, sp_displayroles, sp_locklogin in Reference
Manual: Procedures

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for alter login differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the manage any login priv-
ilege to alter login accounts in general. To modify a login account’s password, you must
havethe change password privilege orbetheaccountowner. The account
owner is allowed to modify the account’s full name.

Disabled | With granular permissions disabled, you must have sso_role to alter login accounts in
general. The account owner is allowed to modify the account’s password and full name.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 138
Audit option login_admin

Command or access audited | alter login

Informationinextrainfo | Keywords contain:

* MODIFY attribute_value_pair_list

* DROP attribute_name_list

* MODIFY PASSWORD

* ADD AUTO ACTIVATED ROLES rolel [role2][ ... [ roleN]... ]]
* DROP AUTO ACTIVATED ROLES {ALL | rolel [, role2 [... [, ro-

leN] ...11}

See also
 alter login profile on page 29
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 create loginon page 160
 create login profile on page 163
e drop loginon page 352

* drop login profile on page 354

alter index

Renames indexes in base or global temporary tables and foreign key role names of indexes and
foreign keys explicitly created by a user.

Syntax

alter index [[database.][owner].]table name.index name
set index compression = {none | page} | modify partition clause

modify partition clause::=
modify partition partition name [,partition name]...
set index compression = {none | page | default}

Parameters

* index_compression —changes the local index partition's compression state affects only
index rows that are newly inserted or updated in the partition. Valid values are:

* none —the index page for the specified index is not compressed. Indexes that are
specifically created with index_compression = page are compressed.

* page—whenthe pageis full, existing index rows are compressed using the page prefix
compression. When a row is added, a check is performed to determine whether the row
is suitable for compression.

Examples
» Example 1 — Sets the compression state to on for the index idx _char:

alter index order line.idx char
set index compression = page

Usage

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for alter index differ based on your granular permissions settings.

28

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

Setting | Description

Enabled | With granular permissions enabled, you must be the table owner, or a user with the
create any index privilege.

Disabled | With granular permissions disabled, you must be the table owner or a user with sa_role.

create index permission defaults to the table owner and is not transferable.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 104
Audit option

Command or access audited | alter index

Information in extrainfo |, po/es_ current active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information— Name of the index

e Proxy information - original login name, if a set proxy is in
effect

alter login profile

Changes the attributes of a login profile.

Syntax
alter login profile login profile name
{ [as [ not ] default ]
| [modify attribute value pair list ]
| [add auto activated roles role name [, role name list ]]
| [drop auto activated roles { ALL | role name [,
role name 1ist ]}]
| [drop attribute name 1ist] }

Parameters

* as[ not ] default —as default modifies the login profile to be the default login profile. as
not default removes the default property of the specified login profile.

Reference Manual: Commands 29



CHAPTER 1: Commands

* login_profile_name— specifies the name of the login profile to be changed.

* modify —attribute values are changed to the new values specified if the attributes exist. If
the attributes do not exist, the specified list of attributes and corresponding values are
added to the specified login profile. The attribute value pair_listis an attribute name and
a specified value. Specify one or more of the following attributes:

Parameter

Parameter Value

Description

default database

default_database_name

Specifies a database in the SAP ASE server.

The defaultismaster.

default language

default_language

Specifies a language.

The default is us_english

login script

login_script_name

Specifies a valid stored procedure. Limited to 120
characters for a login script.

authenticate with

Valid values: ASE, LDAP, PAM,
KERBEROS, ANY

Specifies the mechanism used for authenticating
the login account.

When ANY is used, the SAP ASE server checks for
a defined external authentication mechanism. If
one is defined, the SAP ASE server uses the de-
fined mechanism., otherwise the ASE mechanism
is used.

If authenticate with authentication mechanism is
not specified, ANY is used for the login account.

track lastlogin

Valid values: TRUE, FALSE.

Enables last login updates.

The default is TRUE, which is to update.

stale period

1..32767 days.

Duration: D (days), W (weeks),
M (months), Y (years)

Indicates the duration a login account is allowed to
remain inactive before it is locked due to inactivity.
The default is D (days).

» add auto activated roles—specifies the previously granted non-password protected user
defined roles that must be automatically activated on login. Anerror is generated if the role
specified is not granted to the login. By default, user defined roles are not automatically
activated on login.

» drop autoactivated roles—specifies the previously granted user defined roles must not be
automatically activated on login. ALL specifies all granted user defined roles.

* drop attribute_name _list —removes the following:

» default database — removes the default database specification.
« default language — removes thedefault languages specification.
* login script— removes specifications to apply a login script.
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e authenticate with — removes specifications for authentication mechanisms that are
associated with the account.
 track last login — removes specifications that enable last login updates.

» stale period —removes any restrictions that have been specified for the login account to
remain inactive before it is locked.

Examples

» Example1— Configures eng 1p as the default login profile. If there is an existing
default login profile, its default property is removed.

alter login profile eng lp as default

* Example 2 — Alters the login profile mgr 1p to automatically activate the previously
granted program role, product role,and admin role, roles on login if they
are not password protected.
alter login profile mgr lp add auto activated roles program role,
product role, admin role

» Example 3 — Alters the login profile mgr 1p to remove the automatic activation of the
previously granted role admin role on login.

alter login profile mgr lp drop auto activated roles admin role

» Example4— Alters the login profile mgr_1p to remove the login script attribute. Once
removed, a login account associated withmgr 1p uses the values of a default login script,
if one is defined. If one is not defined, the login script attribute be set to the default value,
which is no login script with be invoked on login.

alter login profile mgr lp drop login script

Usage

« Precedence rules determine how login account attributes are applied when attributes are
taken from different login profiles or when values have been specified using
sp_passwordpolicy. For precedence rules, see Applying Login Profile and Password
Policy Attributes in the Security Administration Guide.

* You can specify a login script to be invoked at login. For more information, see /nvoking a
Login Scriptin the Security Administration Guide.

See also:

* create login, create login profile, alter login, drop login, drop login profile

< For information about altering login profiles, see the Security Administration Guide.

 Iprofile_id, Iprofile_name in Reference Manual: Building Blocks

e sp_passwordpolicy, sp_displaylogin, sp_displayroles, sp_locklogin in Reference
Manual: Procedures
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Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for alter login profile differ based on your granular permissions

settings.
Setting | Description
Enabled | With granular permissions enabled, you must have the manage any login
profile privilege to execute alter login profile.
Disabled | With granular permissions disabled, you must have sso_role to execute alter login pro-
file.
Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 140
Audit option security_profile

Command or access audited

alter login profile

Information in extrain-

Keywords contain:

fo

e DEFAULT

e NOT DEFAULT

* DROP attribute_name_list

* MODIFY attribute_value_pair_list

* ADD AUTO ACTIVATED ROLES rolel [role2][ ... [ roleN]... ]]

* DROP AUTO ACTIVATED ROLES {ALL | rolel [, role2 [... [, ro-
leN]...11}

See also

 alter loginon page 23

 create loginon page 160
 create login profile on page 163
» drop login on page 352
e drop login profile on page 354
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alter precomputed result set

Alters the properties or policies of a precomputed result set.

Syntax

alter {precomputed result set | materialized view}

[owner name.]prs name
[{immediate | manual } refresh]
[enable | disable]
[{enable | disable } use in optimization]

Parameters

precomputed result set | materialized view —alters a materialized view or precomputed
result set.

prs_name —name of the precomputed result set. A fully qualified prs_name cannot
include the server or database name.

{immediate | manual} refresh — determines the refresh policy:

« immediate — (the default) the precomputed result set is updated during the same
transaction that updates the base tables.

* manual — the precomputed result set is explicitly updated. When you use the manual
parameter, updates to the base tables are not reflected in the precomputed result set
until you explicitly issue refresh. Because precomputed result sets set to manual are
not maintained, the SAP ASE server considers them to be stale, even after you issue the
refresh parameter, and therefore the query processor selects this data for query rewrite
only if the query accepts stale data.

enable| disable—specifies whether the precomputed result set is available for operations.

This option overrides all other precomputed result set options.

« enable — (the default) the precomputed result set is available for operations. Only
precomputed result sets configured for enable are maintained according to their
refresh policy.

» disable — the precomputed result set is not available for operations. Disabled
precomputed result sets are not considered for maintenance or query rewrites. If a
precomputed result set is configured for disable, it is not:

« Used for the query rewrite during optimization, whether or not you specify use in
optimization.
< Populated, whether or not you specify with populate.

{enable | disable} usein optimization — specifies whether to include a precomputed

result set for query rewrite during optimization. use in optimization is enabled by default.

Precomputed result sets are considered for query rewrite depending on how their refresh

parameter is set:
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« immediate — considered for all queries.
* manual — considered only if the query accepts stale data.

Examples
* Examplel—Alters the authors_prs from a manual to an immediate refresh policy:

alter precomputed result set authors prs
immediate refresh

Usage

« Precomputed result sets are automatically refreshed when you change them from a manual
to an immediate refresh policy.

 Ifthe base table or view on which the precomputed result set is based is dropped or altered,
the precomputed result set is automatically altered to disable.

Permissions

You must be the precomputed result set owner to execute the alter command.

alter...modify owner

Transfers the ownership of database objects from one owner to another.

Syntax

alter { object type | all } [owner.]{object name | * }
modify owner
{ name in db | loginame only login name }
[ preserve permissions ]

Parameters

* object_type—the type of object whose ownership is to be explicitly transferred. Specify
one of the following object types:

* table — user tables and proxy tables

*  view — Views

e procedure — stored procedures

» function — user-defined functions

e default — defaults defined separately from the creation of tables
e rule —rules

» type — user-defined datatypes

e encryption key — encryption keys
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« all —all permitted object types. When specified as all owner.*, the ownership of all
permitted objects owned by the specified owner are transferred. When specified as all
owner.object_name, the ownership of permitted objects with name object_name owned
by the specified owner are transferred.

» owner. —indicates the current owner of the object, which is determined by the owner’s
database user ID (uid). Specifying owneris optional when the user is transferring the
ownership of objects owned by themselves. Ownership of objects in the sysobjects
table are associated with the owner’s login name and uid.

« object_ name—indicates the name of the object in which the ownership is to be transferred.
An attempt to transferred the ownership of an object with object name set to the same
owner results in an error message.

« * —all objects owned by ownerand specified by object type. When object typeis all, all
objects owned by ownerare transferred. When owner is the database owner, * is not
allowed.

* name_in_db —the database user name of the new owner to whom the ownership
transfered. The user specified by name in_db must be an existing user and cannot be a
guest, role, group, or an alias.

* loginame only login_name — transfers only the 1oginame field in sysobjects of
objects involved to /fogin_name. login_name must be a valid login in the syslogins
table.

* preserveper missions—indicates whether or not to preserve explicitly granted or revoked
permissions on the objects whose ownership are being transferred:

« When specified — all explicitly granted or revoked permissions on the objects are
preserved and the grantor of the permissions is changed to the new owner.
For example, Bill granted select permission on tablebill table to Mark with
grant option. Mark then granted select permission ontablebill table toJohn. If
the ownership of the table is then transferred to Eric with preserve permissions
specified, Mark and John retain their permissiononbill table.

< When not specified — all existing explicitly granted and revoked permissions on the
objects are removed from the system, and as a result, rows inthe sysprotects table
that correspond to the object are deleted.

Implicit permissions on objects are not preserved for previous owners. New owners
acquire all implicit permissions.

For example, Bill is the owner of bill table and possesses the implicit alter, delete,
insert, references, select, and update permissions and explicit decrypt permission on
bill_table. After an ownership transfer to Eric with preserve permission specified, Bill
only retains decrypt permissiononbill table.

Examples
» Example 1 - Transfers ownership of the table named bill.author to Eric:
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alter table bill.author

modify owner eric
Example 2 — Transfers ownership of the view named bill.vw author in cato
eric without removing all existing explicitly granted permissions:

alter view bill.vw author in ca
modify owner eric
preserve permissions

Example 3 — Transfers ownership of all tables owned by Bill to Eric:
alter table bill.*

modify owner eric
Example 4 — Transfers ownership of all objects owned by Bill to Eric:
alter all bill.x*

modify owner eric

Example5—The command fails when the new owner Cindy already owns an table named
cindy.publisher.
alter table bill.publisher

modify owner cindy
Example 6 — An error results when an attempt is made to transfer the ownership of
bill.publisher to Cindy because bill.publisher isnota stored procedure.

alter procedure bill.publisher

modify owner cindy

Usage

The ownership of the following dependant objects is implicitly transferred when the
ownership of the objects they depend on have been transferred:

trigger —ownership of triggers are updated along with the dependent table when the
owners are the same. The ownership of a DBO owned trigger cannot be altered if the
trigger was created for a non DBO owned table or view.

Declarative objects, which are defined during the table or view creation.
e Defaults

» Decrypt defaults

¢ Dheck constraints

« Reference constraints

 Partition constraints

e Computer columns

When transferring ownership of objects:

Use caution in the following system databases: sybsecurity, sybsystemdb,
model, sybsystemprocs, sybsyntax, dbccdb, and tempdb.
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« Do nottransfer ownership of system objects supplied and managed by SAP, such as but not
limited to, user tables with spt__ prefix, system stored procedures with the sp_ prefix, and
monitor tables. Doing so can render the system database unusable.

When transferring encryption keys:

« To an owner who owns a copy of the key is not allowed and the command fails.
» Changing the owner of encryption keys does not effect the assignees of the encryption key
copies.

You cannot use the alter ... modify owner command to change the owner of a precomputed
result set. To change the owner, drop the precomputed result set and re-create with the new
owner.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for alter... modify owner differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the alter any object
owner privilege for objects other than encryption key.

Only encryption key owners or user with the following privilege (based on encryption key
type) can transfer the encryption key ownership:

e column encryption key —-manage column encryption key
* master key —-manage master key
» servicekey—manage service key

The database users (withalter any object owner privilege) who are explic-
itly or implicitly aliased to the database owner are not allowed to transfer the ownership of
objects they concretely own. An object is identified as concretely owned by the database
owner if it includes database owner user 1D for the value of sysobjects.uid, and
NULL or the database owner’s login name for the value of sysobjects.logi-
name.
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Setting | Description

Disabled | With granular permissions disabled:

» System security officer (SSO) users are allowed to use this command to transfer the
ownership of objects.

*  Only SSO users and encryption key owners can transfer the encryption key owner-
ship.

» Database owner (DBO) users and users who are explicitly or implicitly aliased to the
DBO are allowed to transfer the ownership of objects with a type other than encryption
keys with the following restrictions:

» Database owners are not allowed to transfer the ownership of objects they con-
cretely own. An object is identified as concretely owned by the database owner if it
includes DBO_UID for the value of sysobjects.uid, and NULL or the
database owner’s login name for the value of sysobjects.loginame.

» The functionality of transferring the ownership of multiple objects in one com-

mand is disabled for safety reasons and the transfer of DBO objects must be in the
form of dbo.object_name.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 124
Audit option alter

Command or access alter .. modify owner
audited

Information in ex-
trainfo

*  Roles— current active roles
*  Keywords or options— one of:
e USER TYPE owner.obj name- if you are changing user-de-
fined types’ ownership
e NEW OWNER - name_in_adb
e PRESERVE PERMISSIONS - if the option is specified
e NEW LOGINAME - login_name, if LOGINAME ONLY /og-
in_nameis specified
*  Previous value— NULL
e Current value — NULL
»  Other information— NULL
e Proxy information - original login name, if set proxy is in effect
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alter role

Defines mutually exclusive relationships between roles; adds, drops, and changes passwords
for roles; specifies the password expiration interval, the minimum password length, and the
maximum number of failed logins allowed for a specified role. Also locks and unlocks roles.

Syntax

alter role rolel {add | drop} exclusive
{membership | activation} role2

alter role role name [add passwd "password" |
drop passwd] [lock | unlock]

alter role {role name | "all overrides"}
set {passwd expiration | min passwd length |
max failed logins} option value

Parameters

* rolel —is one role in a mutually exclusive relationship.

* add —adds a role in a mutually exclusive relationship; adds a password to a role.

e drop —drops a role in a mutually exclusive relationship; drops a password from a role.
* exclusive —makes both named roles mutually exclusive.

* membership —does not allow you to grant users both roles at the same time.

» activation —allows you to grant a user both roles at the same time, but does not allow the
user to activate both roles at the same time.

* role2 —is the other role in a mutually exclusive relationship.

* role_name-isthe name of the role for which you want to add, drop, or change a password.
Use role_nameto specify the password expiration interval, the minimum password length,
and the maximum number of failed logins.

e passwd —adds or drops a password to a role.

e password —is the password to add to a role. You cannot use variables for passwords. For
rules on passwords, see Managing Adaptive Server Logins, Database Users, and Client
Connections in the System Administration Guide, Volume 1.

* lock — locks the specified role.
* unlock —unlocks the specified role.

» all overrides—applies the setting that follows to the entire server rather than to a specific
role.

* set —activates the option that follows it.

* passwd expiration —specifies the password expiration interval in days. It can be any value
between 0 — 32767, inclusive.

* min passwd length — specifies the minimum length allowed for the specified password.
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max failed_logins—specifies the maximum number of failed login attempts allowed for
the specified password.

option_value — specifies the value for passwd expiration, min passwd length, or max
failed_logins. To set all overrides, set the value of gption_valueto -1.

Examples

Example 1 —Defines intern role and specialist role as mutually exclusive
at the membership level:

alter role intern role add exclusive membership
specialist role

Example 2 — Defines roles as mutually exclusive at the membership level and at the
activation level:

alter role specialist role add exclusive membership
intern role

alter role intern role add exclusive activation
surgeon_role

Example 3 — Adds a password to an existing role:

alter role doctor role add passwd "physician"
Example 4 — Drops a password from an existing role:
alter role doctor role drop passwd
Example5—Locks physician role:

alter role physician role lock

Example 6 —Unlocks physician role:

alter role physician role unlock

Example 7 — Changes the maximum number of failed logins allowed for
physician roleto5:

alter role physician role set max failed logins 5

Example 8 — Sets the minimum password length for physician role, an existing
role, to five characters:

alter role physician role set min passwd length 5

Example 9 — Overrides the minimum password length of all roles:

alter role "all overrides" set min passwd length -1

Example 10 — Removes the overrides for the maximum failed logins for all roles:

alter role "all overrides" set max failed logins -1
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Usage

« Thealter role command defines mutually exclusive relationships between roles, and adds,
drops, and changes passwords for roles.

* The all overrides parameter removes the system overrides that were set using
sp_configure with any of the following parameters:

* passwd expiration
* max failed_logins
* min passwd length

Dropping the role password removes the overrides for the password expiration and the
maximum failed logins options.

Password complexity checks are set at the login level using create login or alter login. Set
the options at the global level using sp_passwordpolicy or sp_configure. See Manage
Roles in the Security Administration Guide.

« When you use alter role to lock or unlock roles, you set (or unset) the 1ocksuid,
lockdate, and lockreason columns that are added to syssrvroles.

See also:

e For more information on altering roles, see the Systerm Administration Guide.

e mut_excl_roles, proc_role, role_contain, role_id, role_name in Reference Manual:
Building Block

* sp_activeroles, sp_displaylogin, sp_displayroles in Reference Manual. Procedures

Standards
ANSI SQL — Compliance level: Transact-SQL extension.

Permissions

The permission checks for alter role differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the manage roles privilege.

Disabled | With granular permissions disabled, you must be a user with sso_role.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 85
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Information Values

Audit option roles

Command or access audited | create role, drop role, alter role, grant role, or revoke role

Information in extrain- |, po/es_ cyrrent active roles

fo «  Keywords or options— NULL
*  Previous value— NULL
»  Current value— NULL
> Other information— NULL
*  Proxyinformation- original login name, if set proxy is in effect
See also

 create role on page 193
* drop role on page 359
e granton page 419

e revokeon page 559

e seton page 607

Changing Passwords for Roles

To change the password for arole, first drop the existing password, then add the new password.
alter role doctor role drop passwd

alter role doctor role add passwd "physician"

Note: Passwords that existed before SAP ASE version 12.x and that are attached to user-
defined roles do not expire.

Mutually Exclusive Roles

Consideration for mutually exclusive roles.

« You need not use any particular order to specify the roles in a mutually exclusive
relationship or role hierarchy.

« You can use mutual exclusivity with role hierarchy to impose constraints on user-defined
roles.

« Mutually exclusive membership is a stronger restriction than mutually exclusive
activation. If you define two roles as mutually exclusive at membership, they are implicitly
mutually exclusive at activation.

« If you define two roles as mutually exclusive at membership, defining them as mutually
exclusive at activation has no effect on the membership definitions. Mutual exclusivity at
activation is added and dropped independently of mutual exclusivity at membership.
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« You cannot define two roles as mutually exclusive property after granting both roles to
users or roles. Revoke either granted role from existing grantees before attempting to
define the roles as mutually exclusive at the membership level.

« Iftworoles are defined as mutually exclusive at activation, the system security officer can
assign both roles to the same user, but the user cannot activate both roles at the same
time.

» If the system security officer defines two roles as mutually exclusive at activation, and
users have already activated both roles or, by default, have set both roles to activate at
login, the SAP ASE server makes the roles mutually exclusive, but issues a warning
message naming specific users with conflicting roles. The users’ activated roles do not
change.

alter table

Makes changes to existing tables.

« Adds new columns to a table; drops or modifies existing columns; adds, changes, or drops
constraints; changes properties of an existing table; enables or disables triggers on a table,
changes the compression level of a table.

e Supports adding, dropping, and modifying computed columns, and enables the
materialized property, nullability, or definition of an existing computed column to be
changed.

 Partitions and repartitions a table with specified partition strategy, adds partitions to a table
with existing partitions, and splits or merges existing partitions.

Syntax

alter table [[database.] [owner].]table name
{add column name datatype}
[default {constanﬁ_expression | user | null}]
{identity | null | not null [not materialized]}
[off row | in row]
[[constraint constraint name]
{{unique | primary key}
[clustered | nonclustered]
[asc | desc]
[with {fillfactor = pct,
max rows per page = num rows,
reservepagegap = num pages
immediate allocation]
[on segment name]
| references [[database.] [owner].]ref table
[ (ref column)]
[match full]
| check (search condition)]
[encrypt [with [[database.] [owner].] keyname]
[decrypt default {constant expression | null}]]
[compressed = compression level | not compressed]
[, next column]...
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| add [constraint constraint name]
{unique | primary key}
[clustered | nonclustered]
(column name [asc | desc] [, column name [asc |
descl...])
[with {fillfactor = pct,
max rows per page = num rows,
reservepagegap = num pages}]
[on segment name]
| foreign key (column name [{, column name}...])
references [[database.] [owner].]ref table
[(ref column [{, ref column}...])]
[match full]
| add lob-colname { text | image | unitext }
[null] [ in row [ (length) 1 1
| check (search condition)}
| set { [ dml logging = {full | minimal | default}]
| [,compression = {NONE | PAGE | ROW | ALL} ]
| [,index compression = {NONE | PAGE} ]
| [,"erase residual data" (on | off) ]
}
[lob_compression = off | compression level]
| drop {column name [, column name]...
| constraint constraint name}
| modify column name
[datatype [null | not null]]
[[[encrypt [with keyname] [decrypt default [value]]

| decrypt
1
[[not] compressed]
[compressed = compression_level | not compressed]
| modify lob-column [ in row (length) ]

[, next column]...
| replace column name
default {constant_expression | user | null}
| decrypt default {constant expression | null}
| drop decrypt default |
lock {allpages | datarows | datapages} }
| with exp row size=num bytes
| transfer table [on | off]
| no datacopy}
| partition number of partitions
| unpartition
| partition clause
| add partition clause

alter table syntax for partitions:

partition clause::=
partition by range (column name[, column name]...)
([partition name] values <= ({constant | MAX}
[, {constant | MAX}] ...) [on segment name]
[compression clause] [on segment name]
[, [partition name] values <= ({constant | MAX}
[, {constant | MAX}] ...) [on segment name]]...)
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| partition by hash (column name[, column name]...)
{ (partition name [on segment name]
[, partition name [on segment name]]...)

[compression clause] [on segment name]
| number of partitions
[on (segment name[, segment name] ...)]}

| partition by list (column name)
([partition name] values (constant[, constant] ...)
[on segment name]
[compression_clause] [on segment name]
[, [partition name] values (constant[, constant] ...)
[on segment name]] ...)

| partition by roundrobin
{ (partition name [on segment name]
[, partition name [on segment name]]...)
[compression clause] [on segment name]
| number of partitions
[on (segment name [, segment name]...)]}

add partition clause::=
add partition
{ ([partition name] values <= ({constant | MAX}
[, {constant | MAX}]...)
[on segment name]
[compression_clause] [on segment name]
[, [partition name ] values <= ({constant | MAX}
[, {constant | MAX}] ...)
[on segment name]]...)
| modify partition {partition name [, partition name . . .] }
set compression [= {default | none | row | page}]
set index compression [= {none | page} ]

| ([partition name] values (constant[, constant] ...)
[on segment name]
[, [partition name] values (constant[, constant] ...)
[on segment name]] ...)}

alter table syntax for computed columns:

alter table
add column name {compute | as}
computed column expression...
[materialized | not materialized]
drop column name
modify column name {null | not null |
{materialized | not materialized} [null | not null] |
{compute | as} computed column expression
[materialized | not materialized]
[null | not null]}

alter table syntax for dropping, splitting, merging, and moving partitions:

alter table table name
drop partition partition name [, partition name]...
split partition partition name
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merge partition {partition name [{, partition name}..]}
into destination partition name [on segment name]
move partition partition name [{, partition name}..]
to destination segment name

Parameters

table_name—is the name of the table to change. Specify the database name if the table is in
another database, and specify the owner’s name if more than one table of that name exists
in the database. The default value for owneris the current user, and the default value for
gatabase is the current database.

add —specifies the name of the column or constraint to add to the table. If CIS is enabled,
you cannot use add for remote servers.

column_name —isthe name of acolumninthattable. If Javais enabled in the database, the
column can be a Java-SQL column.

datatype— is any system datatype except bit, or any user-defined datatype except those
based on bit.

If Java is enabled in the database, datatype can be the name of a Java class installed in the
database, either a system class or a user-defined class. See Java in Adaptive Server
Enterprise.

default —specifies a default value for a column. If you specify a default and the user does
not provide a value for this column when inserting data, the SAP ASE server inserts this
value. The default can be a constant_expression, user (to insert the name of the user who is
inserting the data), or null (to insert the null value).

The SAP ASE server generates a name for the default in the form of
tabname_colname_objid, where tabname is the first 10 characters of the table name,
colnameis the first 5 characters of the column name, and obyidis the object ID number for
the default. Setting the default to null drops the default.

If CIS is enabled, you cannot use default for remote servers.

constant_expression — is a constant expression to use as a default value for a column. It
cannot include global variables, the name of any columns, or other database objects, but
can include built-in functions. This default value must be compatible with the datatype of
the column.

user —specifies that the SAP ASE server should insert the user name as the default if the
user does not supply a value. The datatype of the column must be char (30),
varchar (30),oratype that the SAP ASE server implicitly converts to char; however,
if the datatype is not char (30) or varchar (30), truncation may occur.

null | not null —specifies the SAP ASE server behavior during data insertion if no default
exists.

null specifies that a column is added that allows nulls. The SAP ASE server assigns a null
value during inserts if a user does not provide a value.

The properties of a bit-type column must always be not null.

46

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

not null specifies that a column is added that does not allow nulls. Users must provide a
non-null value during inserts if no default exists.

If you do not specify null or not null, the SAP ASE server uses not null by default.
However, you can switch this default using sp_dboption to make the default compatible
with the SQL standards. If you specify (or imply) not null for the newly added column, a
default clause is required. The default value is used for all existing rows of the newly added
column, and applies to future inserts as well.

* materialized | not materialized — indicates whether you are creating a materialized or
nonmaterialized column.

* encrypt [with keyname] — specifies an encrypted column and the key used to encrypt it.

keynameidentifies a key created using create encryption key. The table owner must have
select permission on keyname. |If keynameis not supplied, the server looks for a default
key created using create encryption key oOr alter encryption key.

See Encrypting Data, in Database Encryption for a list of supported datatypes.

» decrypt_default constant_expression —specifies that this column returns a default value
for users who do not have decrypt permissions, and constant_expression is the value the
SAP ASE server returns on select statements instead of the decrypted value. The value can
be NULL on nullable columns only. If the decrypt_value cannot be converted to the
column’s datatype, the SAP ASE server catches the conversion error only when the query
executes.

» decrypt —decrypts the encrypted column.

* compressed = compression_level | not compressed — indicates if the data in the row is
compressed and to what level.

» compression_level — Level of compression. The compression levels are:

e 0 -the row is not compressed.

e 1through 9 — the SAP ASE server uses ZLib compression. Generally, the higher the
compression number, the more the SAP ASE server compresses the LOB data, and the
greater the ratio between compressed and uncompressed data (that is the greater the
amount of space savings, in bytes, for the compressed data versus the size of the
uncompressed data).

However, the amount of compression depends on the LOB content, and the higher the
compression level , the more CPU-intensive the process. That is, level 9 provides the
highest compression ratio but also the heaviest CPU usage.

e 100 —the SAP ASE server uses FastLZ compression. The compression ratio that uses
the least CPU usage; generally used for shorter data.

e 101-the SAP ASE server uses FastLZ compression. A value of 101 uses slightly more
CPU than a value of 100, but uses a better compression ratio than a value of 100.

The compression algorithm ignores rows that do not use LOB data.

* identity —indicates that the column has the IDENTITY property. Each table in a database
can have one IDENTITY column with a datatype of:
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e Exact numeric and scale of 0, or
« Any of the integer datatypes, including signed or unsigned bigint, int,
smallint,or tinyint.

IDENTITY columns are not updatable and do not allow nulls.

IDENTITY columns store sequential numbers, such as invoice numbers or employee
numbers that are automatically generated by the SAP ASE server. The value of the
IDENTITY column uniquely identifies each row in a table.

off row | in row — specifies whether the Java-SQL column is stored separately from the
row, or in storage allocated directly in the row.

The storage for an in row column cannot exceed 16K bytes, depending on the page size of
the database server and other variables. The default value is off row.

constraint —introduces the name of an integrity constraint. If CIS is enabled, you cannot
use constraint for remote servers.

constraint_name — is the name of the constraint, which must conform to the rules for
identifiers and be unique in the database. If you do not specify the name for a table-level
constraint, the SAP ASE server generates a name in the form of
tabname_colname_objectid, where tabname is the first 10 characters of the table name,
colnameis the first 5 characters of the column name, and objectidis the object ID number
for the constraint. If you do not specify the name for a unique or primary key constraint, the
SAP ASE server generates a name in the format fabname_colname_tabindid, where
tabindid is a string concatenation of the table ID and index ID.

Constraints do not apply to the data that already exists in the table at the time the constraint
is added.

unique—constrains the values in the indicated column or columns so that no two rows can
have the same non-null value. This constraint creates a unique index that can be dropped
only if the constraint is dropped. You cannot use this option with the null option.
primary key — constrains the values in the indicated column or columns so that no two
rows can have the same value and so that the value cannot be NULL. This constraint
creates a unique index that can be dropped only if the constraint is dropped.

clustered | nonclustered — specifies that the index created by a unique or primary key
constraint is a clustered or nonclustered index. clustered is the default (unless a clustered
index already exists for the table) for primary key constraints; nonclustered is the default
for unique constraints. There can be only one clustered index per table. See create index
for more information.

asc | desc —specifies whether the index is to be created in ascending (asc) or descending
(desc) order. The default is ascending order.

with fillfactor =pct — specifies how full to make each page when the SAP ASE server
creates a new index on existing data. “pct” stands for percentage. The fillfactor percentage
is relevant only when the index is created. As data changes, pages are not maintained at any
particular level of fullness.
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Warning! Creating a clustered index with a fillfactor affects the amount of storage space
your data occupies, since the SAP ASE server redistributes the data as it creates the
clustered index.

The default for fillfactor is O; this is used when you do not include with fillfactor in the
create index statement (unless the value has been changed with sp_configure). When
specifying a fillfactor, use a value between 1 and 100.

A fillfactor of O creates clustered indexes with completely full pages and nonclustered
indexes with completely full leaf pages. It leaves a comfortable amount of space within the
index B-tree in both clustered and nonclustered indexes. There is seldom a reason to
change the fillfactor.

If the fillfactor is set to 100, the SAP ASE server creates both clustered and nonclustered
indexes, with each page 100 percent full. A fillfactor of 100 makes sense only for read-only
tables—tables to which no data is ever added.

fillfactor values smaller than 100 (except 0, which is a special case) cause the SAP ASE
server to create new indexes with pages that are not completely full. A fillfactor of 10 might
be a reasonable choice if you are creating an index on a table that eventually holds a great
deal more data, but small fillfactor values cause each index (or index and data) to take more
storage space.

* transfer table[on | off] —alters a table’s eligibility for incremental transfer. The default
value is to make no change, whether the table is marked for transfer or not. If the alter table
command specifies set transfer table, and the selection of on or off differs from the current
value, the table’s eligibility is changed.

* max_rows per_page=num_rows— limits the number of rows on data pages and the
leaf-level pages of indexes. Unlike fillfactor, the max_rows_per_page value is maintained
until it is changed with sp_chgattribute.

If you do not specify a value for max_rows_per_page, the SAP ASE server uses a value of
0 when creating the index. When specifying max_rows_per_page for data pages, use a
value between 0 — 256. The maximum number of rows per page for nonclustered indexes
depends on the size of the index key; the SAP ASE server returns an error message if the
specified value is too high.

For indexes created by constraints, a max_rows_per_page setting of O creates clustered
indexes with full pages, and nonclustered indexes with full leaf pages. A setting of 0 leaves
a comfortable amount of space within the index B-tree in both clustered and nonclustered
indexes.

If max_rows_per_page is set to 1, the SAP ASE server creates both clustered and
nonclustered leaf index pages with one row per page at the leaf level. You can use this to
reduce lock contention on frequently accessed data.

Low max_rows_per_page values cause the SAP ASE server to create new indexes with
pages that are not completely full, use more storage space, and may cause more page
splits.
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Warning! Creating a clustered index with max_rows_per_page can affect the amount of
storage space your data occupies, since the SAP ASE server redistributes the data as it
creates the clustered index.

reservepagegap = num_pages—specifies a ratio of filled pages to empty pages to be left
during extent I/O allocation operations for the index created by the constraint. For each
specified num_pages, an empty page is left for future expansion of the table. Valid values
are 0 — 255. The default value, 0, leaves no empty pages.

immediate_allocation — Explicitely creates a table when you have enabled sp_dboption
‘deferred table allocation’.

on segment_name — specifies the segment on which the index exists or is to be placed.
When using on segment_name, the logical device must already have been assigned to the
database with create database or alter database, and the segment must have been created
in the database with sp_addsegment. See your system administrator or use
sp_helpsegment for a list of the segment names available in your database.

If you specify clustered and use the on segment_name option, the entire table migrates to
the segment you specify, since the leaf level of the index contains the actual data pages.

For partitions, on segment_name specifies the segment on which to place the partition.
references—specifies a column list for a referential integrity constraint. You can specify
only one column value for a column constraint. By including this constraint with a table
that references another table, any data inserted into the referencingtable must already exist
in the referenced'table.

To use this constraint, you must have references permission on the referenced table. The
specified columns in the referenced table must be constrained by a unique index (created
by either a unique constraint or a create index statement). If no columns are specified,
there must be a primary key constraint on the appropriate columns in the referenced table.
Also, the datatypes of the referencing table columns must exactly match the datatype of the
referenced table columns.

If CIS is enabled, you cannot use references for remote servers.

foreign key —specifies that the listed columns are foreign keys in this table for which the
matching primary keys are the columns listed in the references clause.

ref_table—is the name of the table that contains the referenced columns. You can reference
tables in another database. Constraints can reference as many as 192 user tables and
internally generated worktables. Use sp_helpconstraint to check a table’s referential
constraints.

ref_column —is the name of the column or columns in the referenced table.

match full —specifies that if all values in the referencing columns of a referencing row
are:

* Null —the referential integrity condition is true.

* Non-null values - if there is a referenced row where each corresponding column is
equal in the referenced table, then the referential integrity condition is true.
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If they are neither, then the referential integrity condition is false when:

e All values are non-null and not equal, or

« Some of the values in the referencing columns of a referencing row are non-null values,
while others are null.

» check —specifies a search_condition constraint that the SAP ASE server enforces for all
the rows in the table. If CIS is enabled, you cannot use check for remote servers.

» search_condition —is a Boolean expression that defines the check constraint on the
column values. These constraints can include:

« Alist of constant expressions introduced with in
« A set of conditions, which may contain wildcard characters, introduced with like

An expression can include arithmetic operations and Transact-SQL functions. The
search_condition cannot contain subqueries, aggregate functions, parameters, or host
variables.

* next_column —includes additional column definitions (separated by commas) using the
same syntax described for a column definition.

* set dml_logging — determines the amount of logging for insert, update, and delete
(DML) operations. One of:

« full — the SAP ASE server logs all transactions,
* minimal — the SAP ASE server does not log row or page changes
« default — logging is set to the table default.

¢ add lob-colname { text | image | unitext } —adds the LOB column with the specified
datatype.

e [null][inrow[ (length)]]—specifies the maximum length for the LOB column to remain
in-row. If you do not specify length, the SAP ASE server applies the database-wide setting
in effect for in-row length.

If you do not use in row (length), and the database-wide setting is not in effect, the LOB
column is added with off-row storage of the data.

» modify lob-column in row [(length)] —changes only the property of the LOB column to
in-row, up to the specified length. When you run this command, no data moves.

You can also use this option to increase the length of an in-row LOB column.

Note: You cannot use this option to decrease the length of a LOB column, nor can you
specify 0 as the length. Depending on the amount of space available on the page, the off-
row LOB data is moved in-row up to the specified in-row length during updates that occur
after this modification.

* set compression —indicates the level of compression to be applied to the table or partition.
The new compression level applies to newly inserted or updated data:

« default — resets the compression level for the specified partitions to the compression
level of the table.
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* none — the data in this table or partition is not compressed. For partitions, none
indicates that data in this partition remains uncompressed even if the table compression
is altered to row or page compression.

» page — when the page fills, existing data rows that are row-compressed are then
compressed using page-level compression to create page-level dictionary, index, and
character-encoding entries. Set page compression at the partition or table level.

The SAP ASE server compresses data at the page level only after it has compressed
data at the row level, so setting the compression to page implies both page and row
compression.

* row — compresses one or more data items in an individual row. The SAP ASE server
stores data in a row compressed form only if the compressed form saves space
compared to an uncompressed form. Set row compression at the partition or table
level.

set index_compression —specifies the index compression to be enabled or disabled to the

table, index, or the local index partition. If the table is modified to be index compressed,

newly created indexes are compressed.

e NONE - indexes on the specified table are not compressed.

« PAGE - all indexes on the specified table are compressed.

set lob_compression = compression_level — changes the compression level for a table
that uses LOB datatypes.

set " eraseresidual data" {on | off} — specifies whether to remove residual data from
deletions in SAP ASE.

drop — specifies the name of a column or constraint to drop from the table. If CIS is
enabled, you cannot use drop for remote servers.

modify — specifies the name of the column for which you are changing the datatype or
nullability.

[not] compressed — indicates if the modified column is compressed.

replace — specifies the column for which to replace the default value with the new value
specified by a following default clause. If CIS is enabled, you cannot use replace for
remote servers.

enable| disabletrigger —enables or disables a trigger. See the System Administration
Guide for information about triggers.

lock datarows | datapages | allpages — changes the locking scheme to be used for the
table.

with exp_row_size=num_bytes — specifies the expected row size. You can apply this
parameter only:

« To datarows and datapages locking schemes.
» To tables with variable-length rows.

* When alter table performs a data copy, such as with alter table add or modify. You
cannot use with exp_row_size=num_bytes with alter table lock change operations.
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Valid valuesare 0, 1, and any value between the minimum and maximum row length for the
table. The default value is 0, which means a server-wide setting is applied.

* nodatacopy — indicates that alter table drops colums without performing a data copy,
preventing the alter table... drop command from blocking other commands running on the
table while the alter table operation occurs.

e partition number_of partitions—adds (number_of partitions—1) empty partitions to an
unpartitioned table (round-robin-partitioned table with a single partition). Thus, the total
number of partitions for the table becomes number_of partitions. |f Component
Integration Services (CIS) is enabled, you cannot use partition for remote servers.

* unpartition —changes a round-robin-partitioned table without indexes, to an
unpartitioned table. If CIS is enabled, you cannot use unpartition for remote servers.

* partition by range — specifies that records are to be partitioned according values in the
partitioning column or columns. Each partitioning column value is compared with sets of
user-supplied upper and lower bounds to determine partition assignment.

« column_name—when used in the partition_clause, specifies a partition key column. A
partition key column cannot be an encrypted column.

e partition_name — specifies the name of a new partition on which table records are to
stored. Partition names must be unique within the set of partitions on a table or index.
Partition names can be delimited identifiers if set quoted_identifier is on. Otherwise, they
must be valid identifiers.

If partition_name is omitted, the SAP ASE server creates a name in the form
table_name_partition_id. The SAP ASE server truncates partition names that exceed the
allowed maximum length.

» values <= constant | MAX —specifies the inclusive upper bound of values for a named
partition. Specifying a constant value for the highest partition bound imposes an implicit
integrity constraint on the table. The keyword MAX specifies the maximum value in a
given datatype.

* onsegment_name—when used inthe partition_clause, specifies the segment on which the
partition is to be placed. When using on segment_name, the logical device must already
have been assigned to the database with create database or alter database, and the
segment must have been created in the database with sp_addsegment. See your system
administrator or use sp_helpsegment for a list of the segment names available in your
database.

« partition by hash —specifies that records are to be partitioned by a system-supplied hash
function. The function computes the hash value of the partition keys that specify the
partition to which records are assigned.

« partition by list — specifies that records are to be partitioned according to literal values
specified in the named column. The partition key contains only one column. You can list as
many as 250 constants as the partition values for each list partition.

e partition by round-robin — specifies that records are to be partitioned in a sequential
manner. A round-robin-partitioned table has no partitioning key. Neither the user nor the
optimizer knows in which partition a particular record resides.
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add partition —applies only to range- or list-partitioned tables:

» For range-partitioned tables — adds one or more partitions to the upper end of a range
partitioned table.
« For list-partitioned tables — adds one or more partitions with a new set of values.
modify partition —specifies the partitions for which you are modifying the compression
level.
compute | as—adds or drops a new computed column. Follow the same rules defined for
the create table command and the alter table add rules.
computed_column_expression —is any valid Transact-SQL expression that does not
contain columns from other tables, local variables, aggregate functions, or subqueries. It
can be one or a combination of column name, constant, function, global variable, or case
expression, connected by one or more operators. You cannot cross-reference between
computed columns, except when virtual computed columns reference materialize
computed columns. You cannot reference encrypted column in a
computed_column_expression.
materialized | not materialized —specifies whether acomputer column is materialized or
not. These are reserved keywords in the modify clause that specify whether the computed
column is materialized, or physically stored in the table. By default, a computed column is
not materialized (that is, not physically stored in the table). You can also use this parameter
to change the definitions of existing virtual computed columns; that is, to materialize
them.
table_namedrop partition partition_name[, partition_name]... —drops one or more list
or range partitions. You cannot use alter table to drop a hash or round-robin partition.

For each partition you drop, the SAP ASE server:

* Deletes all data on the partition

» Deletes the partition definition from the system catalog

» Drops all corresponding local index partitions that refer to this data partition

« Regenerates the partition condition object of the base table and each local index
» Deletes all statistics information on this partition

» Rebuilds all global indexes

Note: If you attempt to drop a partition from a table that is referenced by another table, and
the partition to be dropped and the referencing table are not empty, the command fails
because of possible violations with the foreign-key constraint, and the SAP ASE server
displays error message 13971.

split partition partition_name into partition_condition_clause — redistributes partition
data to two or more partitions.

partition_condition_clause — indicates conditions that specify how to split the source
partition data. Typically, conditions are a numerical range or a data range. The partition
conditions should cover all, and only, the data in the source partition.
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partition_condition_clause may be on the same segment as the source partition, or on a
new segment. If you do not specify destination partition segments, the SAP ASE server
creates the new partitions on the segment on which the source partition resides.

* mergepartition —combine the data from two or more merge-compatible partitions into a
single partition.

» destination_partition_name —a new or existing partition. If destination_partition_name
is an existing partition, it cannot be any of the source partitions you are merging. If you do
not specify a destination partition name, a system-generated name is picked.

* move partition —moves a partition (and its index) to a specified segment.

« destination_segment_name —a new or existing segment to which you are moving the
partition. You cannot specify “default” as the destination_segment_name.

Examples

* Addsacolumntoatable—Addsacolumntoatable. For each existing row in the table, the
SAP ASE server assigns a NULL column value:
alter table publishers
add manager name varchar (40) null

e AddsanIDENTITY columntoatable—For each existing row in the table, the SAP ASE
server assigns a unique, sequential column value. The IDENTITY column can be type
numeric Or integer,and have ascale of zero. The precision determines the maximum
value (10° -1, or 99,999) that can be inserted into the column:

alter table sales daily
add ord num numeric (5,0) identity

» Addsaprimary key constraint totheauthor stable— If there is an existing primary key
or unique constraint on the table, you must drop the existing constraint first (see next
example):
alter table authors

add constraint au identification
primary key (au_id, au lname, au fname)

* Dropsaconstraint —Drops the au _identification constraint:

alter table titles
drop constraint au identification

* Createsan index on authors— The index has a reservepagegap value of 16, leaving 1
empty page in the index for each 15 allocated pages:
alter table authors
add constraint au identification
primary key (au _id, au lname, au fname)
with reservepagegap = 16

* Removesthedefault constraint —Removes the default constraint on the phone column
inthe authors table. If the column allows NULL values, NULL is inserted if no column
value is specified. If the column does not allow NULL values, an insert that does not
specify a column value fails:

Reference Manual: Commands 55



CHAPTER 1: Commands

alter table authors
replace phone default null

M odifiestheemp table—Modifies the emp table to encrypt the s sn column and specifies
decrypt default:
alter table emp modify ssn encrypt with keyl
decrypt default '000-00-0000"'
Decrypts data — Decrypts credit card data that is longer sensitive:

alter table stolen ccards
modify ccard decrypt

If card was encrypted by a key protected by a user-defined password, precede this
command with the set encryption key command.

Adds an encrypted column to an existing table — Since keyname is omitted, the SAP
ASE server looks for the database default encryption key:

alter table sales mgr
add bonus money null encrypt

Setsa password — Sets the password for the ssn_key encryption key and encrypts the
ssn column in the existing employee table.

set encryption passwd '4devermore' for key ssn key
alter table employee modify ssn
encrypt with ssn key

If ssn inthis example is an existing encrypted column encrypted by “key1” the alter table
would cause the SAP ASE server to decrypt ssn using “keyl” and reencrypt ssn using
“ssn_key”.

Adds a decrypt default to a column — Adds a decrypt default to the salary column,
which is already encrypted:

alter table employee replace salary
decrypt default $0.00

Removes the decrypt default — Removes the decrypt default for salary without
removing the encryption property:

alter table employee replace salary drop
decrypt default

Changesan unpartitioned table— Changes an unpartitioned table to a range-partitioned
table with three partitions, each of which is on a different segment:
alter table titles partition by range (total sales)

(smallsales values <= (500) on segl,

mediumsales values <= (5000) on seg2,

bigsales values <= (25000) on seg3)

Addsrange partition — Adds another range partition to the titles table:

alter table titles add partition
(vbigsales values <= (40000) on seg4)
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* Altersatableto uselow-level compression — Alters the titles table in the pubs?2
database to use row-level compression:
alter table titles set compression = row

¢ Changesatableto use page-level compression — Changes the Y2009 partition of the
sales table to use page-level compression:

alter table sales modify partition Y2009
set compression = page

* Changesthe compression state to NONE — Alters the existing table order line,
changing the compression state to NONE:

alter table order line set index compress = NONE

* Changesthecompressionstateto PAGE: —Alters the existing table sales, changing the
state to PAGE for compression of the local index partition Y2009:
alter table sales
modify partition Y2009 set index compression = PAGE

» Changesalocking scheme— Changes the locking scheme for the titles table to
datarows locking:
alter table titles lock datarows

* Addsanon-null column — Adds the not-null column author type to the authors
table with a default of primary author:

alter table authors
add author type varchar (20)
default "primary author" not null

* Dropscolumnsfrom atable—Drops the advance, notes, and contract columns
from the titles table:
alter table titles
drop advance, notes, contract

¢ Modifiesa column with a default of NULL — Modifies the city column of the
authors table to be a varchar (30) with a default of NULL:
alter table authors
modify city varchar (30) null
* Modifiesa column with a default of not NULL —Modifies the stor name column of
the stores table to be NOT NULL. Its datatype, varchar (40), remains unchanged:
alter table stores
modify stor name not null
* Moadifiesa column and changes the locking scheme of a table — Modifies the type
column of the titles table and changes the locking scheme of the t it 1es table from
allpages to datarows:
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alter table titles
modify type varchar (10)
lock datarows

M akes various modifications to a column — Modifies the notes column of the
titles table from varchar (200) to varchar (150), changes the default value
from NULL to NOT NULL, and specifies an exp_row_size of 40:

alter table titles
modify notes varchar (150) not null
with exp row size = 40

Adds an incremental transfer attribute — Adds the incremental transfer attribute to
mytable:

alter table mytable set transfer table on

Removes an incremental transfer attribute — Removes the incremental transfer
attribute from mytable:

alter table mytable set transfer table off

Adds, maodifies, drops column — Adds, modifies, and drops a column, and then adds
another column in one query. Alters the locking scheme and specifies the exp_row_size of
the new column:

alter table titles
add author type varchar (30) null
modify city wvarchar (30)
drop notes
add sec_advance money default 1000 not null
lock datarows
with exp row size = 40

M odifies a column to support in-row L OB — Modifies the description column of
mymsgs table to support in-row LOB 400 bytes long:

alter table mymsgs modify description in row (400)

Addsavirtual computed column — Adds a virtual computed column:

alter table authors
add fullname compute au fname + ' ' + au lname

Changes a computed column from virtual to materialized — Changes a virtual
computed column to a materialized computed column;

alter table authors modify fullname materialized

Splits a partition in two — Splits the partition containing the orders table into two
partitions:

alter table orders

split partition P2

into

( P5 values <= (25000) on seg2,
P6 values <= (50000) on seg3)
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M ergespartitionsinto a single partition — Merges the partitions containing the sales
table into a single partition:

alter table sales

merge partition Q1, Q2, Q3, Q4

into Y2007

Example 32 — Moves the orders table to the seg4 segment:

alter table orders
move partition P2 to seg4

Dropsa column from atable—Drops the total sales columnfromthe titles

table with a data copy:

alter table titles
drop total sales
with no datacopy

Usage

If there are multiple triggers on a table, the table owner can disable any or all of the multiple
triggers defined on that table.

When you set the "erase resdual data™ option on a table, the operations for the table (drop
table, delete row, alter table, drop index) that result in residual data automatically clean
up deallocated space. The default is set to off.

You cannot use alter table on a segment that includes a virtually hashed table.

You cannot use alter table on a segment that includes the VHASH table, since a virtually
hashed table must take only one exclusive segment, which cannot be shared by other tables
or databases.

Before you add, modify, or drop columns on atable, run sp_depends to see if there are any
stored procedures that depend on the table you are changing. If such stored procedures
exist, drop, then re-create the stored procedures as necessary after changing table schema.
If stored procedures using select * reference an altered table, no new columns appear in the
result set, even if you use the with recompile option. You must drop the procedure and
re-create it to include these new columns. Otherwise, the wrong results may be caused by
insert into tablel select * from table2 in the procedure when the tables have been altered
and new columns have been added to the tables.

When the table owner uses alter table, the SAP ASE server disables access rules during the
execution of the command and enables them upon completion of the command. The access
rules are disabled to avoid filtering of the table data during alter table.

If you specify clustered and use the on segment_name option, the entire table migrates to
the segment you specify, since the leaf level of the index contains the actual data pages.
alter table. . . transfer table involves data copy (similar to adding or removing a column): it
is a very expensive command in terms of performance.

alter table performs error checking for check constraints before it alters the table.

When using on segment_name for partitions, the logical device must already have been
assigned to the database with create database or alter databse, and the segment must have
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been created in the database with sp_addsegment. See your system administrator or use
sp_helpsegment for a list of the segment names available in your database.

See also sp_chgattribute, sp_help, sp_helpartition, sp_rename in Reference Manual:

Procedures.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

See System and User-Defined Datatypesin Reference Manual: Building Blocks for datatype

compliance information.

Permissions

The permission checks for alter table differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the table owner or a user with alter
any table privilege. A user with setuser privilege can impersonate the table
owner by executing the setuser command.

Disabled | With granular permissions disabled, you must be the table owner or a user with sa_role.
The database owner can impersonate the table owner by running the setuser command

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 3
Audit option alter
Command or access au- | alter table

dited
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Information Values
Information in ex- *  Roles —current active roles
trainfo e Keywords or options— add column, drop column, modify column,
replace column, add constraint, Or drop constraint
*  Previous value— NULL
e Current value— NULL
e Other information— NULL
*  Proxy information - original login name, if a set proxy is in effect
e If the set option for set transfer table [on | off] is:
e on—the SAP ASE server prints SET TRANSFER TABLE
ON in the extra info in the audit record.
» off —the SAP ASE server prints SET TRANSFER TABLE
OFF.
See also

create index on page 140
create table on page 207

dbcc on page 278

drop database on page 342
dump transaction on page 391
inserton page 473

setuseron page 658

selecton page 579

Restrictions for alter table

Restrictions that apply when using alter table.

Do not alter the system tables.

You cannot add a column of datatype bit to an existing table if you specify a default

value. This default value must be 0 or 1.

When you run alter table drop column against columns with large objects (LOB), the SAP

ASE server drops any replication indexes if:

e The table contains LOB columns, and

e The table is marked for replication, and

e The LOB column contains a replication index

Consequently, the SAP ASE server may require a long time to drop the replication index if

the table is large.

The maximum number of columns in a table is:

« 1024 for fixed-length columns in both all-pages-locked (APL) and data-only-locked
(DOL) tables
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o 254 for variable-length columns in an APL table
e 1024 for variable-length columns in a DOL table

alter table raises an error if the number of variable-length columns in an APL table exceeds
254.

Drop, then re-create compiled objects after changing a table’s lock schema.

You cannot use the no datacopy parameter on:

« Materialized or virtual computed columns

e Encrypted columns

e XML columns

¢ timestamp columns

e bit columns

« Java columns

The maximum length for in-row Java columns is determined by the maximum size of a
variable-length column for the table’s schema, locking style, and page size.

When converting a table to a different locking scheme, the data in the source table cannot
violate the limits of the target table. For example, if you attempt to convert a DOL table
with more than 254 variable-length columns to an APL table, alter table fails because an
APL table is restricted to having no more than 254 variable-length columns.

Columns with fixed-length data (for example char, binary, and so on) have the
maximum sizes shown in these two tables. The following describes the maximum row and
columns lengths for an APL table:

Page Size Maximum Maximum Column
Row Length |Length

2KB (2048 1962 1960 bytes

bytes)

4KB (4096 4010 4008 bytes

bytes)

8KB (8192 8106 8104 bytes

bytes)

16KB (16384 16298 16296 bytes

bytes)

The following describes the maximum row and columns lengths for a DOL table:

Page Size Maximum Maximum Column
Row Length |Length

2KB (2048 1964 1958 bytes

bytes)
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Page Size Maximum Maximum Column
Row Length | Length

4KB (4096 4012 4006 bytes

bytes)

8KB (8192 8108 8102 bytes

bytes)

16KB (16384 16300 16294 bytes — if table

bytes) does not include any
variable length col-
umns.

16KB (16384 16300 (subject | 8191-6-2 = 8183 bytes

to a max start
offset of varlen
=8191)

— if table includes at
least one variable-
length column.

This size includes 6
bytes for the row over-
head and 2 bytes for the
row-length field.
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* The maximum number of bytes of variable-length data per row depends on the locking
scheme for the table. The following describes the maximum size columns for an APL

table:
Page Size Maximum Row Length [ Maximum Column Length
2KB (2048 bytes) 1960 1960
4KB (4096 bytes) 4008 4008
8KB (8192 bytes) 8104 8157
16KB (16384 bytes) 16296 16227

The following describes

the maximum size columns for a DOL table:

Page Size Maximum Row Length [ Maximum Column Length
2KB (2048 bytes) 1960 1958

4KB (4096 bytes) 4008 4006

8KB (8192 bytes) 8157 8102

16KB (16384 bytes) 16294 16294
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You cannot use alter table to add a declarative or check constraint and then insert data into
the table in the same batch or procedure. Either separate the alter and insert statements into
two different batches or procedures, or use execute to perform the actions separately.
You cannot use the following variable in alter table statements that include defaults:

declare @a int

select @a = 2

alter table t2 add c3 int
default @a

Doing so results in error message 154; Variable is not allowed in
default.

SQL user-defined functions are not currently supported with create proxy table, create
table at remote server, Or alter table.

Note: The execution of SQL functions requires the syntax username.functionname().

alter table and Encrypted Columns

Considerations for using encrypted columns.

When used to add or modify an encrypted column, alter table may take a significant
amount of time if the table contains a large number of rows.

Modifying a column for encryption may cause the row size of the table to increase.
You cannot use alter table to encrypt or decrypt a column:

« If the column belongs to a clustered or placement index. To encrypt or decrypt such a
column, drop the index, alter the column, and re-create the index.

« If the table has a trigger defined. Drop the trigger before you modify the column.
Afterwards, re-create the trigger:

If you modify the type of an encrypted column belonging to a clustered or placement
index, the index is out of order, and alter table displays an error. Drop the index before
modifying the type. Afterwards, re-recreate the index.

You can encrypt these datatypes:

e int, smallint, tinyint

* unsigned int,unsigned smallint,unsigned tinyint
* bigint,unsigned bigint

¢ decimal and numeric

e floatd4and float8

* money, smallmoney

¢ date, time, smalldatetime, datetime,bigdatetime
e char andvarchar

* unichar,univarchar

e binary and varbinary

e bit
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The underlying datatype of encrypted data on disk is varbinary. Null values are not
encrypted.

Modifying the datatype of the encrypted column belonging to a clustered or placement
index results in the index being out of order, and alter table displays an error. Drop the
index before modifying the type, after which you re-create the index.

alter table reports an error if you:

« Change acomputed column to an encrypted column, or change an encrypted column to
a computed column

< Enable a column for encryption where the column is referenced in an expression used
by a computed column

« Change a computed column to reference an encrypted column.

» Encrypt a column that is a member of a functional index

« Specify an encrypted column as a partition key

< Enable a column for encryption that is already used as a partition key

Note: Referential integrity between encrypted columns is supported when the columns are
encrypted with the same key. For details, see Encrypting Datain the Encrypted Columns Users
Guide.

Altering a Table’s Compression

Considerations for altering table compression.

Use set compression to change the compression level of the table for future data inserts or
updates. set compression does not affect existing data rows and pages that are already
compressed, but does require exclusive access to the table.

You cannot change a partition’s compression level in the same command in which you are
altering a table’s compression level. You must perform these operations as independent
commands

You may use set compression with other set parameters.

Changing the table’s compression level affects only those partitions that do not already
have an explicitly defined compression level. All partitions without an explicitly defined
compression level implicitly inherit the table’s compression level. For example, if you
modify a table’s compression level from uncompressed to row-level compression, all
partitions that had a compression level of none do not change, but partitions for which their
compression level was undefined are changed to row-level compressed.

Altering a table’s compression level does not change the compression level for existing
columns. For example, if my table and its columns are uncompressed, when you alter
the compression level of my table, its columns initially remain uncompressed.
However, the SAP ASE server compresses these columns individually when they fill with
enough data to trigger the compression mechanism.

The default behavior for newly added columns depends on the table’s compression setting.
For compressed tables, the column’s datatype determines its compression level. For
uncompressed tables, new columns are uncompressed.
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You may add compressed materialized computed columns to a table or compress them
later.

Interactions Between Compression and Other alter table Parameters

When a command requires data movement, the SAP ASE server compresses any
uncompressed data rows in the source partitions if the target partition is compressed. When
you include a compression clause, alter table includes these interactions between the
parameters.

set — you:

e Cannot combine set with add, drop, or modify clauses.

« Cannot combine the modify partition set clause with other modify column_name
parameters.

e Cannot use the all keyword with modify partition and include partition names in the
clause.

add:

* You may add nullable and non-nullable compressed columns to existing tables.
Adding non-nullable columns requires data movement.

* Columns added to a compressed table use row compression if they are configured for
an appropriate datatype.

« Modifying a column’s datatype to one that is eligible for row compression in a
compressed table does not change the column’s compression level.

» If you do not specify not compressed for a new column, it inherits the table’s
compression level. For example, if the table is row-level compressed, any column you
add to the table uses row-level compression as well.

drop:

» Dropping a compressed column causes data movement.

 If the other columns in a table or partition are not compressed, or cannot be
compressed, you must change the compression state to none before dropping the last
compressed column.

modify:

* You can modify a compressed column in an existing table to not compressed and vice
Versa.

< You can change a column’s datatype simultaneously with its compression level.
However, the target datatype must be eligible for row compression. If the target
datatype is not eligible for compression, the SAP ASE server ignores the request to
compress it during the modify operation.

e The SAP ASE server issues an error if you attempt to modify the compression level of a
column that you cannot create as a compressed column. For example, the SAP ASE
server issues an error message if you attempt to compress a virtual computed column.

Combining add, drop, and modify:
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< You can issue multiple add, drop, or modify parameters that include one or more
compressed columns in asingle alter table statement. The data movement for this alter
table command is dictated by the data movement restrictions for the parameters.

« If alter table requires data movement, the column’s compression level remains
unchanged for the columns not affected by the add, drop, or modify parameters.

» Repartitioning atable —if you do not specify the compression clause for new partitions, the
SAP ASE server sets the compression level for the new partitions as:

« Uncompressed if the source table and all of its partitions are uncompressed.

« The same compression level as the source table, if all of its partitions are compressed
with the same compression level.

e Uncompressed if:
» The table or the individual partitions are compressed differently, or,
« The source table is not compressed, but some of its partitions are
The SAP ASE server does not compress the new partitions because it may be difficult
to uniquely map and migrate the compression attribute from the original compressed
partitions to the new partitions. You must explicitly state the compression level as part
of the alter table command to specify which target partitions must be compressed
during the data copy.

e add partition — newly added partitions inherit the table’s compression level if you do not
specify a partition level in the compression clause.

» drop partition —dropping a table’s only compressed partition does not change the table’s
compression level if the table includes multiple partitions.

If a table has been defined for compression, it remains compressed after the partition is
dropped, and the SAP ASE server automatically configures future partitions for
compression.

» Changing the locking scheme —the SAP ASE server requires data movement if you change
the locking scheme of a table from allpages-locked to data-only-locked, or vice-versa. You
cannot simultaneously change the compression level of the table or individual partitions
when you change the locking scheme. Instead, you must run the set compression
command to specify the compression level before you change the locking scheme.

« Unpartitioning a table — if at least one source partition is compressed when you unpartition
a table, the entire table is marked as compressed when you run alter table. The SAP ASE
server issues a warning message if the table was initially uncompressed.

e Other commands — you cannot combine parameters that specify the default value of a
column, enable or disable triggers, add or drop column-level or table-level constraints, and
so on, with commands that specify column-level or partition-level compression or copy
data.

« If alter table does not include data movement, existing data is not affected, and the SAP
ASE server applies the table’s compression level to data once it is inserted. If alter table
includes data movement, existing data is compressed or decompressed according to the
table’s compression level.

* These alter table events include data movement:
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Adding non-null columns

Dropping columns

Modifying a column to increase its length (for example, froma smallint toan int,
or from char (3) to varchar (45))

* These alter table events do not include data movement:

Adding null column

Adding null text column (adding a non-null text column has restrictions)
Modifying a variable-length column to increase its length (for example, from
varchar (5) to varchar (20) or from varchar (20) to varchar (40))

« You cannot compress proxy tables or partitions or columns on proxy tables.

Altering the Compression Level for a Table Using Large Objects

Changing the table’s large object (LOB) compression level affects only the LOB columns that
do not have an explicitly defined compression level. Columns without an explicitly defined
compression level implicitly inherit the table’s compression level.

The default behavior for newly added LOB columns for which you have not specified a LOB
compression clause depends on the table’s LOB compression level. For LOB compressed
tables, the SAP ASE server uses the table’s LOB compression level for the columns. For LOB
uncompressed tables, newly added LOB columns remain uncompressed.

Interactions between compression and other alter table parameters for tables with LOB data:

e drop column—if the table includes no compressed LOB columns after dropping columns,
the table uses the table-level LOB column compression level.

* add column

You can add a nullable compressed LOB column, but you cannot add a non-nullable
compressed LOB column.

For atable not set to LOB compression, by default, newly added LOB columns are not
compressed. Newly added LOB columns with LOB compression subclauses can be
compressed or not compressed as specified.

* modify column

You can uncompress an existing compressed LOB column. Although newly inserted
data is uncompressed, existing data remains compressed.

You can change the compression level of an existing LOB column. Although newly
inserted data assumes the new compression level, existing data retains the original
compression level.

You can change an uncompressed LOB column to compressed.

You cannot modify a regular column to a LOB column (compressed or uncompressed).

You can modify a compressed LOB column to:

e Compressed text columns using fchar, Mvarchar, unichar, and
univarchar

e Compressed image columns using varbinary and binary

68

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

e Compressed unitext columns using nchar, ivarchar, unichar,
univarchar, varbinary,and binary
Compressed off-row java columns cannot be modified to regular columns.
The SAP ASE server decompresses the LOB data, truncating the data if necessary to fit
the regular column length, and converting it to the regular datatype. The maximum
length of the regular column is governed by the SAP ASE server page size.
* Combinations of add, drop, modify, and set lob_compression:

« You can issue multiple add, drop, or modify subcommands in a single alter table
command—or set lob_compression and set compression subclauses—that involves
one or more compressed columns.

» Ifyouaddacolumn to a LOB-compressed table and include set lob_compression =0
in the command, the newly added column is not compressed.

« Ifyouaddacolumnto aregular, uncompressed table, and include set lob_compression =
compression_level in the command, the newly added column is compressed.

Existing LOB data is not affected by alter table commands; only future DMLs are affected

by the changed LOB compression attributes. Use update and select into to compress or
uncompress existing LOB data.

Getting Information About Tables

To rename a table, execute sp_rename (do not rename the system tables). For information
about a table and its columns, use sp_help. For information about integrity constraints
(unique, primary key, references, and check) or the default clause, see create table.

Specifying Ascending or Descending Ordering in Indexes

Use the asc and desc keywords after index column names to specify the sort order for the
index. Creating indexes so that columns are in the same order specified in the order by clause
of queries eliminates the sorting step during query processing.

See Indexing for Performance in Performance and Tuning Guide: Basics.

Using Cross-Database Referential Integrity Constraints

When you create a cross-database constraint, the SAP ASE server stores information in the
sysreferences table of each database.

Information Stored | Columns with Information Columns with Information

in sysreferences About the Referenced Table [About the Referencing Table
Key column IDs refkeyl through refkeyl6 fokeyl through fokeyl6

Table ID reftabid tableid

Database 1D pmrydbid frgndbid
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Information Stored [ Columns with Information Columns with Information
in sysreferences About the Referenced Table [About the Referencing Table

Database name pmrydbname frgndbname

When you drop a referencing table or its database, the SAP ASE server removes the foreign-
key information from the referenced database.

Because the referencing table depends on information from the referenced table, the SAP ASE
server does not allow you to:

« Drop the referenced table,
» Drop the external database that contains the referenced table, or
* Rename either database with sp_renamedb.

You must first use alter table to remove the cross-database constraint.

Each time you add or remove a cross-database constraint, or drop a table that contains a cross-
database constraint, dump both the affected databases.

Warning! Loading earlier dumps of these databases may cause database corruption.

The sysreferences system table stores the name and the ID number of the external
database. The SAP ASE server cannot guarantee referential integrity if you use load database
to change the database name or to load it onto a different server.

Warning! Before dumping a database to load it with a different name or move it to another
SAP ASE server, use alter table to drop all external referential integrity constraints.

Changing Defaults

You can create column defaults either by declaring the default as a column constraint in the
create table or alter table statement, or by creating the default using the create default
statement and binding it to a column using sp_bindefault.

* You cannot replace a user-defined default bound to the column with sp_bindefault. First
use sp_unbindefault to unbind the default.

e If you declare a default column value with create table or alter table, you cannot bind a
default to that column with sp_bindefault. Drop the default by altering it to NULL, then
bind the user-defined default. Changing the default to NULL unbinds the default and
deletes it from the sysobjects table.

Setting Space Management Properties for Indexes

The space management properties fillfactor, max_rows_per_page, and reservepagegap in
the alter table statement apply to indexes that are created for primary key or unique
constraints. The space management properties affect the data pages of the table if the
constraint creates a clustered index on an allpages-locked table.
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« Use sp_chgattribute to change max_rows_per_page 0r reservepagegap for a table or an
index, to change the exp_row_size value for a table, or to store fillfactor values.

« Space management properties for indexes are applied when indexes are:

» Re-created as a result of an alter table command that changes the locking scheme for a
table from allpages locking to data-only locking or vice versa.
e Automatically rebuilt as part of a reorg rebuild command.
« To see the space management properties currently in effect for a table, use sp_help. To see
the space management properties currently in effect for an index, use sp_helpindex.
« The space management properties fillfactor, max_rows_per_page, and reservepagegap
help manage space usage for tables and indexes in the following ways:
 fillfactor leaves extra space on pages when indexes are created, but the fillfactor is not
maintained over time. It applies to all locking schemes.

e max_rows_per_page limits the number of rows on a data or index page. Its main use is
to improve concurrency in allpages-locked tables.

« reservepagegap specifies the ratio of empty pages to full pages to apply for commands
that perform extent allocation. It applies to all locking schemes.

You can store space management properties for tables and indexes so that they are applied

during alter table and reorg rebuild commands.

« This table shows the valid combinations of space management properties and locking
schemes. If an alter table command changes the table so that the combination is not
compatible, the values stored in the stored in system tables remain there, but are not
applied during operations on the table. If the locking scheme for a table changes so that the
properties become valid, then they are used.

Parameter Allpages Datapages Datarows
max_rows_per_page Yes No No
reservepagegap Yes Yes Yes
fillfactor Yes Yes Yes
exp_row_size No Yes Yes

« Thistable shows the default values and the effects of using the default values for the space
management properties.

Parameter De- Effect of Using the Default
fault
max_rows_per_pa | 0 Fits as many rows as possible on the page, up to a maximum of
ge 256
reservepagegap 0 Leaves no gaps
fillfactor 0 Fully packs leaf pages
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Conversion of max rows per page to exp row size

If a table has max_rows_per_page set, and the table is converted from allpages locking to
data-only locking, the value is converted to an exp_row_size value before the alter table...lock
command copies the table to its new location. The exp_row_size is enforced during the copy.

If max_rows_per_page is Set to Set exp_row_size to

0 Percentage value set by default exp_row_size percent
255 1, that is, fully packed pages

1-254 The smaller of:

e Maximum row size
e 2002/max_rows_per_page value

Using reservepagegap

Commands that use large amounts of space allocate new space by allocating an extent rather
than allocating single pages. The reservepagegap keyword causes these commands to leave
empty pages so that future page allocations take place close to the page that is being split, or to
the page from which a row is being forwarded.

The reservepagegap value for a table is stored in sysindexes, and is applied when the
locking scheme for a table is changed from allpages locking to data-only locking, or vice
versa. To change the stored value, use sp_chgattribute before running alter table.

reservepagegap specified with the clustered keyword on an allpages-locked table overwrites
any value previously specified with create table or alter table.

Partitioning Tables for Improved Performance

Use the partition by clause to partition an unpartitioned table or repartition an already
partitioned table. The task requires a data copy; all data rows are redistributed according to the
specified partition criteria.

You may run this task in parallel if the SAP ASE server is configured for parallel
processing. You must set the select into/bulkcopy/plisort option to true. If the table has
indexes, you must drop the indexes before you can change:

* An unpartitioned table into a semantic-partitioned table.

* The partitioning type.

» The partitioning key — you need not drop indexes to change other attributes of the
partitions, such as number of partitions, partition bounds, or partition location; the
indexes are built automatically.

You can use the add partition clause to add empty partitions to list- or range-partitioned

tables, but not to hash or round-robin-partitioned tables.
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For range-partitioned tables, you can add new partitions only to the high end of the
partition conditions. If the last existing partition has the maximum boundary (values <=
(MAX)), you cannot add new partitions.

The partition number_of_partition and unpartition clauses are provided for compatibility
with versions of SAP ASE earlier than 15.0. You can use partition number_of_partition
only on unpartitioned tables to add (number_of_partition-1) empty round-robin
partitions; existing data is placed on the first partition, with subsequent data distributed
among all partitions. If the table has a global clustered index, the SAP ASE server places
subsequent data rows in the first partition. To redistribute the data, drop and re-create the
index.

Note: These commands do not require data movement. However, because the SAP ASE
server performs a number of internal steps, the commands, especially when executed on
large tables, do not occur instantly. To avoid data corruption, do not interrupt the operation
while you partition or unpartition a table.

You can use the unpartition clause only on round-robin-partitioned tables without
indexes.

You cannot partition system tables.

You cannot partition remote proxy tables.

You cannot issue the partition-related alter table commands within a user-defined
transaction.

You cannot change a table’s partitioning properties using the partition by clause if there
are active open cursors on the table.

After using the partition by clause, you must perform a full database dump before you can
use dump transaction.

You cannot drop a column that is part of a partitioning key.

Alter key columns with care. In some cases, modifying the datatype of a key column might
redistribute data among partitions. See the 7ransact-SQL Users Guide.

Changing a table’s partitioning properties increments the schema count, which causes
existing stored procedures that access this table to recompile the next time they are
executed.

Using Computed Columns

Considerations when using computed columns.

When you add a new computed column without specifying nullability and the
materialization property, the default option is nullable and not materialized.

When you add a new materialized computed column, the computed column_expression
is evaluated for each existing row in the table, and the result is stored in the table.

You cannot add new computed columns and add or modify their base columns at the same
time.

You can modify the entire definition of an existing computed column. This is a quick way
to drop the computed column and add a new one with the same name. Such a column
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behaves like a new computed column: its defaults are not materialized and nullable, if you
do not specify these options.

You can modify the materialization property of an existing computed column without
changing its other properties, such as the expression that defines it or its nullability.
When you modify a not-null, materialized computed column into a virtual column, you
must specify “null” in the modify clause.

When you modify a computed column that is not materialized, to materialize it, the
computed column_expression is evaluated for each existing row in the table, and the
result is stored in the table.

If you modify existing columns that are index keys, the index is rebuilt.

You cannot modify a materialized computed column into a virtual column if it has been
used as an index key; you must first drop the index.

You cannot modify a regular column to become a computed column, or a computed
column to become a regular column.

You cannot modify or drop the base column referenced by a computed column.

You cannot drop a computed column if it is used as an index key.

Adding IDENTITY Columns

Considerations for adding an IDENTITY column.

When adding a numeric or integer IDENTITY column to a table, make sure the column
precision is large enough to accommodate the number of existing rows. If the number of
rows exceeds 10 Precision _ 1 the SAP ASE server prints an error message and does not add
the column.

When adding an IDENTITY column to a table, the SAP ASE server:

e Locks the table until all the IDENTITY column values have been generated. If a table
contains a large number of rows, this process may be time-consuming.

« Assigns each existing row a unique, sequential IDENTITY column value, beginning
with 1.

» Logseach insert operation into the table. Use dump transaction to clear the database’s
transaction log before adding an IDENTITY column to a table with a large number of
rows.

Each time you insert a row into the table, the SAP ASE server generates an IDENTITY

column value that is one higher than the value. This value takes precedence over any

defaults declared for the column in the alter table statement or bound to it with
sp_bindefault.

74

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

Altering Table Schema

Considerations for altering the table schema.

add, drop, modify, and lock subclauses are useful when changing an existing table’s
schema. A single statement can contain any number of these subclauses, in any order, as
long as the same column name is not referenced more than once in the statement.

If stored procedures using select * reference a table that has been altered, no new columns
appear in the result set, even if you use the with recompile option. You must drop the
procedure and re-create it to include these new columns.

To ensure that triggers fire properly, drop and re-create all triggers on an altered table after
you perform an add, drop, modify, or lock operation.

The SAP ASE server issues an error message if you add a not null column with alter
table.

You cannot drop all the columns in a table. Also, you cannot drop the last remaining
column from a table (for example, if you drop four columns from a five-column table, you
cannot then drop the remaining column). To remove a table from the database, use drop
table.

A data copy is required:

e Todrop a column

e Toadd a NOT NULL column

¢ For most alter table ... modify commands

Use set noexec on and showplan on options to determine if a data copy is required for a
particular alter table command.

You can specify a change in the locking scheme for the modified table with other alter
table commands (add, drop, or modify) when the other alter table command requires a
data copy.

If alter table performs a data copy, select into /bulkcopy/pllsort must be turned on in the
database that includes the table whose schema you are changing.

The modified table retains the existing space management properties
(max_rows_per_page, fillfactor, and so on) and indexes of the table.

alter table that requires a data copy does not fire any triggers.

You can use alter table to change the schema of remote proxy tables created and
maintained by CIS. See the Component Integration Services Users Guide.

You cannot perform a data copy and add a table level or referential integrity constraint in
the same statement.

You cannot perform a data copy and create a clustered index in the same statement.

If you add a not null column, you must also specify a default clause. This rule has one
exception: if you add a user-defined type column, and the type has a default bound to it,
you need not specify a default clause.

You can always add, drop, or modify a column in allpages-locked tables. However, there
are restrictions for adding, dropping, or modifying a column in a data-only-locked table,
which are described in the following table:
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Type of [ All Pages All Pages Data-Only- Data-Only-
Index Locked, Par- |Locked, Unpar- |Locked, Par- | Locked, Un-
titioned Ta- |titioned Table titioned Ta- | partitioned Ta-

ble ble ble
Clustered Yes Yes No Yes
Nonclus- Yes Yes Yes Yes

tered

If you need to add, drop, or modify a column in a data-only-locked table partitioned with a
clustered index, you can:

1. Drop the clustered index.

2. Alter the data-only-locked table.

3. Re-create the clustered index.

You cannotadd a NOT NULL Java object as a column. By default, all Java columns always
have a default value of NULL, and are stored as either varbinary strings or as image
datatypes.

You cannot modify a partitioned table that contains a Java column if the modification
requires a data copy. Instead, first unpartition the table, execute alter table, then repartition
the table.

You cannot drop the key column from an index or a referential integrity constraint. To drop
a key column, first drop the index or referential integrity constraint, then drop the key
column. See the Transact-SQL Users Guide.

You can drop columns that have defaults or rules bound to them. Any column-specific
defaults are also dropped when you drop the column. You cannot drop columns that have
check constraints or referential constraints bound to them. Instead, first drop the check
constraint or referential constraint, then drop the column. Use sp_helpconstraint to
identify any constraints on a table, and use sp_depends to identify any column-level
dependencies.

You cannot drop a column from a system table. Also, you cannot drop columns from user
tables that are created and used by SAP-provided tools and stored procedures.

You can generally modify the datatype of an existing column to any other datatype if the
table is empty. If the table is not empty, you can modify the datatype to any datatype that is
explicitly convertible to the original datatype.

You can:

e Addanew IDENTITY column.

e Drop an existing IDENTITY column.

« Modify the size of an existing IDENTITY.

See the Transact-SQL Users Guide for more information.

Altering the schema of a table increments the schema count, causing existing stored
procedures that access this table to be renormalized the next time they are executed.
Changes in datatype-dependent stored procedures or views may fail with datatype
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normalization errors. Update these dependent objects so they refer to the modified schema
of the table.

Restrictions for Modifying a Table Schema

Restrictions when modifying table schema.

You cannot run alter table from inside a transaction.

Altering atable’s schema can invalidate backups that you made using bcp. These backups
may use a table schema that is no longer compatible with the table’s current schema.
You can add NOT NULL columns with check constraints, however, the SAP ASE server
does not validate the constraint against existing data.

You cannot change the locking scheme of a table using the alter table . . . add, drop, or
modify commands if the table has a clustered index and the operation requires a data copy.
Instead you can

1. Drop the clustered index.

2. Alter the table’s schema.

3. Re-create the clustered index.

You cannot alter a table’s schema if there are any active open cursors on the table.

Restrictions for Modifying text and image Columns

Restrictions that apply when you modify text and image columns.

You can only add text or image columns that accept null values.

To add a text or image column so it contains only non-null values, first add a column
that only accepts null values and then update it to the non-null values.

You can modify a column from text datatype only to the following datatypes:

e [n]char

e [n]varchar

e unichar

e univarchar

e nchar

¢ nvarchar

You can modify a column from image datatype only to binary or varbinary.

You cannotadd anew text or image column and then drop an existing text or image
column in the same statement.

You cannot modify a column to either text or image datatype.

Modifying Tables With Unitext Columns

Restrictions that apply when you use alter table to modify unitext columns.

You can add a new unitext column that accepts NULL values.
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You can modify a column from unitext only to the following datatypes:

e [n]char

e [n]varchar

e unichar

e univarchar

e Dbinary

e varbinary

You cannot modify a column to the unitext datatype.

You cannot add a unitext column and drop an existing unitext column in the same
statement.

Changing Locking Schemes

alter table supports changing from any locking scheme to any other locking scheme.

You can change:

« From allpages to datapages or vice versa

« From allpages to datarows or vice versa

« From datapages to datarows or vice versa

Before you change from allpages locking to a data-only locking scheme, or vice versa, use
sp_dboption to set the database option select into/bulkcopy/plisort to true, then run
checkpoint in the database if any of the tables are partitioned and the sorts for the indexes
require a parallel sort.

After changing the locking scheme from allpages-locking to data-only locking or vice
versa, you cannot use the dump transaction command to back up the transaction log; you
must first perform a full database dump.

When you use alter table...lock to change the locking scheme for a table from allpages
locking to data-only locking or vice versa, the SAP ASE server makes a copy of the table’s
data pages. There must be enough room on the segment where the table resides for a
complete copy of the data pages. There must be space on the segment where the indexes
reside to rebuild the indexes.

Clustered indexes for data-only-locked tables have a leaf level above the data pages. If you
are altering a table with a clustered index from allpages-locking to data-only-locking, the
resulting clustered index requires more space. The additional space required depends on
the size of the index keys.

Use sp_spaceused to determine how much space is currently occupied by the table, and
use sp_helpsegment to see the space available to store the table.

When you change the locking scheme for a table from allpages locking to datapages
locking or vice versa, the space management properties are applied to the tables, as the data
rows are copied, and to the indexes, as they are re-created. When you change from one
data-only locking scheme to another, the data pages are not copied, and the space
management properties are not applied.
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« If atable is partitioned, changing the locking scheme performs a partition-to-partition
copy of the rows. It does not balance the data on the partitions during the copy.

« When you change the locking scheme for a table, the alter table...lock command acquires
an exclusive lock on the table until the command completes.

* Whenyou use alter table...lock to change from datapages locking to datarows locking, the
command does not copy data pages or rebuild indexes. It updates only system tables.
» Changing the locking scheme while other users are active on the system may have the
following effects on user activity:
< Query plans in the procedure cache that access the table are recompiled the next time
they are run.
« Active multistatement procedures that use the table are recompiled before continuing
with the next step.
« Ad hoc batch transactions that use the table are terminated.

Warning! Changing the locking scheme for a table while a bulk-copy operation is
active can cause table corruption. Bulk copy operates by first obtaining information
about the table and does not hold a lock between the time it reads the table information
and the time it starts sending rows, leaving a small window of time for an alter
table...lock command to start.

Adding Java-SQL Columns
If Java is enabled in the database, you can add Java-SQL columns to a table.

The declared class (datatype) of the new Java-SQL column must implement either the
Serializable or Externalizable interface.

When you add a Java-SQL column to a table, the Java-SQL column cannot be specified:

« Asaforeign key

* Inareferences clause

* As having the UNIQUE property

e Asthe primary key

If you specify:

« in row — the value stored cannot exceed 16KB, depending on the page size of the data
server.

e If off row — the column cannot be:
« Referenced in a check constraint

« Referenced in a select that specifies distinct
« Specified in a comparison operator, in a predicate, or in a group by clause

See Java in Adaptive Server Enterprise.
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Restrictions for Shared-Disk Clusters

A referential integrity constraint cannot reference a column on a local temporary database
except from a table on the same local temporary database. alter table fails when it attempts to
create a reference to a column on a local temporary database from a table in another database.

You cannot encrypt a column with an encryption key stored in a local temporary database
unless the column’s table resides on the same local temporary database. alter table fails if it
attempts to encrypt a column with an encryption key on the local temporary database and the
table is in another database.

alter thread pool

Alters a thread pool.

Considerations for process mode

alter thread pool is not supported in process mode.

Syntax
alter thread pool pool name with { pool name = “new name”
thread count = thread count,
[pool description = “description”]}
[idle timeout = time period]
[for instance inst name | global ]
Parameters

* pool_name —name of the thread pool you are altering.
* pool name ="new_name” —new name for the pool you are altering.

* thread count =thread_count—new number of threads in the thread pool. Must be greater
than or equal to 1.

* pool description =“description” —describes the pool’s purpose. Must be fewer than 256
characters.

* idletimeout =time_period —time, in microseconds, that threads look for work before
going to sleep. A value of -1 means the threads never go to sleep, and continue to consume
CPU if no work is available. A value of 0 indicates that threads immediately go to sleep if
they find no work.

« for instance [inst_name | global] —is name of the instance, or global for all instances.

Examples
* Example1l—Renames the order pool thread pool to sales pool:
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alter thread pool order pool with pool name = 'sales pool'

* Example 2 — Modifies the sales pool thread pool to contain 7 threads:

alter thread pool sales pool with thread count = 7

* Example 3 —Modifies the name and description for sales pool:

alter thread pool sales pool with pool name = "larger sales pool",
pool
description = 'thread pool exclusive to sales group'
* Example4—Modify sales pool so threads sleep if they find no work after 500
microseconds:
alter thread pool order pool with idle timeout = 500

* Example5—Modify sales pool so threads never go to sleep if they find no work:
alter thread pool order pool with idle timeout = -1

Usage

e thread countmust be greater than or equal to 1.

* When you reduce a thread count, the thread pool you specify must wait for currently
running tasks to yield before it reduces the number of threads, which may cause a slight
delay in the SAP ASE server shrinking the pool.

* You cannot rename system-created thread pools (which begin with syb ). However, you
can use alter thread pool to change the number of threads or idle timeout in system-created
thread pools.

« You cannot use Transact-SQL variables as parameters with alter thread pool.
¢ You can set idle timeout only for engine thread pools.
e You may issue alter thread pool with execute immediate.

Standards
ANSI SQL - Compliance level: Transact-SQL extension

Permissions

The permission checks for alter thread pool differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the manage any thread
pool privilege.

Disabled | With granular permissions disabled, you must have sa_role.

alter thread pool permission is not included in the grant all command.
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Auditing
Information Values
Event 143
Audit option

Command or access audited

Informationin extrainfo The old name, new name, and thread count

See also

create thread pool on page 251
drop thread pool on page 366

begin...end

Encloses a series of SQL statements so that control-of-flow language, such as if...else, can
affect the performance of the entire group.

Syntax

begin

statement block

end

Parameters

statement block — is a series of statements enclosed by begin and end.

Examples

Example 1 —Without begin and end, the if condition would cause execution of only one
SQL statement:

if (select avg (price) from titles) < $15
begin

update titles

set price = price * $2

select title, price

from titles

where price > $28
end

Example 2 — Without begin and end, the print statement would not execute:

create trigger deltitle
on titles
for delete
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as
if (select count (*) from deleted, salesdetail
where salesdetail.title id = deleted.title id) > 0
begin
rollback transaction
print "You can’t delete a title with sales."

end
else
print "Deletion successful--no sales for this
title."
Usage

begin...end blocks can nest within other begin...end blocks.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

No permission is required to use begin...end.
See also

e Jf..elseon page 470

begin transaction

Marks the starting point of a user-defined transaction.

Syntax

begin tran[saction] [transaction name]

Parameters

e transaction_name — is the name assigned to this transaction. Transaction names must
conform to the rules for identifiers. Use transaction names only on the outermost pair of
nested begin transaction/commit or begin transaction/rollback statements.

Examples
» Example 1 — Explicitly begins a transaction for the insert statement:

begin transaction
insert into publishers (pub_ id) values ("9999")
commit transaction
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Usage

« Define a transaction by enclosing SQL statements and system procedures within the
phrases begin transaction and commit. If you set chained transaction mode, the SAP ASE
server implicitly invokes a begin transaction before the following statements: delete,
insert, open, fetch, select, and update. You must still explicitly close the transaction with
a commit.

» To cancel all or part of a transaction, use the rollback command. The rollback command
must appear within a transaction; you cannot roll back a transaction after it is committed.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

No permission is required to use begin transaction.

See also

e commiton page 89

» begin transaction on page 83
e deleteon page 310

e jnserton page 473

e gpenon page 523

e fetchon page 412

e selecton page 579

e update on page 680

e rollback on page 574

e save transaction on page 577

break

Causes an exit from a while loop. break is often activated by an if test.

Syntax

while logical expression
statement

break
statement

continue
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Parameters

* logical_expression —is an expression (a column name, constant, any combination of
column names and constants connected by arithmetic or bitwise operators, or a subquery)
that returns TRUE, FALSE, or NULL. If the logical expression contains a select
statement, enclose the select statement in parentheses.

Examples

« Example 1 - If the average price is less than $30, double the prices. Then, select the
maximum price; if itis less than or equal to $50, restart the while loop and double the prices
again. If the maximum price is more than $50, exit the while loop and print a message:
while (select avg (price) from titles) < $30

begin
update titles
set price = price * 2
select max (price) from titles
if (select max (price) from titles) > $50
break
else
continue
end
begin
print "Too much for the market to bear"
end

Usage

* break causes an exit from a while loop. Statements that appear after the keyword end,
which marks the end of the loop, are then executed.

» If two or more while loops are nested, the inner break exits to the next outermost loop.
First, all the statements after the end of the inner loop run; then, the next outermost loop
restarts.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

No permission is required to use break.

See also

» continue on page 101
e selecton page 579

» whileon page 719
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checkpoint

Writes all dirty pages (pages that have been updated since they were last written) to the
database device.

Syntax
checkpoint [all | [dbname[, dbname, dbname, ........ 11

Examples

* Example 1 —Writes all dirty pages in the current database to the database device,
regardless of the system checkpoint schedule:

checkpoint

Usage
There are additional considerations when using checkpoint:

* You can use checkpoint with an archive database, however, the checkpoint process does
not automatically checkpoint an archive database.

« Use checkpoint only as a precautionary measure in special circumstances.

* sp_dboption automatically defaults to using checkpoint when you change a database
option.

* You can specify one or more databases to run checkpoint.

Automatic checkpoints:

« Checkpoints caused by the checkpoint command supplement automatic checkpoints,
which occur at intervals calculated by the SAP ASE server on the basis of the configurable
value for maximum acceptable recovery time.

« checkpoint shortens the automatic recovery process by identifying a point at which all
completed transactions are guaranteed to have been written to the database device. A
typical checkpoint takes about 1 second, although checkpoint time varies, depending on
the amount of activity on the SAP ASE server.

» The automatic checkpoint interval is calculated by the SAP ASE server on the basis of
system activity and the recovery interval value in the system table syscurconfigs.
The recovery interval determines checkpoint frequency by specifying the maximum
amount of time it should take for the system to recover. Reset this value by executing
sp_configure.

* You can configure the SAP ASE server with multiple checkpoint processes. This allows
the SAP ASE server with multiple engines to checkpoint tasks more frequently, thereby
shortening the automatic recovery process.
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« Ifthe housekeeper task can flush all active buffer pools in all configured caches during the
server’s idle time, it wakes up the checkpoint task. The checkpoint task determines
whether it can checkpoint the database.

Checkpoints that occur as a result of the housekeeper task are known as free checkpoints.
They do not involve writing many dirty pages to the database device, since the
housekeeper task has already done this work. They may improve recovery speed for the

database.

See also sp_configure, sp_dboption in Reference Manual: Procedures.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for checkpoint differ based on your granular permissions settings.

Setting | Description
Enabled | With granular permissions enabled:
» To execute checkpoint on a particular database you must be the database owner or
have either the checkpoint or own database (on the database) privilege.
» Toexecute checkpoint all, you must be the database owner of all applicable databases
or have either the checkpoint any database privilege or own and
database privilege. Otherwise checkpoint all runs against those databases in
which you have permission to run checkpoint.
Disabled | With granular permissions disabled:

Otherwise, checkpoint all only runs against those database you own. .

To execute checkpoint database, you must be the database owner or be a user with any
of these:

* sa_role, or,

* replication_role, or,

e oper_role

To execute checkpoint all, you must be the database owners of all applicable data-
bases or a user with any of these:

* sa_role, or,

* replication_role
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close

Deactivates a cursor.

Syntax

close cursor name

Parameters

e cursor_name - is the name of the cursor to close.

Examples
» Example 1—Closes the cursor named authors_crsr:

close authors crsr

Usage

» The close command essentially removes the cursor’s result set. The cursor position within
the result set is undefined for a closed cursor.

e The SAP ASE server returns an error message if the cursor is already closed or does not
exist.

Standards
ANSI SQL - Compliance level: Entry-level compliant.

Permissions

No permission is required to use close.

See also

* deallocate cursoron page 300
 declare cursoron page 304

e fetchon page 412

e gpenon page 523
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commit

Marks the ending point of a user-defined transaction.

Syntax

commit [tran | transaction | work] [transaction name]

Parameters

» tran|transaction | work —specifies that you want to commit the transaction or the work.
If you specify tran, transaction, or work, you can also specify a transaction_name.

* transaction_name—is the name assigned to the transaction. It must conform to the rules
for identifiers. Use transaction names only on the outermost pair of nested begin
transaction/commit or begin transaction/rollback statements.

Examples

* Example 1 — After updating the royaltyper entries for the two authors, insert the
savepoint percentchanged, then determine how a 10 percent increase in the book’s
price would affect the authors’ royalty earnings. The transaction is rolled back to the
savepoint with the rollback transaction command:

begin transaction royalty change

update titleauthor
set royaltyper = 65 from titleauthor, titles
where royaltyper = 75
and titleauthor.title id = titles.title id
and title = "The Gourmet Microwave"

update titleauthor
set royaltyper = 35 from titleauthor, titles
where royaltyper = 25
and titleauthor.title id = titles.title id
and title = "The Gourmet Microwave"

save transaction percentchanged

update titles
set price = price * 1.1
where title = "The Gourmet Microwave"

select (price * total sales) * royaltyper
from titles, titleauthor
where title = "The Gourmet Microwave"
and titles.title id = titleauthor.title id

rollback transaction percentchanged
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commit transaction

Usage

Define a transaction by enclosing SQL statements and system procedures with the phrases
begin transaction and commit. If you set the chained transaction mode, the SAP ASE
server implicitly invokes a begin transaction before the following statements: delete,
insert, open, fetch, select, and update. You must still explicitly enclose the transaction

with a commit.

To cancel all or part of an entire transaction, use the rollback command. The begin
transaction command must appear within a transaction. You cannot roll back a transaction

after the commit has been entered.

If no transaction is currently active, the commit or rollback statement has no effect on the

SAP ASE server.

Standards

ANSI SQL — Compliance level: Entry-level compliant.

The commit transaction and commit tran forms of the statement are Transact-SQL
extensions.

Permissions

No permission is required to use commit.

See also

begin transaction on page 83
delete on page 310

inserton page 473

open on page 523

fetchon page 412

selecton page 579

update on page 680

rollback on page 574

save transaction on page 577

90

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

compute Clause

Generates summary values that appear as additional rows in the query results.

Syntax

start of select statement
compute row aggregate (column name)
[, row aggregate (column name)]...
[by column name [, column name]...]

Parameters
e row_aggregate—is one of the following:

* sum — is the total of values in the (numeric) column.
* avg — is the average of values in the (numeric) column.
* min —is the lowest value in the column.
* max — is the highest value in the column.
e count — is the number of values in the column as an integer.
e count — is the number of values in the column asabigint.
e column_name-is the name of a column, which must be enclosed in parentheses. You can
use numeric columns only with sum and avg. You canonly use integer, numeric,and
decimal columns with sum and avg.

* by —calculates the row aggregate values for subgroups. Whenever the value of the by item
changes, row aggregate values are generated. If you use by, you must use order by.

Listing more than one item after by breaks a group into subgroups and applies a function at
each level of grouping.

Examples

* Example 1 — Calculates the sum of the prices of each type of cookbook that costs more
than $12:

select type, price
from titles
where price > $12
and type like "%cook"
order by type, price
compute sum (price) by type
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19,99
type price
trad cook 14.99
trad cook 20.95
sum
35.94

(5 rows affected)

* Example2- Calculates the sum of the prices and advances for each type of cookbook that
costs more than $12, with one compute clause applying several aggregate functions to the
same set of grouping columns:

select type, price, advance
from titles
where price > $12
and type like "%cook"
order by type, price
compute sum (price), sum (advance) by type

type price advance
mod cook 19,99 0.00
sum sum
19.99 0.00
type price advance
trad cook 14.99 8,000.00
trad cook 20.95 7,000.00
sum sum
35.94 15,000.00

(5 rows affected)

» Example3—Calculates the sum of the prices and maximum advances of each type of cook
book that costs more than $12, with one compute clause applying several aggregate
functions to the same set of grouping columns:

select type, price, advance
from titles
where price > $12
and type like "%cook"
order by type, price

compute sum (price), max (advance) by type type price
advance
mod cook 19.99 0.00
sum
19.99
max
0.00
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type price advance
trad cook L4919 8,000.00
trad cook 20.95 7,000.00
sum
351.94
max
8,000.00

(5 rows affected)
» Example4—Breaks on type and pub_id and calculates the sum of the prices of
psychology books by a combination of type and publisher ID:

select type, pub id, price
from titles
where price > $10
and type = "psychology"
order by type, pub id, price
compute sum (price) by type, pub id type
pub id price

psychology 0736 10.95
psychology 0736 19.99
sum
30.94
type pub id price
psychology 0877 21.59
sum
21.59

(5 rows affected)

« Example5— Calculates the grand total of the prices of psychology books that cost more
than $10 in addition to calculating sums by type and pub_id, using more than one
compute clause to create more than one group:

select type, pub id, price
from titles
where price > $10
and type = "psychology"
order by type, pub id, price
compute sum (price) by type, pub id
compute sum (price) by type

type pub id price
psychology 0736 10.95
psychology 0736 19.99
sum
30.94
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type pub id price
psychology 0877 21.59
sum
21.59
sum
52.53

(6 rows affected)

« Example6—Calculates the grand totals of the prices and advances of cook books that cost
more than $10:

select type, price, advance
from titles
where price > $10
and type like "Scook"
compute sum (price), sum (advance)

type price advance
mod_cook 19.99 0.00
trad cook 20.95 8,000.00
trad cook 11.95 4,000.00
trad cook 14.99 7,000.00
sum sum
67.88 19,000.00

(5 rows affected)

You can use compute without by to generate grand totals, grand counts, and so on. order
by is optional if you use the compute keyword without by.

« Example7—Calculates the sum of the price of cook books and the sum of the price used in
an expression:
select type, price, price*2
from titles
where type like "%cook"
compute sum (price), sum (price*2)

type price

mod cook 19.99 39.98

mod cook 2.99 5,96

trad cook 20.95 41.90

trad cook 11.95 23.90

trad cook 14.99 29.98
sum sum

70.87 141.74
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Usage

The compute clause allows you to see the detail and summary rows in one set of results.
You can calculate summary values for subgroups, and you can calculate more than one
aggregate for the same group.

You can use compute without by to generate grand totals, grand counts, and so on. order
by is optional if you use the compute keyword without by.

If you use compute by, you must also use an order by clause. The columns listed after
compute by must be identical to or a subset of those listed after order by and must be in the
same left-to-right order, start with the same expression, and cannot skip any expressions.
For example, if the order by clause is order by a, b, c, the compute by clause can be any (or
all) of these:

compute by a, b, c
compute by a
compute by a, b

See also avg, count, max, min, sum in Reference Manual: Building Block.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

See also

group by and having Clauses on page 459
selecton page 579

compute Clause Restrictions

Restrictions for the compute clause.

You cannot use more than 127 aggregate columns in a compute clause.

You cannot use a compute clause in a cursor declaration.

You can compute summary values for both expressions and columns. Any expression or
column that appears in the compute clause must appear in the select list.

Aliases for column names are not allowed as arguments to the row aggregate in a compute
clause, although you can use them in the select list, the order by clause, and the by clause
of compute.

In a select statement with a compute clause, the order of columns in the select list
overrides the order of the aggregates in the compute clause. Open Client™, JDBC, and
DB-Library™ programmers must be aware of this in order to put the aggregate results in
the right place.

You cannot use select into in the same statement as a compute clause, because statements
that include compute do not generate normal tables.
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» If a compute clause includes a group by clause:
e The compute clause cannot contain more than 255 aggregates.
* The group by clause cannot contain more than 255 columns.
* Columns included in a compute clause cannot be longer than 255 bytes.

compute Results Appear as a New Row or Rows

The aggregate functions ordinarily produce a single value for all the selected rows in the table
or for each group, and these summary values are shown as new columns.

For example:

select type, sum (price), sum (advance)
from titles

where type like "%cook"

group by type

type
mod cook 22.98 15,000.00
trad cook 47.89 19,000.00

(2 rows affected)

The compute clause allows you to retrieve detail and summary rows with one command. For
example:

select type, price, advance

from titles

where type like "%cook"

order by type

compute sum (price), sum (advance) by type

type price advance
mod_cook 2,99 15,000.00
mod cook 19.99 0.00

Compute Result:

22.98 15,000.00
type price advance
trad cook 11.95 4,000.00
trad cook 14.99 8,000.00
trad cook 20.95 7,000.00
Compute Result:

47.89 19,000.00

(7 rows affected)

The output and grouping of different types of compute clauses are:.
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Clauses and Grouping Output Examples
One compute clause, same function | One detail row 1,2,4,6,7
One compute clause, different func- | One detail row per type of function 3

tions

More than one compute clause, same | One detail row per compute clause; detail | Same results as hav-
grouping columns rows together in the output ing one compute
clause with different
functions

More than one compute clause, dif- | One detail row per compute clause; detail | 5
ferent grouping columns rows in different places, depending on the

grouping

Case-Sensitivity
If your server has a case-insensitive sort order installed, compute ignores the case of the data
in the columns you specify.

For example, given this data:

select * from groupdemo

lname amount

Smith 10.00
smith 5.00
SMITH 7.00
Levi 9.00
Lévi 20.00

compute by on 1name produces these results:

select lname, amount from groupdemo
order by lname
compute sum (amount) by lname

lname amount

9.00
lname amount
Levi 20.00
Compute Result:
___________________ 20.00
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lname amount

smith 5.00
SMITH 7.00
Smith 10.00

lname amount

29.00
lname amount
smith 5.00
SMITH 7.00
Smith 10.00
Compute Result:

22.00

connect to...disconnect

(Component Integration Services only) Connects to the specified server and disconnects the
connected server.

Syntax

This syntax is sent to the SAP ASE server verbatim. Use this syntax with CIS to create a
passthru to a different server:
connect to server name
disconnect
[from ASE]
[all]
[connection name]

This syntax opens a new JDBC-level connection to the SAP ASE server, and does not use CIS.
You can specify the arguments in any order. If you do not include arguments, the SAP ASE
server prompts you for connection parameters:

connect
[to ASE engine name]
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[database database name]
[as connection name]
[user user id]

[identified by password]]]

This syntax opens a new JDBC-level connection to the SAP ASE server. This syntax does not
use CIS:

connect using connect string

Parameters

e server_name—is the server to which a pass through connection is required.
» from ASE —disconnects from the current SAP ASE server.

o all —disconnects from all SAP ASE servers.

* connection_name —disconnects from the specified connection.

e engine_name — connects to the specified engine.

* database name —connects to the specified database.

e connection_name — connects to the configured connection.

e user_id— connects to the user with this ID.

e connection_string — connects using a predetermined connection string.

Examples
* Example 1 — Establishes a passthrough connection to the server named MYSERVER:
connect to MYSERVER

« Example 2 — Disconnects the connected server:

disconnect

» Example 3 — Disconnects from all servers:
disconnect all

Usage

« connectto specifies the server to which a passthrough connection is required. Passthrough
mode enables you to perform native operations on a remote server.

» server_namemust be the name of a server inthe sysservers table, with its server class
and network name defined.

*  When establishing a connection to server_name on behalf of the user, CIS uses one of the
following identifiers:

< Aremote login alias described in sysattributes, if present
e The user’s name and password

In either case, if the connection cannot be made to the specified server, the SAP ASE server
returns an error message.
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« After making a passthrough connection, CIS bypasses the Transact-SQL parser and
compiler when subsequent language text is received. It passes statements directly to the
specified server, and converts the results into a form that can be recognized by the Open
Client interface and returned to the client program.

« To close the connection created by the connect to command, use the disconnect
command. You can use this command only after the connection has been made using

connect to.

* You can abbreviate the disconnect command to disc.

» The disconnect command returns an error unless connect to has been previously issued
and the server is connected to a remote server.

See also sp_addserver, sp_autoconnect, sp_helpserver, sp_passthru, sp_remotesq|,
sp_serveroption in Reference Manual: Procedures.

Standards

ANSI SQL — Compliance level: Transact-SQL extension.

Permissions

You must have the connect privilege to use the connect to command..

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 90
Audit option security
Command or accessaudited | connect to

Information in extrainfo

e Roles- current active roles

»  Keywords or options— connect to

e Previous value— NULL

e Current value— NULL

e Other information—- NULL

*  Proxy information - original login name, if set proxy is in
effect

See also

* create existing table on page 126

e granton page 419
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continue

Restarts the while loop. continue is often activated by an if test.

Syntax

while boolean expression
statement
break
statement
continue

Examples

» Example 1 - If the average price is less than $30, double the prices. Then, select the
maximum price. If the maximum price is less than or equal to $50, restart the while loop
and double the prices again. If the maximum price is more than $50, exit the while loop and
print a message:
while (select avg (price) from titles) < $30
begin

update titles
set price = price * 2
select max (price) from titles
if (select max (price) from titles) > $50
break
else
continue
end
begin
print "Too much for the market to bear"
end

Usage
continue restarts the while loop, skipping any statements after continue.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

No permission is required to use continue.

See also
e breakon page 84
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while on page 719

create archive database

Creates an archive database.

Syntax

create archive database db name

[encrypt with key name]

[on db device [= size]
[, db device [= size] ] ... ]
with scratch database = db name
Parameters

encrypt with key_name — creates an archive database that is encrypted, using the same
key you used to encrypt the database you backed up (dumped).

on — specifies the modified pages section. The SAP ASE server requires traditional
database storage to store modified pages. Use the on clause to specify the location and size
of the modified pages section.

db device—specifies the database device on which you want to create your modified pages
section.

size—specifies the size of the modified pages section you want to create. If you omit size,
5120 pages are allocated.

with scratch_database — (required if a scratch database does not already exist) specifies
the name of an existing database in which information about the archive database is
maintained. The sysaltusages system table, which maps logical pages in the archive
database onto physical pages, is stored in the scratch database.

Examples

Example 1 — This could be a typical archive database command sequence.

1. Create the scratch database, if necessary:

create database scratchdb
on datadevl = 100
log on logdevl = 50

This creates a 150MB traditional database called scratchdb.
2. Designate the database you just created as a scratch database:
sp_dboption "scratchdb", "scratch database", "true"

3. Create the archive database:

create archive database archivedb
on datadev2 = 20
with scratch database = scratchdb
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This creates an archive database called archivedb, with a 20MB modified pages
section.
4, Materialize your archive database:

load database archivedb
from "/dev/dumps/050615/proddb 01.dmp"
stripe on "/dev/dumps/050615/proddb 02.dmp"

5. Bring the database online:
online database archivedb

6. Check the consistency of the archive database using dbcc commands. For example:
dbcc checkdb (archivedb)

7. Load a transaction log dump, and restore objects from the archive database:

load tran archivedb
from "/dev/dumps/050615/proddbl log 01.dmp"
load tran archivedb
from "/dev/dumps/050615/proddbl log 02.dmp"
online database archivedb
select * into proddb.dbo.orders from archivedb.dbo.orders
load tran archivedb
from "/dev/dumps/050615/proddbl log 03.dmp"
online database archivedb

Usage

* You can load dumps of the master database into an archive database.

* You cannot use an in-menory database as an archive database.You should not use an in-
memory database as a scratch database.

Permissions

There is no special permission to use the encrypt with option of the create archive
database command. However, users need select permission on the database encryption key to
be able to reference it as the key _name.

The permission checks for create archive database differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you musthavethe create database privilege.

Disabled | With granular permissions disabled, you must be the system administrator or have cre -
ate database privilege.
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create database

Creates a new database.

Syntax
Syntax for nonclustered environments:

create [inmemory] [temporary] database database name

[use database name as template]

[on {default | database device} [= size]
[, database device [= size]]...]
[log on database device [= size]
[, database device [= size]]...]
[with {dbid = number, default location = "pathname", override}]
| [[,]durability = { no_recovery
| at shutdown
| full} ]
[, [no] async init]
[ [,] compression = {none | row | page}]
[ [,] lob compression = {compression level | off}]
[ [,] inrow lob length = value ] }.o..

[for {load | proxy update}]
[ encrypt with key name]

Syntax for cluster environments:

create [ [ global | system ] temporary ] database database name
[ for instance instance name ]
[on {default | database device} [= size]
[, database device [= size]]...]
[log on database device [= size]
[, database device [= size]]...]
[with {override | default location = "pathname"}]

[for {load | proxy update}]

Parameters

temporary — indicates that you are creating a temporary database.
inmemory — required for in-memory databases.

database _name —is the name of the new database, which must conform to the rules for
identifiers, and cannot be a variable.

on —indicates a location and size for the database.

default —indicates that create database can put the new database on any default database
devices, as shown in sysdevices. status. To specify a size for the database without
specifying a location, use:

on default = size

To change a database device’s status to “default,” use sp_diskdefault.

104

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

» database device—is the logical name of the device on which to locate the database. A
database can occupy different amounts of space on each of several database devices. To
add database devices to an SAP ASE server, use disk init.

* size—is the amount of space to allocate to the database extension. You can use the
following unit specifiers, using uppercase, lowercase, single and double quotes
interchangeably: ‘k’ or “K” (kilobytes), “m” or ‘M’ (megabytes), “g” or “G” (gigabytes),
and ‘t” or ‘T’ (terabytes). You should always include a unit specifier. Quotes are optional if
you do not include a unit specifier. However, you must use quotes if you include a unit
specifier. If you do not provide a unit specifier, the value provided is presumed to be in
megabytes.

» log on —specifies the logical name of the device for the database logs. You can specify
more than one device in the log on clause.

» with—can be specified in any order. You must specify at least one of the following options
when you use the with clause:

e with dbid = number — specifies the dbid for the new database. If you do not explicitly
specify the dbid, the server assigns an unused dbid.

« with default_location —specifies the storage location of new tables. If you also specify
the for proxy_update clause, one proxy table for each remote table or view is
automatically created from the specified location.

* with override —forces the SAP ASE server to accept your device specifications, even if
they mix data and transaction logs on the same device, thereby endangering up-to-the-
minute recoverability for your database. If you attempt to mix log and data on the same
device without using this clause, the create database command fails. If you mix log
and data, and use with override, you are warned, but the command succeeds.

* durability = — determines the durability level of the database:

e full —all transactions are written to disk. This is the default if you do not specify a
durability level when you create the database, and ensures full recovery from a server
failure. All system databases use this durability level (the traditional durability level
for disk-resident databases).

e no_recovery —transactions are not durable to disk and all changes are lost if the server
fails or is shut down. For disk-based databases, the SAP ASE server periodically writes
data at runtime to the disk devices, but in an uncontrolled manner. After any shutdown
(polite, impolite, or server failure and restart) a database created with no_recovery is
not recovered, but is re-created from the mode1 or template (if defined) database.

« at_shutdown — transactions are durable while the server is running and after a polite
shutdown. All durability is lost if the server fails.

* [no] async_init —enables or disables asynchronous database initialization.

» compression —indicates the level of compression to be applied to newly created tables or
partitions:

* none — data is not compressed.
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e row — compresses one or more data items in an individual row. The SAP ASE server
stores data in a row-compressed form only if the compressed form saves space
compared to an uncompressed form.

« page — when the page fills, existing data rows that are row-compressed are then
compressed using page-level compression to create page-level dictionary, index, and
character-encoding entries.

The SAP ASE server compresses data at the page level only after it has compressed
data at the row level, so setting the compression to page implies both page and row
compression.

lob_compression = off | compression_level — Determines the compression level for the

newly created table. Selecting off means the table does not use LOB compression.

The compression algorithm ignores rows that do not use LOB data.
Table compression level. The compression levels are:

e 0 -the row is not compressed.

e 1through 9 — the SAP ASE server uses ZLib compression. Generally, the higher the
compression number, the more the SAP ASE server compresses the LOB data, and the
greater the ratio between compressed and uncompressed data (that is the greater the
amount of space savings, in bytes, for the compressed data versus the size of the
uncompressed data).

However, the amount of compression depends on the LOB content, and the higher the
compression level , the more CPU-intensive the process. That is, level 9 provides the
highest compression ratio but also the heaviest CPU usage.

¢ 100 —the SAP ASE server uses FastLZ compression. The compression ratio that uses
the least CPU usage; generally used for shorter data.

e 101-the SAP ASE server uses FastLZ compression. A value of 101 uses slightly more
CPU than a value of 100, but uses a better compression ratio than a value of 100.
inrow_lob_length = value— specifies the number of bytes. The range of valid values for
inrow_lob_length is O through the logical page size of the database. A value of 0 turns off
LOB specification database-wide, and all LOB columns without a specific in row clause

are created as off-row LOB columns.

dml_logging — specifies the logging level for DML operations.

full | minimal — specifies either full logging or minimal logging of the DML operations.

for load — invokes a streamlined version of create database that you can use only for

loading a database dump.

for proxy_update —automatically gets metadata from the remote location and creates

proxy tables. You cannot use for proxy_update unless you also specify with

default_location.

global temporary — indicates that you are creating a global temporary database.

system temporary — indicates that you are creating a local system temporary database.

temporary — indicates that you are creating a temporary database.
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for instance instance_name — specifies the instance that is to own the local system
temporary database or local temporary database you are creating. This parameter is not
used when creating global temporary databases.

Note: You must create a local user temporary database from the instance that is to own it.
You can create a local system temporary database from any instance.

encrypt with key_name—creates a fully encrypted database. key_nameis the name of the
database encryption key.

Examples

Example 1 — Creates a database hamed pubs:
create database pubs
Example 2 — Creates a 4MB database named pubs:

create database pubs
on default = 4

If you do not provide a unit specifier for size, the value provided for pubs is presumed to
be in megabytes.

Example 3 — Creates a database named pubs with 3MB on the datadev device and
2MB on the moredatadev device:

create database pubs
on datadev = "3M", moredatadev = '2.0m'

Example4 —Creates a database named pubs with 3MB of data on the datadev device
and a 0.5GB log on the 1ogdev device:
create database pubs

on datadev="'3m'

log on logdev='0.5g"'
Example5—Creates a proxy database named pr oxydb but does not automatically create
proxy tables:
create database proxydb

with default location
"UNITEST.pubs.dbo."

Example 6 —Creates a proxy database named proxydb and automatically creates proxy
tables:

create database proxydb

on default = "4M"

with default location

"UNITEST.pubs2.dbo."

for proxy update

Example7—Creates a proxy database named proxydb, and retrieves the metadata for all
of the remote tables from a remote database:
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create database proxydb
on default = 4

with default location
"UNITEST.pubs2.."

for proxy update

Example 8 — Creates a database called pubs with dbid 15:
create database pubs with dbid = 15

Example 9—Creates a temporary database called mytempdb1, with 3MB of data on the
datadev device and 1MB of log on the 1ogdev device:

create temporary database mytempdbl
on datadev = '3m' log on logdev = '1M'

Example10—Inacluster environment, creates a local user temporary database on “asel.”
Execute the following command from the owner instance (“asel”):

create temporary database local tempdbl for instance
asel
or:

create temporary database local tempdbl

Example 11 —In a cluster environment, creates a local system temporary database on
“asel.” Execute this command from any instance in the cluster:

create system temporary database local systempdbl for
instance asel

Example 12 — In a cluster environment, creates a global temporary database:
create global temporary database global tempdbl

Example 13 — Creates an in-memory database on two different in-memory storage
devices, imdb data devl for the data and imdb logdev for the log:

create inmemory database imdb2

on imdb data devl = '1.0g'

log on imdb logdev = '0.5g'

with durability = no recovery

Example 14 — Creates an in-memory database on multiple in-memory storage devices.
imdb data devland imdb data dev2 contain all data, and inmem logdev
contains the log:

create inmemory database imdb3

on imdb data devl = '100m',
imdb data dev2 = '200m’'
log on inmem logdev = '50m'

with durability=no recovery

Example 15 — Creates the pubs5 database using the pubs2 database as the template:

create inmemory database pubs5
use pubs2 as template
on imdb duckl cach = '5m'
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log on imdb duck log = 'b5m'
with durability = no_recovery
» Example 16 — Creates a relaxed-durability database named pubs5 rddb:

create database pubs5 rddb on pubs5 dev = '6M'
log on pubs5 log = '2M'
with durability = at shutdown
* Example 17 —Creates an in-memory storage cache dedicated to an in-memory temporary
database:

1. Create the in-memory storage cache:

sp_cacheconfig inmem tempdb cache, "40m", inmemory storage,
"none", "cache partition=2"

2. Create an in-memory device to create temporary database:

DISK INIT name = "inmem dev"
, physname = "inmem tempdb cache"
, size = "40m"

, type='inmemory'
3. Create the in-memory database:
create inmemory temporary database temp imdb
on inmem dev = "20m"
with durability = no_ recovery
* Example 18— Creates a temporary database on an existing disk-device with durability set
to no_recovery:

create temporary database tempdb rddb norec
on datadev = "bm" log on logdev = "5m"
with durability = no_ recovery
» Example 19 — Creates the ema i 1db database, and configures it for page-level
compression:
create database emaildb
on email dev = '50M'
with compression = page
* Example 20 —Creates the email lob_db database and configures it for a LOB
compression level of 101:
Create database email lob db
on email lob dev = '50M'
with lob compression = 101
* Example21—Creates a database called pubs that allows in-row LOB data with a length of
300 bytes:

create database pubs
with inrow lob length = 300

* Example22—Creates an encrypted database called demodb with a log called demodev
on a machine called demologdev, using an encrypttion key called dbkey:
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create database demodb on demodev log on demologdev encrypt with
dbkey

Usage

Use create database from the master database.

You can specify the sizeas a £1oat datatype, however, the size is rounded down to the
nearest multiple of the allocation unit.

If you do not explicitly state the size of the database, the size is determined by the size of
the model database. The minimum size that you can create a database is four allocation
units.

Because the SAP ASE server allocates space for databases for create database and alter
database in chunks of 256 logical pages, these commands round the specified size down to
the nearest multiple of allocation units.

If you do not include a unit specifier, the SAP ASE server interprets the size in terms of
megabytes of disk space, and this number is converted to the logical page size the server
uses.

If you do not specify a location and size for a database, the default location is any default
database devices indicated inmaster. . sysdevices. The default size is the larger of
the size of the mode1 database or the default database size parameter in
sysconfigures.

system administrators can increase the default size by using sp_configure to change the
value of default database size and restarting the SAP ASE server. The default database
size parameter must be at least as large as the mode1 database. If you increase the size of
the mode1 database, you must also increase the default size.

If the SAP ASE server cannot give you as much space as you want where you have
requested it, it comes as close as possible, on a per-device basis, and prints a message
telling how much space was allocated and where it was allocated. The maximum size of a
database is system-dependent.

If you create a proxy database using:

create database mydb on my device
with default location = "pathname" for proxy update

The presence of the device name is enough to bypass size calculation, and this command
may fail if the default database size (the size of the mode 1 database) is not large enough to
contain all of the proxy tables.

To allow CIS to estimate database size, do not include any device name or other option
with this command:

create database mydb
with default location = "pathname" for proxy update

Specify whether to encrypt a database when you create it, and all the data inserted into the
database becomes encrypted automatically. The size of the database does not change when
it is encrypted, and all storage access functions work identically whether a database is
encrypted or not. The types of databases that support encryption are:
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* Normal user database
e Temporary database
* Archive database

You cannot encrypt an in-memory database.

CHAPTER 1: Commands

See also sp_changedbowner, sp_diskdefault, sp_helpdb, sp_logdevice, sp_renamedb,
sp_spaceused in Reference Manual: Procedures.

Standards

ANSI SQL — Compliance level: Transact-SQL extension.

Permissions

The permission checks for create database differ based on your granular permissions

settings.

Setting | Description

ing privilege.

Enabled | With granular permissions enabled, you musthave create database privilege. If
you are creating the sybsecurity database, you must have the manage audit-

Disabled | With granular permissions disabled, you must be system administrator or have create
database privilege. If you are creating the sybsecurity database, you must be a
system security officer.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 9
Audit option create

Command or access audited

create database

Informationin extrainfo

e Roles— current active roles

e Keywords or options— NULL
e Previous value— NULL

e Current value— NULL

e Other information- NULL

e Proxy information - original login name, if set proxy is in

effect
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See also

 alter database on page 1
 disk initon page 319

e disk reiniton page 330

e drop database on page 342

e dump database on page 373
» Joad database on page 485
 online database on page 520

Restrictions for create database

The SAP ASE server can manage as many as 32,767 databases.

* The dbidshould always be greater than zero and less than the maximum dbid of 32,767.

e The SAP ASE server can create only one database at a time. If two database creation
requests collide, one user sees this message:
model database in use: cannot create new database

« Eachtimeyou allocate space on a database device with create database or alter database,
that allocation represents a device fragment, and the allocation is entered as a row in
sysusages.

» The maximum number of named segments for a database is 32. Segments are named
subsets of database devices available to a particular SAP ASE server. For more
information about segments, see the Systerm Administration Guide.

Temporary Databases

You cannot use either with default_location or for proxy_update parameters with the create
temporary database command.

Doing so generates an error, such as the following two examples:

1> create temporary database tbl with default location
"remSERVER.mydb. ."

Msg 102, Level 15, State 7:
Server 'ebi SUS AS125x SUN32', Line 1:
Incorrect syntax near 'create temporary database’'.

1> create temporary database tbl with default location
"remSERVER.mydb.." for proxy update

Msg 102, Level 15, State 7:
Server 'ebi SUS AS125x SUN32', Line 1:
Incorrect syntax near 'create temporary database’'.

The temporary status of a database, which is set during the creation of the temporary database,
is indicated by value 0x00000100 (256 decimal) of the status3 fieldofasysdatabases
entry.
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In addition to all options inherited from mode1, a temporary database, like the system
tempdb, has the following database options set:

¢ select into/bulkcopy
* trunc log on chkpt

As with system tempdb, the guest user is added to the temporary database, and create table
permission is granted to PUBLIC.

Unused pages are not cleared during creation of the temporary database, since a temporary
database is re-created every time the server is restarted.

Creating Compressed Databases
Considerations that apply when creating compressed databases.

« The compression setting for create table . . .with compression overrides the create
database compression setting.

» Temporary tables created with select into do not inherit the compression level from the
database.

» The default setting for compression in the mode 1 database is none (data compression is
off for all databases based on mode1).

« When you enable data compression in tempdb or other temporary databases, temporary
tables created in a session or inside stored procedures do not inherit tempdb’s
compression level.

» The database to which a task is bound determines the compression level of the temporary
tables it creates.

Creating Databases With In-Row LOBs
The SAP ASE server uses in-row LOB compression if the table is implicitly or explicitly row-
or page-compressed, and, any of the in-row large object columns in the table are implicitly or
explicitly LOB compressed.

The in-row size can be as large as the maximum row size allowed in the database. The SAP
ASE server lowers the limit on the size of individual column’s in-row LOB storage during
inserts and updates, based on the space available for storage in a single page, minus any page
or row overheads.

When you create a table in a database where you have specified a valid in-row LOB length
database-wide, all LOB columns in the table are created as in-row unless you specify off row
in the syntax for the column’s definition. The column’s in-row length, in bytes, is specified by
this database-wide setting.

The default value for inrow_lob_length setting is O bytes, which causes no changes in
behavior to existing databases when you upgrade to SAP ASE version 15.7. Changing this
default allows applications with different requirements on in-row storage to control how much
LOB data is stored in-row.
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The database-wide setting applies only to newly created tables or LOB columns added to
existing tables after the database-wide setting is applied or changed. The in-row LOB length
inherited by each LOB column when the table was initially created remains unchanged, even
when the database-wide setting is altered. To change an individual LOB column’s in-row
length or in-row property, use alter table modify column.

To change the default length, use the inrow_lob_length parameter of alter database.

Creating In-Memory and Relaxed Durability Databases

The database_device you list for the in-memory database must be an in-memory storage
device.

The for load parameter indicates that the database is created initially in a state waiting to be
loaded using a load database command.

You cannot:

» Create an in-memory database on a default device.
« Use in-memory databases for system databases (other than tempdb).

» Use an in-memory database as an archive database. You should not use an in-memory
database as a scratch database.

» Use the same name for the database you are creating and its template database.
» Specify system databases, including model, as the template database.

» Mix disk-based and cache-based storage devices. The SAP ASE server treats databases
created entirely on in-memory storage cache as in-memory databases. You cannot use:

« In-memory storage devices created on different in-memory storage caches for one in-
memory database

« In-memory storage devices created on one in-memory storage cache, either in full orin
part, for different in-memory databases

e Use the use as template parameter with the with default_location = parameter.
» Use the for load and for proxy update parameters with the use as template parameter.

You can:

« Create in-memory databases on in-memory storage devices residing on named caches as
long as all the in-memory storage devices are hosted by in-memory storage cache.

« Create mixed log-and-data in-memory databases on the same in-memory storage devices.
However, mixed log-and-data in-memory databases must be on a single cache.

The durability = no_recovery parameter is required when you create an an in-memory
database. This parameter reinforces the behaviour that in-memory databases are always
recreated when you restart the server.

SAP ASE includes a 30-day trial period, during which you can try the in-memory database
feature. However, if you use this feature, at the end of the trial period, you must:

* Purchase an in-memory license, or
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« Purchase an SAP ASE license that does not include the in-memory feature. In this case,
you must drop and recreate the user-defined temporary databases without using the
explicit durability parameter.

New Databases Created from model
The SAP ASE server creates a new database by copying the mode1 database.

You can customize mode1 by adding tables, stored procedures, user-defined datatypes, and
other objects, and by changing database option settings. New databases inherit these objects
and settings from model.

To guarantee recoverability, create database must clear every page that was not initialized
when the mode 1 database was copied. This may take several minutes, depending on the size
of the database and the speed of your system.

If you are creating a database to load a database dump into it, you can use the for load option to
skip the page-clearing step. This makes database creation considerably faster.

Ensuring Database Recoverability
Back up the master database each time you create a new database. This makes recovery
easier and safer if master is damaged.

Note: If you create a database and fail to back up master, you may be able to recover the
changes with disk reinit.

The with override clause allows you to mix log and data segments on a single device.
However, for full recoverability, the device or devices specified in log on should be different
from the physical device that stores the data. In the event of a hard-disk failure, you can recover
the database from database dumps and transaction logs.

You can create a small database on a single device that is used to store both the transaction log
and the data, but you mustrely on the dump database command for backups.

The size of the device required for the transaction log varies according to the amount of update
activity and the frequency of transaction log dumps. As a rule of thumb, allocate to the log
device 10 — 25 percent of the space you allocate to the database itself. It is best to start small,
since space allocated to a transaction log device cannot be reclaimed and cannot be used for
storing data.

Using the for load Option

You can use the for load option for recovering from media failure or for moving a database
from one machine to another, if you have not added to the database with sp_addsegment.

Use alter database for load to create a new database in the image of the database from which
the database dump to be loaded was made. For a discussion of duplicating space allocation
when loading a dump into a new database, see the System Administration Guide.
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When you create a database using the for load option, you can run only the following
commands in the new database before loading a database dump:

e alter database for load
e drop database
¢ |oad database

After you load the database dump into the new database, you can also use some dbcc
diagnostic commands in the databases. After you issue the online database command, there
are no restrictions on the commands you can use.

A database created with the for load option has a status of “don’t recover” in sp_helpdb
output.

Getting Information About Databases

To get areport on a database, execute sp_helpdb; for a report on the space used in a database,
use sp_spaceused.

Using with default location and for proxy update

Without the for proxy_update clause, the behavior of the with default_location clause is the
same as that provided by sp_defaultloc—a default storage location is established for new and
existing table creation, but proxy table definitions are not automatically imported during the
processing of create database.

If for proxy_update is specified with no default_location, an error is reported.

When a proxy database is created (using the for proxy_update option), CIS is called upon
to:

* Provide an estimate of the database size required to contain all proxy tables representing
the actual tables and views found in the primary server’s database. This estimate is the
number of database pages needed to contain all proxy tables and indexes. The estimate is
used if no size is specified, and no database devices are specified.

« Create all proxy tables representing the actual tables and views found in the companion
server’s database.

« Grant all permissions on proxy tables to public.

* Add the guest user to the proxy database.

« The database status is set to indicate that this database “Is_A_Proxy”. This status is
contained inmaster.dbo.sysdatabases.status3.

116 SAP Adaptive Server Enterprise



CHAPTER 1: Commands

create default

Specifiesavalue to insertina column (or in all columns of a user-defined datatype) if no value
is explicitly supplied at insert time.

Syntax

create default [or replace] [owner.]default name

as constant expression

Parameters

or replace —if the default already exists, replaces the default definition with the new
definition.

default_name—is the name of the default, which must conform to the rules for identifiers
and cannot be a variable. Specify the owner’s name to create another default of the same
name owned by a different user in the current database. The default value for owreris the
current user.

When you use or replace, if the specified default name already exists, then it is replaced
with the new default definition. The object name and ID remain the same.
constant_expression —is an expression that does not include the names of any columns or
other database objects. It can include global variables and built-in functions that do not
reference database objects. Enclose character and date constants in quotes and use a “0x”
prefix for binary constants.

When you use or replace, the definition of the default can be changed when the default is
replaced. The new default value overrides the old default.

Examples

Example 1 — Creates a default called D1 that uses the @@spid global variable:
create default D1 as Q@spid

Example 2 — Defines a default value, then binds it to the appropriate column or user-
defined datatype:

create default phonedflt as "UNKNOWN"

Example 3—The default takes effect only if there is no entry in the phone column of the
authors table:
sp _bindefault phonedflt, "authors.phone"

No entry is different from a null value entry. To get the default, issue an insert command
with a column list that does not include the column that has the default.
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Example4—Creates adefault value, todays date, that inserts the current date into the
columns to which it is bound:
create default todays date as getdate ()

Example 5 — This example first creates a default with a phone number defined as
UNKNOWN:

create default phonedflt as "UNKNOWN"

select object id("phonedflt")

1001051571

This default replaces the previously created default using the or replace clause. The phone
number is changed, but the object ID of the default remains the same:

create or replace default phonedflt as "999-999-9999"

select object id("phonedflt")

1001051571

Usage

Bind a default to a column or user-defined datatype—but not an SAP ASE server-supplied
datatype—with sp_bindefault.

You can bind a new default to a datatype without unbinding the old one. The new default
overrides and unbinds the old one.

create default performs error checking for check constraints before it creates the default.
To hide the source test of a default, use sp_hidetext.

See also sp_bindefault, sp_help, sp_helptext, sp_rename, sp_unbindefault in Reference
Manual: Procedures.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Use the default clause of the create table statement to create ANSI SQL-compliant defaults.

Permissions

Any user who impersonates the default owner through an alias or setuser cannot replace the
default.

The permission checks for create default differ based on your granular permissions settings.
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Setting | Description

Enabled | With granular permissions enabled, you musthavethe create default privilegeto
create a default. To create a default for another user, you must have the create any
default privilege.

To replace the default, you must be the default owner.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
or have the create default privilege to create a default. To create a default for
another user, you must have sa_role.

To replace the default, you must be the default owner.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 14
Audit option create

Command or access audited

create default

Information in extrain-
fo

*  Roles— current active roles

»  Keywords or options— NULL

*  Previous value— NULL

e Other information— NULL

»  Current value— NULL

*  Proxy information- original login name, if set proxy is in effect
» orreplace — for create or replace

See also

alter table on page 43
create rule on page 195
create table on page 207
drop defaulton page 344
drop rule on page 361
inserton page 473
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create default Restrictions

Restrictions for create default.

* You can create a default only in the current database.

* You cannot combine create default statements with other statements in a single batch.

e You must drop a default using drop default before you create a new one of the same name;
you must unbind a default using sp_unbindefault, before you drop it.

Datatype Compatibility

The SAP ASE server generates an error message when it attempts to insert a default value that
is not compatible with the column’s datatype.

For example, if you bind a character expression such as “N/A” to an integer column, any
insert that does not specify the column value fails.

If a default value is too long for a character column, the SAP ASE server either truncates the
string or generates an exception, depending on the setting of the string_rtruncation option.
See the set command.

Getting Information about Defaults

Default definitions are stored in syscomments.

« After a default is bound to a column, its object ID is stored in syscolumns. After a
default is bound to a user-defined datatype, its object ID is stored in systypes.

« To rename a default, use sp_rename.

« For areport on the text of a default, use sp_helptext.

Defaults and Rules

If a column has both a default and a rule associated with it, the default value must not violate
the rule. A default that conflicts with a rule cannot be inserted. The SAP ASE server generates
an error message each time it attempts to insert such a default.

Defaults and Nulls

If a column does not allow nulls, and you do not create a default for the column, when a user
attempts to insert a row but does not include a value for that column, the insert fails and the
SAP ASE server generates an error message.

This table shows the relationship between the existence of a default and the definition of a
column as NULL or NOT NULL.
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Column No Entry, no No Entry, De- Entry is Null, no | Entry isNull,
Null Type Default fault Exists Default Default Exists
NULL Null inserted Default value inser- | Null inserted Null inserted
ted
NOT NULL Error, command Default value inser- | Error, command Error, command
fails ted fails fails

Specifying a Default Value in create table

You can define column defaults using the default clause of the create table statement as an
alternative to using create default.

However, these column defaults are specific to that table; you cannot bind them to other tables.
See create table and alter table for information about integrity constraints.

Objects Dependent on Replaced Defaults

Considerations when using or replace.

e Many columns can be bound to a replaced default.
» User defined datatypes can be bound to the replaced defaults.

Procedures that access these columns are recompiled when the default is replaced and the
procedure is executed.

create encryption key

Creates encryption keys. All the information related to keys and encryption is encapsulated by
create encryption key, which allows you to specify the encryption algorithm and key size, the
key’s default property, an optional user-specified password to encrypt the key, as well as the
use of an initialization vector or padding during the encryption process.

The SAP ASE server uses Security Builder Crypto for key generation and encryption.

Syntax

Create the master key:

create encryption key [dual] master
[for AES] with passwd char literal

Create the service key:

create encryption key syb extpasswdkey
[ with { static key | master key }]
create encryption key syb syscommkey
[ with { static key | master key }]
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Create the column encryption key:

create encryption key [[database.] [owner].]keyname

key}

[as default]
[for algorithm name]
with [{{passwd {char literal | system encr passwd} | master

init vector {null | random}]
pad {null | random}]

[
1
[key length num bits]
[
[
[[no] dual control]}]

Create an encryption key for fully encrypted databases:

create encryption key keyname

[for algorithm]
for database encryption
[with
{[master key]
[key length 256]
[init vector random]
[[no] dual control]}

Parameters

keyname — must be unique in the user’s table, view, and procedure name space in the
current database. Specify the database name if the key is in another database; specify the
ownername if you are creating a key for another user. The default value for owneris the
current user, and the default value for database is the current database. Only the system
security officer can create keys for other users.

as default —allows the system security officer or the key custodian to create a database
default key for encryption. The existence of a database default encryption key enables the
table creator to specify encryption without using a keyname on create table, alter table,
and select into. The SAP ASE server uses the default key from the same database. The
default key may be changed. See alter encryption key.

for algorithm_name — specifies the algorithm you are using. Advanced Encryption
Standard (AES) is the only algorithm supported. AES supports key sizes of 128 bits, 192
bits, and 256 bits, and a block size of 16 bytes.

for database encryption —indicates that you are creating an encryption key to
encrypt an entire database, rather than a column.

for AES—uses the Advanced Encryption Standard (AES) encryption algorithm to encrypt
data.

syb_extpasswdkey | syb_syscommkey —

* syb_extpasswdkey — all external passwords in sysattributes are reencrypted
with the new key using strong encryption

* syb_syscommkey — any subsequent execution of sp_hidetext uses the new key
with strong encryption. sp_hidetext must be executed on an existing database
object for the object to be encrypted with the new key
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» dtatickey | master key —indicates that you are creating an encryption key using a static or
master key.

Specifyingmaster key creates a master key in the master database, and indicates to
SAP ASE to protect the database encryption key using that key. By default, SAP ASE uses
this master key (if it exists) to protect database encryption keys.

» keylength num_bits—the size, in bits, of the key to be created. For AES, valid key lengths
are 128, 192, and 256 bits. The default key length is 128 bits.

The only valid length for a database encryption key is 256; you see an error message if you
use any other size.

» password phrase—is a quoted alphanumeric string of up to 255 bytes in length that the
SAP ASE server uses to generate the key used to encrypt the column encryption key (the
key encryption key).

* init_vector random —specifies use of an initialization vector during encryption. When an
initialization vector is used by the encryption algorithm, the cipher text of two identical
pieces of plain text are different, which prevents a cryptanalyst from detecting patterns of
data. Use an initialization vector to increase the security of your data.

Aninitialization vector has some performance implications. Index creation, and optimized
joins and searches, can be performed only on a column for which the encryption key does
not specify an initialization vector.

The default is to use an initialization vector, that is, init_vector random. Use of an
initialization vector implies using a cipher-block chaining (CBC) mode of encryption;
setting init_vector null implies the electronic codebook (ECB) mode.

* init_vector null —omits the use of an initialization vector when encrypting. This makes
the column suitable for supporting an index.

Database encryption enforces stronger security than column encryption; if you specify
init vector null for database encryption as you can for creating a column
encryption key, SAP ASE returns an error.

« pad null —is the default, which omits random padding of data. You cannot use padding if
the column must support an index.

* padrandom —datais automatically padded with random bytes before encryption. You can
use padding instead of an initialization vector to randomize the cipher text. Padding is
suitable only for columns whose plaintext length is less than half the block length. For the
AES algorithm, the block length is 16 bytes.

* [no] dual_control —Indicates whether the new key must be encrypted using dual controls.
By default, dual control is not configured. Both the master key and dual master key must
exist in the master database to use dual control.

Examples

* Example 1 — Specifies a 256-bit key called “safe_key” as the database default key. The
system security officer enters:

Reference Manual: Commands 123



CHAPTER 1: Commands

create encryption key safe key as default for AES with keylength
256

Example 2 — Creates a 128-bit key called “salary_key” for encrypting columns using
random padding:

create encryption key salary key for AES with init vector null pad
random

Example 3 — Creates a 192-bit key named “mykey” for encrypting columns using an
initialization vector:

create encryption key mykey for AES with keylength 192 init vector
random

Example 4 — Ceates a key that is protected by a user-specified password:

create encryption key keyl with passwd 'WorldslBiggest6Secret'

You must enter user-specified passwords that protect keys before accessing a column
encrypted by the key. See set.

Example 5 — Specifies a 256-hit key called “safe_key” as the database default key.
Because the key does not specify a password, the SAP ASE server uses the database-level
master key as the key encryption key for safe_key. If there is no master key, the SAP ASE
server uses the system encryption password:
create encryption key safe key as default for AES with keylength
256
Example 6 — Encrypts CEK k3 with a combination of the master key and “Whybother”:
create encryption key k3 with passwd 'Whybother' dual control
create encryption key kl with keylength 192
Example 7 — Creates a master key to protect "testkey":
create encryption key testkey for database encryption

with master key
Example 8 — Creates a dual master key to protect “testkey":
create encryption key testkey for database encryption

with dual control
Example 9 — Creates both a master key and dual master key to protect "testkey™:
create encryption key testkey for database encryption

with master key dual control

Example 10 — Creates a master key to protect "testkey", while explicitly excluding the
dual master key:
create encryption key testkey for database encryption

with master key no dual control

Example 11 — Creates a master key to protect "testkey" while explicitly excluding a dual
master key:

create encryption key testkey for database encryption
with no dual control

124

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

* Example12—

sp_configure 'enable encrypted columns', 1

create encryption key master with passwd "testpassword"
set encryption passwd 'testpassword' for key master
create encryption key dbkey for database encryption

Usage

The SAP ASE server does not save the user-specified password. It saves a string of validating
bytes known as the “salt” in sysencryptkeys.eksalt, which allows the SAP ASE
server to recognize whether a password used on a subsequent encryption or decryption
operation is legitimate for a key. You must supply the password to the SAP ASE server before
you can access any column encrypted by keyname.

For fully encrypted databases:

» The database encryption key does not support the pad option in create encryption key
command.

« The database encryption key cannot be the default key for column encryption.

» Successfully created database encryption keys are stored inthe sysencryptkeys table
of the master database and are indicated by this key type:

#define EK_DBENCKEY 0x1000

For information about auditing, see Auditing Encrypted Columnsin the Encrypted Columns
Users Guide.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for create encryption key differ based on your granular permissions
settings.
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Setting | Description

Enabled | With granular permissions enabled, you must have the following privilege or privileges
based on the encryption key type:

» columnencryptionkey-create encryption keyormanage column
encryption key

e master key —manage master key
* servicekey-manage service key
e database encryption key - manage database encryption key

You must have the manage any encryption key privilege to create an en-
cryption key for another user.

Disabled | With granular permissions disabled, you must be a user with sso_role, keycustodi-
an_role, or have create encryption key privilege to create an encryption key. You must
have sso_role to create an encryption key for another user.

See also

alter encryption key on page 15
seton page 607

drop encryption key on page 346
granton page 419

revoke on page 559

create existing table

(

Component Integration Services only) Creates a proxy table, then retrieves and stores

metadata from a remote table and places the data into the proxy table. Allows you to map the
proxy table to a table, view, or procedure at a remote location.

The preferred method of creating proxy tables is the create proxy_table command, which
eliminates the need to define the column definitions.

Syntax

create existing table table name (column 1ist)

[on segment name]
[[external {table | procedure | file | connection type}] at

pathname

[column delimiter "string"]]

Parameters

table_name — specifies the name of the table for which you want to create a proxy table.
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* column_list —specifies the name of the column list that stores information about the
remote table.

* on segment_name — specifies the segment that contains the remote table.

» external —specifies that the object is a remote object.

* table—specifies that the remote object is a table or a view. The default is external table.

* procedure— specifies that the remote object is a stored procedure.

» file—specifies that the remote object is a file.

e connection_type — determines whether a remote procedure call uses the current or a
separate connection. The valid values are:

* non_transactional — is a separate connection is used to execute the RPC.
* transactional — is the existing connection is used to execute the RPC.

The default behavior is transactional.

» at pathname — specifies the location of the remote object. pathname takes the form:
server_name.dbname.owner.object, where:

« server_name (required) — is the name of the server that contains the remote object.
e dbname (optional) — is the name of the database managed by the remote server that
contains this object.

« owner (optional) — is the name of the remote server user that owns the remote object.
» object (required) — is the name of the remote table, view, or procedure.

e column delimiter —used to separate fields within each record when accesssing flat files.
The column delimiter can be up to 16 bytes long.

» string —the column delimiter string can be any character sequencer, but if the string is
longer than 16 bytes, only the first 16 bytes are used. The use of column delimiter for proxy
tables mapped to anything but files results in a syntax error.

Examples
* Example 1 —Creates the proxy table authors:

create existing table authors
(

au id id,

au_lname varchar (40) NOT NULL,
au_fname varchar (20) NOT NULL,
phone char (12),

address varchar (40) NULL,
city varchar (20) NULL,
state char (2) NULL,

zip char (5) NULL,
contract bit

)

at "nhserver.pubs2.dbo.authors"

» Example 2 —Creates the proxy table syb_columns:

create existing table syb columns

(
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id int,

number smallint,
colid tinyint,
status tinyint,
type tinyint,
length tinyint,
offset smallint,

usertype smallint,
cdefault int,

domain int,

name varchar (30),

printfmt varchar (255) NULL,
prec tinyint NULL,
scale tinyint NULL

)

at "remotel.master.dbo.columns"

Example 3 — Creates a proxy table named blurbs for the blurbs table at the remote
server SERVER_A:

create existing table blurbs

(

author id id not null,
copy text not null
)

at "SERVER A.dbl.joe.blurbs"

Example 4 — Creates a proxy table named rpc1 for the remote procedure named p1:

create existing table rpcl
(

column 1 int,

column 2 int

)

external procedure

at "SERVER A.dbl.joe.pl"

Usage

create existing table does not create a new table unless the remote object is a file. Instead,

CIS checks the table mapping to confirm that the information in column_/ist matches the

remote table, verifies the existence of the underlying object, and retrieves and stores

metadata about the remote table.

If the host data file or remote server object does not exist, the command is rejected with an

error message.

If the object exists, the system tables sysobjects, syscolumns, and sysindexes

are updated. The verification operation requires these steps:

1. The nature of the existing object is determined. For host data files, this requires
determining file organization and record format. For remote server objects, this
requires determining whether the object is a table, a view, or an RPC.

2. Forremote server objects (other than RPCs), column attributes obtained for the table or
view are compared with those defined in the column list.
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3. Indexinformation from the host data file or remote server table is extracted and used to
create rows for the sysindexes system table. This defines indexes and keys in the
SAP ASE server terms and enables the query optimizer to consider any indexes that
might exist on this table.
* The on segment_name clause is processed locally and is not passed to a remote server.
» After successfully defining an existing table, issue update statistics for the table. This
allows the query optimizer to make intelligent choices regarding index selection and join
order.

« ClSallows you to create a proxy table with a column defined as NOT NULL even though
the remote column is defined as NULL. It displays a warning to notify you of the
mismatch.

e The location information provided by the at keyword is the same information that is
provided by sp_addobjectdef. The information is stored in the sysattributes table.

« ClSinsertsorupdatesarecord inthe systabstats catalog for each index of the remote
table. Since detailed structural statistics are irrelevant for remote indexes, only aminimum
number of columns are set in the systabstats record—id, indid, and rowcnt.

« External files cannot be of datatypes text, image, or Java ADTS.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

create existing table permission defaults to the table owner and is not transferable.

See also

» alter table on page 43
 create table on page 207

e create proxy table on page 190
e drop index on page 350

e jnserton page 473

* order by clause on page 524

e seton page 607

e update on page 680

Datatype Conversions

When using create existing table, you must specify all datatypes with recognized SAP ASE
datatypes.

If the remote server tables reside on a class of server that is heterogeneous, the datatypes of the
remote table are automatically converted into the specified SAP ASE types when the data is
retrieved. If the conversion cannot be made, CIS does not allow the table to be defined.
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The Component Integration Services Users Guidecontains a section for each supported server
class and identifies all possible datatype conversions that are implicitly performed by CIS.

Changes by Server Class

All server classes allow you to specify fewer columns than there are in the table on the remote
server.

In addition, all server classes:

e Match the columns by name.

« Allow the column type to be any datatype that can be converted to and from the datatype of
the column in the remote table.

Remote Procedures

When the proxy table is a procedure-type table, you must provide a column list that matches
the description of the remote procedure’s result set. create existing table does rot verify the
accuracy of this column list.

No indexes are created for procedures.

CIS treats the result set of a remote procedure as a virtual table that can be sorted, joined with
other tables, or inserted into another table using insert or select. However, a procedure type
table is considered read-only, which means you cannot issue the following commands against
the table:

¢ alter table

* create index

¢ delete

* insert

* truncate table
* update

Begin the column name with an underscore () to specify that the column is not part of the
remote procedure’s result set. These columns are referred to as parameter columns. For
example:

create existing table rpcl

(

a int,
b int,
€ int,
_pl int null,
_p2 int null

)
external procedure
at "SYBASE.sybsystemprocs.dbo.myproc"

In this example, the parameter columns pl and p2 are input parameters. They are not
expected in the result set, but can be referenced in the query:
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select a, b, ¢ from tl

where pl = 10 and p2 = 20

CIS passes the search arguments to the remote procedure as parameters, using the names @p1
and @p2.

Parameter-column definitions in a create existing table statement:

e Must allow a null value.
« Cannot precede regular result columns—they must appear at the end of the column list.

If a parameter column is included in a select list and is passed to the remote procedure as a
parameter, the return value is assigned by the where clause.

If a parameter column is included in a select list, but does not appear in the where clause or
cannot be passed to the remote procedure as a parameter, its value is NULL.

A parameter column can be passed to a remote procedure as a parameter if the SAP ASE query
processor considers it a searchable argument. A parameter column is considered a searchable
argument if it is not included in any or predicates. For example, the or predicate in the second
line of the following query prevents the parameter columns from being used as parameters:

select a, b, ¢ from tl
where pl = 10 or p2 = 20

Encrypted Columns
create existing table automatically updates syscolumns with any encrypted column
metadata from the remote table. You cannot include the encrypt keyword in the column list for
a create existing table command.

create function

Creates a user-defined function, which is a saved Transact-SQL routine that returns a specified
value.

Syntax

create [or replace] function [ owner name. ] function_name

[ ( @parameter name [as] parameter datatype [ = default ]
[ ,...n 1) 1

returns return datatype

[ with recompile]

as

[begin]

function body

return scalar expression

[end]
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Parameters

or replace —redefines an existing function. Use this clause to change the definition of an
existing user defined function without dropping, re-creating, and regranting object
privileges previously granted on the function. If the function is redefined, it is recompiled
when the function is used.

owner_name—is the name of the user ID that owns the user-defined function. Must be an
existing user ID.

function_name— is the name of the user-defined function. Function names must conform
to the rules for identifiers and must be unique within the database and to its owner.
Function names cannot be the same as other SAP ASE functions.

When used with or replace, is the name of the function remains the same, although its
definition is changed.

Note: To reference or invoke a user-defined function, specify the
owner_name.function_name, followed by parentheses (see the BONUS function in the
“Examples” section below). Specify expressions as arguments for all the parameters
within the parentheses. You cannot specify the parameter names in the argument list when
you invoke a function.You must supply argument values for all of the parameters, and the
argument values must be in the same sequence in which the parameters are defined in the
create function statement. When a function’s parameter has a default value, you must
specify the keyword “default” when calling the function to get the default value.

@parameter_name—is the parameter in the user-defined function. You can declare one or
more parameters in a create function statement. A function can have a maximum of 2,047
parameters. The value of each declared parameter must be supplied by the user when the
function is executed, unless you define a default for the parameter.

Specify a parameter name using an “at” sign (@) as the first character. The parameter name
must conform to the rules for identifiers. Parameters are local to the function. You can use
the same parameter names in other functions.

If a parameter has a default value, the user must specify the keyword “default” when they
call the function to get the default value.

When used with or replace, you can alter the names and number of parameters.
parameter _datatype — is the datatype of the parameter. All scalar datatypes and Java
abstract datatypes (ADTS) can be used as a parameter for user-defined functions. However,
user-defined functions do not support the t imestamp, text, image and unitext.

When used with or replace, you can change the datatype of the parameter to the function.
with recompile — indicates that the SAP ASE server never saves a plan for this function;
instead, a new plan is created each time the function is referenced in a SQL statement. Use
with recompilewhen you expect the execution of this function to be atypical, and require a
new plan.
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When used with or replace, you can change the option to recompile, or not to recompile
every time the function is replaced.

» return_datatype —is the return value of a scalar, user-defined function. refurn_datatype
can be any of the scalar datatypes and Java abstract datatypes except text, image,
unitext, and timestamp.

When used with or replace, you can alter the return datatype of the function.
» scalar_expression — specifies the scalar value the scalar function returns.

You can invoke scalar-valued functions where scalar expressions are used, including
computed columns and check constraint definitions.

When used with or replace, you can change the value returned by the function.

» function_body — specifies a series of Transact-SQL statements, which together do not
produce a side effect but define the value of the function. function_body is used only in
scalar functions and multistatement table-valued functions. In scalar functions,
function_body is a series of Transact-SQL statements that evaluate to a scalar value.

When used with or replace, you can change the SQL statements that define the value of the
function

Examples

* Example 1 —Creates a user-defined function named bonus:

create function BONUS (€salary int, @grade int, @dept id int)
returns int

as
begin
declare @bonus int
declare (@cat int
set @bonus = 0
select @cat = dept cat from department
where dept id = @dept_id
if (@cat < 10)
begin
set @bonus = @salary *15/100
end
else
begin
set @bonus = @salary * 10/100
end
return @bonus
end

* Example 2 — Defines a function which concatenates firstname and lastname
strings.

create function fullname (
@Qfirstname char (30),
@lastname char (30))
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returns char (61)

as
begin

declare @name char(61)

set @name = Q@firstname|| ' ' ||@lastname
return @name

end

select object id("fullname")

473049690

This function replaces the previously created fullname function using the or replace
clause. After replacing the function, the local variable @ name is removed. The object ID of
the function remains the same.

create or replace function fullname (
@Qfirstname char (30),
@lastname char (30))

returns char (61l)

as

begin

return (Rfirstname| |

end

' ' ||@lastname)

select object id("fullname")

473049690

Usage

If the owner of the user-defined function also owns all the database objects referenced
inside, then all the other users who have execute permission on the function are
automatically granted access permissions to all the referenced objects when they execute
the function.

When a function is created, the SAP ASE server checks to see if it is a SQL user-defined
function or a SQLJ user-defined function. If it is the latter, the SAP ASE server checks for
“sa” permissions. If it is a SQL function, the SAP ASE server checks for create function
privileges.

If a function is referenced in a computed column or functional index, it cannot be replaced.

Permissions

Any user who impersonates the function owner through an alias or setuser cannot replace the
function.

The permission checks for create function differ based on your granular permissions settings.
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Setting | Description

Enabled | With granular permissions enabled, you must have the create function privilege
to create a function. To create a function for another user, you must have the create
any function privilege.

You must be the function owner to replace the function.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
orhavethe create function privilegeto create afunction. To create a function for
another user, you must have sa_role.

You must be the function owner to replace the function.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 97
Audit option create

Command or access audited | create function

Information in extrain-
fo

*  Roles— current active roles

»  Keywords or options— NULL

*  Previous value— NULL

e Current value— NULL

e Other information— NULL

*  Proxy information- original login name, if set proxy is in effect
» orreplace — for create or replace

Objects Dependent on Replaced Functions

If a replaced function is called by another function, both functions are recompiled when
called. If the interface of the replaced function does not match that in the calling function, then
the calling function must be replaced, otherwise, the calling function raises an error. You can
execute sp_depends on the replaced function to check for any calling objects.

For example, testfunl is replaced to have two parameters instead of one. The calling
function, testfun2, must be replaced to account for the second parameter.

create function testfunl (Q@paral int)
returns int
as
begin
declare @retval int
set Q@retval = @paral
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return @retval
end
create function testfun2 (@para int)
returns int
as
begin
declare (@retval int
select Qretval= dbo.testfunl (Q@para)
return @retval
end
create or replace function testfunl
returns int
as
begin
declare @retval int
set @retval = (@paral+@para2
return @retval
end

(@paral int,@para2 int)

create function (SQLJ)
Creates a user-defined function by adding a SQL wrapper to a Java static method. Can returna
value defined by the method.

Syntax

create function [or replace] [owner.]sqgl function name
([ sgql parameter name sql datatype

[ (length) | (precision[, scale ])]
[[, sgl parameter name sql datatype
[ (length) | (precision[, scalel)]l

... 11)
returns sqgl datatype
[ (length) | (precision[, scale])]
[modifies sqgl datal
[returns null on null input |
called on null input]
[deterministic | not deterministic]
[exportable]
language java
parameter style java
external name 'java method name
[([java datatype[, java datatype

1D 1

Parameters

» or replace—redefines an existing function. Use this clause to change the definition of an
existing user defined SQLJ function without dropping, re-creating, and regranting object
privileges previously granted on the function.
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» ggl_function_name—is the Transact-SQL name of the function, must conform to the rules
for identifiers, and cannot be a variable. The name remains the same even when you use or
replace.

* ggl_parameter_name—is the name of an argument to the function. The value of each input
parameter is supplied when the function is executed. Parameters are optional; a SQLJ
function need not take arguments.

Parameter names must conform to the rules for identifiers. If the value of a parameter
contains nonalphanumeric characters, it must be enclosed in quotes. This includes object
names qualified by a database name or owner name, since they include a period. If the
value of the parameter begins with a numeric character, it also must be enclosed in quotes.

Use or replace to change the names and the number of parameters.

* ggl_datatype[(Iength) | (precision [, scal€])] —is the Transact-SQL datatype of the
parameter. See create procedure for more information about these parameters.

sql_adatatypeis the SQL procedure signature.

Use or replace to change the Transact-SQL datatype of the parameter to the function.
* returnssgl_datatype — specifies the result datatype of the function.

Use or replace to change result datatype of the function .

» modifies sgl data —indicates that the Java method invokes SQL operations, reads, and
modifies SQL data in the database. This is the default and only implementation. It is
included for syntactic compatibility with the ANSI standard.

» deterministic | not deter ministic —included for syntactic compatibility with the ANSI
standard. Not currently implemented.

* exportable—specifies that the procedure is to be run on a remote server using the SAP
ASE OmniConnect” feature. Both the procedure and the method it is built on must reside
on the remote server.

* language java — specifies that the external routine is written in Java. This is a required
clause for SQLJ functions.

* parameter stylejava—specifies that the parameters passed to the external routine at
runtime are Java parameters. This is a required clause for SQLJ functions.

¢ external —indicates that create function defines a SQL name for an external routine
written in a programming language other than SQL.

* name - specifies the name of the external routine (Java method). The specified name—
‘java_method_name [ java_datatype[{, java_datatype} ...]I'—is a character-string literal
and must be enclosed in single quotes.

Use or replace to change the name of the external routine.
* java_method name — specifies the name of the external Java method.

Use or replace to change tthe Java method.

* java_datatype—specifies a Java datatype that is mappable or result-set mappable. This is
the Java method signature.
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Use or replace to change the Java datatype.

Examples

Example 1 — Creates a function square root that invokes the java.lang.Math.sqrt()
method:

create function square root
(input number double precision) returns
double precision
language java parameter style java
external name 'Jjava.lang.Math.sqgrt'

Example 2 — Creates a SQLJ function named sqlj testfun.

create function sqlj testfun (pl int)
returns int
language java
parameter style java
external name 'UDFSample.sample (int)'

The following replaces the previously created SQLJ function using the or replace clause.
Parameter p2 is added and the external java method is changed but the object ID of the
SQLJ function remains the same.
create or replace function sqlj testfun (pl int,p2 int)

returns int

language java

parameter style java

external name 'UDFSample.sample2 (int,int)’'

Usage

You cannot create a SQLJ function with the same name as an SAP ASE built-in function.

You can create user-defined functions (based on Java static methods) and SQLJ functions
with the same class and method names.

Note: The SAP ASE server searching order ensures that the SQLJ function is always
found first.

You can include a maximum of 31 parameters in a create function statement.

When a function is created, the SAP ASE server checks to see if it is a SQL user-defined
function or a SQLJ user-defined function. If it is the latter, the SAP ASE server checks for
“sa” permissions. If it is a SQL function the SAP ASE server checks for create function
privileges.

If the replaced SQLJ function is called by another function, both functions will be
recompiled when called.

If the interface of the replaced function does not match that in the calling function, then the
calling function must be replaced, otherwise the calling function raises an error. You can
execute sp_depends on the replaced function to check for any calling objects.

If a function is referenced in a computed column or functional index, it cannot be replaced.
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For objects dependent on replaced functions:

« If the replaced SQLJ function is called by another function, both functions will be
recompiled when called.

« Ifthe interface of the replaced function does not match that in the calling function, then the
calling function must be replaced, otherwise the calling function raises an error. You can
execute sp_depends on the replaced function to check for any calling objects.

See also:

» See Java in Adaptive Server Enterprise for more information about create function.
* sp_depends, sp_help, sp_helpjava, sp_helprotect in Reference Manual: Procedures

Permissions

Any user who impersonates the function owner through an alias or setuser cannot replace the
function.

The permission checks for create function (SQLJ) differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the create function privilege
to create a function (SQLJ). To create a function (SQLJ) for another user, you must have
the create any function privilege.

You must be the function owner to replace the function.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
or have the create function privilege to create a function (SQLJ). To create a
function (SQLJ) for another user, you must have sa_role.

You must be the function owner to replace the function.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 97
Audit option install
Command or accessaudited | create function
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Information Values

Information inextrain- |,  poec_ current active roles

fo e Keywords or options— NULL
e Previous value— NULL
e Current value— NULL
e Other information— NULL
e Proxy information— original login name, if a set proxy is in

effect
e or replace - for create or replace
See also

e create procedure on page 169
e create function (SQLJ) on page 136
e drop function (SQLJ) on page 349

create index

Creates an index on one or more computed or noncomputed columns in a table. Creates
partitioned indexes. Allows computed columns, like ordinary columns, to be index keys, and
creates function-based indexes. A function-based index has one or more expressions as its
index key.

The existing create index Syntax can create indexes on computed columns, but function-based
indexes require additional syntax.

Syntax

create [unique] [clustered | nonclustered] index index name

on [[database.] [owner].]table name

(column_expression [asc | desc]
[, column expression [asc | desc]]...)

[with {fillfactor = pct,
online,
max rows per page = num rows,
reservepagegap = num pages,
consumers = x, ignore dup key, sorted data,
[ignore dup row | allow dup row],
[statistics using num steps values ]
[, statistics hash option]
4
[

[, statistics max resource granularity = int]
, statistics histogram tuning factor = int]
[, statistics print progress = int] } ]

[on segment name]
[index partition clause]
[with index compression = { NONE | PAGE }]...]]]

To create index partitions:
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index partition clause::=
[local index [partition name

[with index compression = { NONE | PAGE }] [on segment name]
[, partition name [on segment name]
[with index compression = { NONE | PAGE }][on segment name]...]]

For function-based indexes:

create [unique | nonclustered] index index name
on [[database.] [owner].] table name
(column expression [asc | desc]
[, column expression [asc | desc]]...
Parameters

e unique— prohibits duplicate index values (also called “key values™). The system checks
for duplicate key values when the index is created (if data already exists), and each time
data is added with an insert or update. If there is a duplicate key value or if more than one
row contains a null value, the command fails, and the SAP ASE server prints an error
message giving the duplicate entry.

Warning! The SAP ASE server does not detect duplicate rows if a table contains any
non-null text, unitext, or image columns.

insert and update commands, which generate duplicate key values, can succeed if you
create your index using the allow_dup_row option.

Composite indexes (indexes in which the key value is composed of more than one column)
can also be unique.

The default is nonunique. To create a nonunique clustered index on a table that contains
duplicate rows, specify allow_dup_row or ignore_dup_row.

When you create a unique local index on range-, list-, and hash-partitioned tables, the
index key list is a superset of the partition-key list.

* clustered —means that the physical order of rows on the current database device is the
same as the indexed order of the rows. The bottom, or /eaf level, of the clustered index
contains the actual data pages. A clustered index almost always retrieves data faster than a
nonclustered index. Only one clustered index per table is permitted.

If clustered is not specified, nonclustered is assumed.

* nonclustered —means that the physical order of the rows is not the same as their indexed
order. The leaf level of a nonclustered index contains pointers to rows on data pages. You
can have as many as 249 nonclustered indexes per table.

* index_name—is the name of the index. Index names must be unique within a table, but
need not be unique within a database.

* table name—isthe name of the table in which the indexed column or columns are located.
Specify the database name if the table is in another database, and specify the owner’s name
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if more than one table of that name exists in the database. The default value for owneris the
current user, and the default value for database is the current database.
column_expression —is a valid Transact-SQL expression that references at least one base
column, and does not contain columns from other tables, local and global variables,
aggregate functions, or subqueries.

Note: column_expressionsreplaces the column_namevariable used in SAP ASE versions
earlier than 15.0.

asc | desc —specifies whether the index is to be created in ascending or descending order
for the column specified. The default is ascending order.

fillfactor —specifies how full the SAP ASE server makes each page when it creates a new
index on existing data. The fillfactor percentage is relevant only when the index is created.
As data changes, the pages are not maintained at any particular level of fullness.

The value you specify isnotsaved in sysindexes. Use sp_chgattribute to create stored
fillfactor values.

The default for fillfactor is O; this is used when you do not include with fillfactor in the
create index statement (unless the value has been changed with sp_configure). When
specifying a fillfactor, use a value between 1 and 100.

A fillfactor of O creates clustered indexes with completely full pages and nonclustered
indexes with completely full leaf pages. It leaves a comfortable amount of space within the
index B-tree in both the clustered and nonclustered indexes. There is seldom a reason to
change the fillfactor.

If the fillfactor is set to 100, the SAP ASE server creates both clustered and nonclustered
indexes with each page 100 percent full. A fillfactor of 100 makes sense only for read-only,
to which no data is ever added.

fillfactor values smaller than 100 (except 0, which is a special case) cause the SAP ASE
server to create new indexes with pages that are not completely full. A fillfactor of 10 might
be a reasonable choice if you are creating an index on a table that eventually holds a great
deal more data, but small fillfactor values cause each index (or index and data) to occupy
more storage space.

Warning! Creating a clustered index with a fillfactor affects the amount of storage space
your data occupies, since the SAP ASE server redistributes the data as it creates the
clustered index.

max_rows_per_page— limits the number of rows on data pages and the leaf-level pages
of indexes. Unlike fillfactor, the max_rows_per_page value is maintained until it is
changed with sp_chgattribute.

If you do not specify a value for max_rows_per_page, the SAP ASE server uses a value of
0 when creating the table. Values for tables and clustered indexes range from 0 to 183K on
a 2K page, to 0 to 1486 on a 16K page.
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The maximum number of rows per page for nonclustered indexes depends on the size of
the index key. The SAP ASE server returns an error message if the specified value is too
high.

A max_rows_per_page Vvalue of 0 creates clustered indexes with full pages and
nonclustered indexes with full leaf pages. It leaves a comfortable amount of space within
the index B-tree in both clustered and nonclustered indexes.

If max_rows_per_page is set to 1, the SAP ASE server creates both clustered and
nonclustered indexes with one row per page at the leaf level. Use low values to reduce lock
contention on frequently accessed data. However, low max_rows_per_page values cause
the SAP ASE server to create new indexes with pages that are not completely full, uses
storage space, and may cause more page splits.

If CIS is enabled, you cannot use max_rows_per_page for remote servers.

Warning! Creating a clustered index with max_rows_per_page can affect the amount of
storage space your data occupies, since the SAP ASE server redistributes the data as it
creates the clustered index.

» with reservepagegap = num_pages—specifies a ratio of filled pages to empty pages to be
left during extent I/O allocation operations. For each specified num_pages, an empty page
is left for future expansion of the index. Valid values are 0 — 255. The default is 0.

* with consumer s— specifies the number of consumer processes that should perform the
sort operation for creating the index. The actual number of consumer processes used to sort
the index may be different from the specified number, depending on the number of worker
processes available and the number of data partitions.

* ignore _dup_key —cancels attempts of duplicate key entry into a table that has a unique
index (clustered or nonclustered). The SAP ASE server cancels the attempted insert or
update of a duplicate key with an informational message. After the cancellation, the
transaction containing the duplicate key proceeds to completion.

You cannot create a unique index on a column that includes duplicate values or more than
one null value, whether or notignore_dup_key is set. If you attempt to do so, the SAP ASE
server prints an error message that displays the first of the duplicate values. You must
eliminate duplicates before the SAP ASE server can create a unique index on the column.

* ignore_dup_row —allows you to create a new, nonunique clustered index on a table that
includes duplicate rows. ignore_dup_row deletes the duplicate rows from the table, and
cancels any insert or update that would create a duplicate row, but does not roll back the
entire transaction.

« allow_dup_row—allows you to create a nonunique clustered index on atable that includes
duplicate rows, and allows you to duplicate rows with insert and update statements.

» sorted_data—speeds creation of clustered indexes or unique nonclustered indexes when
the data in the table is already in sorted order (for example, when you have used bcp to
copy data that has already been sorted into an empty table).

* with statisticsusing num_stepsvalues—specifies the number of steps to generate for the
histogram used to optimize queries. If you omit this clause:
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e The default value is 20, if no histogram is currently stored for the leading index
column.

e The current number of steps is used, if a histogram for the leading column of the index
column already exists.

If you specify 0 for num_steps, the index is re-created, but the statistics for the index are
not overwritten in the system tables.

The actual number of steps may differ from the one you specify; if the histogram steps
specified with num_stepsis M, and the histogram_tuning_factor parameter is A, then the
actual steps are between AMand M*N, depending on the number of frequency cells that
exist in the distribution.

online — creates indexes without blocking access to the data.

on segment_name — creates the index on the named segment. Before using the

on segment_name option, initialize the device with disk init, and add the segment to the
database using sp_addsegment. See your system administrator, or use sp_helpsegment
to generate a list of the segment names available in your database. There are two locations
where you can use on segment_name:

« Immediately before the /ndex_partition_clause— defines a global default which is used
for all partitions where the segment is not explicitly defined in the
index_partition_clause.

< Within that clause itself — allows you to specify a segment for each individual partition

See the examples section for an example that uses on segment_name in both locations.
hash_option — indicates whether to gather index statistics on tables:

e hashing - statistics are gathered with hashing.

* new_ hashing —enables hash-based gathering for minor attributed columns that have
not had statistics previously gathered.

* no_ hashing — no hash-based statistics are gathered.

with statistics hashing —

* max_resource_granularity — sets the maximum percentage of system resources a
query can use.

e histogram_tuning_factor — controls the number of steps that SAP ASE analyzes per
histogram.

* print_progress — shows progress messages during gathering of statictics with
hashing.

local index — specifies, for semantically partitioned tables, an index that is always

equipartitioned with its base table; that is, the table and index share the same partitioning

key and partitioning criteria. For round-robin-partitioned tables, a local index means that

index keys in each of the tables’ index partitions refer to data rows in one and only one table

partition.
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For both semantically partitioned tables and round-robin-partitioned tables, each table
partition has only one corresponding index partition.

partition_name— specifies the name of a new partition on which indexes are to be stored.
Partition names must be unique within the set of partitions on a table or index. Partition
names can be delimited identifiers if set quoted_identifier is on. Otherwise, they must be
valid identifiers.

If partition_name is omitted, the SAP ASE server creates a name in the form
table_name_partition id. The SAP ASE server truncates partition names that exceed the
allowed maximum length.

index_compression = { NONE | PAGE } — specifies whether to compress an index or
index partition. Values are:

* NONE - the index page for the specified index is not compressed. Indexes that are
specifically created with index_compression = PAGE are compressed.

e PAGE —whenthe page is full, existing index rows are compressed using the page prefix
compression. When a row is added, a check determines whether the row suitable for
compression.

Examples

Example 1 —Creates an index named au_id_ind on the au_id column of the
authors table:

create index au id ind on authors (au_id)

Example2—Creates aunique clustered indexnamed au_id indontheau_idcolumn
of the authors table:

create unique clustered index au id ind

on authors (au id)

Example 3—Creates an index named indl onthe au_idand title id columns of
the titleauthor table:

create index indl on titleauthor (au id, title id)

Example 4 — Creates a nonclustered index named zip ind onthe zip column of the
authors table, filling each index page one-quarter full and limiting the sort to 4
consumer processes:

create nonclustered index zip ind

on authors (postalcode)

with fillfactor = 25, consumers = 4

Example5—Creates an index with ascending ordering on pub _id and descending order
on pubdate:

create index pub dates ix

on titles (pub id asc, pubdate desc)

Example 6 — Creates an index on title id, using 50 histogram steps for optimizer
statistics and leaving 1 empty page out of every 40 pages in the index:
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create index title id ix

on titles (title id)

with reservepagegap = 40,

statistics using 50 values

Example 7 —Creates a local, clustered index on a partitioned salesdetail table. The
clust_idx index inherits the partition strategy, partition key, and partition bounds of
salesdetail.

create clustered index clust idx

on salesdetail (ord num) local index

Example8—Creates a nonpartitioned, nonclustered global index on a partitioned sales
table, which is partitioned by range on the date column.

create nonclustered index global idx

on sales (order num)

Example 9 — First, creates a table, pback sales, with three data partitions:

create table pback sales (cl int, c2 int,
c3 varchar (20)) partition range (cl)

(pl cl values <= (10),

p2 cl values <= (20),

p3 cl values <= (MAX))

Then, creates a local, function-based index on partition p1:
create index fc idx on pback sales (cl*c2) local index
pl

Example10—create index with sorted_data selects a parallel query plan when an explicit
consumers = clause is included. This example uses a parallel query plan for the first query,
but uses a serial query plan for the second:

create index il on tl(cl) with sorted data, consumers = N

create index il on tl(cl) with sorted data

Example 11 — Creates a function-based index:

create index sum sales on mytitles (price * total sales)

Example 12 — Specifies the on segment_name clause both before and after the partition
name:

use tempdb

go
if not exists(select 1 from tempdb..syssegments where name =
'segl')
exec sp addsegment segl, tempdb,master
go
if not exists(select 1 from tempdb..syssegments where name =
'seg2')
exec sp addsegment seg2, tempdb,master
go
if not exists(select 1 from tempdb..syssegments where name =
'seg3')
exec sp addsegment seg3, tempdb,master
go
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if not exists(select 1 from tempdb..syssegments where name =
'seg4d')
exec sp addsegment seg4, tempdb,master

go

if exists(select 1 from sysobjects where name = 'tl')
drop table tl

go

create table tl (a int, b varchar (30)) partition by roundrobin (pl
on segl, p2 on seg2)

go

create index tl il on tl (a) local index

go

create index tl i2 on tl (a) on seg3 local index ipl on seg4

go

sp_help tl

go

Provides the following output:
Name Owner Object type Create date

tl dbo user table Aug 7 2008 11:14AM

(1 row affected)
Column name Type Length Prec Scale Nulls Default name Rule name
Access_Rule name Computed Column object Identity

a int 4 NULL NULL 0 NULL NULL
NULL NULL 0

b varchar 30 NULL NULL 0 NULL NULL
NULL NULL 0

Object has the following indexes

index name index keys index description index max rows per page
index fillfactor index reservepagegap

index created index local
tl il a nonclustered 0

0 0 Aug 7 2008 11:14AM Local Index
tl i2 a nonclustered 0

0 0 Aug 7 2008 11:14AM Local Index

(2 rows affected)

index ptn name index ptn seg
tl i1 952063116 default

tl i1 968063173 default

ipl seg4

tl i2 1000063287 seg3

(4 rows affected)
No defined keys for this object.
name type partition type partitions partition keys
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tl base table roundrobin 2 NULL
(1 row affected)

partition name partition id pages row_ count segment create date

pl 920063002 1 0 segl Aug 7 2008 11:14AM
P2 936063059 1 0 seg2 Aug 7 2008 11:14AM

Partition Conditions

Avg pages Max pages Min pages Ratio(Max/Avg) Ratio (Min/Avg)

1 1 1 1.000000 1.000000
Lock scheme Allpages

The attribute 'exp row size' is not applicable to tables with
allpages lock scheme.

The attribute 'concurrency opt threshold' is not applicable to
tables with

allpages lock scheme.

exp row size reservepagegap fillfactor max rows per page
identity gap ascinserts

(1 row affected)
concurrency opt threshold optimistic index lock
dealloc first txtpg

(1 row affected)
(return status = 0)

Example 13 — Creates a compressed index called 1dx_order 1ine oncolumns
ol delivery dandol dist info:
create index idx order line
on order line (ol delivery d, ol dist info)
with index compression = page
If the index has an index row length that is too short to benefit from compression, awarning
is raised indicating the index will not be compressed.

Example 14 —Creates a compressed index called idx _Sales. The index contains local
index partitions that can be compressed. Index prefix compression is applied to the local
index partition. Page prefix compression is applied while the index page is full:
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create index idx sales
on Sales(store id, order num)
local index ipl with index compression = PAGE,
ip2 with index compression = PAGE,
ip3
» Example 15— Creates a unique clustered index named au_id_indonthe au_idand
title id columnsof the authors table. Statistics are gathered with hashing, counts
50 steps, and enables print_progress which shows progress messages:
create unique clustered index au_id ind
on authors(au id, title id)
with statistics hashing,

statistics using 50 values,
statistics print progress = 1

* Example16—Createsanindexnamed indlontheau idandtitle idcolumns of
the titleauthor table. Statistics are gathered with hashing, counts 50 steps, and sets
the percentage of system resources a query can use at 80 percent using the
max_resource_granularity option:

create index indl
on titleauthor (au id, title id)
with statistics using 50 values,
statistics hashing,
statistics max resource granularity = 80

» Example 17 —Creates a nonclustered index named zip indonthe postalcode and
au_idcolumns of the authors table. Each index page is filled one-quarter full and the
sort is limited to 4 consumer processes. Statistics are gathered with hashing, counts 50
steps, and generates an intermediate 40-step histogram:
create nonclustered index zip ind

on authors(postalcode, au id)
with fillfactor = 25,
consumers = 4,
statistics using 50 values,
statistics hashing,
statistics histogram tuning factor = 40

» Example 18 — Creates a unique clustered index named au_id indonthe au idand
title id columns of the authors table. Statistics are gathered with hashing for
minor attributed columns that have not had statistics previously gathered:

create unique clustered index au id ind
on authors(au id, title id)
with statistics new hashing

Usage

« Periodically run update statistics if you add data to the table that changes the distribution
of keys in the index. The query optimizer uses the information created by update statistics
to select the best plan for running queries on the table.
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* You can create non-clustered local index in parallel for partitioned tables that includes
empty partitions.

 Ifthe table contains data when you create a nonclustered index, the SAP ASE server runs
update statistics on the new index. If the table contains data when you create a clustered
index, the SAP ASE server runs update statistics on all the table’s indexes.

* Index all columns that are regularly used in joins.

* When CIS is enabled, the create index command is reconstructed and passed directly to
the SAP ASE associated with the table.

* You cannot use create index (clustered or unclustered) on the segment that includes the
virtually hashed table, since a virtually hashed table must take only one exclusive segment,
which cannot be shared by other tables or databases

« You can run writetext concurrently with the online parameter.
See also:

* sp_addsegment, sp_chgattribute, sp_helpcomputedcolumn, sp_helpindex,
sp_helpsegment, sp_spaceused in Reference Manual. Procedures

» optdiag in the Utility Guide

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for create index differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the table owner, or a user with the
create any index privilege.

Disabled | With granular permissions disabled, you must be the table owner or a user with sa_role.

create index permission defaults to the table owner and is not transferable.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 104
Audit option create
Command or access audited | create index
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Information Values

Information in extrainfo |,  poies_ current active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information — Name of the index

*  Proxy information - original login name, if a set proxy is in
effect

See also

» alter table on page 43
 create table on page 207

* drop index on page 350

e Jnserton page 473
 order by clause on page 524
e seton page 607

e update on page 680

e reorgon page 549

Creating Indexes Efficiently

Indexes speed data retrieval, but can slow data updates. For better performance, create a table
on one segment and create its nonclustered indexes on another segment, when the segments
are on separate physical devices.

The SAP ASE server can create indexes in parallel if a table is partitioned and the server is
configured for parallelism. It can also use sort buffers to reduce the amount of 1/O required
during sorting. See Parallel Sorting in Performance and Tuning Guide.: Optimizer and
Abstract Plans.

Create a clustered index before creating any nonclustered indexes, since nonclustered indexes
are automatically rebuilt when a clustered index is created.

When using parallel sort for data-only-locked tables, the number of worker processes must be
equal or exceed the number of partitions, even for empty tables. The database option select
into/bulkcopy/plisort must also be enabled.
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Creating Clustered Indexes

A table “follows” its clustered index. When you create a table, using the on segment_name
extension to create clustered index, the table migrates to the segment where the index is
created.

If you create a table on a specific segment, then create a clustered index without specifying a
segment, the SAP ASE server moves the table to the default segment when it creates the
clustered index there.

Because text, unitext, and image data is stored in a separate page chain, creating a
clustered index with on segment_name does not move text and image columns.

To create a clustered index, the SAP ASE server duplicates the existing data; the server deletes
the original data when the index is complete. Before creating a clustered index, use
sp_spaceused to make sure that the database has at least 120 percent of the size of the table
available as free space.

The clustered index is often created on the table’s primary key (the column or columns that
uniquely identify the row). You can record the primary key in the database (for use by front-
end programs and sp_depends) using sp_primarykey.

To allow duplicate rows in a clustered index, specify allow_dup_row.

Creating Indexes on Compressed Table

Considerations that apply when creating indexes on compressed tables.

» If atable requires sorting, the SAP ASE server compresses all rows that are available for
compression during the data copy operation.

e The SAP ASE server does not perform a data copy if you create a clustered index using
sorted_data, and does not compress any data rows while it builds the clustered index.

» The SAP ASE server does not compress index key values: It compresses only the values in
the data rows.

* You may select index key columns and create unique indexes even if the key columns are
compressed. To perform nonclustered uniqueness checks, examine the uncompressed
index keys in an index page.

e The SAP ASE server uses the uncompressed index key and row formats to verify support
for ignore_dup_key, ignore_dup_row, and allow_dup_row.

e The SAP ASE server applies the fillfactor parameter only for row-level compression.

* When it applies the fillfactor parameter to the data pages of an allpages-locked clustered
index, the SAP ASE server considers the:

» Final compressed row format
« Space required for compression

The SAP ASE server may additionally compress the page space used with subsequent
page compression operations, resulting in lower fillfactor values.
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e The SAP ASE server applies the respagegap parameter at the page level so it is not
affected by compression.

e max_rows_per_page includes a page’s data rows only, and not the hidden page-
dictionary, index, and character-encoding entries.

Creating Indexes on Encrypted Columns

You can create an index on an encrypted column if you specify the encryption key without any
initialization vector or random padding. Indexes on encrypted columns are useful for equality
and nonequality matches, but cannot be used to match case-insensitive data, or to perform
range searches of any data.

To improve performance on both equality and nonequality searches, and on joins, create
indexes on encrypted columns.

create index reports an error if you create:

» A functional index using an expression that references an encrypted column
* Anindex on a column encrypted with initialization vector or random padding

Note: You cannot use an encrypted column in an expression for a functional index.

Specifying Ascending or Descending Ordering in Indexes

Use the asc and desc keywords after index column names to specify the sorting order for the
index keys.

Creating indexes so that columns are in the same order specified in the order by clause of
queries eliminates the sorting step during query processing. See /ndexing for Performance in
Performance and Tuning Guide: Locking.

Space Requirements for Indexes

Space is allocated to tables and indexes in increments of one extent, or eight pages, at a time.
Each time an extent is filled, another extent is allocated. Use sp_spaceused to display the
amount of space allocated to and used by an index.

In some cases, using the sorted_data option allows the SAP ASE server to skip copying the
data rows. In these cases, you need only enough additional space for the index structure itself.
Depending on key size, this is usually about 20 percent of the size of the table.

Duplicate Rows
Considerations when using ignore_dup_row and allow_dup_row options.

e The ignore_dup_row and allow_dup_row options are irrelevant when you create a
nonunique, nonclustered index. The SAP ASE server attaches a unique row identification
number internally in each nonclustered index; duplicate rows are not a problem, even for
identical data values.
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ignore_dup_row and allow_dup_row are mutually exclusive.
In all-pages-locked tables, nonunique clustered indexes allows duplicate keys, but does

not allow duplicate rows unless you specify allow_dup_row. This behavior differs for
data-only-locked tables.

allow_dup_row allows you to create a nonunique, clustered index on a table that includes
duplicate rows. If a table has a nonunique, clustered index that was created without the
allow_dup_row option, you cannot create new duplicate rows using the insert or update
command.

If any index in the table is unique, the requirement for uniqueness takes precedence over
the allow_dup_row option. You cannot create an index with allow_dup_row if a unique
index exists on any column in the table.

The ignore_dup_row option is also used with a nonunique, clustered index. The
ignore_dup_row option eliminates duplicates from a batch of data. ignore_dup_row
cancels any insert or update that would create a duplicate row, but does not roll back the
entire transaction.

This table illustrates how allow_dup_row and ignore_dup_row affect attempts to create a

nonunique, clustered index on a table that includes duplicate rows and attempts to enter
duplicate rows into a table.

Option Setting | Create an Index on a Table That [Insert Duplicate Rows into a

Has Duplicate Rows Table With an Index
Neither option set | create index fails. insert fails.
allow_dup_row set | create index completes. insert completes.

set

ignore_dup_row Index is created, but duplicate rows are de- | All rows are inserted, except duplicates;

leted; error message. error message.

This table shows which index options you can use with the different types of indexes:

Index Type Options

Clustered ignore_dup_row | allow_dup_row
Unique, clustered ignore_dup_key

Nonclustered None

Unique, nonclustered ignore_dup_key

Using Unigue Constraints in Place of Indexes

As an alternative to create index, you can implicitly create unique indexes by specifying a
unique constraint with the create table or alter table statement. The unique constraint creates
a clustered or nonclustered unique index on the columns of a table. These implicitindexes are
named after the constraint, and they follow the same rules for indexes created with create
index.
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You cannot drop indexes supporting unique constraints using the drop index statement. They
are dropped when the constraints are dropped through an alter table statement or when the
table is dropped. See create table for more information about unique constraints.

Using the sorted data Option to Speed Sorts

The sorted_data option can reduce the time needed to create an index by skipping the sort step
and by eliminating the need to copy the data rows to new pages in certain cases. The speed
increase becomes significant on large tables, and increases to several times faster in tables
larger than 1GB.

If sorted_data is specified, but data is not in sorted order, the SAP ASE server displays an
error message, and the command fails.

The effects of sorted_data for creating a clustered index depend on whether the table is
partitioned and whether certain other options are used in the create index command. Some
options require data copying, if used at all, for nonpartitioned tables and sorts plus data
copying for partitioned tables, while others require data copying only if you use:

e The ignore_dup_row option

* The filifactor option

« Theonsegmentname clause to specify a segment that is different from the segment where
the table data is located

e The max_rows_per_page clause to specify a value that is different from the value
associated with the table

Creating a nonunique, nonclustered index succeeds, unless there are rows with duplicate keys.
If there are rows with duplicate keys, the SAP ASE server displays an error message, and the
command fails.

This table shows when the sort is required and when the table is copied for partitioned and
nonpartitioned tables.

Options Partitioned Table Unpartitioned Table

No options specified Parallel sort necessary only for creat- | Either parallel or nonparallel
ing a clustered index on a round-rob- | sort; copies data, creates index
in-partitioned table; copies data, dis- | tree.

tributing evenly on partitions; creates
index tree.

with sorted_data only or with sor- | Creates index tree only. Does not per- | Creates index tree only. Does
ted_data on same_segment form the sort or copy data. Does not | not perform the sort or copy
run in parallel. data. Does not run in parallel.
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Options Partitioned Table Unpartitioned Table
with sorted_data and ig- Parallel sort; copies data, distributing | Copies data and creates the in-
nore_dup_row or fillfactor or on | evenly on partitions; creates index dex tree. Does not perform the
other_segment or tree. sort. Does not run in parallel.
max_rows_per_page

Specifying the Number of Histogram Steps

Use the with statistics clause to specify the number of steps for a histogram for the leading
column of an index. Histograms are used during query optimization to determine the number
of rows that match search arguments for a column.

To re-create an index without updating the values in sysstatistics foracolumn, use 0
for the number of steps. This avoids overwriting statistics that have been changed with
optdiag.

If you specify the histogram_tuning_factor parameter with a value, then create index uses
anywhere between 20 and M*20 steps, depending on the number of frequency cells that have
been isolated. The default is 20, but you can specify a different number with the using step
values option.

Space Management Properties

fillfactor, max_rows_per_page, and reservepagegap help manage space on index pages in
different ways.

 fillfactor applies to indexes for all locking schemes. For clustered indexes on allpages-
locked tables, it affects the data pages of the table. On all other indexes, it affects the leaf
level of the index.

* max_rows_per_page applies only to index pages of allpages-locked tables.
* reservepagegap applies to tables and indexes for all locking schemes.

reservepagegap affects space usage in indexes when:

e The index is created.
* reorg commands on indexes are executed.
» Nonclustered indexes are rebuilt after creating a clustered index.

When a reservepagegap Vvalue is specified in a create clustered index command, it applies
to:

e The data and index pages of allpages-locked tables
« Only the index pages of data-only-locked tables

The num_pages value specifies a ratio of filled pages to empty pages on the leaf level of the
index so that indexes can allocate space close to existing pages, as new space is required. For
example, a reservepagegap of 10 leaves 1 empty page for each 9 used pages.
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reservepagegap specified along with create clustered index on an allpages-locked table
overwrites any value previously specified with create table or alter table.

You can change the space management properties for an index with sp_chgattribute.
Changing properties with sp_chgattribute does not immediately affect storage for indexes on
the table. Future large scale allocations, such as reorg rebuild, use the sp_chgattribute value.

The fillfactor value set by sp_chgattribute is stored inthe £i11 factor columnin

sysindexes. The fillfactor is applied when an index is re-created as a result of an alter
table...lock command or a reorg rebuild command.

Index Options and Locking Modes

Allpages-locked and data-only-locked tables are supported by certain index options. On data-
only-locked tables, the ignore_dup_row and allow_dup_row options are enforced during
create index, but are not enforced during insert and update operations.

Data-only-locked tables always allow the insertion of duplicate rows.

Index Type Allpages-Locked Table Data-Only-Locked Table
During Index Creation During In-

serts

Clustered allow_dup_row, ig- allow_dup_row, ig- allow_dup_row

nore_dup_row nore_dup_row

Unique clustered ignore_dup_key ignore_dup_key ignore_dup_key

Nonclustered None None None

Unique nonclus- ignore_dup_key ignore_dup_key ignore_dup_key

tered

This table shows the behavior of commands that attempt to insert duplicate rows into tables
with clustered indexes, and when the clustered indexes are dropped and re-created.

Options Allpages-Locked Table Data-Only-Locked Table

No options specified | Insert fails with error message 2615. Re- Insert succeeds. Re-creating the index
creating the index succeeds. fails with error message 1508.

allow_dup_row Insert and re-creating the index succeed. Insert and re-creating the index suc-

ceed.

ignore_dup_row Insert fails with “Duplicate row was ignor- | Insert succeeds. Re-creating the index
ed” message. Re-creating the index suc- deletes duplicate rows.
ceeds.
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Using the sorted data Option on Data-Only-Locked Tables

You can use the sorted_data option to create index only immediately following a bulk-copy
operation into an empty table. Once data modifications to that table cause additional page
allocations, you cannot use the sorted_data option.

Specifying different values for space management properties may override the sort
suppression functionality of the sorted_data.

Getting Information About Tables and Indexes
Each index—including composite indexes—is represented by one row in sysindexes.

For information about the order of the data retrieved through indexes and the effects of an SAP
ASE-installed sort order, see the order by clause.

For information about a table’s indexes, execute sp_helpindex. For information about index
partitions, you can also execute sp_helpartitions.

Each index partition and data partition is represented by one row in syspartitions.

Creating Indexes on Computed Columns

You can use materialized computed columns as index keys, as though they were regular
columns.

To convert a virtual column to a materialized column and index it, use alter table modify with
the materialized option before executing create index.

A computed column need not be deterministic to be used as an index key; however, you must
be careful about the possible impact of a nondeterministic column on the queries that
reference it.

Creating Partitioned Indexes

A local index inherits the partition strategies, partition columns, and partition bounds (for
range and list partitions) of the base table.

The SAP ASE server maintains local indexes, rebuilding the local index if the base table is
repartitioned with a different partition key.

The SAP ASE server supports:

Index Type Table Type

Local clustered and nonclustered partitioned indexes Partitioned tables

Global, clustered, unpartitioned indexes Round-robin-partitioned tables
Global, nonclustered, unpartitioned indexes All partitioned tables
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For range-, hash-, and list-partitioned tables, clustered indexes are always local. The SAP ASE
server creates a local clustered index whether or not “local index” is included in the syntax.

Creating Function-Based Indexes

Considerations for creating function-based indexes.

You can create indexes directly on expressions.

The expression must be deterministic.

Since the SAP ASE server does not verify the deterministic property of the expression
index key, the user must manually maintain the property. A change in this property can
cause unexpected results.

As a function-based index key must be deterministic, its result is preevaluated, and reused
without reevaluation. The SAP ASE server assumes all function-based index keys to be
deterministic and uses their pre-evaluated values when they are referenced in a query; they
are reevaluated only when the values of their base columns are changed.

An index can have multiple function-based index keys or a combination of function-based
index keys and regular columns.

Expressions used as index keys must be deterministic. An expression key is different from
acomputed column index key, which needs to be evaluated only once, and does not require
the deterministic property. An expression, however, must be reevaluated upon each
occurrence of the expression in a specified query, and must always return the same result.
If a user-defined function that is referenced by a function-based index is dropped or
becomes invalid, any operations that call that function fail.

The SAP ASE server does not support clustered function-based indexes.

You cannot create a function-based index with the sorted_data option.

Once you create an index key on an expression, subsequent queries recognize the
expression as an index key only if the expression is exactly the same as the expression used
to create the index key.

All insert, delete, and update operations on base columns cause the SAP ASE server to
automatically update the value of function-based index keys.

create index and Stored Procedures

The SAP ASE server automatically recompiles stored procedures after executing create index
statements. Although ad hoc queries that you start before executing create index continue to
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work, they do not take advantage of the new index.In SAP ASE versions 12.5 and earlier,
create index was ignored by cached stored procedures.

create login

Creates a login account; specifies a password, a login profile for the account, and user-
supplied parameters to be assigned to the account.

Syntax

create login Iogin name with [encrypted]
password password
[attribute value pair list]

Parameters

* login_name —specifies the name of the login account to be created; it must start with an
alphabetic character and cannot exceed 30 characters in length.

* with encrypted — specifies an encrypted password for the new login account.
* password passwordValue — specifies a password for the new login account.

« attribute value pair_list — list of attributes and corresponding values to be added to the
loginaccount. The attribute_value_pair_listis an attribute name and value. Specify one or
more of the following:

Parameter Parameter Value Description

login profile Valid values: - login_profile_name binds the specified login
e login_profile_name profile to the specified login account.
* ignore * ignore eliminates any login profile binding. A

default login profile is not applicable and at-
tributes are applied as they were prior to re-
lease 15.7.

If a login profile is not specified, a default login
profile is applied. See Applying Login Profile and
Password Policy Attributesin the Security Admin-
Istration Guide.

suid Valid values: Unique value be- | By default an suid is generated and automatically
tween [-32768, 2147483647] assigned to the login account upon creation.
excluding [-2, -1, 0, 1, 2].

fullname name_value Full name of user who owns the login account.

Default is NULL.

login script login_script_name Specifies a valid stored procedure. Limited to 120
characters for a login script.
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Parameter

Parameter Value

Description

password expira-
tion

Valid range: 0 to 32767 days.

Password expiration interval.

Default is 0, meaning the password never expires.

min password
length

Valid range: 0 to 30.

Minimum password length required.

Default is 6.

max failed attempts

Valid range: -1 to 32767.

Number of login attempts allowed after which the
login account is locked.

-1 indicates the failed count is tracked but not
locked.

Defaultis 0, meaning the failed count is not tracked
and the account is not locked due to failed login
attempts.

default database

default_database name

Specifies a database to be the default.

Default is Master.

default language

default_language

Specifies a language to be the default.

Default is us_english

authenticate with

Valid values: ASE, LDAP, PAM,
KERBEROS, ANY

Specifies the mechanism used for authenticating
the login account.

When ANY is used, the SAP ASE server checks for
a defined external authentication mechanism. If
one is defined, the SAP ASE server uses the de-
fined mechanism., otherwise the ASE mechanism
is used.

If authenticate with authentication mechanism is
not specified, ANY is used for the login account.

exempt inactive
lock

Valid values: TRUE or FALSE

Specifies whether or not to exempt login accounts
from being locked due to inactivity.

Default is FALSE which indicates accounts are not
exempt.

Examples

» Example 1 - Creates a login account with password itsA8ecret, applies the login
profile emp 1p, applies server user ID 7, and specifies that the account is not locked due
to inactivity

create login ravi with password itsA8ecret login profile
emp lp suid 7 exempt inactive lock true

Reference Manual: Commands

161



CHAPTER 1: Commands

Usage

Precedence rules determine how login account attributes are applied when attributes are
taken from different login profiles or when values have been specified using
sp_passwordpolicy.

For ease of management, it is strongly recommended that all users’ SAP ASE login names
be the same as their operating system login names. This makes it easier to correlate audit
data between the operating system and the SAP ASE server. Otherwise, keep a record of
the correspondence between operating system and server login names.

See also:

For more information about creating login accounts, see the Security Administration

Guide. For precedence rules, see Applying login profile and password policy attributesin
the Security Administration Guide.

Iprofile_id, Iprofile_name in Reference Manual.: Building Blocks

sp_passwordpolicy, sp_displaylogin, sp_displayroles, sp_locklogin in Reference
Manual: Procedures

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for create login differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be a user with themanage any log-

in privilege.

Disabled | With granular permissions disabled, you must be a user with sso_role.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 103
Audit option login_admin
Command or access audited create login
Information in extrainfo Keywords contain: wiTH attribute_value_pair_list
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See also

alter login on page 23

alter login profile on page 29
create login profile on page 163
drop login on page 352

drop login profile on page 354

create login profile

Creates a login profile with specified attributes.

Syntax

create login profile login profile name [ as default ]

[ with { attributes from login name |

attribute value pair list } ]

Parameters

login_profile_name— specifies the name of the login profile to be created.

asdefault —sets the created login profile as the default for all login accounts except sa and
probe.

with attributes from login_name | attribute_value pair_list —when /ogin_name is
specified, creates a login profile with attributes values taken from the specified login
account. The attribute value pair_list specifies, an attribute name and corresponding
value. Specify one or more of the following attributes and value:

default database default_database_name — specifies a default database. The default is
Master.

default language default_language — specifies a default language. The default is
us_english

login script login_script_name — specifies a valid stored procedure. Limited to 120
characters for a login script.

authenticate with — specifies the mechanism used for authenticating the login account.
Valid values: ASE, LDAP, PAM, KERBEROS, ANY

When ANY is used, the SAP ASE server checks for a defined external authentication
mechanism. If one is defined, the SAP ASE server uses the defined mechanism.,
otherwise the ASE mechanism is used.

If authenticate with authentication mechanism is not specified, ANY is used for the
login account.

track lastlogin — enables last login updates. Valid values: TRUE, FALSE. The default is
TRUE, which is to update.
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 stale period — indicates the duration a login account is allowed to remain inactive
before itis locked due to inactivity. Valid values are 1 .. 32767 days. Duration: D (days),
W (weeks), M (months), Y (years). The default is D (days).

« profile id — shares the ID space with the server user ID (suid) of login accounts. By
default, the login profile ID is generated and automatically assigned to the login profile
upon creation
Valid value is unique between login accounts and login profiles. Range: [-32768,
2147483647] Excluding: -2, -1, 0, 1, 2

Examples

Example1—Creates a login profile. Attribute values that are not set follow the precedence
rules:

create login profile eng lp

For information, see Applying Login Profile and Password Policy Attributes in the
Security Administration Guide.

Example 2 —Creates a login profile and transfers the login attribute values from the login
account ravi to the new login profile ravi 1p. Attribute values that are not set follow
the precedence rules.

create login profile ravi lp with attributes from ravi

Example 3 — Creates login profile sa_login profile with the authentication
method ASE.

create login profile sa login profile with authenticate
with ASE

Usage

Precedence rules determine how login account attributes are applied when attributes are taken
from different login profiles, or when values have been specified using sp_passwordpolicy.

See also:

For information about creating login profiles, invoking a login script at login, and
precedence rules, see the Security Administration Guide.

Iprofile_id, Iprofile_name in Reference Manual: Building Block
sp_passwordpolicy, sp_displaylogin, sp_displayroles, sp_locklogin in Reference
Manual: Procedures

Standards

ANSI SQL - Compliance level: Transact-SQL extension.
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Permissions

The permission checks for create login profile differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must be a user with themanage any log-
in profile privilege.

Disabled | With granular permissions disabled, you must be a user with sso_role.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 137
Audit option security_profile

Command or access audited | create login profile

Information in extrainfo | Keywords contain DEFAULT

If the login profile is made the default: {attributes from log-
in_name | attribute_value_pair_list}

See also

» alter login on page 23
 alter login profile on page 29
 create loginon page 160

e drop loginon page 352
 drop login profile on page 354

create plan

Creates an abstract plan.

Syntax

create plan query plan
[into group name]
[and set @new id]
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Parameters

query —is a string literal, parameter, or local variable containing the SQL text of a query.
plan—isastring literal, parameter, or local variable containing an abstract plan expression.
into group_name — specifies the name of an abstract plan group.

and set @new_id — returns the ID number of the abstract plan in the variable.

Examples
Example 1 — Creates an abstract plan for the specified query:
create plan "select * from titles where price > $20" " (t scan
titles)"

Example2—Creates an abstract plan for the query inthe dev_plans group,andreturns
the plan ID in the variable @id:

declare Qid int

create plan "select au fname, au lname from authors where au id =
'724-08-9931" "

" (i _scan au id ix authors)"

into dev_plans

and set Qid

select @id

Usage

create plan saves the abstract plan in the group specified with into. If no group name is
specified, the plan is saved in the currently active plan group.

Queries and abstract plans specified with create plan are not checked for valid SQL
syntax, and plans are not checked for valid abstract plan syntax. Also, the plan is not
checked for compatibility with the SQL text. You should immediately check all plans
created with create plan for correctness by running the query specified in the create plan
statement.

If another query plan in the group has the same SQL text, replace mode must be enabled
with set plan replace on. Otherwise, the create plan command fails.

You must declare @new _id before using it in the and set clause.

The abstract plan group you specify with into must already exist.

The SAP ASE server ignores any literal parameterization you specify when creating an
abstract plan if you enable server-wide literal parameterization using the sp_configure
"enable literal autoparam®, 1 system procedure.

See also:

Performance and Tuning Guide: Optimizer and Abstract Plans.

sp_add_qgpgroup, sp_configure “enable literal autoparam”, sp_find_gplan,
sp_help_gplan, sp_set_gplan in Reference Manual. Procedures
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Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

No permission is required to use create plan.

See also
e seton page 607

create precomputed result set

Creates precomputed result sets and the policies required to maintain them.

Syntax

create {precomputed result set | materialized view}
[owner name.]prs name [(alternative_column_name
[[constraint constraint name]
unique (column name, ...)]
[{immediate | manual} refresh]
[{populate | nopopulate}]
[enable | disable]
[{enable | disable} use in optimization]
[lock { datarows | datapages | allpages}]
[on segment name]
[partition clause]

as query expression

Parameters

* precomputed result set | materialized view — creates a materialized view or
precomputed result set.

* prs_name—name of the precomputed result set. A fully qualified prs_name cannot
include the server or database hame.

« alternative_column_name — indicates the name for the precomputed result set column.

e encrypt [with [database.[owner].]keyname]] [decrypt_default ] —

specifies an encrypted column.

»  keyname- identifies a key created using create encryption key. The table owner must
have select permission on keyname. |f keynameis not supplied, the server looks for a
default key created using create encryption key or alter encryption key.

» decrypt_default-specifies that this column returns a default value for users who do not
have decrypt permissions.
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See “Encrypting Data,” in the Encrypted Columns Users Guide for a list of supported
datatypes.

constraint constraint_name—introduces the name of an integrity constraint, which must
conform to the rules for identifiers and be unique in the database.

If you do not specify the name for a unique or primary-key constraint, the SAP ASE server
generates a name in the format tabname_colname_tabindid, where tabindid'is a string
concatenation of the table ID and index ID.

unique (column_name,...) —constrains the values in the indicated column or columns so
that no two rows have the same value.

{immediate | manual} refresh —determines the refresh policy:

« immediate — (default) updates the precomputed result set during the same transaction
that updates the base tables.

* manual — explicitly updates the precomputed result set. When you use the manual
parameter, updates to the base tables are not reflected in the precomputed result set
until you explicitly issue refresh. Because manual precomputed result sets are not
maintained, the SAP ASE server considers them to be stale, even after you issue the
refresh parameter. Therefore, the query processor selects this data for query rewrite
only if the query accepts stale data.

populate | nonpopulate—specifies whether to populate the precomputed result set after it

is created, or create it with only the metadata information, and populate it later:

* populate — (default) result set is populated as part of the create command.

* nonpopulate —result set is not populated as part of the create command. If you specify
nonpopulate, you cannot run the enable parameter on the precomputed result set. The
SAP ASE server enables the precomputed result set the next time you issue the refresh
command.

enable| disable—specifies whether the precomputed result set is available for operations.

This option overrides all other precomputed result set options.

« enable — (default) is available for operations. Only precomputed result sets configured
for enable are maintained according to their refresh policy.

« disable — is not available for operations. Disabled precomputed result sets are not
considered for maintenance or query rewrites. If a precomputed result set is configured
for disable, it is not:

» Used for the query rewrite during optimization, whether or not you specify use in
optimization.
« Populated, whether or not you specify with populate.

{enable | disable} usein optimization — specifies whether to include a precomputed

result set for query rewrite during optimization. use in optimization is enabled by default.

Precomputed result sets are considered for query rewrite depending on how their refresh

parameter is set:

e immediate — is considered for all queries.
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« manual — is considered only if the query accepts with stale data.

* lock {datarows | datapages | allpages} —indicates the level of locking the precomputed
result set uses.

Examples
* Example 1 —Creates the prs_1 precomputed result set:

create precomputed result set prs 1
as select coll, col2 from test table

Usage
You must set these set parameters before you create or alter precomputed result sets:

e setansinull on

* setarithabort on

* set arithignore off

* set string_rtruncation on

You cannot include a like clause with create precomputed result sets or create materialized
view that includes an immediate refresh parameter.

Standards

The create precomputed result set command is a Transact-SQL extension and is not covered
by the SQL standard.

Permissions

Youmusthave create tableandcreate view privilegesto create precomputed result
sets.

Auditing
Creating precomputed result sets is not audited.

create procedure

Creates or replaces a stored procedure or an extended stored procedure (ESP) that can take one
or more user-supplied parameters.

Note: For syntax and usage information about the SQLJ command for creating procedures,
see create function (SQLJ).
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Syntax

create [or replace] procedure [owner.]procedure name|[;number]
[[ (@parameter name datatype [ (length) | (precision [, scale])]
[= default] [output]
[, @parameter name datatype [ (length) | (precision [, scale])]
[= default] [output]]...)]]
[with {recompile | execute as {owner | caller}} ]

as {SQL statements | external name dll name}

Parameters

create — creates a new procedure.

or replace — if the specified procedure does not exist, a new procedure is created. If the
procedure does exist, the procedure definition is changed; existing permissions, auditing
options, and replication attributes are preserved. Previously granted privileges on a
replaced procedure are preserved.

procedure_name-—is the name of the procedure. It must conform to the rules for identifiers
and cannot be a variable. Specify the owner’s name to create another procedure of the same
name owned by a different user in the current database. The default value for owreris the
current user.

If the procedure is being replaced, the name of the procedure remains the same and the
object identifier of the procedure in all the respective catalogs remains the same.
;number —isan optional integer used to group procedures that share the same name so they
can be dropped together with a single drop procedure statement. Procedures used in the
same application are often grouped this way. For example, if the procedures used with the
application named orders are named orderproc; 1, orderproc; 2, and so on, the
following statement drops the entire group:

drop proc orderproc

Once procedures have been grouped, individual procedures within the group cannot be
dropped. For example, the following statement is not allowed:

drop procedure orderproc;?2

You cannot group procedures if you are running SAP ASE in the evaluated configuration.
The evaluated configuration requires that you disallow procedure grouping so that every
stored procedure has a unique object identifier and can be dropped individually. To
disallow procedure grouping, a system security officer must use sp_configure to reset
allow procedure grouping. For more information about the evaluated configuration, see
the System Administration Guide.

If or replace is not specified and the procedure exists, SAP ASE raises an error that the
procedure has already been created with that group number, and you must create the
procedure with a different group number. If or replace clause is specified, but the group
number is not, but the procedure exists with different group numbers, an error is raised
because the procedure is part of a group and it cannot be replaced. You cannot specify the
group number to replace an existing procedure with that group number. This is similar to
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the dropping of procedures where individual procedures within a group cannot be
dropped.

* parameter_name—is the name of an argument to the procedure. The value of each
parameter is supplied when the procedure is executed. Parameter names are optional in
create procedure statements—a procedure is not required to take any arguments.

Parameter names must be preceded by the @ sign and conform to the rules for identifiers.
A parameter name, including the @ sign, can be a maximum of 30 characters, and larger
for identifiers. Parameters are local to the procedure: the same parameter names can be
used in other procedures.

If the value of a parameter contains nonalphanumeric characters, it must be enclosed in
quotes. This includes object names qualified by a database name or owner name, since they
include a period. If the value of a character parameter begins with a numeric character, it
also must be enclosed in quotes.

You can change the name and number of parameters when the procedure definition is
replaced.

» datatype[(length) | (precision [, scal€])] —is the datatype of the parameter. See User-
Defined Datatypesin Reference Manual: Building Blocks. Stored procedure parameters
cannot have a datatype of text, unitext, or image or a user-defined datatype whose
underlying type is text, unitext, or image.

The char, varchar, unichar, univarchar, nchar, nvarchar, binary, and
varbinary datatypes should include a /engthin parentheses. If you omit the length, the
SAP ASE server truncates the parameter value to 1 character.

The £1oat datatype expects a binary precisionin parentheses. If you omit the precision,
the SAP ASE server uses the default precision for your platform.

The numeric and decimal datatypes expect a precisionand scale, enclosed in
parentheses and separated by a comma. If you omit the precision and scale, the SAP ASE
server uses a default precision of 18 and a scale of 0.

You can use or replace to change the type, length, precision and scale of the parameters.

» default — defines a default value for the procedure’s parameter. If a default is defined, a
user can execute the procedure without giving a parameter value. The default must be a
constant. It can include the wildcard characters (%, _, [], and [*"]) if the procedure uses the
parameter name with the keyword like (see Example 2).

The default can be NULL. The procedure definition can specify that some action be taken
if the parameter value is NULL (see Example 3).

You can use or replace to change the default to NULL for the parameters, or set a different
value when the procedure is replaced.

* output —indicates that the parameter is a return parameter. Its value can be returned to the
execute command that called this procedure. Use return parameters to return information
to the calling procedure.
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To return a parameter value through several levels of nested procedures, each procedure
must include the output option with the parameter name, including the execute command
that calls the highest level procedure.

The output keyword can be abbreviated to out.

You can use or replace to change the return parameter of the procedure.

with recompile —means that the SAP ASE server creates a new plan each time the
procedure is executed. Use this optional clause when you expect that the execution of a
procedure is atypical—that is, when you need a new plan. The with recompile clause has
no impact on the execution of an extended stored procedure.

If an existing procedure has been created with this option, then it can be changed using the
or replace clause so that SAP ASE does not create a new plan each time the procedure is
executed. If the existing procedure has not been created using with recompile, then it can
be replaced with the new definition so that the plan is created each time the procedure is
executed.

with execute as— specifies whether to execute the procedure as the owner or the caller.
When executed as the owner, all actions in the procedure are checked against the privileges
of the procedure owner. When executed as the caller, all actions in the procedure are
checked against the privileges of the procedure caller.

An existing procedure’s with execute as clause can be changed from owner to caller and
vice versa. You can also re-create a procedure without the with execute as clause using the
or replace clause.

owner —checks runtime permissions, executes DDL, and resolves objects names on behalf
of the procedure owner. execute as definer is also supported as an alternative syntax.
caller —checks runtime permissions, executes DDL, and resolves objects names on behalf
of the procedure caller. execute as invoker is also supported as an alternative syntax.
SQL _statements — specifies the actions the procedure is to take. You can include any
number and kind of SQL statements, with the exception of create view, create default,
create rule, create procedure, create trigger, and use.

create procedure SQL statements often include control-of-flow language, including one
or more of the following: declare; if...else; while; break; continue; begin...end; goto
label; return; waitfor; /* comment */. They can also refer to parameters defined for the
procedure.

The SQL statements can reference objects in another database, as long as they are properly
qualified.

You can change the body of the procedure to contain statements different from those in the
existing procedure.

external name — creates an extended stored procedure. You cannot use the number
parameter with as external name.

Extended stored procedures can also be replaced.
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* dll_name - specifies the name of the dynamic link library (DLL) or shared library
containing the functions that implement the extended stored procedure. The d//_namecan
be specified with no extension or with a platform-specific extension, such as .d11 on
Windows NT or . so on Sun Solaris. If you specify the extension, enclose the entire
dll_name in quotation marks.

The name of the dynamic linked library that implements the extended stored procedures
can be changed.

Examples

* Example 1—Given a table name, the procedure showind displays its name and the
names and identification numbers of any indexes on any of its columns:

create procedure showind @tabname wvarchar (30)
as
select sysobjects.name, sysindexes.name, indid
from sysindexes, sysobjects
where sysobjects.name = @tabname
and sysobjects.id = sysindexes.id

Here are the acceptable syntax forms for executing showind:

execute showind titles

execute showind @tabname = "titles"

Or, if this is the first statement in a file or batch:

showind titles

* Example 2 — Displays information about the system tables if the user does not supply a
parameter:

create procedure
showsysind @table varchar (30)
as
select sysobjects.name, sysindexes.name, indid
from sysindexes, sysobjects
where sysobjects.name like @table
and sysobjects.id = sysindexes.id

_— on

Sys%

» Example 3 - Specifies an action to be taken if the parameter is NULL (that is, if the user
does not give a parameter):

create procedure
showindnew @table varchar (30) = null
as
if @table is null
print "Please give a table name"
else
select sysobjects.name, sysindexes.name, indid
from sysindexes, sysobjects
where sysobjects.name = @table
and sysobjects.id = sysindexes.id
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Example 4 — Multiplies two integer parameters and returns the product in the output
parameter, @result:

create procedure mathtutor @multl int, @mult2 int,
@result int output

as

select @result = @multl * Qmult2

If the procedure is executed by passing it three integers, the select statement performs the
multiplication and assigns the values, but does not print the return parameter:
mathtutor 5, 6, 32

(return status 0)
Example 5 — Both the procedure and the execute statement include output with a
parameter name so that the procedure can return a value to the caller:

declare @guess int
select @guess = 32

exec mathtutor 5, 6, @result = @guess output
(1 row affected)
(return status = 0)

Return parameters:

@result

The output parameter and any subsequent parameters in the execute statement, @result,
must be passed as:

@parameter = value

e The value of the return parameter is always reported, whether or not its value has
changed.

e @result does not need to be declared in the calling batch because it is the name of a
parameter to be passed to mathtutor.

« Although the changed value of @result is returned to the caller in the variable assigned
in the execute statement (in this case, @guess), it appears under its own heading
(@result).

Example 6 — You can use return parameters in additional SQL statements in the batch or
calling procedure. This example shows how to use the value of @guess in conditional
clauses after the execute statement by storing it in another variable name, @store, during
the procedure call. When return parameters are used in an execute statement that is part of
a SQL batch, the return values are printed with a heading before subsequent statements in
the batch are executed.

declare (@Qguess int
declare @store int
select @guess = 32
select @store = @guess
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execute mathtutor 5, 6, @result = @guess output
select Your answer = @store, Right answer = @guess
if @guess = @store

print "Right-o"
else

print "Wrong, wrong, wrong!"
(1 row affected)
(return status = 0)

Return parameters:

30

(1 row affected)
Wrong, wrong, wrong!

* Example7—Creates an extended stored procedure named xp_echo, which takes an input
parameter, @in, and echoes it to an output parameter, @out. The code for the procedure is
in a function named xp_echo, which is compiled and linked into a DLL named
sglsrvdll.dll:

create procedure xp echo @in varchar (255),
@out varchar (255) output
as external name "sglsrvdll.dll"

» Example 8 — Creates a procedure using the execute as owner clause. Jane creates the
procedure and Bill requires only execute permission to run the procedure. The table
emp interimis created and owned by Jane. If Jane does not have create table
permission, the procedure fails:

create procedure p emp

with execute as owner as

select * into emp interim

from jane.employee
grant execute on p emp to bill

* Example 9 — Creates a procedure using the execute as caller clause. Jane creates the

procedure and Bill requires execute permission to run the procedure. Jane owns both
p_emp and jane.employee. Bill requires select permission on jane.employee
The table emp interim is created and owned by Bill. Bill must have create table
permission:

create procedure p_emp
with execute as caller as
select * into emp interim
from jane.employee

grant execute on p emp to bill

* Example 10 —Creates a procedure using the execute as owner clause with references to
an object with an unqualified name. Jane creates the procedure and Bill executes the
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procedure. The SAP ASE server searches for a table named t 1 owned by Jane. If
jane.t1 does not exist, the SAP ASE server looks for dbo . t 1. If the SAP ASE server
resolves t1 to dbo. t1, permission to insert into £ 1 must have been granted to Jane:

create procedure insert p

with execute as owner as

insert tl (cl) wvalues (100)
grant execute on insert p to bill
Example11—Creates a procedure using the execute as caller clause with referencestoan
object with an unqualified name. Jane creates the procedure and Bill executes the
procedure. The SAP ASE server searches for a table named t 1 owned by Bill. If
bill.t1 doesnotexist, the SAP ASE server looks for dbo . t 1. If the SAP ASE server
resolves t1 to dbo. t1, permission to insert into t1 must have been granted to Bill:

create procedure insert p

with execute as caller as

insert tl (cl) wvalues (100)
grant execute on insert p to bill
Example12—Creates a procedure using the execute as owner clause that invokes a nested
procedure in another database with a fully qualified name. Jane creates the procedure and
Bill executes the procedure. The login associated with Jane resolves to user Jane in
otherdb. The SAP ASE server checks that user Jane in otherdb has execute
permissionon jim.p child. If jim.p child has been created with execute as
owner then p_child is executed on behalf of Jim. If jim.p child has been created
with execute as caller or without the execute as clause, then p_child is executed on
behalf of Jane:

create procedure p master

with execute as owner

as exec otherdb.jim.p child
grant execute p master to bill

Example 13—Creates a procedure using the execute as caller clause that invokes a nested
procedure in another database with a fully qualified name. Jane creates the procedure and
Bill executes the procedure. The login associated with Bill resolves to user Bill in
otherdb. The SAP ASE server checks that user Bill in otherdb has execute
permissionon jim.p child.If jim.p child has been created with execute as
owner then p _child is executed on behalf of Jim. If jim.p child has been created
with execute as caller or without the execute as clause, then p_child is executed on
behalf of Bill:

create procedure p master
with execute as caller
as exec otherdb.jim.p child
grant execute on p master to bill

Example 14 — Based on a table of information about products, which is defined as:

create table Products (
ProductID int,
ProductName varchar (30),
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Discontinued wvarchar (10))

create procedure ProductType
@product ID int,
@type char (10) output

as
declare @prod name char (20)
select @prod name = ProductName, @type =

case (@prod name
when 'Tee Shirt' then 'Shirt'
when 'Sweatshirt' then 'Shirt'
when 'Baseball Cap' then 'Hat'
when 'Visor' then 'Hat'
when 'Shorts' then 'Shorts'
else '"UNKNOWN'
end
from Products
where ProductID = @product ID

select object id("ProductType")

425049519

This next command replaces the ProductType procedure using the or replace clause.
The parameters for Tee Shirt and Sweatshirt are updated, but the object ID of the
procedure remains the same.

create or replace procedure ProductType
@product_ID int,
@type char (10) output

as
declare @prod name char (20)
select @prod name = ProductName, @type =

case (@prod name
when 'Tee Shirt' then 'T Shirt'
when 'Sweatshirt' then 'Long Sleeve Shirt'
when 'Baseball Cap' then 'Hat'’
when 'Visor' then 'Hat'
when 'Shorts' then 'Shorts'
else 'UNKNOWN'
end
from Products
where ProductID = @product ID

select object id("ProductType")

425049519

Usage

« To avoid seeing unexpected results due to changes in settings, run set rowcount 0 as your
initial statement before executing create procedure. The scope of set is limited to the
create procedure command, and resets to your previous setting once the procedure exits.
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Afteraprocedure is created, you can run it by issuing the execute command along with the
procedure’s name and any parameters. If a procedure is the first statement in a batch, you
can give its name without the keyword execute.

You can use sp_hidetext to hide the source text for a procedure, which is stored in
syscomments.

When a stored procedure batch executes successfully, the SAP ASE server sets the
@@error global variable to 0.

A procedure that calls a replaced procedure is recompiled when it executes. If replacing the
procedure changed the number or type of parameters, the calling procedure must be
replaced. You can run sp_depends on the replaced procedure to verify whether there are
calling procedures that are affected by the changed definition.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

When you create a procedure, no permission checks are made on objects, such as tables and
views, that are referenced by the procedure. Therefore, you can create a procedure
successfully even though you do not have access to its objects. All permission checks occur
when a user executes the procedure.

When the procedure is executed, permission checks on objects depend upon whether the
procedure and all referenced objects are owned by the same user.

If the procedure’s objects are owned by different users, the invoker must have been granted
direct access to the objects. For example, if the procedure performs a select from a table
that the user cannot access, the procedure execution fails.

If a procedure and its objects are owned by the same user, special rules apply. The invoker
automatically has “implicit permission” to access the procedure’s objects even though the
invoker could not access them directly. Without having to grant users direct access to your
tables and views, you can give them restricted access with a stored procedure. Inthis way, a
stored procedure can be a security mechanism. For example, invokers of the procedure
might be able to access only certain rows and columns of your table. See Using Stored
Procedures as Security Mechanisms in the Security Administration Guide.

Any user who impersonates the procedure owner through an alias or setuser cannot replace
the procedure.

The following describes permission checks for create procedure (also when creating an
extended procedure) that differ based on your granular permissions settings.
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Setting | Description

Enabled | When granular permissions is enabled, you must have the create procedure

privilege to create a procedure. To create a procedure for another user, you must have the
create any procedure privilege.

You must be the procedure owner to replace the procedure.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
or have the create procedure privilege to create a procedure. To create a pro-
cedure for another user, you must have sa_role.

You must be the procedure owner to replace the procedure.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 11
Audit option create

Command or access au-
dited

create procedure

Informationinextra-
info

e Roles— current active roles

e Keywords or options— For execute as owner, the procedure owner
name and the keywords execute as owner are displayed. For exe-
cute as caller, the procedure caller name and keywords execute as
caller are displayed.

e Previous value— NULL

e Current value— NULL

e Other information— NULL

*  Proxy information - original login name, if set proxy is in effect

See also
create function (SQLJ) on page 136
drop procedure on page 357

execute on page 406

create view on page 268
create default on page 117
create rule on page 195
create procedure on page 169
create trigger on page 253
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use on page 708
declare on page 302
if...else on page 470
while on page 719
break on page 84
continue on page 101
begin...end on page 82
goto label on page 418
return on page 556
waitforon page 710
selecton page 579
granton page 419

create procedure Restrictions

Restrictions for create procedure.

The maximum number of parameters that a stored procedure can have is 2048.

The maximum number of local and global variables in a procedure is limited only by
available memory.

The maximum amount of text in a stored procedure is 16MB.

You cannot combine a create procedure statement with other statements in a single batch.
You can create a stored procedure only in the current database, although the procedure can
reference objects from other databases. Most objects referenced in a procedure must exist
at the time you create the procedure. However, you can include statements like drop table,
create index, Or truncate table. These are allowed in a create procedure statement even if
the underlying object does not exist when you create the procedure.

You can create an object within a procedure, then reference it, provided the object is
created before it is referenced.

You cannot use alter table in a procedure to add a column and then refer to that column
within the procedure.

If you use select * in your create procedure statement, the procedure (even if you use the
with recompile option to execute) does not pick up any new columns you may have added
to the table. You must drop the procedure and re-create it. Otherwise, the wrong results can
be caused by the insert...select statement of insert into tablel select * from table2 in the
procedure when new columns have been added to both tables.

Within a stored procedure, you cannot create an object (including a temporary table), drop
it, then create a new object with the same name. The SAP ASE server creates the objects
defined in a stored procedure when the procedure is executed, not when it is compiled.

Warning! Certain changes to databases, such as dropping and re-creating indexes, can
cause object IDs to change. When object IDs change, stored procedures recompile
automatically, and can increase slightly in size. Leave some space for this increase.
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execute as Stored Procedure
You cannot use the set session authorization statement inside an execute as owner stored
procedure even if the statement is embedded in nested procedure defined with or without the
execute as clause.

The execute as clause is not supported for SQLJ procedures.

Plans in the procedure cache for the same procedure created with execute as caller are not
shared across users as the objects in the procedure must be resolved to the user executing the
procedure. Because of this, procedure cache usage may increase if many users are executing
the procedure.The plan for a particular user is reused when the user executes the procedure
again.

For information about the execute as stored procedure, see Managing User Permissionsin the
Security Administration Guide.

System Procedures

System administrators can create new system procedures in the sybsystemprocs
database.

System procedure names must begin with the characters “sp_". You can execute these
procedures from any database by specifying the procedure name; you need not qualify it with
the sybsystemprocs database name. For more information about creating system
procedures, see the System Administration Guide.

System procedure results may vary, depending on the context in which they are executed. For
example, sp_foo, which executes the db_name () system function, returns the name of the
database from which it is executed. When executed from the pubs2 database, it returns the
value “pubs2”:

use pubs?2
sp_foo

When executed from sybsystemprocs, it returns the value “sybsystemprocs”:

use sybsystemprocs
sp_foo

sybsystemprocs

Nested Procedures
Procedure nesting occurs when one stored procedure calls another.

« If you execute a procedure that calls another procedure, the called procedure can access
objects created by the calling procedure.
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« The nesting level increments when the called procedure begins execution, and decrements
when the called procedure completes execution. Exceeding the maximum of 16 levels of
nesting causes the transaction to fail.

« You can call another procedure by name or by a variable name in place of the actual
procedure name.

« The current nesting level is stored in the @ @nestlevel global variable.

e execute as procedures can be nested with the nested procedures being created with or
without the execute as clause

Procedure Return Status

Stored procedures can return an integer value called a return status. The return status either
indicates that the procedure executed successfully or specifies the type of error that occurred.

When you execute a stored procedure, it automatically returns the appropriate status code. The
SAP ASE server currently returns these status codes:

Code Meaning

0 Procedure executed without error
-1 Missing object

-2 Datatype error

-3 Process was chosen as deadlock victim
-4 Permission error

-5 Syntax error

-6 Miscellaneous user error

-7 Resource error, such as out of space
-8 Nonfatal internal problem

-9 System limit was reached

-10 Fatal internal inconsistency

-11 Fatal internal inconsistency

-12 Table or index is corrupt

-13 Database is corrupt

-14 Hardware error

Codes -15 through -99 are reserved for future use.
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Users can generate a user-defined return status with the return statement. The status can be any
integer other than 0 through -99. The following example returns 1 when a book has a valid
contract and 2 in all other cases:
create proc checkcontract @titleid tid
as
if (select contract from titles where
title id = @titleid) =1
return 1

else
return 2
checkcontract @titleid = "BU1111l"
(return status = 1)
checkcontract @titleid = "MC3026"
(return status = 2)

If more than one error occurs during execution, the code with the highest absolute value is
returned. User-defined return values take precedence over system-defined values.

Object Identifiers
Consideration for working with object identifiers.

« To change the name of a stored procedure, use sp_rename.

« To change the name of an extended stored procedure, drop the procedure, rename and
recompile the supporting function, then re-create the procedure.

« Ifa procedure references table names, column names, or view names that are not valid
identifiers, you must set quoted_identifier on before the create procedure command and
enclose each such name in double quotes. The quoted_identifier option does not need to
be on when you execute the procedure.

* You can replace the procedure if any of the objects it references have been renamed..

* Inside a stored procedure, object names used with the create table and dbcc commands
must be qualified with the object owner’s name if other users are to make use of the stored
procedure. For example, user “mary,” who owns the table marytab, should qualify the
name of her table inside a stored procedure (when it is used with these commands) if she
wants other users to be able to execute it. This is because the object names are resolved
when the procedure is run. When another user tries to execute the procedure, the SAP ASE
server looks for a table called marytab owned by the user “mary” and not a table called
marytab owned by the user executing the stored procedure.

Thus, ifmarytab isnot qualified, and user “john” tries to execute the procedure, the SAP
ASE server looks for a table called marytab owned by the owner of the procedure
(“mary,” inthis case) or by the database owner if the user table does not exist. For example,
if the table mary.marytab is dropped, the procedure references dbo .marytab.
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Object names used with other statements (for example, select or insert) inside a stored
procedure need not be qualified because the names are resolved when the procedure is
compiled.

Temporary Tables and Procedures

You can create a procedure to reference a temporary table if the temporary table is created in
the current session. A temporary table created within a procedure is removed when the
procedure exits.

System procedures such as sp_help work on temporary tables, but only if you use them from
tempdb.

See the Transact-SQL Users Guide.

Setting Options in Procedures

You can use the set command inside a stored procedure. Most set options remain in effect
during the execution of the procedure, then revert to their former settings.

However, if you use a set option (such as identity_insert) which requires the user to be the
object owner, a user who is not the object owner cannot execute the stored procedure.

Extended Stored Procedures

If you use the as external name syntax, create procedure registers an extended stored
procedure (ESP). Extended stored procedures execute procedural language functions rather
than Transact-SQL commands.

(Windows) An ESP function should not call a C runtime signal routine. This can cause XP
Server to fail, because Open Server™ does not support signal handling on Windows NT.

To support multithreading, ESP functions should use the Open Server srv_yield function,
which suspends and reschedules the XP Server thread to allow another thread of the same or
higher priority to execute.

The DLL search mechanism is platform-dependent. On Windows NT, the sequence of a DLL
file name search:

1. The directory from which the application is loaded
2. The current directory

3. The system directory (SYSTEM32)

4, Directories listed in the PATH environment variable

If the DLL is not in the first three directories, set the PATH to include the directory in which it
is located.

On UNIX platforms, the search method varies with the particular platform. If it fails to find the
DLL or shared library, it searches $SYBASE/1ib.

Absolute path names are not supported.
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Objects Dependent on Replaced Procedures

If a replaced procedure is called by another procedure, both procedures are recompiled when
called. If the interface of the replaced procedure does not match that in the calling procedure,
then the calling procedure must be replaced, otherwise, the calling procedure raises an error.
You can execute sp_depends on the replaced procedure to check for any calling objects.

Getting Information About Procedures

You can get information about the objects referenced by a procedure, display the text of a
procedure, or generate a list of ESPs and supporting DLLSs.

For a report on the objects referenced by a procedure, use sp_depends.

To display the text of a create procedure statement, which is stored in syscomments,
use sp_helptext with the procedure name as the parameter. You must be using the database
where the procedure resides when you use sp_helptext. To display the text of a system
procedure, execute sp_helptext from the sybsystemprocs database.

To see a list of system extended stored procedures and their supporting DLLsS, use
sp_helpextendedproc from the sybsystemprocs database.

create procedure (SQLJ)

Creates or replaces a SQLJ stored procedure by adding a SQL wrapper to a Java static method.
Accepts user-supplied parameters and return result sets and output parameters.

Note: For syntax and usage information about the Transact-SQL command for creating
procedures, see create procedure.

Syntax

create [or replace] procedure [owner.]sqgl procedure name

([[in | out | inout] sqgl parameter name
sgl datatype [ (length) |
(precision[, scalel)]
[=default]
.1)
[, [in | out | inout] sqgl parameter name
sgl datatype [ (length) |
(precision[, scalel)ll
[=default]
...
[modifies sqgl datal
[dynamic result sets integer]
[deterministic | not deterministic]
language java
parameter style java
external name 'java method name

[([javaﬁdatatypg[, Jjava datatype
s 111

Reference Manual: Commands 185



CHAPTER 1: Commands

Parameters

create — creates a new SQLJ procedure.

or replace — if the specified SQLJ procedure does not exist, a new SQLJ procedure is
created. If the SQLJ procedure does exist, the definition is changed.
sgl_procedure_name—is the Transact-SQL name of the procedure, which must conform
to the rules for identifiers and cannot be a variable. Specify the owner’s name to create
another procedure of the same name owned by a different user in the current database. The
default value for owneris the current user.

Use or replace to change the name and number of parameters.

in | out | inout —specifies the mode of the listed parameter. in indicates an input parameter;
out indicates an output parameter; and inout indicates a parameter that is both an input and
an output parameter. The default mode is in.

Use or replace to change the mode of the listed parameter.

sgl_parameter_name — is the name of an argument to the procedure. The value of each
input parameter is supplied when the procedure is executed. Parameters are optional; a
SQLJ stored procedure need not take arguments.

Parameter names must conform to the rules for identifiers. If the value of a parameter
contains nonalphanumeric characters, it must be enclosed in quotes. This includes object
names qualified by a database name or owner name, since they include a period. If the
value of the parameter begins with a numeric character, it also must be enclosed in quotes.
sgl_datatype [(Iength) | (precision [, scal€])] —is the Transact-SQL datatype of the
parameter.

sql_datatypeis the SQL procedure signature.

Use or replace to change the type, length, precision, and scale of the parameters.
default —defines a default value for the procedure’s parameter. If a default is defined, you
can execute the procedure without a parameter value. The default must be a constant. It can
include wildcard characters (%, _, [],and ") if the procedure uses the parameter name with
the keyword like.

The default can be NULL. The procedure definition can specify some action to be taken if
the parameter value is NULL.

Use or replace to change the default to NULL for the parameters, or set a different value
when the procedure is changed.

modifies sgl data — indicates that the Java method invokes SQL operations, reads, and
modifies SQL data in the database. This is the default and only implementation. It is
included for syntactic compatibility with the ANSI standard.

dynamic result setsinteger — specifies that the Java method can return SQL result sets.
integer specifies the maximum number of result sets the method can return. This value is
implementation-defined.
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* deterministic | not deter ministic —this syntax is supported for compatibility with other
SQLJ-compliant vendors.

Use or replace to change the deterministic value.

* language java — specifies that the external routine is written in Java. This is a required
clause for SQLJ stored procedures.

* parameter stylejava —specifies that the parameters passed to the external routine at
runtime are Java parameters. This is a required clause for SQLJ stored procedures.

* external —indicates that create procedure defines a SQL name for an external routine
written in a programming language other than SQL.

Use or replace to change the name of the external routine.
* name-specifies the name of the external routine (Java method). The specified name is a
character-string literal and must be enclosed in single quotes:

'java method name [ java datatype
[{, java datatype} ...]1'

* java_method name — specifies the name of the external Java method.

Use or replace to change the Java method name.

* java_datatype—specifies a Java datatype that is mappable or result-set mappable. This is
the Java method signature.

Use or replace to change the Java datatype.

Examples

» Example 1 —Creates the SQLJ procedure java multiply, which multiplies two
integers and returns an integer.
create procedure java multiply (paraml integer,
param?2 integer, out result integer)
language java parameter style java
external name 'MathProc.multiply'
* Example 2 —Returns values that are always larger than 10:

create procedure my max (a int = 10, b int = 10)
language java parameter style java
external name 'java.lang.Math.max'

exec my max
(return status = 10)

exec my max 8
(return status = 10)

See also the examples for Transact-SQL create procedure.

» Example 3 —Creates a SQLJ procedure named proc_name.

create procedure sglj proc (param int)
language java
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parameter style java
external name 'UDFSample.sample (int)'

This procedure replaces the previously created SQLJ procedure using the or replace
clause. Parameter p2 is added and the external java method is changed but the object ID of
the SQLJ procedure remains the same.
create or replace procedure sglj proc (pl int, p2 int)
language java
parameter style java
external name 'UDFSample.add(int,int)'

Usage

The SQLJ create procedure syntax differs from the Transact-SQL create procedure
syntax for compatibility with the SQLJ ANSI standard. The SAP ASE server executes
each type of stored procedure in the same way.

To avoid seeing unexpected results due to changes in settings, run set rowcount 0 as your
initial statement before executing create procedure. The scope of set is limited to just
your create procedure command, and resets to your previous setting once the procedure
exits.

You can include a maximum of 31 in, inout, and out parameters in a create procedure
statement.

To comply with the ANSI standard, do not precede parameter names with the @ sign.
When executing a SQLJ stored procedure from isql or other non-Java client, however, you
must precede parameter names with the @ sign, which preserves the naming order.

A Transact-SQL procedure that calls a replaced SQLJ procedure is recompiled when it
executes. If replacing the SQLJ procedure changed the number or type of parameters, the
calling procedure must be replaced. You can run sp_depends on the replaced procedure to
verify whether there are calling procedures that are affected by the changed definition.

See also sp_depends, sp_help, sp_helpjava, sp_helprotect in Reference Manual':
Procedures.

Permissions

When you create a procedure, no permission checks are made on objects, such as tables and
views, that are referenced by the procedure. Therefore, you can successfully create a
procedure without having access to its objects. All permission checks occur when a user
executes the procedure.

When the procedure is executed, permission checks on objects depend upon whether the
procedure and all referenced objects are owned by the same user.

If the procedure’s objects are owned by different users, the invoker must have been granted
direct access to the objects. For example, if the procedure performs a select from a table
that the user cannot access, the procedure execution fails.
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« Ifaprocedure and its objects are owned by the same user, special rules apply. The invoker
automatically has “implicit permission” to access the procedure’s objects even though the
invoker could not access them directly. Without having to grant users direct access to your
tables and views, you can give them restricted access with a stored procedure. In this way, a
stored procedure can be a security mechanism. For example, invokers of the procedure
might be able to access only certain rows and columns of your table.

Any user who impersonates the procedure owner through an alias or setuser cannot replace
the procedure.

The following describes permission checks for create procedure that differ based on your
granular permissions settings.

Setting | Description

Enabled | When granular permissions is enabled, you must have the create procedure
privilege to create a procedure. To create a procedure (SQLJ) for another user, you must
have the create any procedure privilege.

You must be the procedure owner to replace the procedure.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
or have the create procedure privilege to create a procedure. To create a pro-
cedure (SQLJ) for another user, you must have sa_role.

You must be the procedure owner to replace the procedure.
Auditing

Event Audit Option Command or | Information in extra-

access audited | info

11 create create procedure

* Roles - current active
roles

e Keywords or options —
NULL

e Previous value -
NULL

e Other information —
NULL

e Current value — NULL

e Proxy information —
original login name, if
set proxy is in effect

e or replace — for create
or replace
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See also

create procedure on page 169
create functfon (SQLJ) on page 136
drop procedure on page 357

create proxy table

(Component Integration Services only) Creates a proxy table without specifying a column list.
CIS derives the column list from the metadata it obtains from the remote table.

Syntax

create proxy table table name

[external [table | dzrectory | filel]
at pathname
[column delimiter “<string>"]

Parameters

table_name — specifies the local proxy table name to be used by subsequent statements.
table_name takes the form dbname.owner.object, where dbname and ownerare optional
and represent the local database and owner name. If dbname is not specified, the table is
created in the current database; if owneris not specified, the table is owned by the current
user. If either dbname or owner is specified, the entire table_name must be enclosed in
quotes. If only dbname is present, a placeholder is required for owner.

external table — specifies that the object is a remote table or view. external table is the
default, so this clause is optional.

external directory — specifies that the object is a directory with a path in the following
format: */tmp/directory name [;R]”, where “R” indicates “recursive.”

external file — specifies that the object is a file with a path in the following format: *“/
tmp/filename”.

at pathname — specifies the location of the remote object. patfiname takes the form
server_name.dbname.owner.object, where:;

» server_name - is the name of the server that contains the remote object.

e dbname — (optional) is the name of the database managed by the remote server that
contains this object.

» owner — (optional) is the name of the remote server user that owns the remote object.
e object - is the name of the remote table or view.

string — The column delimiter string can be any character sequencer, but if the string is

longer than 16 bytes, only the first 16 bytes are used. The use of a column delimiter for

proxy tables mapped to anything but files results in a syntax error.
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Examples

Example 1 — Creates a proxy table named t 1 that is mapped to the remote table t1. CIS
derives the column list from the remote table:

create proxy table tl
at "SERVER A.dbl.joe.tl"

Usage

create proxy_table is a variant of the create existing table command. You use create
proxy_table to create a proxy table, but (unlike create existing table) you do not specify a
column list. CIS derives the column list from the metadata it obtains from the remote
table.

The location information provided by the at keyword is the same information that is
provided by sp_addobjectdef. The information is stored in the sysattributes table.
If the remote server object does not exist, the command is rejected with an error message.
If the object exists, the local system tables are updated. Every column is used. Columns
and their attributes are obtained for the table or view.

CIS automatically converts the datatype of the column into an SAP ASE datatype. If the
conversion cannot be made, the create proxy_table command does not allow the table to
be defined.

Index information from the remote server table is extracted and used to create rows for the
systemtable sysindexes. Thisdefinesindexes and keys in SAP ASE terms and enables
the query optimizer to consider any indexes that may exist on the table.

After defining the proxy table, issue an update statistics command for the table. This
allows the query optimizer to make intelligent choices regarding join order.

When executing create proxy_table table_name at pathname, the table and column names
assumes the same case as fable_name, if the server identified by pathname is case-
insensitive (such as DB2 and Oracle).

The columns returned by a case-insensitive server (typically in uppercase), is stored in
SAP ASE as lowercase, if table_nameis lowercase. If table_name is uppercase, then the
column names is stored as uppercase values. If table_nameis in mixed case, all column
names are stored as received from the remote site.

create proxy_table is not supported with temporary tables.

You cannot combine create proxy_table statement with other statements in a single batch.
A proxy table stores only metadata. As such, the only space used is the result of making
entries in system catalogs. It is estimated that a hundred proxy tables consume about 1MB
of space, assuming an average of two indexes per table.

SQL user-defined functions are not currently supported with create proxy table, create
table at remote server, Or alter table.

Note: The execution of SQL functions requires the syntax username.functionname().
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« Ifthe remote SAP ASE table has one or more encrypted columns, CIS updates the proxy
table’s metadata in syscolumns to reflect the column’s encryption properties and its
key ID.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

create proxy_table permission defaults to the table owner and is not transferable.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 11
Audit option create

Command or access audited | create procedure

Information in extrainfo |,  poies_ cyrrent active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information— NULL

e Proxy information - original login name, if set proxy is in
effect

See also

e update statistics on page 698
 create existing table on page 126
 create table on page 207
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create role

Creates a user-defined role; specifies the password expiration interval, the minimum password
length, and the maximum number of failed logins allowed for a specified role at creation. You
can also associate a password with the role at the time that the role is created.

Syntax

create role role name [with passwd "password"
[, {passwd expiration | min passwd length |
max failed logins} option value]]

Parameters

* role_name—is the name of the new role, which must be unique to the server and conform
to the rules for identifiers. role_name cannot be a variable.

* with passwd —attaches a password the user must enter to activate the role.

» password—is the password to attach to the role. Passwords must be at least 6 characters in
length and must conform to the rules for identifiers. You cannot use variables for
passwords.

e passwd expiration — password expiration interval specifies the password expiration
interval in days. It can be any value between 0 and 32767, inclusive. For example, if you
create a new login on August 1, 2007 at 10:30 a.m., with a password expiration interval of
30 days, the password expires on August 31, 2007 at 10:30 a.m.

* min passwd length — specifies the minimum password length required for the specified
role.

* max failed_logins— specifies the number of allowable failed login attempts for the
specified login.

» option_value—specifies the value for passwd expiration, min passwd length, or max
failed_logins.

Examples

» Example 1 - Creates a role named doctor_role:
create role doctor role

* Example 2 — Creates a role named doctor_role with the password “physician”:
create role doctor role with passwd "physician"

* Example 3 —Sets passwd expiration to 7 days. The password for the role expires at the
time of day that the password was last changed after the specified period has passed (in this
example, 7 days):
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create role intern role with passwd "temp244",
passwd expiration 7

Example 4 — Sets the maximum number of failed logins allowed for intern role:

create role intern role with passwd "temp244"
max failed logins 20

Example 5 — Sets the minimum password length for intern role:

create role intern role with passwd "temp244",
min passwd length O

Usage

Use create role from the master database.

If you attach a password to the role, the user granted this role must specify the password to
activate the role.

For information on adding a password to a role after creation, see the alter role command.

Note: Passwords created in versions before 12.x that are attached to user-defined roles do
not expire.

Role names must be unique to the server.

Role names cannot be the same as user names. You can create a role with the same name as
a user, but when you grant privileges, SAP ASE resolves naming conflicts by making the
grant to the user instead of the role.

For more information on naming conflicts, see the grant role command.

The restrictions for create role are:

The maximum number of roles that can be created per server session is 1024. However, 32
roles are reserved for system roles, such as sa_role and sso_role. Also, a special user-
defined role, sa_serverprivs_ role was created by SAP ASE. Therefore, the
maximum number of user-defined roles that can be created per server session is 991.

If you create a role with an attached password, a user cannot activate that role by default at
login. Do not create a role with an attached password if the user to whom you grant that role
needs to activate the role by default at login.

See also sp_activeroles, sp_displaylogin, sp_displayroles, sp_helprotect in Reference
Manual: Procedures.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for create role differ based on your granular permissions settings.
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Setting | Description

Enabled | With granular permissions enabled, you must be a user with the manage roles

privilege.

Disabled | With granular permissions disabled, you must be a user with sso_role.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 85
Audit option roles

Command or access audited

create role, drop role, alter role, grant role, or revoke role

Informationin extrain-
fo

¢ Roles— current active roles

e Keywords or options— NULL
e Previous value— NULL

e Current value— NULL

e Other information—- NULL

e Proxy information—-original login name, if set proxy is in effect

See also

alter role on page 39
drop role on page 359
granton page 419
revoke on page 559
seton page 607

create rule

Specifies the domain of acceptable values for a particular column or for any column of a user-
defined datatype, and creates access rules.

Syntax

create [or replace] [{and | or} access]] rule

[owner.] rule name

as condition expression
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Parameters

create — creates a rule if one does not already exist.

or replace—if the rule already exists, replaces the rule definition with the new definition.
access—specifies that you are creating an access rule. An access rule can be changed from
an“and” ruletoan “or” rule, and vice versa. Access rules cannot be replaced with adomain
rule of the same name, and vice versa.

See Managing User Permissions in the System Administration Guide.

rule_name—is the name of the new rule, which must conform to the rules for identifiers
and cannot be a variable. Specify the owner’s name to create another rule of the same name
owned by a different user in the current database. The default value for owneris the current
user.

If the specified rule name already exists, it is replaced with the new rule definition, but the
name is preserved.

condition_expression — specifies the conditions that define the rule. It can be any
expression that is valid in a where clause, and can include arithmetic operators, relational
operators, in, like, between, and so on. However, condition_expressioncannot reference a
column or any other database object. Built-in functions that do not reference database
objects can be included.

A condition_expression takes one argument, which must be prefixed by the @ sign and
refers to the value that is entered via the update or insert command. You can use any name
or symbol to represent the value when you write the rule. Enclose character and date
constants in quotes, and precede binary constants with “0x”.

You can change the definition of the rule when the rule is replaced. The new rule value
overrides the old rule value.

Examples

Example 1 — Creates a rule named 1imit, which limits the value of advance to less
than $1000:

create rule limit

as @advance < $1000

Example 2 —Creates a rule named pubid rule, which restricts the values of pub _id
to 1389, 0736, or 0877:

create rule pubid rule
as @pub_id in ('1389', '0736', '0877")

Example 3 — Creates a rule named picture, which restricts the value of value to
always begin with the indicated characters:

create rule picture
as @value like ' -%[0-9]'
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* Example 4 —Creates a rule named 1imi t, which limits the value of advance to $1000:

create rule limit
as @advance < $1000

select object id("limit")

1017051628
This next command replaces the created rule. The limit is changed using the or replace
clause. The object ID of the rule remains the same.

create or replace rule limit
as @advance < $2000

select object id("limit")

1017051628

* Example5—The table owner creates an AND access rule called
uname acc_rule:

create access rule uname acc_rule
as @username = suser name ()

select object id("uname acc rule")

1033051685

Replace uname acc rule with an OR access rule:

create or replace or access rule uname acc rule
as @username = suser name ()

select object id("uname acc rule")

1033051685

Usage

» To hide the text of a rule, use sp_hidetext.
e To rename a rule, use sp_rename.

Obijects that are dependent on replaced rules:

e Columns from many tables can be bound to the replaced rules.
» User defined datatypes can be bound to the replaced rules.

Procedures that access these columns will be recompiled when the rule is replaced and the
procedure is executed.

See also sp_bindrule, sp_help, sp_helptext, sp_hidetext, sp_rename, sp_unbindrule in
Reference Manual: Procedures
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Standards

ANSI SQL - Compliance level: Entry-level compliant.

To create rules using ANSI SQL-compliant syntax, use the check clause of the create table
statement.

Permissions

Any user who impersonates the rule owner through an alias or setuser cannot replace the
rule.

The permission checks for create rule differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the create rule privilege to
create arule. To create a rule for another user, you must have the create any rule
privilege.

You must be the rule owner to replace the rule.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
or have the create rule privilege to create a rule. To create a rule for another user,
you must have sa_role.

You must be the rule owner to replace the rule

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 13
Audit option create

Command or access audited | create rule

Information in extrain- |, pojes_ current active roles

fo e Keywords or options— NULL
e Previous value— NULL
e Current value— NULL
e Other information— NULL
e Proxyinformation-original login name, if set proxy is in effect
e or replace — for create or replace
See also

e update on page 680
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inserton page 473

create table on page 207
alter table on page 43
create default on page 117
drop rule on page 361
drop table on page 363

create rule Restrictions

Restrictions for create rule.

You can create a rule only in the current database.

Rules do not apply to the data that already exists in the database at the time the rules are
created.

create rule statements cannot be combined with other statements in a single batch.

You cannot bind a rule to an Adaptive-Server-supplied datatype or to a column of type
text,unitext, image, Or timestamp.

You must drop a rule before you create a new one of the same name, and you must unbind a
rule before you drop it. Use:

sp_unbindrule objname [, futureonly]

Binding Rules

Use sp_bindrule to bind a rule to a column or user-defined datatype.

sp_bindrule rulename, objname [, futureonly]
A rule that is bound to a user-defined datatype is activated when you insert a value into, or
update, a column of that type. Rules do not test values inserted into variables of that type.

The rule must be compatible with the datatype of the column. For example, you cannot use
the following as a rule for an exact or approximate numeric column:

@value like A%

If the rule is not compatible with the column to which it is bound, SAP ASE generates an
error message when it tries to insert a value, not when you bind it.

You can bind a rule to a column or datatype without unbinding an existing rule.

Rules bound to columns always take precedence over rules bound to user-defined
datatypes, regardless of which rule was most recently bound. This table indicates the
precedence when binding rules to columns and user-defined datatypes where rules already
exist:

New Rule Bound | Old Rule Bound to User-Defined Da- | Old Rule Bound to Col-
to tatype umn

User-defined data- New rule replaces old No change

type
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to

New Rule Bound | Old Rule Bound to User-Defined Da- | Old Rule Bound to Col-

tatype umn

Column New rule replaces old New rule replaces old

* Rules do not override column definitions. If a rule is bound to a column that allows null
values, you can insert NULL into the column, implicitly or explicitly, even though NULL
is not included in the text of the rule. For example, if you create a rule specifying “@val in
(1,2,3)” or “@amount > 10000”, and bind this rule to a table column that allows null
values, you can still insert NULL into that column. The column definition overrides the
rule.

» Ifacolumn has both a default and a rule associated with it, the default must fall within the
domain defined by the rule. A default that conflicts with a rule is never inserted. The SAP
ASE server generates an error message each time it attempts to insert the default.

* You can define rules using check with the create table statement, which creates integrity
constraints. However, these constraints are specific for that table; you cannot bind them to
other tables. See create table and alter table for information about integrity constraints.

» To getareport on arule, use sp_help.

« Todisplay the text of a rule, which is stored in the syscomment s system table, execute
sp_helptext with the rule name as the parameter.

« Afterarule isbound to a particular column or user-defined datatype, its ID is stored in the
syscolumns Or systypes system tables.

create schema

Creates a new collection of tables, views, and permissions for a database user.

Syntax

create schema authorization authorization name
create object statement
[create_object_statement ]
[permission statement ...]

Parameters

* authorization_name— is the name of the current user in the database.
* create object _statement —is a create table or create view Statement.
* permission_statement —is a grant or revoke command.

Examples

* Examplel—Createsthenewtitles, newauthors,newtitleauthors tables,the
tit auth view view, and the corresponding permissions:

create schema authorization pogo
create table newtitles (
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title id tid not null,
title varchar (30) not null)

create table newauthors (
au id id not null,
au_lname varchar (40) not null,
au_fname varchar (20) not null)

create table newtitleauthors (
au id id not null,
title id tid not null)

create view tit auth view
as
select au lname, au fname
from newtitles, newauthors,

newtitleauthors
where
newtitleauthors.au id = newauthors.au id
and

newtitleauthors.title id =
newtitles.title id

grant select on tit auth view to public
revoke select on tit auth view from churchy

Usage

« Schemas can be created only in the current database.

» The authorization_name, also called the schema authorization identifier, must be the name
of the current user.

« Theuser must have the correct command permissions (create table and create view). If the
user creates a view on tables owned by another database user, permissions on the view are
checked when a user attempts to access data through the view, not when the view is
created.

e The create schema command is terminated by:

e The regular command terminator (“go” is the default in isql).
« Any statement other than create table, create view, grant, or revoke.

* If any of the statements within a create schema statement fail, the entire command is
rolled back as a unit, and none of the commands take effect.

» create schemaadds information about tables, views, and permissions to the system tables.
Use the appropriate drop command (drop table or drop view) to drop objects created with
create schema. You cannot change permissions granted or revoked in a schema with the
standard grant and revoke commands outside the schema creation statement.

« Clusters only — you cannot include a referential integrity constraint that references a
column on a local temporary database unless it is from a table on the same local temporary
database. create schema fails when it attempts to create a reference to a column on a local
temporary database from a table in another database.

See also isql in the Utility Guide.
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Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

create schema can be executed by any user of a database. The user must have permission to
create the objects specified in the schema; that is, create table and create view permission.

See also

 create table on page 207
* create viewon page 268
e granton page 419

e revokeon page 559

e drop table on page 363
e drop viewon page 369

create service

Wraps the supplied SQL statement in a stored procedure with the specified name and
parameters.

Syntax

create service service-name [secure security options ] [, userpath
path]
[, alias alias-name]
type { xml | raw | soap }
[[ (@parameter name datatype [(length ) | (precision [,
scale ])]
[= default] [output]

[, @parameter name datatype [ (length ) | (precision [, scale ])]
[= default] [output]]...[)]]
as SQL statements
security options ::= (security option item [security option item])
Parameters

* service-name—is the name for the user-defined Web service. This name can be any name
that is valid for a stored procedure. When the drop service command is invoked with this
service name, the corresponding stored procedure is dropped. If you specify the name of
an existing service, an exception results.

e security option_item—

¢ clear — indicates that HTTP is used to access this Web service.
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e ssl—indicates HTTPS is used to access this Web service.

« path —is a character-string literal specifying the user-defined path to be appended to the
URL accessing the Web service. By default, patfis null.

« alias-name— is a character-string-literal specifying the user-defined Web service alias.

e parameter_name-is the name of an argument to the user-defined Web service. The value
of this parameter is supplied when the Web service is executed. Parameter names must be
preceded by the @ sign and conform to the rules for identifiers. These conditions are the
same as for the parameter name parameter of the create procedure command.

e SQL_statements—are the actions the user-defined Web service is to take. Any number and
type of SQL statements can be included, with the exception of create view, create default,
create rule, create procedure, create trigger, and use.

. type_
* soap-impliesan HTTP POST request and must be compliant with all the SOAP rules.
The data is returned in SQL/XML format.
* raw—indicates that the output is to be sent without any alteration or reformatting. This
implies an HTTP GET request. The invoked stored procedure can specify the exact
output.

< xml - indicates that the result set output is returned in SQL/XML format. This implies
an HTTP GET request.

Note: For datatype mappings between SAP ASE stored procedures and SOAP user-
defined Web services, see the Web Services Users Guide.

Examples

* Example1—A user-defined Web service, rawservice, of type raw is created to return the
version of the current database. The create service command is entered from the isq|
command line for the pubs?2 database:

1> use pubs2

2> go

1> create service rawservice type raw as select '<html><hl>' +
@@version + '</h1></html>"'

2> go

The newly created user-defined Web service is then deployed:
1> sp webservices 'deploy', 'all'

2> go

The Web Service Definition Language for the newly created user-defined Web service is at
http://myhost:8181/services/pubs2?wsdl.

The newly created user-defined Web service is available at the following URL, where bob
and bob123 are the user ID and password of the creator of the user-defined Web service:

http://myhost:8181/services/pubs2?
method=rawservice&username=bob&password=bobl23
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The output, an SAP ASE version string, appears in an HTML <h1> tag in the browser
window.

Example 2 — A user-defined Web service, xmlservice, of type xml is created to return the
version of the current database. The create service command is entered from the isql
command line for the pubs?2 database:

1> use pubs2

2> go

1> create service xmlservice userpath "testing”" type xml as select
@@version

2> go

The newly created user-defined Web service is then deployed:

1> sp webservices 'deploy', 'xmlservice'
2> go

Note: For details on the deploy option, see sp_webservices in Reference Manual:
Procedures.

The WSDL for user-defined Web service is at:
http://myhost:8181/services/pubs2/testing?wsdl

You can invoke the user-defined Web service from a browser at the following URL, where
bob and bob123 are the user ID and password of the creator of the user-defined Web
service:

http://myhost:8181/services/pubs2/testing?method=xmlervices
username=bob&password=bobl23

The output appears as XML in the browser window.

Example3—A user-defined Web service is made available to a SOAP client to execute the
stored procedure sp_who. One argument is supplied, and the optional userpath token is
specified:

create service sp who service userpath
'myservices/args' type soap @loginname varchar (30) as
exec sp who @loginname

The Web service is created as sp_who_service in the pubs?2 database and, after being
deployed it is accessible at:
http://localhost:8181/pubs2/myservices/args/sp _who service

The WSDL for the service is available at:
http://localhost:8181/pubs2/myservices/args?wsdl

The signature for the Web method, described in the WSDL file, is:

DataReturn[] sp who service (xsd:string username,
xsd:string password, xsd:string loginname)
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The new service is invoked by a SOAP client with one parameter, loginname, of type
varchar (30).

Usage

Except for the following differences, the resulting stored procedure behaves the same as a
stored procedure created with the create procedure command, following existing stored
procedure rules for execution, replication, sp_helptext, and recompilation, and is executable
from isql:

» The resulting stored procedure can be dropped only with the drop service command, not
the drop procedure command.

e The syscomments table is populated with DDL necessary to re-create the create
service command.

« The specified service name cannot create a stored procedure group.

Note: To make a user-defined Web service available through the SAP ASE Web Services
engine, you must use the deploy option of sp_webservices. However, the stored procedure
for a user-defined Web service is accessible from isql, even if it has not been deployed.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

To use a Web service, you must be granted execute permission explicitly:

Permissions on Ob- Description
jects at
Service creation When you create a Web service, SAP ASE makes no permission

checks on objects, such as tables and views, that are referenced by the
service. Therefore, you can successfully create a Web service even
though you do not have access to its objects. All permission checks
occur when a user executes the Web service.
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Permissions on Ob- Description
jects at
Web service execution When the Web service is executed, permission checks on objects

depend on whether the Web service and all referenced objects are
owned by the same user.

« If the Web service’s objects are owned by different users, the
invoker must have been granted direct access to the objects. For
example, if the Web service performs a select from a table that the
user cannot access, the Web service execution fails.

e If a Web service and its objects are owned by the same user,
however, special rules apply. The invoker automatically has “im-
plicit permission” to access the Web service’s objects even
though the invoker could not access them directly. Without hav-
ing to grant users direct access to your tables and views, you can
give them restricted access with a stored procedure. In this way, a
stored procedure can be a security mechanism. For example,
invokers of the Web service might be able to access only certain
rows and columns of your table.

A detailed description of the rules for implicit permissions is
discussed in the Systerm Administration Guide.

The following describes permission checks for create service that differ based on your
granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the create procedure privi-
lege. Youmusthave create any procedure privilege to use create service for
other users.

Disabled | With granular permissions disabled, you must have the create procedure privilege, be the
database owner, or a user with sa_role.

You must be a user with sa_role to use create rule for other users.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 11
Audit option create
Command or access audited | create services
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Information Values

Information in extrainfo |,  poies_ current active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information— NULL

*  Proxy information - original login name, if set proxy is in
effect

create table

Creates new tables and optional integrity constraints, defines computed columns and table,
row, index, and partition compression levels. Defines encrypted columns, decrypt defaults,
and partition properties. Removes residual data from deletions.

Note: Syntax for creating table partitions is listed separately. See the syntax for partitions.

Syntax
create table [[database.[owner].]table name (column name datatype
[default {constant expression | user | null}]

[{identity | null | not null}]
[ in row [(length)] | off row ]
[[constraint constraint name]
{{unique | primary key}
[clustered | nonclustered] [asc | desc]
[with {fillfactor = pct,
max rows per page = num rows, }
reservepagegap = num pages]
dml logging = {full | minimal}
[deferred allocation | immediate allocation])
[on segment name]
| references [[database.]owner.]ref table
[ (ref column)]
[match full]
| check (search condition)}])
[[encrypt [with [database. [owner].]key name]
[decrypt default constant_expression | null]]
[not compressed]
[compressed = {compression level | not compressed}
[[constraint [[database.[owner] .]key name]
{unique | primary key}
[clustered | nonclustered]
(column name [asc | desc]
[{, column name [asc | desc]}...])
[with {fillfactor = pct
max rows per page = num rows,
reservepagegap = num pages}]
[on segment name]
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| foreign key (column name [{,column name}...])
references [[database.]owner.]ref table
[ (ref column [{, ref column}...])]
[match full]
| check (search condition) ...}
[{, {next column | next constraint}}...])
[lock {datarows | datapages | allpages}]
[with {max rows per page = num rows,
exp row size = num bytes,
reservepagegap = num pages,
identity gap = value

transfer table [on | off],

dml logging = {full | minimal},
compression = {none | page | row},

"erase residual data" {on | off}}],

lob compression = off | compression level,
index compression [={NONE | PAGE}

[on segment name]
[partition clause]
[[external table] at pathname]
[for load]
compression clause::=
with compression = {none | page | row}

Use this syntax for partitions:

partition clause::= partition by range (column namel[,
column name]...)
([partition name] values <= ({constant | MAX}
[, {constant | MAX}] ...)
[compression clause] [on segment name]
[, [partition name] values <= ({constant | MAX}
[, {constant | MAX}] ...)
[compression_clause] [on segment name]]...)

| partition by hash (column name[, column name]...)
{ (partition name
[compression_clause] [on segment name]
[, partition name

[compression clause] [on segment name]]...)
| number of partitions
[on (segment name[, segment name] ...)]}

| partition by list (column name)
([partition name] values (constant[, constant] ...)
[compression_clause] [on segment name]
[, [partition name] values (constant[, constant] ...)
[compression clause] [on segment name]] ...)

| partition by roundrobin
{ (partition name [on segment name]
[, partition name
[compression clause] [on segment name]]...)
| number of partitions
[on (segment name[, segment name]...)]}
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Use this syntax for computed columns

create table [[database.[owner].] table name

(column name {compute | as}
computed column expression
[[materialized] [not compressed]] | [not materialized]}

Use this syntax to create a virtually hashed table

create table [database.[owner].]table name

| {unique | primary key}
using clustered
(column name [asc | desc] [{, column name [asc | desc]}...])=
(hash factor [{, hash factor}...])
with max num hash values key

Parameters

» table_name—isthe explicit name of the new table. Specify the database name if the table is
in another database, and specify the owner’s name if more than one table of that name
exists in the database. The default value for owneris the current user, and the default value
for database is the current database.

You cannot use a variable for the table name. The table name must be unique within the
database and to the owner. If you have set quoted_identifier on, you can use a delimited
identifier for the table name. Otherwise, it must conform to the rules for identifiers. For

more information about valid table names, see /dentifiersin Reference Manual: Building
Blocks.

You can create a temporary table by preceding the table name with either a pound sign (#)
or“tempdb. .”. See Tables Beginning with # (Temporary Tables)in Reference Manual:
Building Blocks.

You can create a table in a different database, as long as you are listed in the sysusers
table and have create table permission for that database. For example, you can use either
of the following to create a table called newtable in the database otherdb:

create table otherdb..newtable

create table otherdb.yourname.newtable

* column_name~—is the name of the column in the table. It must be unique in the table. If you
have set quoted_identifier on, you can use a delimited identifier for the column.
Otherwise, it must conform to the rules for identifiers. For more information about valid
column names, see Expressions, ldenfiers, and Wildcard Charactersin Reference Manual:
Building Blocks.

» datatype—is the datatype of the column. System or user-defined datatypes are acceptable.
Certain datatypes expect a length, n, in parentheses:

datatype (n)

Others expect a precision, p, and scale, s.
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datatype (p,s)

See System and User-Defined Datatypesin Reference Manual: Building Blocks for more
information.

If Java is enabled in the database, datatype can be the name of a Java class, either a system
class or a user-defined class, that has been installed in the database. See Java in Adaptive
Server Enterprise for more information.

default —specifies a default value for a column. If you specify a default, and the user does
not provide a value for the column when inserting data, the SAP ASE server inserts the
default value. The default can be a constant expression or a built-in, to insert the name of
the user who is performing the insert, or null, to insert the null value. The SAP ASE server
generates a name for the default in the form of fabname_colname_objid, where tabnameis
the first 10 characters of the table name, co/name is the first 5 characters of the column
name, and obyjidis the object ID number for the default. Defaults declared for columns with
the IDENTITY property have no effect on column values.

You can reference global variables in the default section of create table statements that do
not reference database objects. You cannot, however, use global variables in the check
section of create table.

constant_expression —is a constant expression to use as a default value for the column. It
cannot include global variables, the name of any columns, or other database objects, but
can include built-in functions that do not reference database objects. This default value
must be compatible with the datatype of the column, or the SAP ASE server generates a
datatype conversion error when attempting to insert the default.

user | null —specifies that the SAP ASE server should insert the user name or the null value
as the default if the user does not supply a value. For user, the datatype of the column must
beeither char (30) orvarchar (30).Fornull, the column mustallow null values.

identity —indicates that the column has the IDENTITY property. Each table in a database
can have one IDENTITY column with a datatype of:

e exact numeric and a scale of 0; or
* Any of the integer datatypes, including signed or unsigned bigint, int,
smallint,or tinyint.

IDENTITY columns are not updatable and do not allow nulls.

IDENTITY columns are used to store sequential numbers—such as invoice numbers or
employee humbers—that are generated automatically by the SAP ASE server. The value
of the IDENTITY column uniquely identifies each row in a table.

null | not null —specifies SAP ASE server behavior during data insertion if no default
exists.

null specifies that the SAP ASE server assigns a null value if a user does not provide a
value.

not null specifies that a user must provide a non-null value if no default exists.
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The properties of a bit-type column must always be not null.

If you do not specify null or not null, the SAP ASE server uses not null by default.
However, you can switch this default using sp_dboption to make the default compatible
with the SQL standards.

* inrow—instructsthe SAP ASE server to store data in the LOB column as in-row whenever
there is enough space in the data page. The LOB column’s data is stored either fully as
in-row or fully off-row.

» length —(optional) specifies the maximum size at which LOB column data can be stored as
in-row. Anything larger than this value is stored off-row, while anything equal to or less
than /engthis stored as in-row, as long as there is enough space on the page.

When you do not specify /ength, the SAP ASE server uses the database-wide setting for
in-row length.

« off row—(optional) provides default behavior for storing LOB columns off-row. The SAP
ASE server assumes this behavior for your new table unless you specify in row. If you do
not specify the off row clause and you set the database-wide in-row length, create table
creates the LOB column as an in-row LOB column.

« off row | in row —specifies whether a Java-SQL column is stored separate from the row
(off row) or in storage allocated directly in the row (in row).

The default value is off row. See Java in Adaptive Server Enterprise.

* size in_bytes—specifies the maximum size of the in-row column. An object stored in-row
can occupy up to approximately 16K bytes, depending on the page size of the database
server and other variables. The default value is 255 bytes.

e constraint constraint_name — introduces the name of an integrity constraint.

constraint_nameis the name of the constraint. It must conform to the rules for identifiers
and be unique in the database. If you do not specify the name for a referential or check
constraint, the SAP ASE server generates a name in the form tabname_colname_objectid
where:

» fabname - is the first 10 characters of the table name
* colname - is the first 5 characters of the column name
e objectid - is the object ID number for the constraint

If you do not specify the name for a unique or primary key constraint, the SAP ASE server
generates a name in the format tabname_colname_tabindia, where tabindid'is a string
concatenation of the table ID and index ID.

* unique— constrains the values in the indicated column or columns so that no two rows
have the same value. This constraint creates a unique index that can be dropped only if the
constraint is dropped using alter table.

* primary key — constrains the values in the indicated column or columns so that no two
rows have the same value, and so that the value cannot be NULL. This constraint creates a
unique index that can be dropped only if the constraint is dropped using alter table.
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clustered | nonclustered — specifies that the index created by a unique or primary key
constraint is a clustered or nonclustered index. clustered is the default for primary key
constraints; nonclustered is the default for unique constraints. There can be only one
clustered index per table. See create index for more information.

asc | desc—specifies whether the index created for a constraint is to be created in ascending
or descending order for each column. The default is ascending order.

fillfactor —specifies how full the SAP ASE server makes each page when it creates a new
index on existing data. The fillfactor percentage is relevant only when the index is created.
As the data changes, the pages are not maintained at any particular level of fullness.

The default for fillfactor is O; this is used when you do not include with fillfactor in the
create index statement (unless the value has been changed with sp_configure). When
specifying a fillfactor, use a value between 1 and 100.

A fillfactor of O creates clustered indexes with completely full pages and nonclustered
indexes with completely full leaf pages. It leaves a comfortable amount of space within the
index B-tree in both the clustered and nonclustered indexes. There is seldom a reason to
change the fillfactor.

If the fillfactor is set to 100, the SAP ASE server creates both clustered and nonclustered
indexes with each page 100 percent full. A fillfactor of 100 makes sense only for read-only
tables—tables to which no data is ever added.

fillfactor values smaller than 100 (except O, which is a special case) cause the SAP ASE
server to create new indexes with pages that are not completely full. A fillfactor of 10 might
be a reasonable choice if you are creating an index on a table that eventually holds a great
deal more data, but small fillfactor values cause each index (or index and data) to take more
storage space.

If CIS is enabled, you cannot use fillfactor for remote servers.

Warning! Creating a clustered index with a fillfactor affects the amount of storage space
your data occupies, since the SAP ASE server redistributes the data as it creates the
clustered index.

decrypt_default allows the sso to specify a value to be returned to users who do not have
decrypt permissions on the encrypted column. Decrypt default values are substituted for
text, image, or unitext columns retrieved through the select statement.
max_rows_per_page— limits the number of rows on data pages and the leaf-level pages
of indexes. Unlike fillfactor, the max_rows_per_page value is maintained when data is
inserted or deleted.

If you do not specify a value for max_rows_per_page, the SAP ASE server uses a value of
0 when creating the table. Values for tables and clustered indexes are between 0 and 256.
The maximum number of rows per page for nonclustered indexes depends on the size of
the index key; the SAP ASE server returns an error message if the specified value is too
high.

212

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

A max_rows_per_page of 0 creates clustered indexes with full data pages and
nonclustered indexes with full leaf pages. It leaves a comfortable amount of space within
the index B-tree in both clustered and nonclustered indexes.

Using low values for max_rows_per_page reduces lock contention on frequently
accessed data. However, using low values also causes the SAP ASE server to create new
indexes with pages that are not completely full, uses more storage space, and may cause
more page splits.

If CIS is enabled, and you create a proxy table, then max_rows_per_page is ignored.
Proxy tables do not contain any data. If max_rows_per_page is used to create a table, and
later a proxy table is created to reference that table, then the max_rows_per_page limits
apply when you insert or delete through the proxy table.

* reservepagegap = num_pages—specifies the ratio of filled pages to empty pages that are
to be left during extent I/O allocation operations. For each specified num_pages, an empty
page is left for future expansion of the table. Valid values are 0 — 255. The default value is
0.

e dml_logging={full | minimal} —determines the amount of logging for insert, update and
delete operations, and for some forms of bulk inserts. One of

e full — the SAP ASE server logs all transactions
* minimal — Adaptive Sever does not log row or page changes

» deferred_allocation —defers atable or index’s creation until the table is needed. Deferred
tables are created at the first insert.

* immediate _allocation — Explicitly creates a table when you have enabled sp_dboption
‘deferred table allocation'.

* onsegment_name—when used with the constraint option, specifies that the index is to be
created on the named segment. Before the on segment_name option can be used, the
device must be initialized with disk init, and the segment must be added to the database
with sp_addsegment. See your system administrator or use sp_helpsegment for a list of
the segment names available in your database.

If you specify clustered and use the on segment_name option, the entire table migrates to
the segment you specify, since the leaf level of the index contains the actual data pages.

» references—specifies a column list for a referential integrity constraint. You can specify
only one column value for a column constraint. By including this constraint with a table
that references another table, any data inserted into the referencingtable must already exist
in the referencedtable.

To use this constraint, you must have references permission on the referenced table. The
specified columns in the referenced table must be constrained by a unique index (created
by either a unique constraint or a create index statement). If no columns are specified,
there must be a primary key constraint on the appropriate columns in the referenced table.
Also, the datatypes of the referencing table columns must match the datatype of the
referenced table columns.
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ref_table—isthe name of the table that contains the referenced columns. You can reference
tables in another database. Constraints can reference as many as 192 user tables and
internally generated worktables.

ref_column —is the name of the column or columns in the referenced table.
match full —specifies that if all values in the referencing columns of a referencing row
are:

« Null - the referential integrity condition is true.
« Non-null values - if there is a referenced row where each corresponding column is
equal in the referenced table, then the referential integrity condition is true.

If they are neither, then the referential integrity condition is false when:

« All values are non-null and not equal, or

« Some of the values in the referencing columns of a referencing row are non-null values,
while others are null.

check (search_condition) — specifies the check constraint on the column values and a

search_condition constraint that the SAP ASE server enforces for all the rows in the table.

You can specify check constraints as table or column constraints; create table allows

multiple check constraints in a column definition.

Although you can reference global variables in the default section of create table
statements, you cannot use them in the check section.

The constraints can include:

< Alist of constant expressions introduced with in
« A set of conditions introduced with like, which may contain wildcard characters

Column and table check constraints can reference any columns in the table.

An expression can include arithmetic operators and functions. The search_condiition
cannot contain subqueries, aggregate functions, host variables, or parameters.

encrypt [with key_name] —creates an encrypted column. Specify the database name if the
key is in another database. Specify the owner’s name if key_name is not unique to the
database. The default value for owneris the current user, and the default value for gatabase
is the current database.

The table creator must have select permission on the key. If you do nto supply key_name,
the SAP ASE server looks for a default key in the database.

keyname identifies a key created using create encryption key. The creator of the table
must have select permission on keyname. If keynameis not supplied, the SAP ASE server
looks for a default key created using the as default clause on create encryption key or alter
encryption key.

See Encrypting Data in the Encrypted Columns Users Guide for a list of supported
datatypes.
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» decrypt_default constant_expression —specifies that this column returns a default value
for users who do not have decrypt permissions, and constant_expression is the constant
value the SAP ASE server returns on select statements instead of the decrypted value. The
value can be NULL on nullable columns only. If the decrypt default value cannot be
converted to the column’s datatype, the SAP ASE server catches the conversion error only
when it executes the query.

e compression = compression_level | not compressed — indicates if the data in the row is
compressed and to what level.

» foreign key —specifies that the listed columns are foreign keys in this table whose target
keys are the columns listed in the following references clause. The foreign-key syntax is
permitted only for table-level constraints, not for column-level constraints.

* next_column | next_constraint — indicates that you can include additional column
definitions or table constraints (separated by commas) using the same syntax described for
a column definition or table constraint definition.

* lock datarows | datapages | allpages — specifies the locking scheme to be used for the
table. The default is the server-wide setting for the configuration parameter lock
scheme.

* exp_row_size=num_bytes—specifies the expected row size; applies only to datarows
and datapages locking schemes, and only to tables with variable-length rows. Valid values
are 0, 1, and any value between the minimum and maximum row length for the table. The
default value is 0, which means a server-wide setting is applied.

* identity_gap value — specifies the identity gap for the table. This value overrides the
system identity gap setting for this table only.

value is the identity gap amount.

« transfer table[on | off] —marks the table for incremental transfer. The default value of this
parameter is off.

» dml_logging—determines the amount of logging for insert, update and delete operations,
and for some forms of bulk inserts. One of

e full — the SAP ASE server logs all transactions
* minimal — Adaptive Sever does not log row or page changes

e compression —indicates the level of compression at the table or the partition level.
Specifying the compression level for the partition overrides the compression level for the
table. The SAP ASE server compresses individual columns only in partitions that are
configured for compression.

* none — the data in this table or partition is not compressed. For partitions, none
indicates that data in this partition remains uncompressed even if the table compression
is altered to row or page compression.

* row — compresses one or more data items in an individual row. The SAP ASE server
stores data in a row compressed form only if the compressed form saves space
compared to an uncompressed form. Set row compression at the partition or table
level.
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« page — Wwhen the page fills, existing data rows that are row-compressed are then
compressed using page-level compression to create page-level dictionary, index, and
character-encoding entries. Set page compression at the partition or table level.

The SAP ASE server compresses data at the page level only after it has compressed
data at the row level, so setting the compression-level to page implies both page and
row compression.

"eraseresidual data" {on | off} — Supports the ability to remove residual data from

deletions in SAP ASE.

lob_compression = off | compression_level — Determines the compression level for the

table. The table has no LOB compression if you select off.

compression_level — Table compression level. The compression levels are:

e 0 -the row is not compressed.

e 1through 9 — the SAP ASE server uses ZLib compression. Generally, the higher the
compression number, the more the SAP ASE server compresses the LOB data, and the
greater the ratio between compressed and uncompressed data (that is the greater the
amount of space savings, in bytes, for the compressed data versus the size of the
uncompressed data).

However, the amount of compression depends on the LOB content, and the higher the
compression level , the more CPU-intensive the process. That is, level 9 provides the
highest compression ratio but also the heaviest CPU usage.

e 100 —the SAP ASE server uses FastLZ compression. The compression ratio that uses
the least CPU usage; generally used for shorter data.

e 101-the SAP ASE server uses FastLZ compression. A value of 101 uses slightly more
CPU than a value of 100, but uses a better compression ratio than a value of 100.

The compression algorithm ignores rows that do not use LOB data.
index_compression [={NONE | PAGE} —

« NONE - indexes on the specified table are not compressed. Indexes that are
specifically created with index_compression = PAGE are compressed.

« PAGE -all indexes on the specified table are compressed. Indexes that are specifically
created with index_compression = NONE are not compressed.

on segment_name— specifies the name of the segment on which to place the table. When

using on segment_name, the logical device must already have been assigned to the

database with create database or alter database, and the segment must have been created

in the database with sp_addsegment. See your system administrator or use

sp_helpsegment for a list of the segment names available in your database.

When used for partitions, specifies the segment on which to place the partition.
external table — specifies that the object is a remote table or view. external table is the
default, so specifying this is optional.

for load — creates a table available only to bcp in and alter table unpartition operations.
You can use row_count() on a table you create using for load.
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* partition by range—specifies records are to be partitioned according to specified ranges
of values in the partitioning column or columns.

« column_name—when used in the partition_clause, specifies a partition key column.

* partition_name—specifies the name of a new partition on which table records are stored.
Partition names must be unique within the set of partitions on a table or index. Partition
names can be delimited identifiers if set quoted_identifier is on. Otherwise, they must be
valid identifiers.

If partition_name is omitted, the SAP ASE server creates a name in the form
table_name_patition_id. The SAP ASE server truncates partition names that exceed the
allowed maximum length.

* onsegment_name—when used inthe partition_clause, specifies the segment on which the
partition is to be placed. Before the on segment_name option can be used, the device must
be initialized with disk init, and the segment must be added to the database using the
sp_addsegment system procedure. See your system administrator or use
sp_helpsegment for a list of the segment names available in your database.

» values<=constant | MAX —specifies the inclusive upper bound of values for a named
partition. Specifying a constant value for the highest partition bound imposes an implicit
integrity constraint on the table. The keyword MAX specifies the maximum value in a
given datatype.

* partition by hash — specifies records are to be partitioned by a system-supplied hash
function. The function computes the hash value of the partition keys that specify the
partition to which records are assigned.

* partition by list — specifies records are to be partitioned according to literal values
specified in the named column. Only one column can partition a list-partitioned table. You
can specify up to 250 distinct list values for each partition.

« partition by round-robin —specifies records are to be partitioned in a sequential manner.
A round-robin-partitioned table has no partitioning key. Neither the user nor the optimizer
knows the partition of a particular record.

« at pathname — specifies the location of the remote object. Using the at pathname clause
results in the creation of a proxy table.

pathname takes the form server_name.dbname.owner.object;aux1.aux2, where:

« server_name (required) — is the name of the server that contains the remote object.

e adbname (optional) — is the name of the database managed by the remote server that
contains this object.

« owner (optional) — is the name of the remote server user that owns the remote object.

e object (required) — is the name of the remote table or view.

e auxl.aux2 (optional) — is a string of characters that is passed to the remote server
during a create table or create index command. This string is used only if the server is
class db2. aux1 is the DB2 database in which to place the table, and aux2 is the DB2
tablespace in which to place the table.
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* {compute| as} —reserved keywords that you can use interchangeably to indicate that a
column is a computed column.

* computed_column_expression —is any valid T-SQL expression that does not contain
columns from other tables, local variables, aggregate functions, or subqueries. It can be
one or a combination of column name, constant, function, global variable, or case
expression, connected by one or more operators. You cannot cross-reference between
computed columns except when virtual computed columns reference materialize
computed columns.

* materialized | not materialized — specifies whether or not the computed column is
materialized and physically stored in the table. If neither keyword is specified, a computed
column by default is not materialized, and thus not physically stored in the table.

» using clustered —indicates you are creating a virtually hashed table. The list of columns
are treated as key columns for this table.

« column_name [asc | desc] —because rows are placed based on their hash function, you
cannot use [asc | desc] for the hash region. If you provide an order for the key columns of
virtually hashed tables, it is used only in the overflow clustered region.

* hash_factor —required for the hash function for virtually hashed tables. For the hash
function, a hash factor is required for every key column. These factors are used with key
values to generate hash value for a particular row.

e with max num_hash_valueskey —the maximum number of hash values that you can use.
Defines the upper bound on the output of this hash function.

Examples
+ Example 1 —Creates the foo table using the @@spid global variable with the default
parameter:
create table foo (
a int
, b int default @@spid

)
e Example2—Createsthe titles table:

create table titles (

title id tid not null
, title varchar (80) not null
, type char (12) not null
, pub_id char (4) null
, price money null
, advance money null
, total sales int null
, notes varchar (200) null
, pubdate datetime not null
, contract bit not null

)
» Example 3 - Creates a table mytable using for load:

create table mytable (
coll int
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, col2 int
, col3 (char 50)
)

partitioned by roundrobin 3 for load
The new table is unavailable to any user activities until it is unpartitioned.

1. Load the data into mytable, using bcp in.
2. Unpartition mytable.

The table is now available for any user activities.

» Example4-Createsthe compute table. The table name and the column names, ma x and
min, areenclosed in double quotes because they are reserved words. The total score
column name is enclosed in double quotes because it contains an embedded blank. Before
creating this table, you must set quoted_identifier on.

create table "compute" (

"max" int
"min" int
"total score" int

)

* Example5—Creates the sales table and a clustered index in one step with a unique
constraint. (Inthe pubs2 database installation script, there are separate create table and
create index statements):

create table sales (

stor id char (4) not null
, ord num varchar (20) not null
, date datetime not null

, unique clustered (stor_ id, ord num)

)

» Example6—Createsthe salesdetail table with two referential integrity constraints
and one default value. There is a table-level, referential integrity constraint named
salesdet constr and a column-level, referential integrity constraint on the
title idcolumnwithoutaspecified name. Both constraints specify columns that have
unique indexes in the referenced tables (titles and sales). The default clause with
the gty column specifies 0 as its default value.

create table salesdetail (

stor id char (4) not null

, ord num varchar (20) not null

, title id tid not null
references titles (title id)

, gty smallint default O not null

, discount float not null,

constraint salesdet constr
foreign key (stor_id, ord num)
references sales (stor_id, ord num)

Reference Manual: Commands 219



CHAPTER 1: Commands

Example 7 — Creates the table publishers with a check constraint on the pub id
column. This column-level constraint can be used in place of the pub_idrule included
in the pubs2 database.

create rule pub idrule
as @pub_id in ("1389", "0736", "0877", "1622", "1756")
or @pub_id like "99[0-9][0-9]"

create table publishers (
pub id char (4) not null
check (pub_id in ("1389", "0736", "0877", "le622",

"1756")

or pub id like "99[0-9][0-91")
;, pub name varchar (40) null
, city varchar (20) null
, state char (2) null

)

Example 8 — Specifies the ord num column as the IDENTITY column for the
sales_daily table. The first time you insert a row into the table, the SAP ASE server
assigns a value of 1 to the IDENTITY column. On each subsequent insert, the value of the
column increments by 1.

create table sales daily (

stor id char (4) not null
, ord num numeric (10,0) identity
, ord amt money null

)

Example 9 — Specifies the datapages locking scheme for the new titles table and an
expected row size of 200:

create table new titles (

title id tid
, title varchar (80) not null
, type char (12)
, pub_ id char (4) null
, price money null
, advance money null
, total sales int null
, notes varchar (200) null
, pubdate datetime
, contract bit

)
lock datapages
with exp row _size = 200

Example 10— Specifies the datarows locking scheme and sets a reservepagegap value of
16 so that extent 1/0 operations leave 1 blank page for each 15 filled pages:

create table new publishers (

pub id char (4) not null
, pub name varchar (40) null
, city varchar (20) null
, state char (2) null
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lock datarows
with reservepagegap = 16

* Example 11 —Creates a table named big sales with minimal logging:

create table big sales (

storid char (4) not null
, ord num varchar (20) not null
, order date datetime not null

)

with dml logging = minimal

» Example 12 —Creates a deferred table named im not here yet:

create table im not here yet (
col 1 int,

col 2 varchar (20)

)

with deferred allocation

* Example 13 —Creates a table named mytab1le, that uses the locking scheme datarows,
and permits incremental transfer:
create table mytable (
f1 int
, £2 bigint not null
, £3 varchar (255) null
)

lock datarows
with transfer table on

e Example 14 — Creates a table named genre with row-level compression:

create table genre (

mystery varchar (50) not null
, novel varchar (50) not null
, psych varchar (50) not null
, history varchar (50) not null
, art varchar (50) not null
, Science varchar (50) not null
, children varchar (50) not null
, cooking varchar (50) not null
, gardening varchar (50) not null
, poetry varchar (50) not null
)
with compression = row

* Example 15— Creates a table named sales on segments segl, seg2, and seg3, with
compression on segl:

create table sales (

store id int not null
, order num int not null
, date datetime not null

)
partition by range (date)
( Y2008 values <= ('12/31/2008")
with compression = page on segl,
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Y2009 values <= ('12/31/2009') on seg2,
Y2010 values <= ('12/31/2010') on seg3)

Example 16 — Creates the emai 1 table, which uses a LOB compression level of 5:

create table email (

user name char (10)
, mailtxt text
, photo image
, reply mails text)
with lob compression = 5

Example 17 — Creates a constraint supported by a unique clustered index; the index order
is ascending for stor id and descending for ord num:

create table sales south (

stor id char (4) not null
, ord num varchar (20) not null
, date datetime not null

, unique clustered (stor id asc, ord num desc)

)
Example 18 — Creates a table named t 1 at the remote server SERVER_A and creates a
proxy table named t1 that is mapped to the remote table:
create table tl (
a int
, b char (10)

)
at "SERVER A.dbl.joe.tl"

Example 19 — Creates a table named employees. name is of type varchar,
home addr is a Java-SQL column of type Address, and mailing addr is a Java-
SQL column of type Address2Line. Both Address and Address2Line are Java classes
installed in the database:

create table employees (

name varchar (30)
, home addr Address
, mailing addr Address2Line

)

Example20—Creates atable namedmytable withan identity column. The identity
gap is set to 10, which means ID numbers are allocated in memory in blocks of ten. If the
server fails or is shut down with no wait, the maximum gap between the last ID number
assigned to a row and the next ID number assigned to a row is 10 numbers:

create table mytable (

IdNum numeric (12,0) identity

)
with identity gap = 10

Example21—Createsatablemy publishers,whichis partitioned by listaccording to
values in the state column. See the 7Transact-SQL Users Guide for more information
about creating table partitions.

create table my publishers (
pub id char (4) not null
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, pub name varchar (40) null
, city varchar (20) null
, state char (2) null

)
partition by list (state) (
west values ('CA', 'OR', 'WA') on segl
, east values ('NY', 'MA') on seg2

)

Example 22 — Creates the table fictionsales, which is partitioned by range
according to values in the date column:

create table fictionsales (

store id int not null
, order num int not null
, date datetime not null

)
partition by range (date) (
gl values <= ("3/31/2005") on segl
, g2 values <= ("6/30/2005") on seg2
, g3 values <= ("9/30/2005") on seg3
, g4 values <= ("12/31/2005") on seg4
)

Example 23— Creates the table currentpublishers, which is partitioned by round-
robin:

create table currentpublishers (

pub_ id char (4) not null
;, pub name varchar (40) null
, city varchar (20) null
, state char (2) null

)

partition by roundrobin 3 on (segl)
Example 24 — Creates the table mysalesdetail, which is partitioned by hash
according to values in the ord num column:

create table mysalesdetail (

store id char (4) not null
, ord num varchar (20) not null
, title id tid not null
, gty smallint not null
, discount float not null

)
partition by hash (ord num) (
pl on seqgl
, P2 on seg2
, p3 on seg3
)

Example25-Creates atable calledmyt i t 1es with one materialized computed column:

create table mytitles (

title id tid not null
, title varchar (80) not null
, type char (12) not null
, pub_id char (4) null
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, price money null

, advance money null

, total sales int null

, notes varchar (200) null

, pubdate datetime not null

, sum_sales compute price * total sales
materialized

)

Example26—Creates an employee table with a nullable encrypted column. The SAP ASE
server uses the database default encryption key to encrypt the ssn data:

create table employee table (

ssn char (15) null
encrypt name char (50)
, deptid int

)
Example 27 — Creates a customer table with an encrypted column for credit card data:

create table customer (
ccard char(16) unique

encrypt with cc key

decrypt default 'XXXXXXXXXXXXXXXX', name char (30)
)

The ccard column has a unique constraint and uses cc_ key for encryption. Because of
the decrypt_default specifier, the SAP ASE server returns the value
EXXXX XXX XXX XXX XXX instead of the actual data when a user without decrypt
permission selects the ccard column.

Example 28 — Creates a table that specifies description asan in-row LOB column
300 bytes long, notes as an in-row LOB column without a specified length (inheriting
the size of the off-row storage), and the reviews column as stored off-row regardless of
condition:

create table new titles (

title id tid not null
, title varchar (80) not null
, type char (12) null
, price money null
, pubdate datetime not null
, description text in row (300)
, notes text in row
, reviews text off row

)

Example29—Creates a virtually hashed table named orders on the pubs2 database on
the order seg segment:

create table orders (

id int
, age int
, primary key using clustered (id,age) = (10,1) with max 1000

key
)

on order seg
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The layout for the data is:

* The order seg segment starts on page ID 51200.

« The ID for the first data object allocation map (OAM) page is 51201.
e The maximum rows per page is 168.

e Therow size is 10.

« The root index page of the overflow clustered region is 51217.

Figure 1: Data Layout for the Example
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* Example30-Creates a virtually hashed table named orde rs on the pubs 2 database on
the order seg segment:

create table orders (
id int default NULL
, age int
, primary key using
clustered (id,age) = (10,1) with max 100 key
, name varchar (30)

)

on order seg
The layout for the data is:

* The order_ seg segment starts on page ID 51200.

e The ID for the first data OAM page is 51201.

e The maximum rows per page is 42.

e The row size is 45.

« The root index page of the overflow clustered region is 51217.

Reference Manual: Commands 225



CHAPTER 1: Commands

Figure 2: Data Layout for the Example
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Example 31 — The following scenarios use these two tables:

e create table tl (coll int) with "erase residual data" on
e create table t2 (coll int) with "erase residual data" off

Scenario 1

The option to erase residual data is turned on for table t 1 because it is set at the database
level, so that both the drop table and truncate table commands for t 1 result in the cleanup
of all residual data from its pages.

Table £ 2, however, has the erase residual data option turned off explicitly, as it was
created with the "erase residual data off" clause. Residual data is not removed, even
thoughthe"erase residual data"optionissetto true atthe database level. Asa
result, residual data remains, even after running drop table and truncate table on t2:

create database dbl

go

sp_dboption dbl, "erase residual data", true
go

use dbl

go

create table tl (col int)
go

insert tl values

go

create table t2 (coll int, col2 char(10)) with "erase residual
data" off

go

truncate table tl

go

drop table tl

go

truncate table t2

go

drop table t2

go
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Scenario 2
In this example:

e Table t1 does not have "erase residual data off" setexplicitly, but does
have it set at the database level, resulting in the removal of residual data from £ 1 when
you run truncate table t1.

o Table t2 hasthe "erase residual data" option set at creation, because the
option was set at the database level. This results in the removal of residual data from t 2
when you run truncate table t2.

e Table t3is marked with "erase residual data off"explicitly, so that even
though sp_dboption sets "erase residual data" to true, residual data is not
removed when SAP ASE runs truncate table t3.

create database dbl

go
use dbl

go

create table tl (col int)

go

sp_dboption dbl, "erase residual data", true

go

create table t2 (coll int, col2 char(10))

go

create table t3 (coll int, col2 char(10)) with "erase residual
data" off

go

truncate table tl

go

truncate table t2

go

truncate table t3

go

Scenario 3

In this example:

e Although both t1 and t2 tables had the "erase residual data option not set
by default, because "erase residual data was turned on at the session level
just before the truncate table command was executed, the residual data is removed on
both t1 and t2.

e Althoughtable t3 hasthe "erase residual data"optionexplicitlysetto off,
residual data is still removed when the truncate command is executed, because the
"erase residual data" option is set at the session level.

create database dbl

go

use dbl

go

create table tl(col int)
go
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create table t2

(coll int,

col?2 char(10))

go
create table t3 (coll int, col2 char(10)) with "erase residual
data" off

go

set erase residual data on

go

truncate table tl

go

truncate table t2

go

truncate table t3

go

* Example 32 — Creates the index compressed table order 1ine with columns
ol delivery dandol dist info compressed and using page-level

compression:

create table order_line (

ol o id int,

ol d id tinyint,
ol w id smallint,
ol number tinyint,
ol i id int,

ol supply w id smallint,
ol delivery d datetime,
ol gquantity smallint,
ol amount float,

ol dist info char (24) )

lock dgtapages

with index compression = page

By default, indexes created on this table are compressed by default. However, if an index
has an index row length that is too short to benefit from compression, a warning is raised,
indicating that the index will not be compressed.

Usage

create table creates a table and optional integrity constraints. The table is created in the
currently open database unless you specify a different database in the create table
statement. You can create a table or index in another database, if you are listed in the
sysusers table and have create table permission in the database.

Space is allocated to tables and indexes in increments of one extent, or eight pages, at a
time. Each time an extent is filled, another extent is allocated. To see the amount of space
allocated and used by a table, use sp_spaceused.

The maximum length for in-row Java columns is determined by the maximum size of a
variable-length column for the table’s schema, locking style, and page size.

create table performs error checking for check constraints before it creates the table.
When using create table from CIS with a column defined as char (1) NULL, CIS creates
the column as varchar (/) on the remote server.
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Use the asc and desc keywords after index column names to specify the sort order for the
index. Creating indexes so that columns are in the same order specified in the order by
clause of queries eliminates the sorting step during query processing.

If an application inserts short rows into a data-only-locked table and updates them later so
that their length increases, use exp_row_size to reduce the number of times that rows in
data-only-locked tables are forwarded to new locations.

The location information provided by the at keyword is the same information that is
provided by sp_addobjectdef. The information is stored in the sysattributes table.
When you set this option on a table, the operations for the table (drop table, delete row,
alter table, drop index) that result in residual data automatically clean up deallocated
space.

See also sp_addmessage, sp_addsegment, sp_addtype, sp_bindmsg, sp_chgattribute,
sp_commonkey, sp_depends, sp_foreignkey, sp_help, sp_helpjoins, sp_helpsegment,
sp_primarykey, sp_rename, sp_spaceused in Reference Manual: Procedures.

Standards

ANSI SQL — Compliance level: Entry-level compliant.

Transact-SQL extensions include:

Use of a database name to qualify a table or column name

IDENTITY columns

The not null column default

The asc and desc options

The reservepagegap option

The lock clause

The on segment_name clause

See System and User-Defined Datatypesin Reference Manual: Building Blocks for
datatype compliance information.

Permissions

Any user can create temporary tables and new tables with logging disabled.

The following describes permission checks for create table that differ based on your granular
permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must have the create table privilege to
create a table. To create a table for another user, you must have the create any
table privilege.
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Setting

Description

Disabled

With granular permissions disabled, you must be the database owner, a user with sa_role,
or a user with the create table privilege to create a table. To create a table for
another user, you must have sa_role.

Auditing

Values in event and extrainfo columns of sysaudits are:

Information Values

Event

10

Audit option create

Command or access create table

audited

Information in ex-

*  Roles— current active roles

trainfo «  Keywords or options— NULL
*  Previous value— NULL
»  Current value— NULL
e Other information— NULL
*  Proxy information - original login name, if set proxy is in effect
» If the with option for with transfer table [on | off] is:
* on-the SAP ASE server prints WITH TRANSFER TABLE
ON in the extra info in the audit record.
» off —the SAP ASE server prints WITH TRANSFER TABLE
OF'F.
See also

alter table on page 43
create default on page 117
create existing table on page 126
create index on page 140
create rule on page 195
create schema on page 200
create trigger on page 253
create view on page 268
drop index on page 350
drop rule on page 361
drop table on page 363
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e executeon page 406

e granton page 419

o Jjf..elseon page 470

» Joad database on page 485

e selecton page 579

* whileon page 719

e disk initon page 319
 alter database on page 1

* create database on page 104

Restrictions for create table
Restrictions for using create table.

e The maximum number of columns in a table depends on the width of the columns and the
server’s logical page size:

« The sum of the columns’ sizes cannot exceed the server’s logical page size.

* The maximum number of columns per table cannot exceed 1024.

e The maximum number of variable-length columns for an all-pages lock table is 254.
For example, if your server uses a 2K logical page size and includes a table of integer
columns, the maximum number of columns in the table is far fewer than 1024. (1024 *
4 bytes exceeds a 2K logical page size.)

You can mix variable- and fixed-length columns in a single table as long as the
maximum number of columns does not exceed 1024. For example, if your server uses a
8K logical page size, a table configured for APL can have 254 nullable integer columns
(these are variable-length columns) and 770 non-nullable integers, for a total of 1024
columns.
* There can be asmany as 2,000,000,000 tables per database and 1024 user-defined columns
per table. The number of rows per table is limited only by available storage.
« Although the SAP ASE server does create tables in the following circumstances, you
receive errors about size limitations when you perform DML operations:

 If the total row size for rows with variable-length columns exceeds the maximum
column size

« If the length of a single variable-length column exceeds the maximum column size

» For data-only-locked tables, if the offset of any variable-length column other than the
initial column exceeds the limit of 8191 bytes

e The SAP ASE server reports an error if the total size of all fixed-length columns, plus the
row overhead, is greater than the table’s locking scheme and page size allows. These limits
are for APL tables are:

Page Size Maximum Row Length [ Maximum Column Length

2K (2048 bytes) 1962 bytes 1960 bytes
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Page Size Maximum Row Length [ Maximum Column Length
4K (4096 bytes) 4010 bytes 4008 bytes

8K (8192 bytes) 8106 bytes 8104 bytes

16K (16384 bytes) | 16298 bytes 16296 bytes

The limits for DOL tables are:

offset of varlen = 8191)

Page Size Maximum Row Length [ Maximum Column Length

2K (2048 bytes) 1964 bytes 1958 bytes

4K (4096 bytes) 4012 bytes 4006 bytes

8K (8192 bytes) 8108 bytes 8102 bytes

16K (16384 bytes) | 16300 bytes 16294 bytes
If table does not include any variable-length
columns

16K (16384 bytes) | 16300 (subject to a max start | 8191-6-2 = 8183 bytes

If table includes at least one variable-length
column.

This size includes six bytes for the row
overhead and two bytes for the row length
field

« The maximum number of bytes of variable length data per row depends on the locking

scheme for the table:

Page Size Maximum Row Length | Maximum Column Length
2K (2048 bytes) 1962 1960

4K (4096 bytes) 4010 4008

8K (8192 bytes) 8096 8104

16K (16384 bytes) 16298 16296

The maximum size of columns for a DOL table:

Page Size Maximum Row Length | Maximum Column Length
2K (2048 bytes) 1964 1958
4K (4096 bytes) 4012 4006
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Page Size Maximum Row Length | Maximum Column Length
8K (8192 bytes) 8108 8102
16K (16384 bytes) 16300 16294

« Ifyou create a DOL table with a variable-length column that exceeds a 8191-byte offset,
you cannot add any rows to the column.

e Ifyou create tables with varchar, nvarchar, univarchar, or varbinary
columns for which total defined width is greater than the maximum allowed row size, a
warning message appears, but the table is created. If you try to insert more than the
maximum number bytes into such a row, or to update a row so that its total row size is
greater than the maximum length, the SAP ASE server produces an error message, and the
command fails.

* When a create table command occurs within an if...else block or a while loop, the SAP
ASE server creates the schema for the table before determining whether the condition is
true. This may lead to errors if the table already exists. To avoid this situation, either make
sure a view with the same name does not already exist in the database or use an execute
statement, as follows:

if not exists
(select * from sysobjects where name="my table")
begin
execute "create table mytable (x int)"
end

* You cannot issue create table with a declarative default or check constraint and then insert
data into the table in the same batch or procedure. Either separate the create and insert
statements into two different batches or procedures, or use execute to perform the actions
separately.

* You cannot use the following variable in create table statements that include defaults:
declare (@p int
select @p = 2
create table tl (cl int default @p, c2 int)

Doing so results in error message 154: “Variable is not allowed in default.”

« Virtually-hashed tables have these restrictions:

SQL user-defined functions are not currently supported with create proxy table, create
table at remote server, Or alter table.

Note: The execution of SQL functions requires the syntax username.functionname().

« Virtually-hashed tables must have unique rows. Virtually hashed tables do not allow
multiple rows with the same key-column values because the SAP ASE server cannot
keep one row in the hash region and another with the same key-column value in the
overflow clustered region.

« You must create each virtually-hashed table on an exclusive segment.
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Creating Compressed Tables

Considerations for creating compressed tables.

Unless you state otherwise, the SAP ASE server:

» Sets data compression to NULL when you create a table.

» Preserves the existing compression level when you modify a table.

« Sets all partitions to the compression level specified in the create table clause.

You can create a table with table-level compression but leave some partitions

uncompressed, which allows you to maintain uncompressed data in an active partitions

format, and to periodically compress the data when appropriate.

The SAP ASE server supports partition-level compression for all forms of partitioning

except round-robin partitions.

Columns marked as not compressed are not selected for row or page compression.

However, in-row columns (including materialized computed columns) are eligible for

compression:

« Allfixed-length data smaller than 4 bytes is ineligible for row compression. However,
the SAP ASE server may compress these datatypes during page-index compression.

« All data, fixed or with a variable length of 4 bytes or larger, is eligible for row
compression.

By default, the SAP ASE server creates uncompressed nonmaterialized computed

columns.

The SAP ASE server first compresses the columns eligible for compression at the row

level. If the compressed row is longer than the uncompressed row, the SAP ASE server

discards the compressed row and stores the uncompressed row on disk, ensuring that

compression does not waste space.

Data pages may simultaneously contain compressed and uncompressed data rows.

You may compress fixed-length columns.

You can use the with exp_row_size clause to create compressed data-only-locked (DOL)

tables only for fixed-length rows. You cannot use the with exp_row_size clause on

allpages-locked (APL) tables.

If you specify an expected row size, but the uncompressed row length is smaller than the

expected row size, the SAP ASE server does not compress the row.

After you enable compression for atable, all bcp and DML operations that are executed on

the table compress the data.

Compression may allow you to store more rows on a page, but it does not change the

maximum row size of a table. However, it can change the effective minimum row size of a

table.

Use not compressed for columns that could be row- or page-index compressed, but for

which the nature of the column makes compression inapplicable or meaningless (for

example, columns that use the bit datatype, encryption, or a timestamp column).

Compressing a table does not compress its indexes.
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Restrictions for Compression
Restrictions for using compression.

* You cannot compress:
e System tables
»  Worktables
* Nonmaterialzed computed columns
e IDENTITY columns
» Timestamps added for data transfer
« All datatypes; see the Compression Users Guide for a list of unsupported datatypes
e Encrypted columns

* You cannot create a table for compression if the minimum row size exceeds the size of the
maximum user data row for the configured locking scheme and page size combination. For
example, you cannot create a data-only-locked table with a 2K page size that includes
column c1 withachar (2007) datatype because it exceeds the maximum user data row
size. For row and page compression, the SAP ASE server performs the same row size
check as for a new table.

* You cannot create a table for row or page compression that has only short, fixed-length
columns smaller than 4 bytes.

Using Indexes

A table “follows” its clustered index. If you create a table on one segment, then create its
clustered index on another segment, the table migrates to the segment where the index is
created.

You can make inserts, updates, and selects faster by creating a table on one segment and its
nonclustered indexes on another segment, if the segments are on separate physical devices.
See Using Clustered or Nonclustered Indexes in Transact-SQL Users Guide.

Renaming a Table or Its Columns
Use sp_rename to rename a table or column.

After renaming a table or any of its columns, use sp_depends to determine which procedures,
triggers, and views depend on the table, and redefine these objects.

Warning! If you do not redefine these dependent objects, they no longer work after the SAP
ASE server recompiles them.

Restrictions on Compressing Tables That Use Large Object (LOB)
Data
Restrictions for compressing data on LOB tables.

You cannot:
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Compress computed text columns

Issue LOB compression clauses (for example, lob_compression =) on regular columns,
XML data

Use LOB compression for system and worktables

Column Definitions

Considerations for creating a column from a user-defined datatype.

You cannot change the length, precision, or scale.

You can use a NULL type to create a NOT NULL column, but not to create an IDENTITY
column.

You can use a NOT NULL type to create a NULL column or an IDENTITY column.
You can use an IDENTITY type to create a NOT NULL column, but the column inherits
the IDENTITY property. You cannot use an IDENTITY type to create a NULL column.

Only columns with variable-length datatypes can store null values. When you create a NULL
column with a fixed-length datatype, the SAP ASE server automatically converts it to the
corresponding variable-length datatype. The SAP ASE server does not inform the user of the
type change.

This table lists the fixed-length datatypes and the variable-length datatypes to which they are
converted. Certain variable-length datatypes, such as moneyn, are reserved types that cannot
be used to create columns, variables, or parameters:

Table 1. Variable-Length Datatypes Used to Store Nulls

Original Fixed-Length Datatype Converted to
char varchar
nchar nvarchar
binary varbinary
datetime datetimn
float floatn
bigint, int, smallint, tinyint intn
unsigned bigint, unsigned int, unsigned uintn
smallint

decimal decimaln
numeric numericn
money and smallmoney moneyn

236

SAP Adaptive Server Enterprise




CHAPTER 1: Commands

For a report on a table and its columns, execute the system procedure sp_help.

You can create column defaults in two ways: by declaring the default as a column constraint in
the create table or alter table statement, or by creating the default using the create default
statement and binding it to a column using sp_bindefault.

Temporary Tables

Usage information for temporary tables.

Temporary tables are stored in the temporary database, tempdb.

The first 13 characters of a temporary table name must be unique per session. Such tables
can be accessed only by the current SAP ASE server session. They are stored in
tempdb. .objects by their names plus a system-supplied numeric suffix, and they
disappear at the end of the current session or when they are explicitly dropped.
Temporary tables created with the “tempdb . .” prefix are shareable among SAP ASE
server user sessions. Create temporary tables with the “tempdb. . ” prefix from inside a
stored procedure only if you intend to share the table among users and sessions. To avoid
inadvertent sharing of temporary tables, use the “#” prefix when creating and dropping
temporary tables in stored procedures.

Temporary tables can be used by multiple users during an the SAP ASE server session.
However, the specific user session usually cannot be identified because temporary tables
are created with the “guest” user ID of 2. If more than one user runs the process that creates
the temporary table, each user is a “guest” user, so the uid values are all identical.
Therefore, there is no way to know which user session in the temporary table is for a
specific user. The system administrator can add the user to the temporary table using
create login, in which case the individual uid is available for that user’s session in the
temporary table.

You can associate rules, defaults, and indexes with temporary tables, but you cannot create
views on temporary tables or associate triggers with them.

When you create a temporary table, you can use a user-defined datatype only if the type is
intempdb. . systypes. Toadd auser-defined datatype to t empdb for only the current
session, execute sp_addtype while using tempdb. To add the datatype permanently,
execute sp_addtype while using mode 1, then restart the SAP ASE server so that mode 1
is copied to tempdb.

Defining Integrity Constraints

The create table statement helps control a database’s integrity through a series of integrity
constraints as defined by the SQL standards.

These integrity constraint clauses restrict the data that users can insert into a table. You can
also use defaults, rules, indexes, and triggers to enforce database integrity.

Integrity constraints offer the advantages of defining integrity controls in one step during
the table creation process and of simplifying the creation of those integrity controls.
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However, integrity constraints are more limited in scope and less comprehensive than
defaults, rules, indexes, and triggers.

« You must declare constraints that operate on more than one column as table-level

constraints; declare constraints that operate on only one column as column-level
constraints. Although the difference is rarely noticed by users, column-level constraints
are checked only if a value in the column is being modified, while the table-level
constraints are checked if there is any modification to a row, regardless of whether or not it
changes the column in question.
Place column-level constraints after the column name and datatype, before the delimiting
comma. Enter table-level constraints as separate comma-delimited clauses. The SAP ASE
server treats table-level and column-level constraints the same way; neither way is more
efficient than the other.

* You can create the following types of constraints at the table level or the column level:
< A unique constraint does not allow two rows in a table to have the same values in the

specified columns. In addition, a primary key constraint disallows null values in the
column.
» A referential integrity (references) constraint requires that the data being inserted or
updated in specific columns has matching data in the specified table and columns.
* A check constraint limits the values of the data inserted into the columns.
You can also enforce data integrity by restricting the use of null values in a column (using
the null or not null keywords) and by providing default values for columns (using the
default clause).

* You can use sp_primarykey, sp_foreignkey, and sp_commonkey to save information in
system tables, which can help clarify the relationships between tables in a database. These
system procedures do not enforce key relationships or duplicate the functions of the
primary key and foreign key keywords in a create table statement. For areport on keys that
have been defined, use sp_helpkey. For a report on frequently used joins, execute
sp_helpjoins.

« Transact-SQL provides several mechanisms for integrity enforcement. In addition to the
constraints you can declare as part of create table, you can create rules, defaults, indexes,
and triggers. This table summarizes the integrity constraints and describes the other
methods of integrity enforcement:

In create table Other Methods

unique constraint create unique index (on a column that allows null values)
primary key constraint create unique index (on a column that does not allow null values)
references constraint create trigger

check constraint (table level) create trigger

check constraint (column level) create trigger Or create rule and sp_bindrule

default clause create default and sp_bindefault
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The method you choose depends on your requirements. For example, triggers provide

more complex handling of referential integrity (such as referencing other columns or

objects) than those declared in create table. Also, the constraints defined in a create table

statement are specific for that table; unlike rules and defaults, you cannot bind them to

other tables, and you can only drop or change them using alter table. Constraints cannot

contain subqueries or aggregate functions, even on the same table.

create table can include many constraints, with these limitations:

« The number of unique constraints is limited by the number of indexes that a table can
have.

< A table can have only one primary key constraint.

* You can include only one default clause per column in a table, but you can define
different constraints on the same column.

For example:
create table discount titles
(title id varchar (6) default "PS7777" not null

unique clustered

references titles (title id)

check (title id like "PS%"),
new price money)

Columntitle idofthenewtablediscount titles isdefinedwitheach integrity
constraint.

You can create error messages and bind them to referential integrity and check constraints.
Create messages with sp_addmessage and bind them to the constraints with
sp_bindmsg.

The SAP ASE server evaluates check constraints before enforcing the referential
constraints, and evaluates triggers after enforcing all the integrity constraints. If any
constraint fails, the SAP ASE server cancels the data modification statement; any
associated triggers do not execute. However, a constraint violation does notroll back the
current transaction.

In areferenced table, you cannot update column values or delete rows that match values in
a referencing table. Update or delete from the referencing table first, then try updating or
deleting from the referenced table.

You must drop the referencing table before you drop the referenced table; otherwise, a
constraint violation occurs.

For information about constraints defined for a table, use sp_helpconstraint.

Unique and Primary-Key Constraints

Considerations when using unique and primary-key constraints.

You can declare unique constraints at the column level or the table level. unique
constraints require that all values in the specified columns be unique. No two rows in the
table can have the same value in the specified column.

A primary key constraint is a more restrictive form of unique constraint. Columns with
primary key constraints cannot contain null values.
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Note: The create table statement’s unique and primary key constraints create indexes that
define unique or primary key attributes of columns. sp_primarykey, sp_foreignkey, and
sp_commonkey define logical relationships between columns. These relationships must
be enforced using indexes and triggers.

Table-level unique or primary key constraints appear in the create table statement as
separate items and must include the names of one or more columns from the table being
created.

unique or primary key constraints create a unique index on the specified columns. The
unique constraint in Example 3 creates a unique, clustered index, as does:

create unique clustered index salesind
on sales (stor id, ord num)

The only difference is the index name, which you could set to salesind by naming the
constraint.

The definition of unique constraints in the SQL standard specifies that the column
definition cannot allow null values. By default, the SAP ASE server defines the column as
not allowing null values (if you have not changed this using sp_dboption) when you omit
null or not null in the column definition. In Transact-SQL, you can define the column to
allow null values along with the unique constraint, since the unique index used to enforce
the constraint allows you to insert a null value.

unique constraints create unique, nonclustered indexes by default; primary key
constraints create unique, clustered indexes by default. There can be only one clustered
index on a table, so you can specify only one unique clustered or primary key clustered
constraint.

The unique and primary key constraints of create table offer a simpler alternative to the
create index Statement. However:

* You cannot create nonunique indexes.

* You cannot use all the options provided by create index.

e You must drop these indexes using alter table drop constraint.

Referential Integrity Constraints

Referential integrity constraints require that data inserted into a referencingtable that defines
the constraint must have matching values in a referencedtable.

A referential integrity constraint is satisfied for either of the following conditions:

« The data in the constrained columns of the referencing table contains a null value.

» Thedatainthe constrained columns of the referencing table matches data values in the
corresponding columns of the referenced table.

Using the pubs2 database as an example, a row inserted into the salesdetail table

(which records the sale of books) must have a valid title idinthe titles table.

salesdetail is the referencing table and titles table is the referenced table.

Currently, pubs2 enforces this referential integrity using a trigger. However, the

salesdetail table could include this column definition and referential integrity

constraint to accomplish the same task:
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title id tid
references titles (title_ id)
« The maximum number of table references allowed for a query is 192. Use
sp_helpconstraint to check a table’s referential constraints.
« Atable can include a referential integrity constraint on itself. For example, the
store employees table in pubs3, which lists employees and their managers, has the
following self-reference between the emp id and mgr id columns:
emp id id primary key,
mgr id id null
references store employees (emp id),

This constraint ensures that all managers are also employees, and that all employees have
been assigned a valid manager.

* You cannot drop a referenced table until the referencing table is dropped or the referential
integrity constraint is removed (unless it includes only a referential integrity constraint on
itself).

« The SAP ASE server does not enforce referential integrity constraints for temporary
tables.

« Tocreate atable that references another user’s table, you must have references permission
on the referenced table. For information about assigning references permissions, see the
grant command.

« Table-level, referential integrity constraints appear in the create table statement as
separate items. They must include the foreign key clause and a list of one or more column
names.

Column names in the references clause are optional only if the columns in the referenced
table are designated as a primary key through a primary key constraint.

The referenced columns must be constrained by a unique index in that referenced table.
You can create that unique index using either the unique constraint or the create index
statement.

« The datatypes of the referencing table columns must match the datatypes of the referenced
table columns. For example, the datatype of co11 in the referencing table (test_type)

matches the datatype of pub id in the referenced table (publishers):
create table test type
(coll char (4) not null
references publishers (pub id),
col?2 wvarchar (20) not null)

» The referenced table must exist when you define the referential integrity constraint. For
tables that cross-reference one another, use the create schema statement to define both
tables simultaneously. As an alternative, create one table without the constraint and add it
later using alter table. See create schema or alter table for more information.

» The create table referential integrity constraints offer a simple way to enforce data
integrity. Unlike triggers, constraints cannot:

« Cascade changes through related tables in the database
« Enforce complex restrictions by referencing other columns or database objects
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e Perform “what-if” analysis

Referential integrity constraints do not roll back transactions when a data modification
violates the constraint. Triggers allow you to choose whether to roll back or continue the
transaction depending on how you handle referential integrity.

Note: The SAP ASE server checks referential integrity constraints before it checks any
triggers, so a data modification statement that violates the constraint does not also fire the
trigger.

Using Cross-Database Referential Integrity Constraints

Usage considerations for cross-database referential integrity constraints.

When you create a cross-database constraint, the SAP ASE server stores the following
information in the sysreferences system table of each database:

Table 2. Information Stored for Referential Integrity Constraints

Information Stored | Columns with Information Columns with Information

in sysreferences | About the Referenced Table [About the Referencing Table
Key column IDs refkeyl through refkeyl6 fokeyl through fokeyl6
Table ID reftabid tableid

Database 1D pmrydbid frgndbid

Database name pmrydbname frgndbname

You can drop the referencing table or its database. The SAP ASE server automatically
removes the foreign-key information from the referenced database.

Because the referencing table depends on information from the referenced table, the SAP
ASE server does not allow you to:

» Drop the referenced table,

« Drop the external database that contains the referenced table, or

* Use sp_renamedb to rename either database.

You must use alter table to remove the cross-database constraint before you can do any of
these actions.

Each time you add or remove a cross-database constraint, or drop a table that contains a
cross-database constraint, dump both of the affected databases.

Warning! Loading earlier dumps of databases containing cross-database constraints may
cause database corruption.

The sysreferences system table stores the name and the ID number of the external
database. The SAP ASE server cannot guarantee referential integrity if you use load
database to change the database name or to load it onto a different server.
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War ning! Before dumping a database to load it with a different name or move it to another
SAP ASE server, use alter table to drop all external referential integrity constraints.

check Constraints

A check constraint limits the values a user can insert into a column in a table.

A check constraint specifies a search_conditionthat any non-null value must pass before it
is inserted into the table. A search_condition can include:

¢ Alist of constant expressions introduced with in

« Arrange of constant expressions introduced with between

» A set of conditions introduced with like, which can contain wildcard characters

An expression can include arithmetic operators and Transact-SQL built-in functions. The
search_condition cannot contain subqueries, aggregate functions, or a host variable or
parameter. The SAP ASE server does not enforce check constraints for temporary tables.
A column-level check constraint can reference only the column in which it is defined; it
cannot reference other columns in the table. Table-level check constraints can reference
any column in the table.

create table allows multiple check constraints in a column definition.

check integrity constraints offer an alternative to using rules and triggers. They are specific
to the table in which they are created, and cannot be bound to columns in other tables or to
user-defined datatypes.

check constraints do not override column definitions. If you declare a check constraint on
a column that allows null values, you can insert NULL into the column, implicitly or
explicitly, even though NULL is not included in the search_condition. For example, if you
create a check constraint specifying “pub_id in (*1389”, “0736”, “0877”, “1622”,
“1756”)” or “@amount > 10000” in a table column that allows null values, you can still
insert NULL into that column. The column definition overrides the check constraint.

IDENTITY Columns

Information about using IDENTITY columns.

The first time you insert a row into the table, the SAP ASE server assigns the IDENTITY
column a value of 1. Each new row gets a column value that is 1 higher than the last value.
This value takes precedence over any defaults declared for the column in the create table
statement or bound to the column with sp_bindefault.

The maximum value that can be inserted into an IDENTITY column is 10 Precision _ 1 for g
numeric. For integer identities, it is the maximum permissible value of its type (such as 255
for tinyint, 32767 for smallint).

See System and User-Defined Datatypesin Reference Manual: Building Blocks for more
information about identifiers.

Inserting a value into the IDENTITY column allows you to specify a seed value for the
column or to restore a row that was deleted in error. The table owner, database owner, or
system administrator can explicitly insert a value into an IDENTITY column after using
setidentity_insert table_name on for the base table. Unless you have created a unique index

Reference Manual: Commands 243



CHAPTER 1: Commands

on the IDENTITY column, the SAP ASE server does not verify the uniqueness of the
value. You can insert any positive integer.

* Youcanreferencean IDENTITY column using the syb_identity keyword, qualified by the
table name where necessary, instead of using the actual column name.

« System administrators can use the auto identity database option to automatically include a
10-digit IDENTITY column in new tables. To turn on this feature in a database, use:

sp_dboption database name, "auto identity", "true"

Each time a user creates a table in the database without specifying a primary key, a unique
constraint, or an IDENTITY column, the SAP ASE server automatically defines an
IDENTITY column. This column, SYB_IDENTITY_COL, is not visible when you
retrieve columns with the select * statement. You must explicitly include the column name
in the select list.

» Server failures can create gaps in IDENTITY column values. Gaps can also occur due to
transaction rollbacks, the deletion of rows, or the manual insertion of data into the
IDENTITY column. The maximum size of the gap depends on the setting of the identity
burning set factor and identity grab size configuration parameters, or the identity_gap
value given in the create table or select into statment. See Managing ldentity Gaps in
Tables in the Transact-SQL Users Guide.

Specifying a Locking Scheme

To specify the locking scheme for a table, use the keyword lock and one of: allpages locking,
datapages locking, datarows locking.

« Allpages locking — locks data pages and the indexes affected by queries.
« Datapages locking — locks only data pages.
« Datarows locking — locks only data rows.

If you do not specify a locking scheme, the default locking scheme for the server is used. The
server-wide default is set with the configuration parameter lock scheme.

You can use alter table to change the locking scheme for a table.

Getting Information About Tables

There are several system procedures you can use to obtain information about tables.

« sp_help displays information about tables, listing any attributes (such as cache bindings)
assigned to the specified table and its indexes, giving the attribute’s class, name, integer
value, character value, and comments.

* sp_depends displays information about the views, triggers, and procedures in the
database that depend on a table.

* sp_helpindex reports information about the indexes created on a table.
* sp_helpartition reports information about the table’s partition properties.
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Creating Tables with Partitions

Considerations for creating tables with partitions.

Before you create a table with partitions, you must prepare the disk devices and segments
that you are using for the partitions.

Range partitioning is dependent on sort order. If the sort order is changed, you must
repartition the table for the new sort order.

Range-partition bounds must be in ascending order according to the order in which the
partitions are created.

A column of text, unitext, image, or bit, Java datatype, or computed column
cannot be part of a partition key, but a partitioned table can include columns with these
datatypes. A composite partition key can contain up to 31 columns.

For range and hash partitions, the partition key can be a composite key with as many as 31
columns. In general, however, a table with more than four partition columns becomes hard
to manage and is not useful.

Bound values for range and list partitions must be compatible with the corresponding
partition key datatype. If a bound value is specified in a compatible but different datatype,
the SAP ASE server converts the bound value to the partition key’s datatype. The SAP
ASE server does not support:

< Explicit conversions.

« Implicit conversions that result in data loss.

e NULL as a boundary in a range-partitioned table.

« Conversions from nonbinary datatypes to binary or varbinary datatypes.

You can use NULL in a value list for list-partitioned tables.

You can partition a table that contains text and image columns, but partitioning has no
effect on the way the SAP ASE server stores the text and image columns because they
reside on their own partition.

You cannot partition remote tables.

The SAP ASE server considers NULL to be lower than any other partition key value for a
given parition key column.

Creating Tables With Computed Columns

Take these into consideration when creating tables with computed columns.

computed column_expression can reference only columns in the same table.

The deterministic property of computed column_expression significantly affects data
operations. See Deterministic Property in the Transact-SQL Users Guide.

Computed columns cannot have default values, and cannot be identity or
timestamp columns.
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« You can specify nullability only for materialized computed columns. If you do not specify
nullability, all computed columns are, by default, nullable. Virtual computed columns are
always nullable.

« Triggersand constraints, suchas check, rule,unique,primary key,0r foreign
key) support only materialized computed columns. You cannot use them with virtual
computed columns.

» Ifauser-defined function in a computed column definition is dropped or becomes invalid,
any computed column operations that call that function fail.

Creating Tables with Encrypted Columns

Considerations for creating tables with encrypted columns.
You can encrypt these datatypes:

e int, smallint, tinyint

* unsigned int,unsigned smallint,unsigned tinyint
* Dbigint,unsigned bigint

* decimal, numeric

e float4, float8

* money, smallmoney

* date, time, smalldatetime, datetime,bigdatetime

e char, varchar

e unichar,univarchar

* Dbinary,varbinary

e Dbit

The underlying datatype of encrypted data on disk is varbinary. Null values are not
encrypted.

create table displays an error if you:

» Specify acomputed column based on an expression that references one or more encrypted
columns.

» Use the encrypt and compute parameters on the same column.

» Listan encrypted column in the partition clause

During create table, alter table, and select into operations, the SAP ASE server calculates the
maximum internal length of the encrypted column. The database owner must know the
maximum length of the encrypted columns before he or she can make decisions about schema
arrangements and page sizes.

You can create an index on an encrypted column if you specify the encryption key without any
initialization vector or random padding. Adpative Server issues an error if you execute create
index on an encrypted column with an initialization vector or random padding.

You can define referential integrity constraints on encrypted columns when:
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Both referencing and referenced columns are encrypted.

The key you use to encrypt the columns specifies init_vector null and you have not
specified pad random.

You cannot encrypt a computed column, and an encrypted column cannot appear in the
expression defining a computed column. You cannot specify an encrypted column in the
partition_clause of create table.

See Encrypted Datain the Encrypted Columns Users Guide.

Limitations When Creating Virtually Hashed Tables

Limitations for creating virtually hashed tables.

You cannot use create table on the segment that includes a virtually hashed table, since a
virtually hashed table must take only one exclusive segment, which cannot be shared by
other tables or databases.

Virtually hashed tables must have unique rows. Virtually hashed tables do not allow
multiple rows with the same key column values because the SAP ASE server cannot keep
one row in the hash region and another with the same key column value in the overflow
clustered region.

truncate table is not supported. Use delete from table_name instead.

SQL92 does not allow two unique constraints on a relation to have the same key columns.
However, the primary key clause for a virtually hashed table is not a standard unique
constraint, so you can declare a separate unique constraint with the same key columns as
the virtually hashed keys.

Because you cannot create a virtually hashed clustered index after you create a table, you
also cannot drop a virtually hashed clustered index.

You must create a virtually hashed table on an exclusive segment. You cannot share disk
devices you assign to the segments for creating a virtually hashed table with other
segments.

You cannot create two virtually hashed tables on the same exclusive segment. The SAP
ASE server supports 32 different segments per database. Three segments are reserved for
the default, system, and log segments, so the maximum number of virtually-hashed tables
per database is 29.

You cannot use the alter table or drop clustered index commands on virtually hashed
tables.

Virtually hashed tables must use all-pages locking.

The key columns and hash factors of a virtually hashed table must use the int datatype.

You cannot include text or image columns in virtually hashed tables, or columns with
datatypes based on the text or image datatypes.

You cannot create a partitioned virtually hashed table.
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Creating Tables for In-Memory and Relaxed Durability Databases

Table-level logging settings defined by create table also apply to tables created via select
into.

Although you can create tables with minimal logging in databases using full durability, the
databases do not use minimal logging for these tables. The SAP ASE server allows you to set
these tables to minimal logging so you can use these databases as templates for other databases
with durability set to no_recovery, where minimal logging takes effect in the dependent
database.

Restrictions for Shared-Disk Clusters

Restrictions for working with shared-disk clusters.

Include a referential integrity constraint that references a column on a local temporary
database unless it is from a table on the same local temporary database. create table fails if
it attempts to create a reference to a column on a local temporary database from a table in
another database.

Encrypt a column with an encryption key stored in a local temporary database unless the
column’s table resides on the same local temporary database. alter table fails if it attempts
to encrypta column with an encryption key on the local temporary database and the table is
in another database.

Space Management Properties

The space management properties fillfactor, max_rows_per_page, exp_row_size, and
reservepagegap help manage space usage for tables.

fillfactor leaves extra space on pages when indexes are created, but the fillfactor is not
maintained over time.

max_rows_per_page limits the number of rows on a data or index page. Its main use is to
improve concurrency in allpages-locked tables, since reducing the number of rows can
reduce lock contention. If you specify a max_rows_per_page value and datapages or
datarows locking, a warning message is printed. The table is created, and the value is
stored in sysindexes, but it is applied only if the locking scheme is changed later to
allpages.

exp_row._size specifies the expected size of a data row. It applies only to data rows, not to
indexes, and applies only to data-only-locked tables that have variable-length columns. It
is used to reduce the number of forwarded rows in data-only-locked tables. It is needed
mainly for tables where rows have null or short columns when first inserted, but increase in
size as a result of subsequent updates. exp_row_size reserves space on the data page for
the row to grow to the specified size. If you specify exp_row_size when you create an
allpages-locked table, a warning message is printed. The table is created, and the value is
stored in sysindexes, but it is applied only if the locking scheme is changed later to
datapages or datarows.
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reservepagegap specifies the ratio of empty pages to full pages to apply for commands

that perform extent allocation. It applies to both data and index pages, in all locking

schemes.

This table shows the valid combinations of space management properties and locking scheme.
If a create table command includes incompatible combinations, a warning message is printed
and the table is created. The values are stored in system tables, but are not applied. If the
locking scheme for a table changes so that the properties become valid, then they are used.

Property allpages datapages datarows
max_rows_per_page Yes No No
exp_row_size No Yes Yes
reservepagegap Yes Yes Yes
fillfactor Yes Yes Yes

This table shows the default values and the effects of using default values for the space

management properties.

Property De-
fault

Effect of Using the Default

max_rows_per_pa | 0
ge

Fits as many rows as possible on the page, up to a maximum of 255

exp_row_size 0

Uses the server-wide default value, which is set with the configura-
tion parameter default exp_row_size percent

reservepagegap 0

Leaves no empty pages during extent allocations

fillfactor 0

Fully packs leaf pages, with space left on index pages

Using reservepagegap

Commands that use large amounts of space allocate new space by allocating an extent rather
than allocating single pages. The reservepagegap keyword causes these commands to leave

empty pages so that subsequent page allocations occur close to the page being split or close to
the page from which a row is being forwarded.

This table shows when reservepagegap is applied:

tables with a clustered index

Command Applies to data pages |[Applies to index pages
Fast bcp Yes Fast bcp is not used if indexes exist
Slow bcp Only for heap tables, not for

Extent allocation not performed
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Command Applies to data pages [Applies to index pages
select into Yes No indexes exist on the target table
create index or alter table...con- Yes, for clustered indexes Yes

straint

reorg rebuild Yes Yes

alter table...lock Yes Yes

(For allpages-locking to data-only

locking, or vice versa)

Java-SQL Columns

If Java is enabled in the database, you can create tables with Java-SQL columns.

The declared class (datatype) of the Java-SQL column must implement either the Serializable
or Externalizable interface.

When you create a table, you cannot specify a Java-SQL column:

* Asaforeign key

* Inareferences clause

e As having the UNIQUE property
e Asthe primary key

If in row is specified, the value stored cannot exceed 16K bytes, depending on the page size of
the database server and other variables.

If off row is specified:

* The column cannot be referenced in a check constraint.
« The column cannot be referenced in a select that specifies distinct.

» The column cannot be specified in a comparison operator, in a predicate, or in a group by
clause.

Refer to Java in Adaptive Server Enterprise.

Determining Values for hash factor

You can keep the hash factor for the first key as 1. The hash factor for all the remaining key
columns is greater than the maximum value of the previous key allowed in the hash region
multiplied by its hash factor.

The SAP ASE server allows tables with hash factors greater than 1 for the first key column to
have fewer rows on a page. For example, if a table has a hash factor of 5 for the first key
column, after every row in a page, space for the next four rows is kept empty. To support this,
the SAP ASE server requires five times the amount of table space.
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If the value of a key column is greater than or equal to the hash factor of the next key column,
the current row is inserted in the overflow clustered region to avoid collisions in the hash
region.

For example, t is a virtually hashed table with key columns id and age, and corresponding
hash factors of (10,1). Because the hash value for rows (5, 5) and (2, 35) is 55, this may resultin
a hash collision.

However, because the value 35 is greater than or equal to 10 (the hash factor for the next key
column, id), the SAP ASE server stores the second row in the overflow clustered region,
avoiding collisions in the hash region.

In another example, if u is a virtually hashed table with a primary index and hash factors of
(id1, id2, id3) = (125, 25, 5) and a max hash_value of 200:

¢ Row (1,1,1) has a hash value of 155 and is stored in the hash region.

* Row (2,0,0) has a hash value 250 and is stored in overflow clustered region.

« Row (0,0,6) has a hash factor of 6 x 5, which is greater than or equal to 25, so it is stored in
the overflow clustered region.

« Row (0,7,0) has a hash factor of 7 x 25, which is greater than or equal to 125, so it is stored
in the overflow clustered region

create thread pool

Creates a user-defined thread pool.

Considerations for process mode

create thread pool is not supported in process mode.

Syntax
create thread pool pool name with thread count = count
[, pool description = description ]
[idle timeout = time period]
[for instance inst name | global ]
Parameters

* pool_name—name of the pool you are creating.

* thread count = count —number of threads in the pool. Must be greater than or equal to
1.

* pool description = description — (Optional) describes the pool’s purpose. Must be fewer
than 256 characters.

* idletimeout =time_period —time, in microseconds, that threads look for work before
going to sleep. The default is 100 microseconds. A value of -1 means the threads never go
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to sleep, and continue to consume CPU if no work is available. A value of 0 indicates that
threads immediately go to sleep if they find no work.

for instance [inst_name | global] —is name of the instance, or global for all instances.

Examples

Example 1 — Creates a thread pool named sales pool with 10 threads:

create thread pool sales pool with thread count = 10

Example 2 — Creates a thread pool named order pool, which includes a description:
create thread pool order pool with thread count = 10,
pool description = 'used for handling order entry users'

Example 3 — Creates a thread pool named order pool with 2 threads and an idle
timeout of 500 microseconds:

create thread pool order pool with thread count = 2,
idle timeout = 500

Usage

Use sp_addexeclass to associate workload with a user-created thread pool.

The SAP ASE server must have a sufficient number of free engines to bring online all
threads (specified by count) in an engine pool. The value for max online engines
determines the total number of engines. The total number of active threads in all engine
pools cannot exceed the value of max online engines.

pool_name cannot start with syb_, which is reserved for SAP-created thread pools.
You cannot use Transact-SQL variables as parameters to create thread pool.

Avalue of 0 for idle timeout 0 indicates that threads immediately go to sleep if they find no
work.

A value of -1 for idle timeout O indicates that threads never go to sleep, and continue to
consume CPU if no work is available.

You can issue create thread pool with execute immediate.

When using the for instance clause:

If you do not specify the for instance clause, create thread pool creates thread pools on all
instances.

You can only create instance-specific pools from the same instance.

The instance-specific attribute has precedence over global attributes.

To create thread pools with the same name but with different attributes, create a thread pool
on first instance, then use alter thread pool on the other instances.

Rename and description are global operations; for example, both poo/ _name and
description are same for all instances.
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Standards
ANSI SQL - Compliance level: Transact-SQL extension

Permissions

The permission checks for create thread pool differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must be a user with the manage any
thread pool privilege.

Disabled | With granular permissions disabled, you must be a user with sa_role.

Auditing
Information Values
Event 42
Audit option

Command or access audited

Information in extrainfo Pool name and thread count

See also
 alter thread pool on page 80
e drop thread pool on page 366

create trigger

Creates one or more new triggers, or re-creates an existing trigger. A trigger is a type of stored
procedure that is often used to enforce integrity constraints, executing automatically when a
user attempts a specified data modification statement on a specified table.

Syntax

create [or replace] trigger [owner.]trigger name
on [owner.]table name

{for {insert , uEdate} | instead of {insert, update, delete}}
[order integer]
[as
[i1f update (column name)
[{and | or} update (column name)]...]

SQL statements
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[1f update (column name)
[{and | or} update (column name)]...
SQL statements]...]

Parameters

create — creates a trigger if one does not already exist.

or replace —re-creates an existing trigger. Use this clause to change the definition of a
trigger. When specifying or replace, auditing options on the trigger are not dropped. If
there is no existing trigger with the name you enter, a new one is created and the old trigger
remains. This is in conjunction with multiple triggers.

trigger_name— is the name of the trigger, which must conform to the rules for identifiers
and be unique in the database. Specify the owner’s name to create another trigger of the
same name owned by a different user in the current database. The default value for owneris
the current user. If you use an owner name to qualify a trigger, you must explicitly qualify
the table name the same way.

You cannot use a variable for a trigger name.

The name of the trigger is not changed when the trigger definition is replaced. The name of
the new trigger definition must match the old name to be replaced. If the trigger name
differs from any existing trigger, a new trigger is created and the old trigger is not
dropped .

table_name—is the name of the table on which to create the trigger. If more than one table
of the same name exists in the database, specify the owner’s name. The default value for
owner is the current user.

You cannot change the name of the table when a trigger is replaced. If an existing trigger is
modified to associate the trigger with another table, then an error is raised indicating that
the trigger already exists on another table and cannot be replaced.

for | instead of — for — used before insert, delete, or update to indicate what you are
creating the trigger for.

instead of — creates and fills the inserted and deleted pseudo tables, which are used in the
trigger to examine the rows that would have been modified by the original insert, delete, or
update query.

You cannot change an "instead of" trigger to a "for" trigger, and vice versa.

insert, update, delete— can be included in any combination. delete cannot be used with
the if update clause.

You can change these actions when you use the or replace clause. For example, if the old
trigger definition specifies all clauses, the replacement definition can specify all clauses,
or a combination of the actions.

order integer — specifies a partial or full ordering of trigger firing:

< Full ordering occurs when you create all the triggers using the order clause.
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 Partial ordering occurs if you do not specify the orde r clause on some of the triggers.
Triggers without the order clause implicitly take order number 0 and do not have a
defined order, except that they fire after those triggers created using order.

* SQL_statements— specifies trigger conditions and trigger actions. Trigger conditions
determine whether the attempted insert, update, or delete causes the trigger actions to be
carried out. The SQL statements often include a subquery preceded by the keyword if. In
Example 2, below, the subquery that follows the keyword if is the trigger condition.

Trigger actions take effect when the user action (insert, update, or delete) is attempted. If
multiple trigger actions are specified, they are grouped with begin and end.

You can change trigger conditions and actions when the trigger definition is replaced.

» if update —tests whether the specified column is included in the set list of an update
statement or is affected by an insert. if update allows specified trigger actions to be
associated with updates to specified columns (see Example 3). More than one column can
be specified, and you can use more than one if update statement in a create trigger
statement.

You can drop or add the if update and change the column name referenced by this clause.
» order integer —the order of the trigger firing can also be changed when the trigger
definition is replaced.

Examples

» Examplel-Printsamessage whenanyone triesto add dataor changedatainthetitles
table:

create trigger reminder

on titles

for insert, update as

print "Don't forget to print a report for accounting."

* Example 2 — Prevents insertion of a new row into titleauthor if there is no
corresponding title idinthe titles table:

create trigger tl
on titleauthor
for insert as
if (select count (*)
from titles, inserted
where titles.title id = inserted.title id) = 0
begin
print "Please put the book's title id in the
titles table first."
rollback transaction
end

* Example3—If the pub_id column of the publishers table is changed, make the
corresponding change in the titles table:

create trigger t2
on publishers
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for update as
if update (pub_id) and @QRrowcount = 1
begin
update titles
set titles.pub id = inserted.pub id
from titles, deleted, inserted
where deleted.pub id = titles.pub id
end

* Example 4 — Deletes title from the titles table if any row is deleted from
titleauthor. If the book was written by more than one author, other referencesto it in
titleauthor are also deleted:

create trigger t3

on titleauthor

for delete as

begin
delete titles
from titles, deleted
where deleted.title id = titles.title id
delete titleauthor
from titleauthor, deleted
where deleted.title id = titleauthor.title id
print "All references to this title have been
deleted from titles and titleauthor."

end

« Example 5 —Prevents updates to the primary key on weekends. Prevents updates to the
price or advance of a title unless the total revenue amount for that title surpasses its advance
amount:

create trigger stopupdatetrig
on titles
for update
as
if update (title id)
and datename (dw, getdate ())
in ("Saturday", "Sunday")
begin
rollback transaction
print "We don't allow changes to"
print "primary keys on the weekend!"
end
if update (price) or update (advance)
if (select count (*) from inserted
where (inserted.price * inserted.total sales)
< inserted.advance) > 0
begin
rollback transaction
print "We don't allow changes to price or"
print "advance for a title until its total"
print "revenue exceeds its latest advance."
end

* Example 6 — Uses instead of triggers to update union views:

create table EmployeeWest (
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empid int primary key,
empname varchar (30),
empdob datetime,

region char (5)

constraint region chk
check (region='West'))

create table EmployeeEast (

empid int primary key,
empname varchar (30),
empdob datetime,

region char (5)

constraint region chk
check (region='East’))

create view Employees as
select * from EmployeeEast
union all
select * from EmployeeWest

create trigger EmployeesInsertTrig on Employees
instead of insert as
begin

insert into EmployeeEast select * from inserted where region =
"East"

insert into EmployeeWest select * from inserted where region
"West"
end

--will insert the data into the EmployeeEast table
insert into Employees values (10, 'Jane Doe', '11/11/1967',
'East')

--will insert the data into the EmployeeWest table
insert into Employees values (11, 'John Smith', '01/12/1977',
'West')

--will insert multiple rows into EmployeeEast and
--EmployeeWest tables. Employee2 table includes employees
-—from both East and West.

insert into Employees select * from Employee?2

* Example 7 — Uses instead of triggers to implement encrypted column support, storing
data in the database in encrypted form without changing applications (the user-defined
functions, my_encrypt and my_decrypt, perform the encryption and decryption
operations on the data):

CREATE TABLE Employee t (id int PRIMARY KEY, name varchar (20),
salary binary (64))

--where the id and name columns are stored unencrypted, salary is
--encrypted and id is a primary key.

create view employee v as select id, name, my decrypt (salary)
from employee t
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CREATE TRIGGER Employeelnsert

ON employee v

INSTEAD OF INSERT

AS

BEGIN
INSERT employee t SELECT id, name, my encrypt (salary)
FROM inserted

END

CREATE TRIGGER employeeUpdate
ON employee v
INSTEAD OF UPDATE

AS

BEGIN
DELETE FROM employee_t WHERE id IN (SELECT id FROM deleted)
INSERT employee t SELECT id, name, my encrypt (salary)
FROM inserted

END

CREATE TRIGGER employeeDelete
ON employee v
INSTEAD OF DELETE
AS
BEGIN
DELETE FROM employee t WHERE id IN (SELECT id FROM deleted)
END

* Example8—Creates a trigger that prints a message when anyone tries to insert or update
datainthe titles table:

create trigger reminder

on titles

for insert, update as

print "Don't forget to print a report for accounting."

select object id("reminder")

1312004674

The next command changes the message of the printed trigger when anyone tries to update
data in the titles table using the or replace clause:

create or replace trigger reminder

on titles

for update as

print "Don't forget to give a report to accounting."

select object id("reminder")

1312004674
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Usage

« To avoid seeing unexpected results due to changes in settings, run set rowcount 0 as your
initial statement before executing create trigger. The scope of set is limited to only the
create trigger command, and resets to your previous setting once the procedure exits.

« Atrigger fires only once per data modification statement. A complex query containing a
while loop may repeat an update or insert many times, and the trigger is fired each time.

» Inversions earlier than SAP ASE 16.0, consecutive create trigger commands dropped the
old trigger and replaced it with a new trigger definition. However, the auditing options for
the trigger were also dropped. Using the optional or replace clause, the definition is
replaced, and auditing options are preserved.

e In SAP ASE version 16.0 and later, when there are multiple triggers, specifying create
without or replace raises an error if the trigger name is same. If you specify a different
trigger name, a new trigger is created and the old trigger remains.

« Inversions of SAP ASE earlier than 16.0, if an existing trigger was replaced with the new
trigger definition by specifying create without or replace, the name of the new trigger did
not need to be same as the name of the old trigger name.

* Youcanonly use the order integer clause with for {insert | update |
delete};youcannotuseitwith instead of {insert | update | delete}
triggers.

* If you use a duplicate number for order, SAP ASE reports an error. order numbers
need not be consecutive; in fact, nonconsecutive numbers might be preferable, as they
allow you to insert new triggers into the middle of an order.

See also sp_commonkey, sp_configure, sp_depends, sp_foreignkey, sp_help,
sp_helptext, sp_primarykey, sp_rename, sp_spaceused in Reference Manual:
Procedures.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

Permissions on objects at trigger creation — when you create a trigger, the SAP ASE server
makes no permission checks on objects such as tables or views that the trigger references.

Therefore, you can successfully create a trigger, even though you do not have access to its

objects. All permission checks occur when the trigger fires.

Permissions on objects at trigger execution —when the trigger executes, permission checks on
its objects depend on whether the trigger and its objects are owned by the same user.

« Ifthetriggerand its objects are not owned by the same user, the user who caused the trigger
to fire must have been granted direct access to the objects. For example, if the trigger
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performs a select from a table the user cannot access, the trigger execution fails. In
addition, the data modification that caused the trigger to fire is rolled back.

« Ifatrigger and its objects are owned by the same user, special rules apply. The user
automatically has implicit permission to access the trigger’s objects, even though the user
cannot access them directly. See the detailed description of the rules for implicit
permissions in the System Administration Guide.

Permissions for instead ofand for triggers instead of — instead of triggers have the same
permission requirements as for triggers: to create a view with instead of triggers, permission
for insert/update/delete for the view, not the underlying tables, must be granted to the user.

Any user who impersonates the trigger owner through an alias or setuser cannot replace the
trigger.

The following describes permission checks for create trigger that differ based on your
granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the table owner and the create
trigger privilege must not have been revoked to create a trigger. To create a trigger for
another user's table, you must have the create any trigger privilege.

You must be the trigger owner to replace the trigger.

Disabled | With granular permissions disabled, only a system security officer can grant or revoke
permissions to create triggers. A user with sa_role has implicit permission to create a
trigger on any user table. Users can create triggers only on tables that they own.

You must be the trigger owner to replace the trigger.

The system security officer may revoke user permission to create triggers. Revoking

permission to create triggers affects only the database in which the systems security

officer issues the revoke command. Permission to run the create trigger command is
restored to the users whose permission was revoked when the system security officer
explicitly grants them create trigger privilege.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 12
Audit option create
Command or access audited | create trigger
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Information

Values

Informationin extrain-
fo

*  Roles— current active roles

*  Keywords or options— NULL

*  Previous value— NULL

e Current value— NULL

e Other information— NULL

*  Proxyinformation- original login name, if set proxy is in effect
» orreplace — for create or replace

See also

alter table on page 43

create procedure on page 169

drop trigger on page 368

rollback triggeron page 576

seton page 607
create table on page 207
selecton page 579

create database on page 104

create default on page 117
create index on page 140
create rule on page 195
create view on page 268
alter database on page 1
truncate table on page 672
granton page 419

revoke on page 559

update statistics on page 698

load database on page 485

load transaction on page 501

disk initon page 319

aisk refiton page 329
disk reiniton page 330
disk remirroron page 334
disk unmirror on page 339
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Triggers and Referential Integrity

The

Triggers are commonly used to enforce referential integrity (integrity rules about
relationships between the primary and foreign keys of tables or views), and to supply
cascading deletes and updates.

A trigger fires only after the data modification statement has completed and the SAP ASE
server has checked for any datatype, rule, or integrity constraint violations. The trigger and the
statement that fires it are treated as a single transaction that can be rolled back from within the
trigger. If a severe error is detected, the entire transaction is rolled back.

You can also enforce referential integrity using constraints defined with the create tablecreate
table statement as an alternative to using create trigger. See create table and alter table for
information about integrity constraints.

deleted and inserted Logical Tables

deletedand inserted are logical (conceptual) tables. They are structurally identical to
the table for which the trigger is defined—that is, the table on which the user action is
attempted—and hold the old values or new values of the rows that would be changed by the
user action.

Note: Both inserted and deleted tables appear as views on the transaction log, but they are fake
tables on syslogs.

deletedand insertedtablescan be examined by the trigger to determine whether or how
the trigger action should be carried out, but the tables themselves cannot be altered by the
trigger’s actions.

deletedtablesare used with delete and update; i nsertedtables, with insertand update.
An update is a delete followed by an insert: it affects the deleted table first, and then the
inserted table.

Trigger Restrictions

Restrictions for using triggers.

* You can create a trigger only in the current database. If you use an owner name to qualify a
trigger, you must explicitly qualify the table name the same way. A trigger can reference
objects outside the current database.

» Atrigger cannot apply to more than one table. However, the same trigger action can be
defined for more than one user action (for example, insert and update) in the same create
trigger statement. A table can have a maximum of three triggers—one each for insert,
update, and delete.

« Each new trigger in a table or column for the same operation (insert, update, or delete)
overwrites the previous one. No warning message appears before the previous trigger is
overwritten.
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« You cannot create a trigger on a session-specific temporary table.

* You cannot create a trigger on a view.

* You cannot create a trigger on a system table.

* You cannot use triggers that select from a text, unitext, or image column of the
inserted or deleted table.

« Triggers should not include select statements that return results to the user, since special
handling that allows modifications to the trigger table must be written into every
application program for the returned results.

« Ifatrigger references table names, column names, or view names that are not valid
identifiers, you must set quoted_identifier on before the create trigger command, and
enclose each such name in double quotes. The quoted_identifier option does not need to
be on when the trigger fires.

Triggers and Performance

In performance terms, trigger overhead is usually very low. The time involved in running a
trigger is spent mostly in referencing other tables, which are either in memory or on the
database device.

The deleted and inserted tables often referenced by triggers are always in memory
rather than on the database device, because they are logical tables. The location of other tables
referenced by the trigger determines the amount of time the operation takes.

Setting Options Within Triggers

You can use the set command inside a trigger. The set option you invoke remains in effect
during the execution of the trigger, then reverts to its former setting. In particular, you can use
the self_recursion option inside a trigger so that data modifications by the trigger itself can
cause the trigger to fire again.

Dropping a Trigger
You must drop and re-create the trigger if you rename any of the objects referenced by the
trigger.

You can rename a trigger with sp_rename.

When you drop a table, any triggers associated with it are also dropped.

Actions That Do Not Cause Triggers to Fire
A truncate table command is not caught by a delete trigger.

Although a truncate table statement is, in effect, like a delete without a where clause (it
removes all rows), changes to the data rows are not logged, and so cannot fire a trigger.

Since permission for the truncate tablecommand defaults to the table owner and is not
transferable, only the table owner need worry about inadvertently circumventing a delete
trigger with a truncate table statement.
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The writetext command, whether logged or unlogged, does not cause a trigger to fire.

Nesting Triggers and Trigger Recursion
By default, the SAP ASE server allows nested triggers.

» Toprevent triggers from nesting, use sp_configure to set the allow nested triggers option
to 0 (off):
sp_configure "allow nested triggers", O

» Triggers can be nested to a depth of 16 levels. If a trigger changes a table on which there is
another trigger, the second trigger fires and can then call a third trigger, and so forth. If any
trigger in the chain sets off an infinite loop, the nesting level is exceeded and the trigger
aborts, rolling back the transaction that contains the trigger query.

Note: Since triggers are put into a transaction, a failure at any level of a set of nested
triggers cancels the entire transaction: all data modifications are rolled back. Supply your
triggers with messages and other error handling and debugging aids to determine where
the failure occurred.

» Theglobal variable @@nestlevel contains the nesting level of the current execution. Each
time a stored procedure or trigger calls another stored procedure or trigger, the nesting
level isincremented. The nesting level isalso incremented by one when a cached statement
is created. If the maximum of 16 is exceeded, the transaction aborts.

« Ifatrigger calls astored procedure that performs actions that would cause the trigger to fire
again, the trigger is reactivated only if nested triggers are enabled. Unless there are
conditions within the trigger that limit the number of recursions, this causes a nesting-level
overflow.

For example, if an update trigger calls a stored procedure that performs an update, the
trigger and stored procedure execute once if allow nested triggers is off. If allow nested
triggers is on, and the number of updates is not limited by a condition in the trigger or
procedure, the procedure or trigger loop continues until it exceeds the 16-level maximum
nesting value.

» By default, a trigger does not call itself in response to a second data modification to the
same table within the trigger, regardless of the setting of the allow nested triggers
configuration parameter. A set option, self_recursion, enables a trigger to fire again as a
result of a data modification within the trigger. For example, if an update trigger on one
column of a table results in an update to another column, the update trigger fires only once
when self_recursion is disabled, but it can fire up to 16 times if self_recursion is set on.
The allow nested triggers configuration parameter must also be enabled in order for self-
recursion to take place.

Restrictions for instead of
Restrictions for using instead of triggers.

« Ifatrigger references table names, column names, or view names that are not valid
identifiers, you must set quoted_identifier on before the create trigger command, and
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enclose each such name in double quotation marks. The quoted_identifier option does not
need to be on when the trigger fires; bracketed identifiers also work.

Using the set cursor rows command with client cursors, cursors declared through Open
Client calls, or Embedded SQL™, may prevent positioned delete and update from firing
an instead of trigger. A positioned update statement is a SQL update statement that
contains the where current of <cursorname> clause to update only the row upon which the
cursor, <cursorname>, is currently positioned.

Joins are not allowed in searched delete and update statements that would fire an instead
of trigger.

positioned delete and update on cursors defined with joins does not fire an instead of
trigger.

A positioned delete (or positioned update) is a SQL delete (or update) statement
containing a where current of <cursorname> clause to delete (or update) only the row upon
which the cursor, <cursorname>, is currently positioned.

For positioned delete and update statements that fire an instead of trigger, the instead of
trigger must exist when the cursor is declared.

Getting Information About Triggers

Get information about working with triggers.

The execution plan for a trigger is stored in sysprocedures.

Each trigger is assigned an identification number, which is stored as a new row in
sysobjects withthe object ID for the table to which itappliesinthe de1trigcolumn,
and also as an entry inthe deltrig, instrig, and updtrig columns of the
sysobjects row for the table to which it applies.

Use sp_helptext to display the text of a trigger, which is stored in syscomments.

If the system security officer has reset the allow select on syscomments.text column
parameter with sp_configure (as required to run the SAP ASE server in the evaluated
configuration), you must be the creator of the trigger or a system administrator to view the
text of the trigger through sp_helptext.

For a report on a trigger, use sp_help.

For a report on the tables and views that are referenced by a trigger, use sp_depends.

Triggers and Transactions

When a trigger is defined, the action it specifies on the table to which it applies is always
implicitly part of a transaction, along with the trigger itself.

Triggers are often used to roll back an entire transaction if an error is detected, or they can be
used to roll back the effects of a specific data modification:

When the trigger contains the rollback transaction command, the rollback aborts the
entire batch, and any subsequent statements in the batch are not executed.
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*  When the trigger contains the rollback trigger, the rollback affects only the data
modification that caused the trigger to fire. The rollback trigger command can include a
raiserror statement. Subsequent statements in the batch are executed.

Since triggers execute as part of a transaction, the following statements and system procedures
are not allowed in a trigger:

e All create commands, including create database, create default, create index, create
procedure, create rule, create table, create trigger, and create view

¢ All drop commands

* alter database and alter table

* truncate table

* grant and revoke

* update statistics

* sp_configure

* load database and load transaction

e disk init, disk refit, disk reinit, disk remirror, , disk unmirror

* selectinto

If a desired result (such as a summary value) depends on the number of rows affected by a data
modification, use @@rowcountto test for multirow data modifications (an insert, delete, or
update based on a select statement), and take appropriate actions. Any Transact-SQL
statement that does not return rows (such as an if statement) sets @@rowcountto 0, so the test
of @@rowcount should occur at the beginning of the trigger.

Inserting and Updating Triggers

When an insert or update command executes, the SAP ASE server simultaneously adds rows
to both the trigger table and the inserted table. The rows in the inserted table are always
duplicates of one or more rows in the trigger table.

Anupdate or insert trigger can use the if update command to determine whether the update or
insert changed a particular column. if update (column_name) is true for an insert statement
whenever the column is assigned a value in the select list or in the values clause. An explicit
NULL or a default assigns a value to a column and thus activates the trigger. An implicit
NULL, however, does not.

For example, if you create the following table and trigger:

create table junk
(aaa int null,
bbb int not null)

create trigger trigtest on junk
for insert as
if update (aaa)
print "aaa updated"
if update (bbb)
print "bbb updated"
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Inserting values into either column or into both columns fires the trigger for both column aaa
and column bbb:

insert junk (aaa, bbb)
values (1, 2)

aaa updated
bbb updated

Inserting an explicit NULL into column aaa also fires the trigger:

insert junk
values (NULL, 2)

aaa updated
bbb updated

If there was a default for column aaa, the trigger would also fire.

However, with no default for column aaa and no value explicitly inserted, the SAP ASE
server generates an implicit NULL and the trigger does not fire:

insert junk (bbb)
values (2)

bbb updated

if update is never true for a delete statement.

instead of and for Triggers
You can interleave nesting instead of and for triggers.

For example, an update statement on a view with an instead of update trigger causes the
trigger to execute. If the trigger contains a SQL statement updating a table with a for trigger
defined on it, that trigger fires. The for trigger may contain a SQL statement that updates
another view with an instead of trigger that then executes, and so forth.

instead of and for triggers have different recursive behaviors. for triggers support recursion,
while instead of triggers do not. If an instead of trigger references the same view on which the
trigger was fired, the trigger is not called recursively. Rather, the triggering statement applies
directly to the view; in other words, the statement is resolved as modifications against the base
tables underlying the view. In this case, the view definition must meet all restrictions for an
updatable view. If the view is not updatable, an error is raised.

For example, if a trigger is defined as an instead of update trigger for a view, the update
statement executed against the same view within the instead of trigger does not cause the
trigger to execute again. The update exercised by the trigger is processed against the view, as
though the view did not have an instead of trigger. The columns changed by the update must
be resolved to a single base table.
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create view

Creates or replaces a view, which is an alternative way to look at the data in one or more
tables.

Syntax

create [or replace] view [owner.]view name

[ (column name[, column name]...)]
as

select [distinct] select statement
[with check option]

Parameters

create — creates a view if one does not already exist.

or replace—replaces an existing view definition without changing any of a view's security
attributes.

view_name—is the name of the view. The name cannot include the database name. If you
have set quoted_identifier on, you can use a delimited identifier. Otherwise, the view
name cannot be a variable and must conform to the rules for identifiers. Specify the
owner’s name to create another view of the same name owned by a different user in the
current database. The default value for owner is the current user.

Only an existing view can be replaced. The object name and ID remain the same.

column_name-—specifies names to be used as headings for the columns in the view. If you
have set quoted_identifier on, you can use a delimited identifier. Otherwise, the column
name must conform to the rules for identifiers.

You can always supply column names, but they are required only on:

< Acolumn is derived from an arithmetic expression, function, string concatenation, or
constant

< Two or more columns have the same name (usually because of a join)

* Youwant to give a column in a view a different name than the column from which it is
derived (see Example 3)

Column names can also be assigned in the select statement (see Example 4). If no column
names are specified, the view columns acquire the same names as the columns in the select
statement.

With the or replace clause, you can change column names for the view as follows:

 If the previous definition of the view contained headings for columns names, then the
new definition of the view can omit the headings, or have different headings for column
names.

268

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

 If the previous definition of the view did not contain headings for column names, the
new definition can contain headings for the view column names.
* You can change the number of column headings according to the column names in the
select_statement.
» select — begins the select statement that defines the view.
« distinct — specifies that the view cannot contain duplicate rows.

If the original definition of the view did not specify distinct clause, you can change
this parameter so the new view cannot contain duplicate rows.

* select_statement — completes the select statement that defines the view. The select
statement can use more than one table, and other views.

The columns specified in the target list of the select_statement of the replaced view can be
changed to drop or add columns.

* with check option —indicates that all data modification statements are validated against
the view selection criteria. All rows inserted or updated through the view must remain
visible through the view. If you create a view using with check option:

« Eachrowthatisinserted or updated through the view must meet the selection criteria of
the view.

e All views derived from the “base” view must satisfy its check option. Each row
inserted or updated through the derived view must remain visible through the base
view.

A view created with the with check option clause can be replaced without this clause, and
vice versa.

Examples

* Example 1—Creates a view derived from the title, type, price, and pubdate
columns of the base table titles:
create view titles view

as select title, type, price, pubdate
from titles

» Example2—Creates “new view” from “old view.” Both columns are renamed in the new
view. All view and column names that include embedded blanks are enclosed in double
quotation marks. Before creating the view, you must use set quoted_identifier on.

create view "new view" ("column 1", "column 2")
as select coll, col2 from "old view"

» Example 3—Creates a view that contains the titles, advances, and amounts due for books
that have a price less than $5.00:

create view accounts (title, advance, amt due)
as select title, advance, price * total sales
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from titles
where price > $5

Example4—Creates a view derived from two base tables, authors andpublishers.
The view contains the names and cities of authors who live in a city in which there is a
publisher:
create view cities

(authorname, acity, publishername, pcity)
as select au lname, authors.city, pub name,
publishers.city

from authors, publishers
where authors.city = publishers.city

Example5—Creates a view with the same definition as in the previous example, but with
column headings included in the select statement:

create view cities2

as select authorname = au lname,

acity = authors.city, publishername = pub name, pcity =
publishers.city

from authors, publishers
where authors.city = publishers.city

Example 6 — Creates a view, author codes, derived from titleauthor that lists
the unique author identification codes:
create view author codes

as select distinct au id
from titleauthor

Example 7 — Creates a view, price list, derived from title that lists the unique
book prices:
create view price list (price)

as select distinct price
from titles

Example 8 —Creates a view of the stores table that excludes information about stores
outside of California. The with check option clause validates each inserted or updated row
against the view’s selection criteria. Rows for which state has a value other than “CA”
are rejected:

create view stores cal

as select * from stores

where state = "CA"
with check option

Example 9 — Creates a view, stores_cal30, which is derived from stores cal.
The new view inherits the check option from stores cal. All rows inserted or updated
throughstores cal30musthaveastate valueof “CA”. Because stores cal30
has no with check option clause, you can insert or update rows through stores cal30
for which payterms has a value other than “Net 30”:
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create view stores cal30
as select * from stores cal
where payterms = "Net 30"

» Example 10 —Creates a view, stores cal30 check, derived from stores cal.
The new view inherits the check option from stores cal. It also has a with check
option clause of its own. Each row that is inserted or updated through
stores cal30_ check is validated against the selection criteria of both
stores caland stores cal30 check. Rows with a state value other than
“CA” or apayterms value other than “Net 30" are rejected:

create view stores cal30 check
as select * from stores cal
where payterms = "Net 30"

with check option

* Example 11 — Uses a SQL-derived table in creating a view:

create view psych titles as
select *
from (select * from titles
where type = "psychology") dt psych

» Example 12 —Based on the view Current Product_ List, which lists all active
products from the table Products. The view is defined as:
create view Current Product List as
select ProductID, ProductName

from Products
where Discontinued = “No”

select object id("Current Product List")

889051172

This next command adds the Category columnto Current Product list using
the or replace clause. The object ID of the view remains the same:

create or replace view Current Product List as

select ProductID, ProductName, Category

from Products
where Discontinued = “No”

select object id("Current Product List")

889051172

* Example 13 — Replaces V1—a view that has dependent objects:
create table T1(Cl int, C2 int)
create table T2 (Cl int, C2 int)

create view V1 as select * from T1
create view V2 as select * from V1

create function fool
returns int
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as
begin

declare (@number int

select @number = Cl from V2
end

return @number
select object id("Vv1l")

985051514

create or replace V1 as select * from T2
select * from V2

select dbo.fool ()

select object id("Vv1l")

985051514

The replaced version of V1 references T2 instead of T1. Both v2 and foo1l will be
recompiled. select * from v2 recompiles V2, butnot fool, which is recompiled
when the UDF is invoked.

Usage

You can use views as security mechanisms by granting permission on a view, but not on its
underlying tables.

You can use sp_rename to rename a view.

When you query through a view, the SAP ASE server checks to make sure that all the
database objects referenced anywhere in the statement exist, that they are valid in the
context of the statement, and that data update commands do not violate data integrity rules.
If any of these checks fail, you see an error message. If the checks are successful, create
view “translates” the view into an action on the underlying tables.

For more information about views, see the 7ransact-SQL Users Guide.

For getting information about views:

To create a report of the tables or views on which a view depends, and of objects that
depend on a view, execute sp_depends.

To display the text of a view, which is stored in syscomment s, execute sp_helptext with
the view name as the parameter.

See also:

ldentifiersin Reference Manual: Building Blocks
sp_depends, sp_help, sp_helptext, sp_rename in Reference Manual: Procedures

Standards

ANSI SQL — Compliance level: Entry-level compliant.
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The use of more than one distinct keyword and the use of
“column_heading = column_name” in the select list are Transact-SQL extensions.

Permissions

When you create a view, the SAP ASE server makes no permission checks on objects, such as
tables and views, that are referenced by the view. Therefore, you can create successfully a
view even if you do not have access to its objects. All permission checks occur when a user
invokes the view.

When a view is invoked, permission checks on its objects depend on whether the view and all
referenced objects are owned by the same user.

» If the view and its objects are not owned by the same user, the invoker must have been
granted direct access to the objects. For example, if the view performs a select from a table
the invoker cannot access, the select statement fails.

« If the view and its objects are owned by the same user, special rules apply. The invoker
automatically has implicit permission to access the view’s objects even though the invoker
could not access them directly. Without having to grant users direct access to your tables,
you can give them restricted access with a view. In this way, a view can be a security
mechanism. For example, invokers of the view might be able to access only certain rows
and columns of your table. A detailed description of the rules for implicit permissions is
discussed in the System Administration Guide.

e Ifacolumn in the table is encrypted, you must have decrypt permission to select from the
view. If the view and its objects are not owned by the same user, you must have decrypt
permission on the encrypted column in the table to select from the view. If the view and its
objects are owned by the same user, it is sufficient to grant decrypt permission to the user
who must select from the view on the view column that corresponds to the encrypted
column in the table.

Any user who impersonates the view owner through an alias or setuser cannot replace the
view.

Setting | Description

Enabled | With granular permission enabled, you must have the create view privilege to
create a view. To create a view for another user, you must have the create any
view privilege.

You must be the view owner to replace the view.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
orhavethe create view privilege to create a view. To create a view for another user,
you must have sa_role.

You must be the view owner to replace the view.
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Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 16
Audit option create

Command or access audited | create view

Information inextrain- | . po/s_ current active roles

fo «  Keywords or options— NULL
e Previous value— NULL
e Current value— NULL
»  Other information— NULL
e Proxyinformation- original login name, if set proxy is in effect
« or replace — for create or replace
See also

create schema on page 200

drop view on page 369

Update on page 680

selecton page 579

group by and having Clauses on page 459
seton page 607

Restrictions on Views

Restrictions for using views.

You can create a view only in the current database.

The number of columns referenced by a view cannot exceed 1024.

You cannot create a view on a temporary table.

You cannot create a trigger or build an index on a view.

You cannot use readtext Or writetext On text, unitext, or image columns in views.
You cannot include order by, compute clauses, or the keyword into in the select
statements that define views.

You cannot update, insert, or delete from a view with select statements that include the
union operator.

If you create a view using a local or a global variable, the SAP ASE server issues error
message 7351: “Local or global variables not allowed in view definition.”

You can combine create view statements with other SQL statements in a single batch.
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Warning! When a create view command occurs within an if...else block or a while loop,
the SAP ASE server creates the schema for the view before determining whether the
conditionistrue. This may lead to errors if the view already exists. To avoid this, verify that
a view with the same name does not already exist in the database or use an execute
statement, as follows:
if not exists

(select * from sysobjects where name="mytable")
begin
execute ("create table mytable (x int)")
end

View Resolution

If you alter the structure of a view’s underlying tables by adding or deleting columns, the new
columns do not appear in a view that is defined using the select * clause unless you drop, and
then redefine the view. The asterisk shorthand is interpreted and expanded when the view is
first created.

If a view depends on a table or view that has been dropped, the SAP ASE server produces an
error message when anyone tries to use the view. If a new table or view with the same name and
schema is created to replace the one that has been dropped, the view again becomes usable.

You can redefine a view without redefining other views that depend on it, unless the
redefinition makes it impossible for the SAP ASE server to translate any dependent views.

Modifying Data Through Views

Usage information for modifying data through views.

delete statements are not allowed on multitable views.

insert statements are not allowed unless all not null columns in the underlying table or
view are included in the view through which you are inserting new rows. The SAP ASE
server cannot supply values for not null columns in the underlying table or view.

You cannot insert directly to a computed column through a view. The value of computed
columns can only be generated internally by the SAP ASE server.

insert statements are not allowed on join views created with distinct or with check option.
update statements are allowed on join views with check option. The update fails if any of
the affected columns appear in the where clause, in an expression that includes columns
from more than one table.

If you insert or update a row through a join view, all affected columns must belong to the
same base table.

You cannot update or insert into a view defined with the distinct clause.

Data update statements cannot change any column in a view that is a computation, and
cannot change a view that includes aggregates.
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IDENTITY Columns and Views

To insert an explicit value into an IDENTITY column, the table owner, database owner, or
system administrator must set identity_insert table_name on for the column’s base table, not
through the view through which it is being inserted.

You cannot use the column_name = identity (precision) syntax to add a new IDENTITY
column to a view.

group by Clauses and Views

When creating a view for security reasons, be careful when using aggregate functions and the
group by clause.

A Transact-SQL extension allows you to name columns that do not appear in the group by

clause. If you name a column that is not in the group by clause, the SAP ASE server returns
detailed data rows for the column. For example, this Transact- SQL extended column query
returns a row for every 18 rows—more data than you might intend:

select title id, type, sum (total sales)
from titles

group by type

While this ANSI-compliant query returns one row for each type (6 rows):

select type, sum (total sales)
from titles

group by type

distinct Clauses and Views

The distinct clause defines a view as a database object that contains no duplicate rows. A row
is defined to be a duplicate of another row if all of its column values match the same column
values in another row. Null values are considered to be duplicates of other null values.

Querying a subset of a view’s columns can result in what appear to be duplicate rows. If you
select a subset of columns, some of which contain the same values, the results appear to
contain duplicate rows. However, the underlying rows in the view are still unique. The SAP
ASE server applies the distinct requirement to the view’s definition when it accesses the view
for the first time (before it does any projection and selection) so that all the view’s rows are
distinct from each other.

You can specify distinct more than once in the view definition’s select statement to eliminate
duplicate rows, as part of an aggregate function or a group by clause. For example:
select distinct count (distinct title id), price

from titles

The scope of distinct applies only for that view; it does not cover any new views derived from
the distinct view.
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Creating Views from SQL-Derived Tables

To create a view using a SQL-derived table, add the derived table expression in the from clause
of the select part of the create view statement.

Aview created using a SQL-derived table can be updated if the derived table expression can be
updated. The update rules for the derived table expression follow the update rules for the
select part of the create view statement.

Data can be inserted through a view that contains a SQL-derived table if the insert rules and
permission settings for the derived table expression follow the insert rules and permission
settings for the select part of the create view statement.

Temporary tables and local variables are not permitted in a derived table expression that is part
of a create view Statement.

SQL-derived tables cannot have unnamed columns.

For more information about derived table expressions, see the 7ransact-SQL Users Guide.

Objects Dependent on Replaced Views
Views can be contained in other object definitions.

« If the view that is replaced is contained in another view, the parent view is automatically
recompiled when it is accessed.

 If the number of columns in a view changes due to replacing, you may need to fix the
definitions of other views and procedures that reference this view.
In this situation, the owner has replaced v1 with different number of columns and column
names. P must also be replaced.
create view V1 as select Cl from T1
create procedure P as select * from V1

create or replace V1 as select Cl, C2 from T1

In this next situation, the owner has replaced V2 by removing C2 from the definition.
When P is executed, an error is raised, as C2 is no longer part of V2 . Because of this, P
must be replaced.

create view V2 as select Cl, C2 from T2
create procedure P as select C2 from V2

create or replace V2 as select Cl from T2

Before you replace a view, run sp_depends to determine if there are any stored procedures
or parent views that depend on the view you are replacing. If such stored procedures or
parent views exist, replace the stored procedures or parent views as necessary after
replacing the view.

* Instead of triggers defined on the view are dropped when the view is replaced
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« AnyPRSthat are dependent on the replaced view will require a full refresh to restore them
to a usable state. You can neither refresh them, nor use them for query rewrite until they are
recompiled.

dbcc

Database consistency checker (dbcc) checks the logical and physical consistency of a
database and provides statistics, planning, and repair functionality.

Certain dbcc commands apply only to shared-disk clusters. See the separately listed dbcc
syntax for clusters.

Syntax
dbcc addtempdb (dbid | database name)

dbcc checkalloc [(database name[, fix | nofix])]
dbcc checkcatalog [ (database name[, fix])
dbcc checkdb [ (database name[, skip ncindex]) ]

dbcc checkindex ({table name | table id}, index id
[, bottom up[, partition name | partition id]])

dbcc checkstorage [ (database name) ]

dbcc checktable (table name | table id
[, skip ncindex | fix spacebits | "check spacebits" |
bottom up | NULL[, partition name | partition id)

dbcc checkverify (dbname[, tblname[, ignore exclusions]])
dbcc complete xact (xid, {["commit", “1lpc”] | "rollback"})
dbcc dbrepair (database name, dropdb, flushthreshold)
dbcc engine ({offline, [enginenum] | "online"})
dbcc fix text ({table name | table id})
dbcc forget xact (xid)
dbcc indexalloc (table name | table id, index id
[, optimized | fast | NULL [, fix | nofix | NULL
[, partition name | partition id]]])
dbcc monitor (increment, <group name>)
dbcc monitor (decrement, <group name>)
dbcc monitor (reset, <group name>)

dbcc pravailabletempdbs
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dbcc rebuild text (table name | table id | "all"[, column[,
text page

[, data partition name | data partition id]]])
dbcc reindex ({table name | table id})

dbcc serverlimits
dbcc stackused

dbcc tablealloc (table name | table id [, full | optimized | fast |
NULL

[, fix | nofix | NULL [, data partition name |
data partition id]]])

dbcc textalloc (table name | table id [, full | optimized | fast |
NULL

[, fix | nofix | NULL [, data partition name |
data partition id]]])

dbcc {traceon | traceoff} (flag [, flag ...])

dbcc tune ({ascinserts, {0 | 1} , table name |
cleanup, {0 | 1}
cpuaffinity, start cpu {, on| off}
des greedyalloc, dbid, object name,
" {on | off}" | deviochar vdevno, "batch size"
des bind, dbid, object name
des_unbind, dbid, object name
doneinproc {0 | 1}})

dbcc upgrade object [ ( dbid | dbname
[, [database. [owner] .] compiled object name' |
'check' | 'default' | 'procedure' | 'rule' |
'trigger' | 'view'
[, "force' 1 1)

dbcc zapdefraginfo

dbcc syntax for clusters only:

dbcc nodetraceon (trace flag number)
dbcc nodetraceoff (trace flag number)

dbcc set scope in cluster ("cluster"|"instance"|"scope")

dbcc quorum

Parameters

* addtempdb —adds a temporary database to the global list of available temporary
databases. If the database does not exist or is not a temporary database, an error is
generated. If the database is already a member of the list, an informational message prints.

¢ dbid —is the database ID.
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database_name—is the name of the database to check. If no database name is given, dbcc
uses the current database.

checkalloc—checks the specified database to see that all pages are correctly allocated and
that no page that is allocated is not used. If no database name is given, checkalloc checks
the current database. It always uses the optimized report option (see tablealloc).

checkalloc reports on the amount of space allocated and used.

fix | nofix — determines whether dbcc fixes the allocation errors found. The default mode
for checkalloc is nofix. You must put the database into single-user mode to use the fix
option. For details on page allocation in SAP ASE servers, see the System Administration
Guide.

checkcatalog — checks for consistency in and between system tables. For example,
checkcatalog makes sure that every type in syscolumns has a matching entry in
systypes, that every table and view in sysobjects has at least one column in
syscolumns, and that the last checkpoint in syslogs is valid. You can use
checkcatalog in an archive database, but not the fix version of checkcatalog.

checkcatalog also reports on any segments that have been defined. If no database name is
given, checkcatalog checks the current database.

fix —determines whether dbcc fixes the sysindexes errors it finds. The default mode
for checkcatalog is to not fix the errors. You must put the database into singleuser mode to
use the fix option. The new sysindexes checks may result in new errors, not raised by
dbcc checkcatalog, in SAP ASE servers earlier than version 12.5.2.

checkdb —runs the same checks as checktable, but on each table, including syslogs,in
the specified database. If no database name is given, checkdb checks the current database.
You can use checkdb in an archive database.

skip_ncindex — causes dbcc checktable or dbcc checkdb to skip checking the
nonclustered indexes on user tables. The default is to check all indexes.

checkindex —runs the same checks as checktable, but only on the specified index. You can
use checkindex in an archive database.

bottom_up — (data-only-locked tables only) checks indexes in a bottom-up order when
specifying this option with checkindex. The bottom_up check involves verifying whether
each data row has a corresponding index row.

partition_name | partition_id — is the name or ID of the data partition to check. If you
specify a partition, dbcc skips global indexes.

checkstor age—checks the specified database for allocation, object allocation map (OAM)
page entries, page consistency, text valued columns, allocation of text valued columns, and
text column chains. The results of each dbcc checkstorage operation are stored in the
dbccdb database. For details on using dbcc checkstorage, and on creating, maintaining,
and generating reports from dbccdb, see the System Administration Guide.
checktable — checks the specified table to see that index and data pages are correctly
linked, that indexes are in properly sorted order, that all pointers are consistent, that the
data information on each page is reasonable, and that page offsets are reasonable. You can
use checktable in an archive database.
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Certain changes to dbcc checktable refer to virtually-hashed tables:

« Inaddition to the regular checks it performs, checktable verifies that the layout of data
and OAM pages in the hash region is correct:
« Data pages are not allocated in an extent reserved for OAM pages as per the layout.
e The OAM pages are allocated only in the first extent of an allocation unit.

* table name|table id—is the name or object ID of the table to check.

» fix_spacebits—is for tables that use datapages or datarows locking, and checks for the
validity of space bits and fixes any invalid space bits. Space bits are stored per page and
indicate the room available in a page for new inserts.

» check spacebits—checks space bits for tables that use datapages or datarows locking
tables. If you specify check spacebits, dbcc does not check nonclustered indexes.

» checkverify — verifies the results of the most recent run of dbcc checkstorage for the
specified database. For details on using dbcc checkverify, see the System Administration
Guide.

* ignore_exclusions—enables or disables the exclusion list. Value is either 0, the default
(enables the exclusion list), or 1 (disables the exclusion list).

« complete xact —heuristically completes a transaction by either committing or rolling
back its work. The SAP ASE server retains information about all heuristically completed
transactions in the master.dbo.systransactions table, so that the external
transaction coordinator may have some knowledge of how the transaction was completed.

Warning! Heuristically completing a transaction in the prepared state can cause
inconsistent results for an entire distributed transaction. The system administrator’s
decision to heuristically commit or roll back a transaction may contradict the decision
made by the coordinating SAP ASE server or protocol.

e Xxid—isatransaction name fromthe systransactions.xactname column. Youcan
also determine valid xid values using sp_transactions.

* 1pc—heuristically completes a transaction that was subject to a one-phase commit
protocol optimization—instead of the regular two-phase commit protocol—by the
external transaction manager that was coordinating its completion. This option allows the
heuristic commit of a transaction that was not in the prepared state.

» dbrepair (database name, dropdb)—drops adamaged database. drop database does not
work on a damaged database.

No one can use the database being dropped when this dbcc statement is issued (including
the user issuing the statement).

* engine—takes the SAP ASE engines offline or brings them online. If enginenum is not
specified, dbcc engine (offline) takes the highest-numbered engine offline. See Managing
Multiprocessor Servers in the System Administration Guide.

» fix_text —upgrades text values after an SAP ASE character set has been changed from
any character set to a new multibyte character set.

Changing to a multibyte character set makes the internal management of text data more
complicated. Since a text value can be large enough to cover several pages, the SAP ASE
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server must be able to handle characters that span page boundaries. To do so, the server
requires additional information on each of the text pages. The system administrator or
table owner must run dbcc fix_text on each table that has text data to calculate the new
values needed. See the System Administration Guide.

forget_xact —removes the completion status of a heuristically completed transaction from
master.dbo.systransactions. forget_xact can be used when the system
administrator does not want the coordinating service to have knowledge that a transaction
was heuristically completed, or when an external coordinator is not available to clear
commit status in systransactions.

Warning! Do not use dbcc forget_xact in a normal DTP environment, since the external
transaction coordinator should be permitted to detect heuristically-completed
transactions. X/Open XA-compliant transaction managers and the SAP ASE server
transaction coordination services automatically clear the commit status in
systransactions.

indexalloc—checks the specified index to see that all pages are correctly allocated and that
no page that is allocated is not used. This is a smaller version of checkalloc, providing the
same integrity checks on an individual index. You can use indexalloc in an archive
database.

indexalloc produces the same three types of reports as tablealloc: full, optimized, and fast.
If no type is indicated, or if you use null, the SAP ASE server uses optimized. The fix |
nofix option functions the same with indexalloc as with tablealloc.

Note: You can specify fix or nofix only if you include a value for the type of report (full,
optimized, fast, or null).

table name | table_id —is the table’s name or the table’s object ID.

indid —is the ID of the index that is checked during dbcc indexalloc.

fix_spacebits—is for tables of type datapages or datarows lockscheme, and checks
for the validity of space bits and fixes any invalid space bits. Space bits are stored per page
and indicate the room available in a page for new inserts.

check spacebits—checks space bits for datapages or datarows locked tables. If you specify
check spacebits, dbcc does not check nonclustered indexes.

full —reports all types of allocation errors.

optimized —produces a report based on the allocation pages listed in the object allocation
map (OAM) pages for the index. It does not report and cannot fix unreferenced extents on
allocation pages that are not listed in the OAM pages. The optimized option is the default.
fast —does not produce an allocation report, but produces an exception report of pages that
are referenced but not allocated in the extent (2521-level errors).

fix | nofix — determines whether indexalloc fixes the allocation errors found in the table.
The default is fix for all indexes except indexes on system tables, for which the default is
nofix. To use the fix option with system tables, you must first put the database in single-
user mode.
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You can specify fix or nofix only if you include a value for the type of report (full,
optimized, fast, or null).

* partition_name | partition_id — if you specify a partition 1D, allocation checks are
performed on the partition identified by (indid, partition id).

* monitor increment, group name — The increment and decrement commands increase
and decrease, by 1, the usage counts for the monitor counters in the specified group. The
reset command sets the usage count for the monitor counters in the specified group to zero.
This turns off collection of monitoring data for this group.

group name can be one of the following:

e ‘all’ — determine usage count for the all group, which comprises most of the monitor
counters, by selecting the @@monitors_active global variable.

* spinlock_s — usage counts for spinlock_s reported by the dbcc resource command.

» appl — usage counts for appl reported by the dbcc resource command.

» pravailabletempdbs— prints the global list of available temporary databases.

* rebuild_text —rebuilds or creates an internal SAP ASE version 12.0 or later data structure
for text, orunitext, image data. This data structure enables the SAP ASE server to
perform random access and asynchronous prefetch during data queries.You can run
rebuild_text on all tables in a database, a single table, or a data partition.

+ table name|table id|" all" —isthetable’s name or the table’s object ID, or all the objects
in the database.

e column —is the ID or name of the column of the text column. dbcc rebuild_text rebuilds
the internal data structure of each text value of this column.

* text_page—isthe logical page number of the first text page. dbcc rebuild_text rebuilds the
internal data structure of this text page.

* data partition_name | data_partition_id —is name or ID of the data partition. If you
specify text page, data_partition_name (or data_partition_id) is ignored.

» reindex —checks the integrity of indexes on user tables by running a fast version of dbcc
checktable. It can be used with the table name or the table’s object ID (the 1 d column from
sysobjects). reindex prints a message when it discovers the first index-related error,
then drops and re-creates the suspect indexes. The system administrator or table owner
must run dbcc reindex after the SAP ASE sort order has been changed and indexes have
been marked “suspect” by the SAP ASE server.

When dbcc finds corrupt indexes, it drops and re-creates the appropriate indexes. If the
indexes for atable are already correct, or if the table has no indexes, dbcc reindex does not
rebuild the index, but prints an informational message instead.

dbcc reindex aborts if a table is suspected of containing corrupt data. When that happens,
an error message instructs the user to run dbcc checktable. dbcc reindex does not allow
reindexing of system tables. System indexes are checked and rebuilt, if necessary, as an
automatic part of recovery after the SAP ASE server is restarted following a sort order
change.
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server limits—displays the limits the SAP ASE server enforces on various entities,
including the lengths of identifiers and the maximum number of different objects such as
number of columns in a table, number of indexes on a table, page sizes, row-overheads,
and so on. Use the information to determine the various sizing characteristics of the the
SAP ASE server process.

stackused — reports the maximum amount of stack memory used since the server first
started.

tablealloc — checks the specified table or data partition to see that all pages are correctly
allocated, and that no page that is allocated is not used. This is a smaller version of
checkalloc, providing the same integrity checks on an individual table. It can be used with
the table name or the table’s object ID (the id column from sysobjects). You can use
tablealloc in an archive database. For an example of tablealloc output, see the System
Administration Guide.

Three types of reports can be generated with tablealloc: full, optimized, and fast. If no type
is indicated, or if you use null, the SAP ASE server uses optimized.

textalloc—checks the allocation integrity of text or image pages in a database. You can
use dbcc textalloc with an archive database.

full —is equivalent to checkalloc at a table level; it reports all types of allocation errors.
optimized —produces a report based on the allocation pages listed in the object allocation
map (OAM) pages for the table. It does not report and cannot fix unreferenced extents on
allocation pages that are not listed in the OAM pages. The optimized option is the default.
fast —does not produce an allocation report, but produces an exception report of pages that
are referenced but not allocated in the extent (2521-level errors).

fix | nofix — determines whether or not tablealloc fixes the allocation errors found in the
table. The default is fix for all tables except system tables, for which the default is nofix. To
use the fix option with system tables, you must first put the database in single-user mode.

You can specify fix or nofix only if you include a value for the type of report (full,
optimized, fast, or null).

data_partition_name | data partition_id—is name or ID of the data partition to check. If
you specify a partition, dbcc tablealloc skips global indexes.

traceon | traceoff —toggles the printing of diagnostics during query optimization. Values
3604 and 3605 toggle, sending trace output to the user session and to the error log,
respectively.

tune —enables or disables tuning flags for special performance situations. You must
reissue dbcc tune each time you restart the SAP ASE server. For more information on the
individual options, see Performance and Tuning Guide. Basics.

upgrade _object —upgrades a compiled object from the text stored in the syscomments
table. The upgrade_object parameters are:
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Parameters Description

abid Specifies the database ID. If you do not specify dbid, all compiled objects
in the current database are upgraded.

abname Specifies the database name. If you do not specify dbname, all compiled

objects in the current database are upgraded.

compiled ob-

Is the name of a specific compiled object you want to upgrade. If you use

Ject_name the fully qualified name, dbname and database must match, and you must
enclose the fully qualified name in quotes. If the database contains more
than one compiled object of the same name, use the fully qualified name.
Otherwise, all objects with the same name are parsed, and if no errors are
found, upgraded.

check Upgrades all check constraints and rules. Referential constraints are not
compiled objects and do not require upgrading.

default Upgrades all declarative defaults and the defaults created with the create
default command.

procedure Upgrades all stored procedures.

rule Upgrades all rules and check constraints.

trigger Upgrades all triggers.

view Upgrades all views.

force Specifies that you want to upgrade the specified object even if it contains a

select * clause. Do not use force unless you have confirmed that the select *
statement is not returning unexpected results. The force option does not
upgrade objects that contain reserved words, contain truncated or missing
source text, refer to nonexistent temporary tables, or do not match the
quoted identifier setting. You must fix these objects before they can be
upgraded.

The keywords check, default, procedure, rule, trigger, and view specify the classes of
compiled objects to be upgraded. When you specify a class, all objects in that class, in the
specified database, are upgraded, provided that dbcc upgrade_object finds no errors or
potential problem areas.

* check —checks syntax for the specified compiled object in syscomments in the
specified database. Does not raise errors on occurrences of select.

For upgrade_object, upgrades all check constraints and rules. Referential constraints are
not compiled objects and do not require upgrading.

» force—forces an upgrade of the object from syscomments even if an upgrade is not

required.

* object_name—is the name of the compiled object.
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* object_type—is one of the following object types that the SAP ASE server compiles:
procedure, function, view, trigger, default, rule, condition.

* compiled_object name—is the name of a specific compiled object you want to upgrade. If
you use the fully qualified name, database _name and database must match, and you must
enclose the fully qualified name in quotes. If the database contains more than one
compiled object of the same name, use the fully qualified name. Otherwise, all objects
with the same name are parsed, and if no errors are found, upgraded.

» default —upgrades all declarative defaults and the defaults created with the create default
command.

* procedure— upgrades all stored procedures.

* rule— upgrades all rules and check constraints.

» trigger — upgrades all triggers.

* view — upgrades all views.

The keywords check, default, procedure, rule, trigger, and view specify the classes of
compiled objects to be upgraded. When you specify a class, all objects in that class, in the
specified database, are upgraded, provided that dbcc upgrade_object finds no errors or
potential problem areas.

» force— specifies that you want to upgrade the specified object even if it contains a select *
clause. Do not use force unless you have confirmed that the select * statement is not
returning unexpected results. The force option does not upgrade objects that contain
reserved words, contain truncated or missing source text, refer to nonexistent temporary
tables, or do not match the quoted identifier setting. You must fix these objects before they
can be upgraded.

» zapdefraginfo —deletes rows that are stored in sysattributes. For every data
partition undergoing incremental reorganization, a row is stored in sysattributes.
Use zapdefraginfo to delete this information before performing a downgrade.

In arunning server, if the rows with defragmentation information for a specific object are
accidentally lost from sysattributes, use zapdefraginfo to reset the extent version
information for the specific object so that a later reorg defrag will not fail to consider all
the extents of the object.

» trace flag_number —is the number of the trace flag you are enabling or disabling.

e cluster —sets the dbcc command scope to the cluster. Subsequent dbcc commands have a
cluster-wide effect.

* instance — sets the dbcc command scope to the current instance. Subsequent dbcc
commands affect only the local instance.

» scope—displays the current scope of the dbcc command, either cluster or instance.

Examples
* Example 1 — Checks pubs2 for page allocation errors:

dbcc checkalloc (pubs2)
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* Example 2 — Checks database consistency for pubs2 and places the information in the
dbccdb database:

dbcc checkstorage (pubs2)
* Example3—Checksthe salesdetail table:
dbcc checktable (salesdetail)

Checking salesdetail
The total number of pages in partition 1 is
The total number of pages in partition 2 is
The total number of pages in partition 3 1is
4
t

W

The total number of pages in partition is
The total number of data pages in this table is 10.
Table has 116 data rows.

DBCC execution completed. If DBCC printed error
messages, contact a user with system administrator (SA)
role.

* Example 4 — Heuristically aborts the transaction “distributedxact1:”
dbcc complete xact (distributedxactl, "rollback")

» Example5— Upgrades text values for b1urbs after a character set change:
dbcc fix text (blurbs)

» Example 6 — Runs checkverify on the table tab, with exclusion list disabled, in the
database my db:
dbcc checkverify (my db, tab)

» Example7—Runs dbcc checkverify on table t ab, indatabase my db, with the exclusion
list enabled:
dbcc checkverify (my db, tab, 0)

» Example8—Runs dbcc checkverify ontable tab, indatabase my db, with the exclusion
list disabled, enter:
dbcc checkverify (my db, tab, 1)

» Example 9 — Removes information for the transaction “distributedxact1” from
master.dbo.systransactions:

dbcc forget xact (distributedxactl)

» Example 10—Returns a full report of allocation for the index with an indid of 2 on the
titleauthor table and fixes any allocation errors:

dbcc indexalloc ("pubs..titleauthor", 2, full)

* Example 11 —Prints the global list of available temporary databases:
dbcc pravailabletempdbs
Available temporary databases are:

Dbid: 2
Dbid: 4
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Dbid: 5
Dbid: 6
Dbid: 7

DBCC execution completed. If DBCC printed error
messages, contact a user with system administrator (SA) role.

Example 12 — Rebuilds or creates an internal SAP ASE data structure for all text and
image columns in the blurbs table:

dbcc rebuild text (blurbs)

Example 13 — Checks part of the tit1les table that resides on the smallsales
partition (which contains all booksales less than 5000)
dbcc checktable (titles, NULL, "smallsales")

Example 14 —dbcc reindex Discoveres one or more corrupt indexesinthe t it les table:
dbcc reindex (titles)
One or more indexes are corrupt. They will be rebuilt.

Example 15 — Checks the maximum amount of stack memory used since the SAP ASE
server started:

dbcc stackused
Example 16 — Upgrades all stored procedures in the 1istdb database:
dbcc upgrade object (listdb, 'procedure')

Example 17 —Upgrades all rules and check constraints in the 11 stdb database. Double
quotes are used around rule because set quoted identifiers is off.

dbcc upgrade object (listdb, list proc)

Example 18 — Displays an abridged output showing various forms of limits in your SAP
ASE server:

dbcc serverlimits

Limits independent of page size:

Server-wide, Database-specific limits and sizes

Max engines per server

128

Max number of logins per server

2147516416

Max number of users per database
2146484223

Max number of groups per database

1032193

Max number of user-defined roles per server
1024

Max number of user-defined roles per (user)
session : 127

Min database page size
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2048
Max database page size
16384

Database page-specific limits

APL page header size : 32
DOL page header size :
44

Max reserved page gap

255

Max fill factor : 100

Table, Index related limits

Max number of columns in a table/view

1024

Max number of indexes on a table

250

Max number of user-keys in a single index on an unpartitioned
table : 31

Max number of user-keys in a single local index on a partitioned
table : 31

General SQL related

Max size of character literals, sproc parameters
16384

Max size of local @variables in T-SQL

16384

Max number of arguments to stored procedures
2048

Max number of arguments to dynamic SQL

2048

Max number of aggregates in a COMPUTE clause

254

Maximum lengths of different Identifiers

Max length of server name
30

Max length of host name
30

Max length of login name
30

Max length of user name
30

Limits as a function of the page size:

Item dependent on page
size : 2048 4096 8192 16384
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Server-wide, Database-specific limits and sizes

Min number of virtual pages in master device : 11780 22532
45060 90116

Default number of virtual pages in master device : 23556 45060
90116 180228

Min number of logical pages in master device : 11776 112064
11264 11264

Min number of logical pages in tempdb : 2048 1536 1536
1536

Table-specific row-size limits

Max possible size of a log-record row on APL log page : 2014 4062
8158 16350

Physical Max size of an APL data row, incl row-overheads : 1962
4010 8106 16298

Physical Max size of a DOL data row, incl row-overheads : 1964 4012
8108 16300

Max user-visible size of an APL data row : 1960 4008 8104 16296
Max user-visible size of a DOL data row : 1958 4006 8102 16294
Max user-visible size of a fixed-length column in an APL table
1960 4008 8104 16296

Max user-visible size of a fixed-length column in a DOL table
1958 4006 8102 16294

Note: To show a complete listing of limits in the server, execute dbcc traceon (3604) to get
the output to the client session.

Example 19— Returns an optimized report of allocation for this table, but does not fix any
allocation errors:

dbcc tablealloc (publishers, null, nofix)

Example 20 — Performs allocation checks on the smallsales partition. All the local
indexes on smallsales are included in the check, while the global indexes are
excluded:

dbcc tablealloc (titles, null, null, smallsales)

Example 21 — Uses sp_transactions to determine the name of a one-phase commit
transaction that did not heuristically commit because it was not in a “prepared” state. The
example then explains how to use the 1pc parameter to successfully commit the
transaction:

sp_transactions

xactkey type coordinator starttime
state connection dbid spid loid failover srvnname
namelen
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xactname
0xbc0500000b00000030c316480100 External XA Feb 2 2004
1:07PM

Done-Detached Detached 1 0 2099 Resident Tx NULL 88

28 u7dAc31Wc380000000000000000000000000000000001HFpfSxkDMO00F
U _00003M00

00Y :SYBBEVOA LRM
(1 row affected)

(return status = 0)

If you try to commit this transaction, the SAP ASE server issues an error message:

dbcc complete xact
("28_u7dAc31Wc380000000000000000000000000000000001HFp£SxkDMO00FU_
00003M0000Y :SYBBEVOA LRM", "commit"))

The error message the SAP ASE server issues:

Msg 3947, Level 16, State 1:

Server 'PISSARRO 1251 P', Line 1:

A heuristic completion related operation failed. Please see
errorlog for more details.

DBCC execution completed. If DBCC printed error messages, contact
a user with system administrator (SA) role.

Because the transaction is in a “done” state, you can use a one-phase commit protocol
optimization to heuristically complete the transaction after verifying the transaction was
committed. You can commit this transaction using the dbcc complete_xact (*1pc”)
parameter:

dbcc complete xact
("28 u7dAc31Wc380000000000000000000000000000000001HFp£SxkDMO00FU
00003M0000Y_ :SYBBEVOA LRM", "commit", "lpc")

DBCC execution completed. If DBCC printed error messages, contact
a user with system administrator (SA) role.

You can remove the transaction from systransactions with the dbcc forget_xact
command:

dbcc forget xact

("28 u7dAc31Wc380000000000000000000000000000000001HFpfSxkDMO
00FU 00003M0000Y :SYBBEVOA LRM")

DBCC execution cgﬁpleted. If DBCC printed error messages, contact
a user with system administrator (SA) role.

If you run sp_transactions again, the previous transaction does not appear:
sp_transactions
xactkey type coordinator starttime state connection dbid s

pid
loid failover srvnname namelen xactname
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(0 row affected)

Example 22 — Enables trace flag 3604:
dbcc nodetraceoff (3604)

DBCC execution completed. If DBCC printed error messages, contact
a user with system administrator (SA) role.

Example 23 — Sets the dbcc scope to the cluster:

dbcc set scope in cluster ('cluster')

Example 24 — Sets the dbcc scope to the instance:

dbcc set scope in cluster('instance')

Example 25 — Displays the current scope for docc commands:

dbcc set scope in cluster ('scope')

Usage

dbcc checkstorage reports a soft fault if any data page that is not the first data page is
empty for nonhashed tables. However, dbcc checkstorage does not report this soft fault
for the hashed region of a virtually-hashed table. Any data page in the hashed region of a
virtually-hashed table can be empty.
You can run dbcc while the database is active, except for the dbrepair (database_name,
dropdb) option and dbcc checkalloc with the fix option.
dbcc locks database objects as it checks them. For information on minimizing
performance problems while using dbcc, see the dbcc discussion in the System
Administration Guide.
When dbcc commands are executing, users cannot access an archive database. If you
attempt to access an archive database while dbcc commands are being performed, you
receive a message saying that the database is in single-user mode.
Most dbcc commands work with in-memory and relaxed durability databases.
You cannot lock a table on which you previously executed the dbcc tune(des_bind...)
command because the SAP ASE server does not allow shared or exclusive table locks on
hot objects. For example, the SAP ASE server issues warning number 8242 if you:
» Create atable
e Run dbcc tune (des_bin. . . ). For example:

dbcc tune(des bin, 4, new table)
« Attempt to lock the table:

begin tran

lock table new table in exclusive mode
go

Msg 8242, Level 16, State 1:
Server 'server0l', Line 2:
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The table ‘new table’ in database 'big db' is bound to metadata
cache memory. Unbind the table and retry the query later.

* Youcan use variants of the dbcc commands on an archive database that is online or offline.
However, you can use dbcc with a fix option only on an online archive database.

« To qualify a table or an index name with a user name or database name, enclose the
qualified name in single or double quotation marks. For example:
dbcc tablealloc ("pubs2.pogo.testtable")

* You cannot run dbcc reindex within a user-defined transaction.

« dbcc fix_text can generate a large number of log records, which may fill up the transaction
log. dbcc fix_text is designed so that updates are performed in a series of small
transactions: in case of a log space failure, only a small amount of work is lost. If you run
out of log space, clear your log and restart dbcc fix_text using the same table that was being
upgraded when the original dbcc fix_text failed.

« Ifyouare using areplicated database and need to load adump from an earlierversion of the
SAP ASE server to the current version, use dbcc dbrepair. For example:

» Load a dump from a production system of the earlier version of the SAP ASE server
into a test system of the current version SAP ASE server, or

« Inawarm standby application, initialize a standby database of the current version of
the SAP ASE server with a database dump from an active database of the earlier
version of the SAP ASE server.

» If you attempt to use select, readtext, Or writetext on text values after changing to a
multibyte character set, and you have not run dbcc fix_text, the command fails, and an
error message instructs you to run dbcc fix_text on the table. However, you can delete
text rows after changing character sets without running dbcc fix_text.

« dbcc output is sent as messages or errors, rather than as result rows. Client programs and
scripts should check the appropriate error handlers.

« Ifatable is partitioned, dbcc checktable returns information about each partition.

* text and image data that has been upgraded to SAP ASE version 12.x or later is not
automatically upgraded from its original storage format. To improve query performance
and enable prefetch for this data, use the rebuild_text keyword against the upgraded text
and image columns.

« Theamount of stack memory used in the past is only an indication of possible future needs.
The SAP ASE server may require more stack memory than it used in the past. Periodically
run dbcc stackused to find your current stack memory usage.

e dbcc upgrade_object check is used to detect syscomments text corruption caused by
SAP ASE defects that occurred before you upgraded the SAP ASE server. This
syscomments text corruption is serious because it causes the upgrade process to fail.

e Ifany error is reported by dbcc upgrade_object check, you must drop and re-create the
compiled_objfect.

(Cluster Edition only) dbcc traceon and dbcc traceoff apply trace flags for the entire cluster,
while dbcc nodetraceoff and dbcc nodetraceon apply trace flags locally.

See also sp_configure, sp_helpdb in Reference Manual: Procedures.
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Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for dbcc commands differ based on your granular permissions
settings. This table shows the permission requirement for each docc command.

Note: You can run a dbcc command if you have any one of the requirements (privileges or
ownership) listed in the table for that command.

Table 3. Permissions Requirement for dbcc Command

DBCC Command Name | Permission Requirement

Granular Permissions Granular Permissions

Disabled Enabled
addtempdb « Database owner « Database owner
e sa_role e own database
checkalloc ¢ dbcc checkalloc ¢ dbcc checkalloc
« Database owner
e sa_role

checkcatalog e dbcc checkcatalog|e+ dbcc checkcatalog

« Database owner

e sa role
checkdb e dbcc checkdb e dbcc checkdb
« Database owner
e sa role
checkindex ¢ dbcc checkindex * dbcc checkindex
e Table owner e Table owner
e sa_role
checkstorage

e dbcc checkstorage|+* dbcc checkstorage
« Database owner
e sa_role
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DBCC Command Name

Permission Requirement

Granular Permissions
Disabled

Granular Permissions
Enabled

checktable * dbcc checktable * dbcc checktable
e Table owner e Table owner
e sa role

checkverify

* dbcc checkverify
« Database owner

* dbcc checkverify

e sa_role
cis showcaps « sa_role * manage server
cis remcon « sa_role * manage server
complete_xact « sarole * manage server

dbrepair dropdb

« Database owner
e sa role

« Database owner
* own database

engine

e sa_role

¢ hahage server

fix_text

* dbcc fix text

e Object owner
e sa role

* dbcc fix text
e Object owner

forget_xact

e sa_role

* manage server

indexalloc + dbcc indexalloc + dbcc indexalloc
e Table owner e Table owner
« sa_role
monitor « sa_role * manage server
pravailabletempdbs + sa_role * manage server
quorum « sa_role * manage cluster
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DBCC Command Name

Permission Requirement

Granular Permissions
Disabled

Granular Permissions
Enabled

rebuild_text

¢ Table owner
e sa_role

e Table owner
* manage database

reindex

¢ dbcc reindex
¢ Table owner

e dbcc reindex
¢ Table owner

e sa role
serverlimits « sa_role * manager server
set_scope_in_cluster « sa role + manage cluster
stackused « sa_role * manager server
tablealloc + dbcc tablealloc |+ dbcc tablealloc
e Table owner e Table owner
e sa role
textalloc

e dbcc textalloc
¢ Table owner

e dbcc textalloc
¢ Table owner

e sa_role
trace flags — 3604, 3605 . sa_role .« set tracing
e monitor gp per-
formance
e set switch
all other trace flags . sa_role . setswitch

tune ascinserts

¢ dbcc tune
¢ Table owner
e sa_role

¢ dbcc tune
e Table owner

tune all other parameters

¢ dbcc tune
e sa_role

e dbcc tune
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DBCC Command Name

Permission Requirement

Granular Permissions
Disabled

Granular Permissions
Enabled

upgrade_object

e object owner
« Database owner
e sa role

* manage database
e Object owner

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 81
Audit option dbcc
Command or accessaudited | dbcc

Information in extrain-
fo

¢ Roles— current active roles

e Keywords or options— Any of the dbcc keywords such as
checkstorage and the options for that keyword

e Previous value— NULL
e Current value— NULL
e Other information— NULL

e Proxy information- original login name, if set proxy is in effect

See also

* drop database on page 342

Using dbcc quorum (clusters only)

Usage information for dbcc quorum.

e dbcc quorum output goes to:
e By default, terminal that started the SAP ASE server
» The client session if trace flag 3604 or 3605 is on

e dbcc quorum accepts an integer parameter for the number of view records to print. For
example, to print the 20 most recently view records, use:

dbcc quorum(20)

If you do not include a parameter dbcc quorum prints the 10 most recent view records.
Issue dbcc quorum (-1) to view all records.
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Restrictions on dbcc checkstorage for Shared-Disk Clusters

Restrictions for using dbcc checkstorage on shared-disk clusters.

* You cannot include instance-only named caches with dbcc checkstorage. dbcc
checkstorage issues this error message if you do so:

The cache %1! cannot be used because it is an instance only cache

» Torundbcc checkstorage against a local temporary database, you must run the command
from the same instance that owns the local temporary database.

» For performance reasons, dbcc checkstorage in the Cluster Edition may not query the
latest version of a page in the cluster. This may cause the Cluster Edition to report more soft
faults than other versions.

For well-partitioned applications where a single instance updates a database, dbcc
checkstorage behaves as earlier non-Cluster Edition SAP ASE versions.

Using dbcc complete xact

dbcc complete_xact enables a system administrator to commit or roll back a distributed
transaction in circumstances where the external transaction coordinator cannot.

In versions of SAP ASE earlier than 15.0, a transaction could not heuristically committed
unless it was in the “prepare” state, and the transaction coordinator used a two-phase commit
protocol to commit the transaction. However, in some cases, a transaction coordinator may
want to use a one-phase commit protocol as an optimization to commit the transaction.

1pc heuristically completes a transaction that was subject to a one-phase commit protocol
optimization—instead of the regular two-phase commit protocol—by the external transaction
manager that was coordinating its completion. Heuristically committing such a transaction
requires that the transaction be in a “done” state (as reported by sp_transactions).

Note: Before heuristically completing the transaction, the system administrator should make
every effort to determine whether the coordinating transaction manager committed or rolled
back the distributed transaction.

Checking Performed by dbcc checkcatalog

dbcc checkcatalog checks and reports on a variety of issues.

e Foreachrowin sysindexes that maps to a range-, hash-, or list-partitioned table, there
exists one row in sysobjects where sysindexes.conditionid equals
sysobjects. id. dbcc checkcatalog also performs this check for each row in
sysindexes that maps to a round-robin-partitioned table that has a partition condition.

* Foreachrowin sysindexes that maps to a range-, hash-, or list-partitioned table, there
exists one or more rows in sysprocedures where sysindexes.conditionid
equals sysprocedures. id. dbcc checkcatalog also performs this check for each row
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in sysindexes that maps to a round-robin-partitioned table that has a partition

condition.

» Foreachrowin sysindexes that maps to a range-, hash-, or list-partitioned table, there
exists one row in syspartitionkeys where the following conditions are true:
sysindexes.idequals syspartitionkeys.idand sysindexes.indid
equals syspartitionkeys.indid. dbcc checkcatalog also performs this check for
eachrowin sysindexes that maps to a round-robin-partitioned table that has a partition
condition.

« Foreach row in sysindexes, there exists one or more rows in syspartitions
where both of the following conditions are true: sysindexes. id equals
syspartitions.idand sysindexes.indid equals
syspartitions.indid.

» Foreach row in sysobjects where type is N, there exists one row in sysindexes
where sysindexes.conditionid equals sysobjects.id.

e Foreachrowin syspartitions, there exists a row in sysindexes where the
following conditions are true: syspartitions.idequals sysindexes.id and
syspartitions.indid equals sysindexes.indid.

e Foreachrowin syspartitionkeys, there exists a row in sysindexes where the
following conditions are true: syspartitionkeys.idequals sysindexes.id
and syspartitionkeys.indid equals sysindexes.indid.

e Foreachrow in syspartitions, there exists one row in syssegments where the
following condition is true: syspartitions.segments equals
syssegments.segment.

» Foreachrowin systabstats, there existsa row in syspartitions where the
following conditions are true: syspartitions.idequals systabstats.id,
syspartitions.indid equals systabstats.indid and
syspartitions.partitionidequals systabstats.partitionid.

Text indexes (1ndid=255) do not have entries in systabstats.

e Foreachrowin sysstatistics, there exists arow in sysobjects where the
following condition is true: sysstatistics.idequals sysobjects.id.

« For each encryption key row in sysobjects, the SAP ASE server checks
sysencryptkeys for a row defining that key.

e Foreach column in syscolumns marked for encryption, the SAP ASE server verifies
that a key-in sysobjects and sysencryptkeys.

* dbcc checkcatalog ensures that:

« The corresponding base key is present in sysencryptkeys for every key copy in
sysencryptkeys. If the base key is not present, the SAP ASE server issues an
error.

« Forevery key copy, the corresponding uid is presentin sysusers. Ifthe uidis not
present, the SAP ASE server issues an error.

Reference Manual: Commands 299



CHAPTER 1: Commands

« Forevery decrypt default defined on a column, that the corresponding decrypt default
is present in sysobjects and sysattributes. If the corresponding decrypt
default is not present, the SAP ASE server issues an error.

Using dbcc checktable

If the log segment is on its own device, running dbcc checktable on the syslogs table
reports the logs used and free space.

For example:

Checking syslogs

The total number of data pages in this table is 1.

*** NOTICE: Space used on the log segment is 0.20 Mbytes, 0.13%.
*** NOTICE: Space free on the log segment is 153.4 Mbytes,
99.87%.DBCC execution completed. If dbcc printed error messages, see
your system administrator.

If the log segment is not on its own device, the following message appears:

*** NOTICE: Notification of log space used/free cannot be reported
because the log segment is not on its own device.

In addition to the regular checks it performs, checktable verifies that the preallocation
performed during table creation is correct:

» The number of pages preallocated matches the total number of data pages that must be
allocated for the specified max hash key value.

» The data pages are not preallocated in an extent where the preallocation scheme specifies
that only object allocation map (OAM) pages are allowed.

« The OAM pages are allocated only in the first extent of an allocation unit.

deallocate cursor

Makes a cursor inaccessible and releases all memory resources that are committed to that
cursor.

Syntax
deallocate [cursor] cursor name
Parameters

e cursor_name—is the name of the cursor to deallocate.

Examples
* Example 1 — Deallocates the cursor named “authors_crsr”:

deallocate cursor authors crsr
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» Example2—Also deallocates the cursor named “authors_crsr,” but omits cursor from the
syntax:

deallocate authors crsr

Usage

* You can use deallocate cursor with an archive database.
» The SAP ASE server returns an error message if the cursor does not exist.

* You must deallocate a cursor before you can use its cursor name as part of another declare
cursor statement.

« deallocate cursor has no effect on memory resource usage when specified in a stored
procedure or trigger.

* You can deallocate a cursor whether it is open or closed.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

No permission is required to use deallocate cursor.

See also
e closeon page 88
e declare cursoron page 304

deallocate locator

Deletes a large object (LOB) stored in memory and invalidates its LOB locator.

Syntax
deallocate locator locator descriptor
Parameters

* locator_descriptor —is a valid representation of a LOB locator: a host variable, a local
variable, or the literal binary value of a locator.

Examples
* Example 1 — Deallocates the LOB referenced by @v.

deallocate locator @v

Reference Manual: Commands 301



CHAPTER 1: Commands

Usage

» Use deallocate locator within a transaction. The SAP ASE server automatically
deallocates each locator at the end of a transaction.

» deallocate locator can conserve memory. When many LOB locators are created within a
transaction, use deallocate locator to remove individual LOBs and locators when they are
no longer needed.

See also locator _literal, locator_valid, return_lob, create_locator in Reference Manual:
Building Blocks.

Permissions

Any user can execute deallocate locator.

See also
 truncate lob on page 670

declare

Declares the name and type of local variables for a batch or procedure.

Syntax
Variable declaration:

declare @variable name datatype
[, @variable name datatype]...

Variable assignment;

select @variable = {expression | select statement}
[, @Qvariable = {expression | select statement} ...]
[from table 1ist]
[where search conditions]
[group by group by list]
[having search conditions]
[order by order by 1list]
[compute function list [by by list]]

Parameters

* @variable_name —must begin with @ and must conform to the rules for identifiers.
» datatype — can be either a system datatype or a user-defined datatype.

Examples

* Example 1 — Declares two variables and prints strings according to the values in the
variables:
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declare @one varchar (18), @two varchar (18)

select @one = "this is one", @two = "this is two"
if @one = "this is one"

print "you got one"
if @two = "this is two"

print "you got two"
else print "nope"

you got one
you got two

e Example2—Prints “Ouch!” if the maximum book price inthe t i t 1es table is more than
$20.00:

declare @veryhigh money
select @veryhigh = max (price)
from titles
if @veryhigh > $20
print "Ouch!"

Usage

« Assign values to local variables with a select statement.

* The maximum number of parameters in a procedure is 2048. The number of local or global
variables is limited only by available memory. The @ sign denotes a variable name.

« Local variables are often used as counters for while loops or if...else blocks. In stored
procedures, they are declared for automatic, noninteractive use by the procedure when it
executes. Local variables must be used in the batch or procedure in which they are
declared.

» The select statement that assigns a value to the local variable usually returns a single value.
If there is more than one value to return, the variable is assigned the last one. The select
statement that assigns values to variables cannot be used to retrieve data in the same
statement.

e The print and raiserror commands can take local variables as arguments.

» Users cannot create global variables and cannot update the value of global variables
directly in a select statement.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

No permission is required to use declare.

See also

e printon page 531
 raiserroron page 538
e selecton page 579
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»  whileon page 719

declare cursor

Defines a cursor, by associating a select statement with a cursor name. You can use declare
cursor with an archive database.

Syntax
declare cursor name
[semi sensitive | insensitive] [scroll | no scroll]

[release locks on close]
cursor for select statement
[for {read only | update [of column name 1list]}]

Parameters

e cursor_name - is the name of the cursor being defined.

» select_statement — is the query that defines the cursor result set. See select for more
information.

* semi_sensitive—specifies that the data changes made independently of the cursor may be
visible to the cursor result set. The visibility of the dependent data changes depends on the
query plan chosen by the optimizer. If there is no worktable created in the plan, the data
changes are visible to the result set. The default is semi_sensitive.

* insensitive —specifies that the data changes made independently of the cursor are not
visible to the cursor result set. If you do not specify this argument, the default is
semi_sensitive. You cannot update an insensitive cursor.

» scroll | no scroll —specifies whether the declared cursor is scrollable. Scrollable cursors
allowing you fetch the cursor result set nonsequentially, allowing you to scan the cursor
back and forth. You cannot update a scrollable cursor.

* release locks on_close—allows you to configure the lock-releasing behavior of each
cursor so that the shared locks can be released when the cursor is closed, even if the
transaction is active. This option applies to cursors of all types.

» for read only — specifies that the cursor result set cannot be updated.

» for update —specifies that the cursor result set is updatable.

e of column_name list —is the list of columns from the cursor result set (specified by the
select _statement) defined as updatable. The SAP ASE server also allows you to include
columns that are not specified in the list of columns of the cursor’s sefect_statement (and
excluded from the result set), but that are part of the tables specified in the
select statement.

Examples

» Example1—Defines aresultset forthe authors crsr cursor that contains all authors
from the authors table who do not reside in California:
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declare authors crsr cursor

for select au id, au lname, au fname
from authors

where state != 'CA'

» Example2—Definesaread-only resultsetforthe titles crsr cursorthatcontainsthe
business-type books from the titles table:
declare titles crsr cursor
for select title, title id from titles
where title id like "BUS"
for read only

» Example 3 —Defines an updatable result set for the pubs_crsr cursor that contains all
of the rows from the pub1ishers table. It defines the address of each publisher (city
and state columns) for update:
declare pubs crsr cursor
for select pub name, city, state
from publishers
for update of city, state

» Example4—Defines an insensitive scrollable result set for the stores scrollcrsr
that contains the book stores in California:

declare stores scrollcrsr insensitive scroll cursor
for select stor id, stor name
from stores where state = 'CA'

» Example 5 — Defines an insensitive nonscrollable result set for the
stores_ scrollcrsr that contains the book stores in California:

declare stores scrollcrsr insensitive no scroll cursor
for select stor id, stor name
from stores where state = 'CA'

Usage

» A declare cursor statement must precede any open statement for that cursor.
* You cannot include other statements with declare cursor in the same Transact-SQL batch.

e You can include up to 1024 columns in an update clause of a client’s declare cursor
statement.

e cursor_namemust be a valid SAP ASE identifier containing no more than 30 characters.

* You cannot include encrypted columns in the for update clause of a declare cursor
statement.

« You cannot update a scrollable cursor.
« You cannot update an insensitive cursor.

Standards
ANSI SQL - Compliance level: Entry-level compliant.
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Permissions

No permission is required to use declare cursor.

See also

gpen on page 523

Using Scrollable Cursors

Usage information for scrollable cursors.

If you do specify insensitive or semi_sensitive when you execute declare cursor, the
default sensitivity is implicit, so that the cursor’s sensitivity depends on the query plan
chosen by the optimizer. If the query plan has any worktable created, the cursor becomes
insensitive.

If you specify the cursor’s sensitivity to be semisensitive, sensitivity also depends on the
query plan.

If you specify insensitive, the cursor is read_only. You cannot use a for update clause ina
cursor declaration.

If you do not specify the cursor’s scrollability, no scroll is implied.

All scrollable cursors are read-only. You cannot use a for update clause in a cursor
declaration.

Cursor select Statements

Consider the following when using cursor select statements.

select_staterment can use the full syntax and semantics of a Transact-SQL select
statement, with these restrictions:

* Must contain a from clause

» Cannot contain a compute, for browse, or into clause

« Can contain the holdlock keyword

The select _statement can contain references to Transact-SQL parameter names or
Transact-SQL local variables (for all cursor types except language). The names must
reference the Transact-SQL parameters and local variables defined in the procedure,
trigger, or statement batch that contains the declare cursor statement.

The parameters and local variables referenced in the declare cursor statement do not have
to contain valid values until the cursor is opened.

The select_statement can contain references to the inserted and deleted temporary
tables that are used in triggers.
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Cursor Scope

A cursor’s existence depends on its scope. The scope refers to the context in which the cursor
is used, that is, within a user session, within a stored procedure, or within a trigger.

Within a user session, the cursor exists only until the user ends the session. The cursor does not
exist for any additional sessions started by other users. After the user logs off, the SAP ASE
server deallocates the cursors created in that session.

If a declare cursor statement is part of a stored procedure or trigger, the cursor created within
it applies to stored procedure or trigger scope and to the scope that launched the stored
procedure or trigger. Cursors declared inside atriggeronan insertedoradeleted table
are not accessible to any nested stored procedures or triggers. However, cursors declared
inside a trigger on an inserted ora deleted table are accessible within the scope of the
trigger. Once the stored procedure or trigger completes, the SAP ASE server deallocates the
cursors created within it.

This shows how cursors operate between scopes:

1 — User Session

declane cursor ol 2 — Within proc

fu'a]

axec sp_procl Can zceess cursored from
Lser Session
declare cursor ol
= 3 - wiithin trigger
upidate cornrand
fires trigger1 Can access cursor o2 from

proed and eursor o from

User Session
4 — User Session \—). declare cursor o

Camaccess cursor o, go
but nat cursor e or o3, - exit trigger! backto User
zinoe theyno longer exist | Session [Soope 1)

A cursor name must be unique within a given scope. The SAP ASE server detects name
conflicts within a particular scope only during runtime. A stored procedure or trigger can
define two cursors with the same name if only one is executed. For example, the following
stored procedure works because only one names_crsr cursor is defined in its scope:

create procedure proc2 @flag int
as
if @flag > O

declare names crsr cursor

for select au fname from authors
else

declare names crsr cursor

for select au lname from authors
return
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Result Set

A cursor result set is generated as the rows are returned through a fetch of that cursor. This
means that a cursor select query is processed like a normal select query. This process, known
asa cursor scan, provides a faster turnaround time and eliminates the need to read rows that are
not required by the application.

Cursor result set rows may not reflect the values in the actual base table rows. For example, a
cursor declared with an order by clause usually requires the creation of an internal table to

order the rows for the cursor result set. The SAP ASE server does not lock the rows in the base
table that correspond to the rows in the internal table, which permits other clients to update
these base table rows. In this case, the rows returned to the client from the cursor result set are
not in sync with the base table rows.

Avrestriction of cursor scans is that they can only use the unique indexes of a table. However, if
none of the base tables referenced by the cursor result set are updated by another process in the
same lock space as the cursor, the restriction is unnecessary. The SAP ASE server allows the
declaration of cursors on tables without unique indexes, but any attempt to update those tables
in the same lock space closes all cursors on the tables.

Updatable Cursors

After defining a cursor using declare cursor, the SAP ASE server determines whether the
cursor is updatable or read-only.

If:

e A cursor is updatable — you can update or delete rows through the cursor; that is, use
cursor_nameto do a position update or delete.

e A cursor is read-only — you cannot use cursor_nameto perform a position update or
delete.

Use the for update or for read only clause to explicitly define a cursor as updatable or read-
only. You cannot define an updatable cursor if its sefect_statement contains one of the
following constructs:

 distinct option

* group by clause

« Aggregate function

e Subquery

* union operator

e atisolation read uncommitted clause

If you do not specify either the for update or the read only clause, the SAP ASE server checks
to see whether the cursor is updatable.

The SAP ASE server also defines a cursor as read-only if you declare a language- or server-
type cursor that includes an order by clause as part of its select statement. The SAP ASE
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server handles updates differently for client- and execute-type cursors, thereby eliminating
this restriction.

When using updatable cursors and allpages locking:

« If you do not specify a column_name_list with the for update clause, all the specified
columns in the query are updatable. The SAP ASE server attempts to use unique indexes
for updatable cursors when scanning the base table. For cursors, the SAP ASE server
considers an index containing an IDENTITY column to be unique, even if it is not so
declared.

« Ifyou do not specify the for update clause, the SAP ASE server chooses any unique index,
although it can also use other indexes or table scans if no unique index exists for the
specified table columns. However, when you specify the for update clause, the SAP ASE
server must use a unique index defined for one or more of the columns to scan the base
table. If none exists, it returns an error.

* In most cases, include only columns to be updated in the column_name_/ist of the for
update clause. If the table has only one unique index, you do not need to include its column
in the for update column_name_list; the SAP ASE server finds it when it performs the
cursor scan. If the table has more than one unique index, do not include any of them in the
for update column_name_list.

This allows the SAP ASE server to use that unique index for its cursor scan, which helps
prevent an update anomaly called the Halloween problem. Another way to prevent the
Halloween problem is to create tables with the unique auto_identity index database
option. See the System Administration Guide.

The Halloween problem occurs when a client updates a column of a cursor result set row
that defines the order in which the rows are returned from the base tables. For example, if
the SAP ASE server accesses a base table using an index, and the index key is updated by
the client, the updated index row can move within the index and be read again by the cursor.
Thisis aresult of an updatable cursor only logically creating a cursor result set. The cursor
result set is actually the base tables that derive the cursor.

If you specify the read only option, you cannot update the cursor result set using the cursor
name to perform update or delete.

Releasing Locks at Cursor Close
release_locks_on_close has no effect if the cursor scan occurs at isolation level 1.

The default behavior at isolation levels 2 and 3 if the transaction is committed or rolled back
before the cursor is closed is for the SAP ASE server to release the shared locks acquired by
the cursor until that point, with the exception of the lock on the last fetched row. If you use
release_on_locks_close, the shared locks acquired by the cursor exist until the cursor is
closed.

Use sp_cursorinfo to determine if a cursor was declared with the release_on_locks_close
parameter:
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1) sp_cursorinfo
2> go

Cursor name 'c' is declared at nesting level '0O'.
The cursor is declared as NON-SCROLLABLE
RELEASE LOCKS ON CLOSE cursor.

The cursor id is 917505.

The cursor has been successfully opened 0 times.
The cursor will remain open when a transaction is
committed or rolled back.

delete

Removes rows from a table.

Syntax
delete
[top unsigned integer]
[from] [[database.]owner.]{view name|table name}
[where search conditions]
[plan "abstract plan"]

delete [[database.]owner.]{table name | view name}
[from [[database.]owner.]{view name [readpast] |
table name

[ (index {index name | table name}
[prefetch size] [lru|mru]) ]}
[readpast]

[, [[database.]owner.]{View_name [readpast] |
table name

[ (index {index name | table name}
[prefetch size] [lru|mru]) ]
[readpast]} ...]

[where search conditions]]
[plan "abstract plan"]

delete [from] [[database.]owner.]{table name|view name}
where current of cursor name

Parameters

« from (after delete) —is an optional keyword used for compatibility with other versions of
SQL.

* view_name | table name—is the name of the view or table from which to remove rows.
Specify the database name if the view or table is in another database, and specify the
owner’s name if more than one view or table of that name exists in the database. The
default value for owneris the current user, and the default value for databaseis the current
database.

¢ where—is a standard where clause.
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» from (after table_nameor view_name) —lets you name more than one table or view to use
with a where clause when specifying which rows to delete. This from clause allows you to
delete rows from one table based on data stored in other tables, giving you much of the
power of an embedded select statement.

» topunsigned_integer —isused to limit the number of rows to the number of rows specified
by unsigned _integer.

* readpast —specifies that the delete command skip all pages or rows on which
incompatible locks are held, without waiting for locks or timing out. For datapages-locked
tables, reagpast skips all rows on pages on which incompatible locks are held; for
datarows-locked tables, it skips all rows on which incompatible locks are held.

* index index_name — specifies an index to use for accessing fable_name. You cannot use
this option when you delete from a view.

» prefetch size—specifies the 1/0 size, in kilobytes, for tables that are bound to caches with
large 1/Os configured. You cannot use prefetch when you delete from a view.
sp_helpcache shows the valid sizes for the cache an object is bound to, or for the default
cache.

When using prefetch and designating the prefetch size (s/ze), the minimum is 2K and any
power of two on the logical page size up to 16K. prefetch size options, in kilobytes, are:

Logical Page Size Prefetch Size Options
2 2,4,816

4 4,8, 16, 32

8 8, 16, 32, 64

16 16, 32, 64, 128

The prefetch size specified in the query is only a suggestion. To allow the size
specification, configure the data cache at that size. If you do not configure the data cache to
a specific size, the default prefetch size is used.

To configure the data cache size, use sp_cacheconfigure.

Note: You cannot use prefetch for remote servers if you enable CIS.

* Iru|mru-specifies the buffer replacement strategy to use for the table. Use Iru to force the
optimizer to read the table into the cache on the MRU/LRU (most recently used/least
recently used) chain. Use mru to discard the buffer from cache, and replace it with the next
buffer for the table. You cannot use this option when you delete from a view.

* plan"abstract plan" —specifies the abstract plan to use to optimize the query. It can be a
full or partial plan, specified in the abstract plan language. See Creating and Using
Abstract Plans in the Performance and Tuning Guide.: Optimizer and Abstract Plans.

« wherecurrent of cursor_name—causes the SAP ASE server to delete the row of the table
or view indicated by the current cursor position for cursor_name.
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Examples

Example 1 — Deletes all rows from the authors table:

delete authors

Example 2 — Deletes a row or rows from the authors table:

delete from authors where au lname = "McBadden"

Example 3 — Deletes rows for books written by Bennet from the titles table.

delete titles
from titles, authors, titleauthor
where authors.au lname = 'Bennet'
and authors.au id = titleauthor.au id
and titleauthor.title id = titles.title id

The pubs?2 database includes a trigger (deltitle) that prevents the deletion of the
titles recorded in the sales table; drop this trigger for this example to work.

Example 4 — Deletes a row from the t it 1es table currently indicated by the cursor
title crsr:

delete titles where current of title crsr

Example 5 — Determines which row has a value of 4 for the IDENTITY column and
deletesitfromthe authors table. Note the use of the syb_identity keyword instead of the
actual name of the IDENTITY column:

delete authors where syb identity = 4
Example 6 — Deletes rows from authors, skipping any locked rows:

delete from authors from authors readpast
where state = "CA"

Example 7 — Deletes rows from stores, skipping any locked rows. If any rows in
authors are locked, the query blocks on these rows, waiting for the locks to be released:

delete stores from stores readpast, authors
where stores.city = authors.city

Usage

Inpre-12.5.2 versions of SAP ASE, queries that used update and delete on views with a union
all clause were sometimes resolved without using worktables, which occasionally lead to
incorrect results. In SAP ASE 12.5.2 and later, queries that use update and delete on views
with a union all clause are always resolved using worktables in tempdb.

The index, prefetch, and Iru | mru options override the choices made by the SAP ASE
optimizer. Use these options with caution, and always check the performance impact with set
statistics io on. See Using the set statistics Command in Performance and Tuning Guide:
Monitoring and Analyzing.
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You can define a trigger to take a specified action when a delete command is issued on a
specified table.

Standards

ANSI SQL - Compliance level: Entry-level compliant. The use of more than one table in the
from clause and qualification of table name with database name are Transact-SQL extensions.

readpast is a Transact-SQL extension.

Permissions

If set ansi_permissions is on, you must have select permission on all columns appearing in
the where clause, in addition to the regular permissions required for delete statements. By
default, ansi_permissions is off.

The following describes permission checks for delete that differ based on your granular
permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the table or view owner, or a user with
delete permission, or a user with delete any table permission.

Disabled | With granular permissions disabled, you must have delete permission, be the table owner,
or a user with sa_role.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 18
Audit option delete

Command or accessaudited | delete from a table

Information in extrainfo |, gy current active roles

*  Keywords or options— delete

*  Previous value— NULL

e Current value— NULL

o Other information— NULL

e Proxy information - original login name, if set proxy is in
effect

Reference Manual: Commands 313



CHAPTER 1: Commands

Information Values
Event 19
Audit option delete

Command or access audited | delete from a view

Information inextrainfo |,  pous_ current active roles

*  Keywords or options— delete

e Previous value— NULL

e Current value— NULL

»  Other information— NULL

e Proxy information— original login name, if set proxy is in
effect

See also

create trigger on page 253
drop table on page 363
drop trigger on page 368
truncate table on page 672
where clause on page 712
update on page 680
inserton page 473

delete on page 310
commiton page 89
rollback on page 574
declare cursoron page 304
open on page 523
selecton page 579
fetchon page 412

delete Restrictions

Restrictions for using delete

You cannot use delete with amultitable view (one whose from clause names more than one
table), even though you may be able to use update or insert on that same view. Deleting a
row through a multitable view changes multiple tables, which is not permitted. insert and
update statements that affect only one base table of the view are permitted.

The SAP ASE server treats two different designations for the same table in a delete as two
tables. For example, the following delete issued in pubs 2 specifies di scounts as two
tables (discounts and pubs2. .discounts):
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delete discounts

from pubs2..discounts, pubs2..stores

where pubs2..discounts.stor id =
pubs2..stores.stor id

In this case, the join does not include discounts, so the where condition remains true
for every row; the SAP ASE server deletes all rows in discounts (which is not the
desired result). To avoid this problem, use the same designation for a table throughout the
statement.

< If you are deleting a row from a table that is referenced from other tables via referential
constraints, the SAP ASE server checks all the referencing tables before permitting the
delete. If the row you are attempting to delete contains a primary key that is being used as a
foreign key by one of the referencing tables, the delete is not allowed.

Deleting All Rows from a Table
Considerations for deleting all rows from a table.

< If you do not use a where clause, all rows in the table named after delete [from] are
removed. The table, though empty of data, continues to exist until you issue a drop table
command.

e truncate table and delete without a row specification are functionally equivalent, but
truncate table is faster. delete removes rows one at a time and logs these transactions.
truncate table removes entire data pages, and the rows are not logged.

Both delete and truncate table reclaim the space occupied by the data and its associated
indexes.

* You cannot use the truncate table command on a partitioned table. To remove all rows
from a partitioned table, either use the delete command without a where clause, or
unpartition the table before issuing truncate table.

delete and Transactions
In chained transaction mode, each delete statement implicitly begins a new transaction if no
transaction is currently active.

Use commit to complete any deletes, or use rollback to undo the changes. For example:

delete from sales where date < 701/01/06'
if exists (select stor id
from stores
where stor id not in
(select stor id from sales))
rollback transaction
else
commit transaction

This batch begins a transaction (using the chained transaction mode) and deletes rows with
dates earlier than Jan. 1, 2006 from the sales table. If it deletes all sales entries associated
with a store, it rolls back all the changes to sales and ends the transaction. Otherwise, it
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commits the deletions and ends the transaction. For more information about the chained mode,
see the Transact-SQL Users Guide.

Using the where current of Parameter

Use the clause where current of with cursors.

Before deleting rows using the clause where current of, first define the cursor with declare
cursor and open it using the open statement. Use one or more fetch statements to position
the cursor on the row to delete. The cursor name cannot be a Transact-SQL parameter or
local variable. The cursor must be an updatable cursor, or the SAP ASE server returns an
error. Any deletion to the cursor result set also affects the base table row from which the
cursor row is derived. You can delete only one row at a time using the cursor.

You cannot delete rows in a cursor result set if the cursor’s select statement contains a join

clause, even though the cursor is considered updatable. The fable_name or view _name

specified with a delete...where current of must be the table or view specified in the first
from clause of the select statement that defines the cursor.

After the deletion of a row from the cursor’s result set, the cursor is positioned before the

next row in the cursor’s result set. You must issue a fetch to access the next row. If the

deleted row is the last row of the cursor result set, the cursor is positioned after the last row
of the result set. The following describes the position and behavior of open cursors affected
by a delete:

e Ifaclient deletes a row (using another cursor or a regular delete) and that row
represents the current cursor position of other opened cursors owned by the same
client, the position of each affected cursor is implicitly set to precede the next available
row. However, one client cannot delete a row representing the current cursor position of
another client’s cursor.

« Ifaclient deletes a row that represents the current cursor position of another cursor
defined by a join operation and owned by the same client, the SAP ASE server accepts
the delete statement. However, it implicitly closes the cursor defined by the join.

Using readpast

Considerations for using readpast.

readpast allows delete commands on data-only-locked tables to proceed without being

blocked by incompatible locks held by other tasks.

« On datarows-locked tables, readpast skips all rows on which shared, update, or
exclusive locks are held by another task.

« On datapages-locked tables, readpast skips all pages on which shared, update, or
exclusive locks are held by another task.

Commands specifying readpast block if there is an exclusive table lock.

If the readpast option is specified for an allpages-locked table, it is ignored. The command

blocks as soon as it finds an incompatible lock.
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 If the session-wide isolation level is 3, the readpast option is silently ignored. The
command executes at level 3. The command blocks on any rows or pages with
incompatible locks.

 Ifthe transaction isolation level for a session is 0, a delete command using readpast does
not issue warning messages. For datapages-locked tables, delete with readpast modifies
all rows on all pages that are not locked with incompatible locks. For datarows-locked
tables, it affects all rows that are not locked with incompatible locks.

» Ifthe delete command applies to a row with two or more text columns, and any text column
has an incompatible lock on it, readpast locking skips the row.

delete statistics

Removes statistics from the sysstatistics system table.

Syntax

delete [shared] statistics table name
[partition data partition name]
[ (column name[, column name] ...)]

Parameters

» shared —removes simulated statistics information from sysstatistics inthe
master database.
« table name—removes statistics for all columns in the table.

* data partition_name—deletes all statistics for the data partition. Global statistics are not
deleted.

» column_name —removes statistics for the specified column.

Examples

* Example 1 — Deletes the densities, selectivities, and histograms for all columns in the
titles table:

delete statistics titles

» Example 2 — Deletes densities, selectivities, and histograms for the pub_id column in
the titles table:

delete statistics titles (pub id)

» Example 3 — Deletes densities, selectivities, and histograms for the smallsales
partition of the titles table:

delete statistics titles partition smallsales
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Example 4 — Deletes densities, selectivities, and histograms for pub_id, pubdate,
without affecting statistics on the single-column pub_id or the single-column
pubdate:

delete statistics titles (pub_id, pubdate)

Example5—Deletes densities, selectivities, and histograms for the column pub id and
for the data partition smallsales:

delete statistics titles partition smallsales (pub_id)

Usage

delete statistics does not affect statistics in the systabstats table.

delete statistics on a data partition does not delete global statistics.

When you issue the drop table command, the corresponding rows in sysstatistics
are dropped. When you use drop index, the rows in sysstatistics are not deleted.
This allows the query optimizer to continue to use index statistics without incurring the
overhead of maintaining the index on the table.

Warning! Densities, selectivities, and histograms are essential to good query
optimization. The delete statistics command is provided as a tool to remove statistics not
used by the optimizer. If you inadvertently delete statistics needed for query optimization,
run update statistics on the table, index, or column.

Loading simulated statistics with the optdiag utility command adds a small number of
rowstomaster..sysstatistics table. If the simulated statistics are no longer in
use, use the delete shared statistic command to drop the information in
master..sysstatistics.

See also optdiag in the Utility Guide.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for delete statistics differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the table owner, or auser with delete

statistics permission.

318

SAP Adaptive Server Enterprise



CHAPTER 1: Commands

Setting | Description

Disabled | With granular permissions disabled, you must be the table owner, a user with sa_role, or a
user with delete statistics permission..

delete statistics permission an be granted or transferred to anyone by table owner or
system administrator.

See also

e drop table on page 363

e drop index on page 350

*  Update statistics on page 698
e create index on page 140

e granton page 419

* revokeon page 559

e update on page 680

disk init
Makes a physical device or file usable by the SAP ASE server.

Syntax
disk init
name = "device name",
physname = { 'physical name' | 'cache name'}
skip alloc={true | false},
[vdevno = virtual device number, ]
size = number of blocks
[, type = '"inmemory' ]
[, vstart = virtual address

, cntrltype = controller number]
[, dsync = {true | false}]

[, directio = {true | false}]

[, instance = "instance name"]

Parameters

* device_ name—is the name of the database device or file. The name must conform to the
rules for identifiers and must be enclosed in single or double quotes. This name is used in
the create database and alter database commands.

» physical_name—is the full specification of the database device or cache. This name must
be enclosed in single or double quotes. When the physical device path is relative, disk init
returns a warning.

» cache_name—name of the cache on which you are creating the disk.
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inmemory — indicates you are creating an in-memory device.

skip_alloc—is a Boolean parameter for the disk init command. It is supported for devices
created on non-Windows file systems and on Windows raw systems. When skip_alloc is
set to true, users can avoid initialization of pages with zeros. The default of skip_alloc is
false.

vdevno—is the virtual device number, which must be unique among the database devices
associated with the SAP ASE server. The device number O is reserved for the master
device. Otherwise, valid device numbers must be between 1 and 2,147,483,647.

To determine the virtual device number, look at the device number column of the
sp_helpdevice report, and use the next unused integer.

size—is the amount of space to allocate to the new device. The following are example unit
specifiers, using uppercase, lowercase, and single and double quotes interchangeably: ‘k’
or “K” (kilobytes), “m” or ‘M’ (megabytes), “g” or “G” (gigabytes), and ‘t’ or ‘T’
(terabytes). You should always include a unit specifier. Quotes are optional if you do not
include a unit specifier. However, you must use quotes if you include a unit specifier.
Acceptable values are:

* 5120=10MB

e "5120" =10MB

e« "10M" =10MB

vstart —is the starting virtual address, or the offset, for the SAP ASE server to begin using
the database device. The following are example unit specifiers, using uppercase,
lowercase, and single and double quotes interchangeably: ‘k’ or “K” (kilobytes), “m” or
‘M’ (megabytes), “g” or “G” (gigabytes), and ‘t’ or ‘T’ (terabytes). You should always
include a unit specifier. Quotes are optional if you do not include a unit specifier. However,
you must use quotes if you include a unit specifier.

The size of the offset depends on how you enter the value for vstart.

» If you do not specify a unit size, vstart uses 2K pages for its starting address. For
example, ifyou specify vstart = 13,the SAP ASE serveruses 13 * 2K pagesasthe
offset for the starting address.

« If you specify a unit value, vstart uses the unit value as the starting address. For
example, if you specify vstart = "13M", the SAP ASE server sets the starting
address offset at 13MB.

The default value (and usually the preferred value) of vstart is 0. If the specified device
does not have the sum of vstart + size blocks available, the disk init command fails. If you
are running the Logical Volume Manager on an AlX operating system, vstart should be 2.
Specify vstart only if instructed to do so by SAP Technical Support.
cntrltype — specifies the disk controller. Its default value is 0. Reset cntritype only if
instructed to do so by SAP Technical Support.

dsync—specifies whether writes to the database device are flushed to the storage media, or
are buffered only when using operating system files. This option is meaningful only when
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you are initializing an operating system file; it has no effect when initializing devices on a
raw partition. By default, all operating system files are initialized with dsync set to true.
directio —allows you to configure the SAP ASE server to transfer data directly to disk,
bypassing the operating system buffer cache. The SAP ASE server passes the device
options to Backup Server, which enables Backup Server to access the database device with
the appropriate directio option.

directio is a static parameter that requires a restart of the SAP ASE server to take effect.

By default, directio is set to false for nonclustered SAP ASE servers, and to true for
clustered SAP ASE servers.

The directio parameter is ignored for raw devices.
instance="instance_name" — (clusters only) specifies the device as private and sets its
owning instance to /instance_name.

Examples

Example 1 — Does not initialize pages with zeros:

disk init name="d2", physname="/usr/sybase/devices/d3.dat",
skip alloc="true",
size="10G"

SAP ASE servers do not allocate space during disk initialization if skip_alloc is set to
true.
Example 2 — Initializes 10MB of a disk on a UNIX system:

disk init

name = "user disk",
physname = "/dev/rxyla",
vdevno = 2, size = 5120

Example 3 —Initializes 10MB of a disk on a UNIX operating system file. The SAP ASE
server opens the device file with the dsync setting, and writes to the file are guaranteed to
take place directly on the storage media:

disk init

name = "user file",

physname = "/usr/u/sybase/data/userfilel.dat",
vdevno = 2, size = 5120, dsync = true

Example4—Createsadevice named “user_disk” that uses directio to write datadirectly to
disk:

disk init

name = "user disk",

physname = "/usr/u/sybase/data/userfilel.dat",

size = 5120,

directio= true

Example 5 — Creates a device named inmemory dev:

disk init name = inmemory dev,
physname = 'imdb cache',
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size = '3G',
type = 'inmemory'
Usage

Use block devices as a database device only on the HP-UX, Windows, and Linux
platforms. disk init and disk reinit display a warning message if you attempt to create a
block device on a different platform.

Use skip_alloc to expedite crash recovery on non-NT file systems and on NT raw systems.
Also, using skip_alloc with the directio feature creates devices faster and improves
durability of updates. Regardless of space availability, skip_alloc always prints a warning
message about making sure the SAP ASE server has the required space for future use.
The master device is initialized by the installation program; you need not initialize this
device with disk init.

Devices created with disk init have restricted permissions.

To successfully complete disk initialization, the “sybase” user must have the appropriate
operating system permissions on the device that is being initialized.

You can specify the size as a float, but the size is rounded down to the nearest multiple of
2K.

If you do not use a unit specifier for size, disk init uses the virtual page size of 2K.

The minimum size of a disk piece that you can initialize using disk init is the larger of:
« One megabyte

« One allocation unit of the server’s logical page size

directio and dsync are mutually exclusive. If a device has dsync set to true, you cannot set
directio to true for this device. To enable directio for a device, you must first reset dsync to
false.

directio is not available on all platforms. If you issue disk init with the directio parameter
on a platform on which it is not supported, the SAP ASE server issues the message No
such parameter: 'directio'.

Use disk init for each new database device. Each time disk init is issued, a row is added to
master. .sysdevices. Anew database device does not automatically become part of
the pool of default database storage. Use sp_diskdefault to assign default status to a
database device.

Back up the master database with the dump database or dump transaction command
after each use of disk init. This makes recovery easier and safer in case master is
damaged. If you add a device with disk init and fail to back upmaster, you may be able to
recover the changes by using disk reinit, then stopping and restarting the SAP ASE server.
Assign user databases to database devices using the on clause of the create database or
alter database command.

The preferred method for placing a database’s transaction log (the system table
syslogs) onadifferent device than the one on which the rest of the database is stored is
to use the log on extension to create database. Alternatively, you can name at least two
devices when you create the database, then execute sp_logdevice. You can also use alter
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database to extend the database onto a second device, then run sp_logdevice. The log on
extension immediately moves the entire log to a separate device. The sp_logdevice
method retains part of the system log on the original database device until transaction
activity causes the migration to become complete.

« Forareport on all SAP ASE devices on your system (both database and dump devices),
execute sp_helpdevice.

» Usesp_dropdevice to remove a database device. You must first drop all existing databases
on that device.

See also sp_diskdefault, sp_dropdevice, sp_helpdevice, sp_logdevice in Reference
Manual: Procedures.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for disk init differ based on your granular permissions settings. You
must be using the master database to use disk init.

Setting | Description

Enabled | With granular permissions enabled, you must be a user withmanage disk privilege.

Disabled | With granular permissions disabled, you must be a user with sa_role.

disk init permission is not transferable.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 20
Audit option disk
Command or access audited | disk init
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Information Values

Information in extrainfo |,  poies_ current active roles

e Keywords or options— disk init

e Previous value— NULL

e Current value— NULL

e Other information — name of the disk

*  Proxy information - original login name, if set proxy is in
effect

See also

aump database on page 373
aump transaction on page 391
disk reiniton page 330

create database on page 104
alter database on page 1

aisk refiton page 329

load database on page 485
load transaction on page 501

Using dsync with disk init

Considerations for using dsync.

Note: Do not set dsync to false for any device that stores critical data. The only exception is
tempdb, which can safely be stored on devices for which dsync is set to false.

(UNIX only) On raw devices, you cannot:
e Set directio or dsync to true
« Set directio or dsync via the sp_deviceattr stored procedure to true.

Note: For HPUX, only the dsync option applies.

Doing so returns a message such as:

You cannot set option dsync for raw device 'dev/raw/raw235'

or:

You cannot set attribute dsync for raw device 'myrawdiskl'

When dsync is on, writes to the database device are guaranteed to take place on the
physical storage media, and the SAP ASE server can recover data on the device in the event
of a system failure.

When dsync is off, writes to the database device may be buffered by the UNIX file system.
The UNIX file system may mark an update as being completed, even though the physical
media has not yet been modified. In the event of a system failure, there is no guarantee that
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data updates have ever taken place on the physical media, and the SAP ASE server may be
unable to recover the database.

e dsync is always on for the master device file.

e Turn off the dsync value only when databases on the device need not be recovered after a
system failure. For example, you may consider turning dsync off for a device that stores
only the tempdb database.

e The SAP ASE server ignores the dsync setting for devices stored on raw partitions—
writes to those device are guaranteed to take place on the physical storage media,
regardless of the dsync setting.

e disk reinit ensures that master. . sysdevices is correct if the master database has
been damaged or if devices have been added since the last dump of master.

Creating Devices for In-Memory and Relaxed Durability Databases
Considerations for creating devices for in-memory and relaxed durability databases.

« The logical name of the in-memaory device cannot be the same as the name of the cache on
which a device is created.

« In-memory devices are reserved for the first in-memory database you assign to it.

« You must use the physical device name as the logical name of the in-memory device.

« The logical name of the in-memory device must be unique across all devices.

* You cannot:

« Use these parameters when you create an in-memory device: vstart, cntrltype, dsync,
directio, and skip_alloc.

« Create an in-memory device that is larger than the cache on which it is created.

« Create an in-memory device from a regular named cache, including the default data
cache.

* Increase the size of an in-memory device once it is created. However, you can use
sp_cacheconfig to increase the size of the in-memory cache, and use disk init to create
new in-memory devices.

» Use these commands against in-memory devices: disk resize, disk mirror, disk
remirror, disk unmirror, disk refit, and disk reinit.

* Use the sp_deviceattr and sp_diskdefault system procedures on disk devices.

disk mirror

Creates a software mirror that immediately takes over when the primary device fails.

Syntax
disk mirror
name = "device name",
mirror = "physicalname"
[, writes = {serial | noserial}]

[clear = {TRUE | FALSE}]
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Parameters

name—is the name of the database device to mirror. This is recorded in the name column
of the sysdevices table. The name must be enclosed in single or double quotes.

mirror —is the full path name of the database mirror device that is to be your secondary
device. It must be enclosed in single or double quotes. If the secondary device is a file,
physicalname should be a path specification that clearly identifies the file, which the SAP
ASE server creates. The value of physicalname cannot be an existing file.
writes—allows you to choose whether to enforce serial writes to the devices. In the default
case (serial), the write to the primary database device is guaranteed to finish before the
write to the secondary device begins. If the primary and secondary devices are on different
physical devices, serial writes can ensure that at least one of the disks is unaffected in the
event of a power failure. serial writes are generally slower than noserial writes.

clear —initializes the mirror device with zeros to guarantee that the underlying filesystem
has reserved space for the mirror device. The default value, FALSE, does not clear the
mirror, and executing a write to the device might fail through lack of space on the file
system. If you specify TRUE, the mirror is cleared, forcing the file system to reserve space
for the device.

Examples

Examplel-tranlogisthelogical device name for araw device. The t ranlog device
was initialized with disk init and is being used as a transaction log device (as in create
database...log on franfog). The following command mirrors the transaction log device:

disk mirror
name = "tranlog",
mirror = "/dev/rxyle"

Example 2 — Creates a software mirror for the database device user disk on the file
mirror.dat:

disk mirror
name = "user disk",
mirror = "/server/data/mirror.dat"

Usage

Disk mirroring creates a software mirror of a user database device, the master database
device, or a database device used for user database transaction logs. If a database device
fails, its mirror immediately takes over.

Disk mirroring does not interfere with ongoing activities in the database. You can mirror or
unmirror database devices without shutting down the SAP ASE server.

Use dump database to back up the master database after each use of disk mirror. This
makes recovery easier and safer in case master is damaged.

When a read or write to a mirrored device is unsuccessful, the SAP ASE server unmirrors
the bad device and prints error messages. The SAP ASE server continues to run,
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unmirrored. The system administrator must use the disk remirror command to restart
mirroring.

» The clear option in this command has no effect when used on the NT platform.

* Youcan mirror the master device, devices that store data, and devices that store transaction
logs. However, you cannot mirror dump devices.

» Devices are mirrored; databases are not.

e Adevice and its mirror constitute one logical device. The SAP ASE server stores the
physical name of the mirror device in the mirrorname column of the sysdevices
table. It does not require a separate entry in sysdevices and should not be initialized
with disk init.

» Toretain use of asynchronous 1/0, always mirror devices that are capable of asynchronous
1/0 to other devices capable of asynchronous 1/0. In most cases, this means mirroring raw
devices to raw devices and operating system files to operating system files.

If the operating system cannot perform asynchronous I/O on files, mirroring a raw device
to aregular file produces an error message. Mirroring a regular file to a raw device works,
but does not use asynchronous 1/0O.

« On systems that support asynchronous 1/O, the writes option allows you to specify
whether writes to the first device must finish before writes to the second device begin
(serial) or whether both 1/O requests are to be queued immediately, one to each side of the
mirror (noserial). In either case, if a write cannot be completed, the 1/O error causes the
bad device to become unmirrored

« Mirror all default database devices so that you are still protected if a create database or
alter database command affects a database device in the default list.

« For greater protection, mirror the database device used for transaction logs.

« Always put user database transaction logs on a separate database device. To put a
database’s transaction log (that is, the system table syslogs) on a device other than the
one on which the rest of the database is stored, name the database device and the log device
when you create the database. Alternatively, use alter database to extend the database
onto a second device, then run sp_logdevice.

e Ifyoumirrorthe database device forthemaster database, you canuse the -r optionand
the name of the mirror for UNIX, when you restart the SAP ASE server with the
dataserver utility program. Add this to the RUN _servername file for that server so that
the startserver utility program knows about it. For example, to start a master device named
master.dat and its mirror, mirror.dat enter:

dataserver -dmaster.dat -rmirror.dat

See dataserver and startserver in the Ultility Guide.

< If you mirror a database device that has unallocated space (room for additional create
database and alter database statements to allocate part of the device), disk mirror begins
mirroring these allocations when they are made, not when the disk mirror command is
issued.
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e Forareport on all SAP ASE devices on your system (user database devices and their
mirrors, as well as dump devices), execute sp_helpdevice.

See also:

» sp_diskdefault, sp_helpdevice, sp_logdevice in Reference Manual: Procedures
» dataserver, startserver in the Utility Guide

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for disk mirror differ based on your granular permissions settings. You
must be using the master database to use disk mirror.

Setting | Description
Enabled | With granular permissions enabled, you must be a user withmanage disk privilege.
Disabled | With granular permissions disabled, you must be a user with sa_role.
disk mirror permission is not transferable.
Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 23
Audit option disk

Command or accessaudited | disk mirror

Information in extrainfo

e Roles— current active roles

e Keywords or options — disk mirror

e Previous value— NULL

e Current value— NULL

e Other information — name of the disk

e Proxy information - original login name, if set proxy is in
effect

See also

e disk remirroron page 334
* disk initon page 319
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e create database on page 104
 alter database on page 1
 dlisk refiton page 329

e disk reiniton page 330

disk unmirroron page 339

e dump database on page 373

* aump transaction on page 391
» Joad database on page 485

» Joad transaction on page 501

disk refit

Rebuilds the master database’s sysusages and sysdatabases system tables from
information contained in sysdevices.

Syntax
disk refit

Usage
The SAP ASE server automatically shuts down after disk refit rebuilds the system tables.

Use disk refit after disk reinit as part of the procedure to restore the master database.

Note: You must start the SAP ASE server with trace flag 3608 before you run disk refit.
However, make sure you read the information in the 7roubleshooting and Error Messages
Guide before you start the SAP ASE server with any trace flag.

See also:

o System Administration Guide.
» sp_addumpdevice, sp_helpdevice in Reference Manual. Procedures

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for disk refit differ based on your granular permissions settings. You
must be using the master database to use disk refit.

Reference Manual: Commands 329



CHAPTER 1: Commands

Setting | Description

Enabled | With granular permissions enabled, you must be a user withmanage disk privilege.

Disabled | With granular permissions disabled, you must be a user with sa_role.

disk refit permission is not transferable.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 21
Audit option disk

Command or accessaudited | disk refit

Information in extrainfo |,  poies_ current active roles

e Keywords or options— disk refit

*  Previous value— NULL

»  Current value— NULL

e Other information— Name of the disk

e Proxy information - original login name, if set proxy is in
effect

See also
e disk reiniton page 330
e disk initon page 319

disk reinit

Rebuilds the master database’s sysdevices system table. Use disk reinit as part of the
procedure to restore the master database.

Syntax
disk reinit
name = "device name",
physname = "physicalname"
[vdevno = virtual device number , ]
size = number of blocks
[, vstart = virtual address
, cntrltype = controller number]
[, dsync = {true | false}]
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{true | false}]
"instance name"]

[, directio
[, instance

Parameters

name-—is the name of the database device, which must conform to the rules for identifiers,
and must be enclosed in single or double quotes. This name is used in the create database
and alter database commands.

physname — is the name of the database device. The physical name must be enclosed in
single or double quotes.

vdevno —is the virtual device number, which must be unique among the database devices
associated with the SAP ASE server. The device number 0 is reserved for the master
device. Otherwise, valid device numbers are between 1 and 2,147,483,647.

To determine the virtual device number, look at the device number column of the
sp_helpdevice report, and use the next unused integer.

size—is the current size of the device being reinitialized. The following are example unit
specifiers, using uppercase, lowercase, and single and double quotes interchangeably: ‘k’
or “K” (kilobytes), “m” or ‘M’ (megabytes), “g” or “G” (gigabytes), and ‘t” or ‘T’
(terabytes). You should always include a unit specifier. Quotes are optional if you do not
include a unit specifier. However, you must use quotes if you include a unit specifier.
vstart —is the starting virtual address, or the offset, for the SAP ASE server to begin using
the database device. The following are example unit specifiers, using uppercase,
lowercase, and single and double quotes interchangeably: ‘k” or “K” (kilobytes), “m” or
‘M’ (megabytes), “g” or “G” (gigabytes), and ‘t’ or ‘T’ (terabytes). You should always
include a unit specifier. Quotes are optional if you do not include a unit specifier. However,
you must use quotes if you include a unit specifier. If you do not provide a unit specifier, the
value provided is presumed to be in megabytes. The size of the offset depends on how you
enter the value for vstart.

« If you do not specify a unit size, vstart uses 2K pages for its starting address. For
example, ifyouspecify vstart = 13,the SAP ASE serveruses 13 * 2K pages as the
offset for the starting address.

« If you specify a unit value, vstart uses it as the starting address. For example, if you
specify vstart = "13M", the SAP ASE server sets the starting address offset at
13MB.

The default value (and usually the preferred value) of vstart is 0. If the specified device
does not have the sum of vstart + size blocks available, disk reinit fails.

Note: If you are running the Logical Volume Manager on an Al X operating system, vstart
should be 2.

Specify vstart only if instructed to do so by SAP Product Support.

cntrltype—specifies the disk controller. Its default value is 0. Reset it only if instructed to
do so by SAP Product Support.
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dsync—specifies whether writes to the database device are flushed to the storage media, or
are buffered only when using operating system files. This option is meaningful only when
you are initializing an operating system file; it has no effect when initializing devices on a
raw partition. By default, all operating system files are initialized with dsync set to true.
directio —allows you to configure the SAP ASE server to transfer data directly to disk,
bypassing the operating system buffer cache. The SAP ASE server passes the device
options to Backup Server, which enables Backup Server to access the database device with
the appropriate directio option.

directio is a static parameter that requires a restart of the SAP ASE server to take effect.

By default, directio is set to false for nonclustered SAP ASE servers, and to true for
clustered SAP ASE servers.

The directio parameter is ignored for raw devices.

instance="instance_name" — (clusters only) specifies the device as private and sets its
owning instance to /nstance_name.

Examples

Example 1 — Adds a new row to the sysdevices table. This new row contains the
characteristics of the existing device currently being reinitialized:

disk reinit

name = "user file",
physname = "/usr/u/sybase/data/userfilel.dat",
vdevno = 2, size = 5120, dsync = true

Example2—Adds anew row to the sysdevices table, with the data transferred directly
to disk. This new row contains the characteristics of the existing device currently being
reinitialized:

disk reinit

name = "user disk",
physname = "/usr/u/sybase/data/userfilel.dat",
size = 5120, directio= true

Usage

You should use block devices as a database device only on the HP-UX, Windows, and
Linux platforms. disk init and disk reinit display a warning message if you attempt to
create a block device on a platform we do not recommend.

disk reinit ensures that master. . sysdevices is correct if the master database has
been damaged or if devices have been added since the last dump of master.

disk reinit is similar to disk init, but does not initialize the database device.

You can specify the sizeasa £ 1 oat, butthe size is rounded down to the nearest multiple of
2K.

If you do not use a unit specifier for size, disk reinit uses the virtual page size of 2K.
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« By default, the directio option is set to false (off) for all platforms.
« For complete information on restoring the master database, see the System
Administration Guide.

See also sp_addumpdevice, sp_helpdevice in Reference Manual: Procedures.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for disk reinit differ based on your granular permissions settings. You
must be using the master database to use disk reinit.

Setting | Description
Enabled | With granular permissions enabled, you must be a user withmanage disk privilege.
Disabled | With granular permissions disabled, you must be a user with sa_role.
disk reinit permission is not transferable.
Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 22
Audit option disk

Command or access audited | disk reinit

Information in extrainfo

e Roles— current active roles

e Keywords or options— disk reinit

e Previous value— NULL

e Current value— NULL

e Other information — name of the disk

e Proxy information— original login name, if set proxy is in
effect

See also

 dlisk initon page 319
 alter database on page 1
* create database on page 104
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adbceon page 278
disk refiton page 329

Using dsync with Disk Reinit

Usage information for dsync.

Note: Do not set dsync to false for any device that stores critical data. The only exception is
tempdb, which can safely be stored on devices for which dsync is set to false.

When dsync is on, writes to the database device are guaranteed to take place on the
physical storage media, and the SAP ASE server can recover data on the device in the event
of a system failure.

directio and dsync are mutually exclusive. If a device has dsync set to true, you cannot set
directio to true for this device. To enable directio for a device, you must first reset dsync to
false.

When dsync is off, writes to the database device may be buffered by the UNIX file system.
The UNIX file system may mark an update as being completed, even though the physical
media has not yet been modified. In the event of a system failure, there is no guarantee that
data updates have ever taken place on the physical media, and the SAP ASE server may be
unable to recover the database.

dsync is always on for the master device file.

Turn off the dsync value only when databases on the device need not be recovered after a
system failure. For example, you may consider turning dsync off for a device that stores
only the tempdb database.

The SAP ASE server ignores the dsync setting for devices stored on raw partitions—
writes to those device are guaranteed to take place on the physical storage media,
regardless of the dsync setting.

The dsync setting is not used on the Windows NT platform.

disk reinitensures thatmaster. . sysdevices is correct if the master database has
been damaged or if devices have been added since the last dump of master.

disk remirror

Restarts disk mirroring after it is stopped by failure of a mirrored device, or temporarily
disabled by the disk unmirror command.

Syntax

disk remirror

name = "device name"
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Parameters

* name-—is the name of the database device that you want to remirror, which is recorded in
the name column of the sysdevices table, and must be enclosed in single or double
quotes.

Examples
* Example 1 —Resumes software mirroring on the database device user disk:

disk remirror
name = "user disk"

Usage

» Disk mirroring creates a software mirror of a user database device, the master database
device, or a database device used for user database transaction logs. If a database device
fails, its mirror immediately takes over.

Use the disk remirror command to reestablish mirroring after it has been temporarily
stopped by failure of a mirrored device, or temporarily disabled with the mode = retain
option of the disk unmirror command. The disk remirror command copies data on the
retained disk to the mirror.

« Back up the master database with the dump database command after each use of disk
remirror. This makes recovery easier and safer in case master is damaged.

« If mirroring was permanently disabled with the mode = remove option, you must remove
the operating system file that contains the mirror before using disk remirror.

» Database devices, not databases, are mirrored.

< You can mirror, remirror, or unmirror database devices without shutting down the SAP
ASE server. Disk mirroring does not interfere with ongoing activities in the database.

» When aread or write to a mirrored device is unsuccessful, the SAP ASE server unmirrors
the bad device and prints error messages. The SAP ASE server continues to run,
unmirrored. The system administrator must use disk remirror to restart mirroring.

« Inaddition to mirroring user database devices, always put user database transaction logs
on a separate database device. The database device used for transaction logs can also be
mirrored for even greater protection. To put a database’s transaction log (that is, the system
table syslogs) on a different device than the one on which the rest of the database is
stored, name the database device and the log device when you create the database.
Alternatively, use alter database to point to a second device, then run sp_logdevice.

e Ifyoumirrorthe database device forthemaster database, you canuse the -r option and
the name of the mirror for UNIX, when you restart the SAP ASE server with the
dataserver utility program. Add this option to the RUN_servername file for that server
so that the startserver utility program knows about it. For example, the following
command starts a master device named master.dat and its mirror, mirror.dat:

dataserver -dmaster.dat -rmirror.dat
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See dataserver and startserver in the Ultility Guide.

« Forareport on all SAP ASE devices on your system (user database devices and their
mirrors, as well as dump devices), execute sp_helpdevice.

See also:

» sp_diskdefault, sp_helpdevice, sp_logdevice in Reference Manual: Procedures
» dataserver, startserver in the Utility Guide

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for disk remirror differ based on your granular permissions settings.
You must be using the master database to use disk remirror.

Setting | Description

Enabled | With granular permissions enabled, you must be a user withmanage disk privilege.

Disabled | With granular permissions disabled, you must be a user with sa_role.

disk remirror permission is not transferable.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 25
Audit option disk

Command or accessaudited | disk remirror

Information in extrainfo |,  pojas_ current active roles

»  Keywords or options— disk remirror

*  Previous value— NULL

e Current value— NULL

e Other information — name of the disk

*  Proxy information - original login name, if set proxy is in
effect

See also
e dump database on page 373
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alter database on page 1
create database on page 104
disk initon page 319

disk mirroron page 325

disk refiton page 329

disk reiniton page 330

disk unmirror on page 339
aump transaction on page 391
load database on page 485
load transaction on page 501

disk resize

Dynamically increases the size of the device used by the SAP ASE server.

Syntax

disk resize

name = “device name”,
size = additional space

Parameters

name — is the name of the device for which you are increasing the size.
additional _space — is the amount of additional space you are adding to the device.

Examples

Example 1 — Increase the size of testdev by 4MB:

disk resize

name = "test dev",
size = "4M"
Usage

The disk resize command allows you to dynamically increase the size of your disks.
After you resize a device, dump the master device, which maintains the size of the device
in the sysdevices table. If you attempt a recovery from an old dump of the master
device, the information stored in sysdevices is not current.

Any properties that are set on the device continue to be set after you increase its size.
During the physical initialization of the disk, if any error occurs due to insufficient disk
space, disk resize extends the database device to the point before the error occurs.

For example, on a server that uses 4K logical pages, if you try to increase the size of the
device by 40MB, but only 39.5MB is available, then the device is extended only by
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39.5MB. From the extended size (39.5MB), only 39MB is used by the SAP ASE server.
The last 0.5MB is allocated but not used, as 4K servers configure devices in one MB
minimums.

To utilize the last 0.5MB, make sure that there is at least another 1.5MB available for the
device, then re-run disk resize, specifying 1.5MB as the incremental size.

* You cannot use disk resize to decrease the size of the device.

* device_name must have a valid identifier. The device is initialized using the disk init
command and, it must refer to a valid SAP ASE device, not a dump or load device.

« The following are example unit specifiers, using uppercase, lowercase, and single and
double quotes interchangeably: ‘k’ or “K” (kilobytes), “m” or ‘M’ (megabytes), “g” or
“G” (gigabytes), and ‘t” or ‘T’ (terabytes). You should always include a unit specifier.
Although it is optional, you should always include the unit specifier with the disk resize
command to avoid confusion in the actual number of pages allocated.

You must enclose the unit specifier in single or double quotes. If you do not use a unit
specifier, the size defaults to the number of disk pages.

« Permanently disable mirroring while the resize operation is in progress. You can
reestablish mirroring when the resize operation is completed.

See also sp_addsegment, sp_dropsegment, sp_helpdb, sp_helpsegment, sp_logdevice,
sp_renamedb, sp_spaceused in Reference Manual: Procedures.

Standards

ANSI SQL - compliance level: Transact-SQL extension.

Permissions

The permission checks for disk resize differ based on your granular permissions settings.

Setting | Description
Enabled | With granular permissions enabled, you must be a user withmanage di sk privilege.
Disabled | With granular permissions disabled, you must be a user with sa_role.
Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 100
Audit option disk
Command or accessaudited | disk resize
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Information Values

Information in extrainfo |,  poies_ current active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information — index name

*  Proxy information - original login name, if a set proxy is in
effect

See also

disk

create database on page 104
disk initon page 319

drop database on page 342
load database on page 485

unmirror

Suspends disk mirroring initiated with the disk mirror command to allow hardware
maintenance or the changing of a hardware device.

Syntax

disk unmirror

name = "device name"
[, side = {"primary" | secondary}]
[, mode {retain | remove}]

Parameters

name — is the name of the database device to unmirror. The name must be enclosed in
single or double quotes.

side — specifies whether to disable the primary device or the secondary device (the
mirror). By default, the secondary device is unmirrored.

mode—determines whether the unmirroring is temporary (retain) or permanent (remove).
By default, unmirroring is temporary.

Specify retain when you plan to remirror the database device later in the same
configuration. This option mimics what happens when the primary device fails:

e 1/Ois directed only at the device notbeing unmirrored.
e The status column of sysdevices indicates that mirroring is deactivated.
remove eliminates all sysdevices references to a mirror device.
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e The status column indicates that the mirroring feature is ignored.

e The phyname column is replaced by the name of the secondary device in the
mirrorname column if the primary device is the one being deactivated.

e Themirrorname column is set to NULL.

Examples

Example 1 — Suspends software mirroring for the database device user disk:

disk unmirror
name = "user disk"

Example 2 — Suspends software mirroring for the database device user disk on the
secondary side:

disk unmirror name = "user disk", side = secondary

Example 3 — Suspends software mirroring for the database device user disk and
removes all device references to the mirror device:

disk unmirror name = "user disk", mode = remove

Usage

Disk mirroring creates a software mirror of a user database device, the master database
device, or a database device used for user database transaction logs. If a database device
fails, its mirror immediately takes over.

disk unmirror disables either the original database device or the mirror, either permanently
or temporarily, so that the device is no longer available to the SAP ASE server for reads or
writes. It does not remove the associated file from the operating system.

Disk unmirroring alters the sysdevices table in the master database. Back up the
master database with the dump database command after each use of disk unmirror.
This makes recovery easier and safer in case master is damaged.

You can unmirror a database device while it is in use.

You cannot unmirror any of a database’s devices while a dump database, load database,
or load transaction is in progress. The SAP ASE server displays a message asking
whether to abort the dump or load or to defer the disk unmirror until after the dump or load
completes.

You cannot unmirror a database’s log device while a dump transaction is in progress. The
SAP ASE server displays a message asking whether to abort the dump or defer the disk
unmirror until after the dump completes.

Note: dump transaction with truncate_only and dump transaction with no_log are not
affected when a log device is unmirrored.

Mirror all the default database devices so that you are still protected if a create or alter
database command affects a database device in the default list.
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« When a read or write to a mirrored device is unsuccessful, the SAP ASE server
automatically unmirrors the bad device and prints error messages. The SAP ASE server
continues to run, unmirrored. A system administrator must restart mirroring with the disk
remirror command.

« Forareport on all SAP ASE devices on your system (user database devices and their
mirrors, as well as dump devices), execute sp_helpdevice.

» Use disk remirror to reestablish mirroring after it is temporarily stopped with the mode =
retain option of the disk unmirror command. If mirroring is permanently disabled with the
mode = remove option, you must remove the operating system file that contains the mirror
before using disk remirror.

See also:

» sp_diskdefault, sp_helpdevice, sp_logdevice in Reference Manual.: Procedures
« dataserver, startserver in the Utility Guide

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for disk unmirror differ based on your granular permissions settings.
You must be using the master database to use disk unmirror.

Setting | Description

Enabled | With granular permissions enabled, you must be a user withmanage disk privilege.

Disabled | With granular permissions disabled, you must be a user with sa_role.

disk unmirror permission is not transferable.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 24
Audit option disk
Command or access audited | disk unmirror
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Information Values

Information in extrainfo |,  poies_ current active roles

e Keywords or options— disk unmirror

e Previous value— NULL

e Current value— NULL

e Other information — name of the disk

*  Proxy information - original login name, if set proxy is in
effect

See also

e dump database on page 373
» Joad database on page 485

» Joad transaction on page 501
* aump transaction on page 391
 disk unmirroron page 339

» alter database on page 1

e disk remirroron page 334

e create database on page 104
e disk initon page 319

* disk mirroron page 325

» disk refiton page 329

e disk reiniton page 330

drop database

Removes one or more databases, including archive databases, from the SAP ASE server.

Syntax
drop database database name [, database name]
Parameters

* database name —is the name of a database to remove. Use sp_helpdb to get a list of
databases.

Examples
» Example 1 - Removes the publishing database and all its contents:

drop database publishing
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* Example2—key dbisthe database where the encryption key residesand col dbisthe
database containing the encrypted columns. The SAP ASE server raises an error and fails
todrop key db. Thedropof col db succeeds. To drop both databases, drop col db
first:
drop database col db, key db

Usage

« When dropping an archive database, all the rows for that database are deleted from the
sysaltusages table in the scratch database. This requires log space in the
scratch database.

« Removing a database deletes the database and all its objects, frees its storage allocation,
and erases its entries from the sysdatabases and sysusages system tables in the
master database.

» drop database clears the suspect page entries pertaining to the dropped database from
master..sysattributes.

When using encrypted columns and drop database, to prevent accidental loss of keys, drop
database fails if the database contains keys currently used to encrypt columns in other
databases. To drop a database:

e Use alter table to decrypt the columns, or modify the columns for encryption using a
different key.
« Drop the table or database containing the encrypted columns.

See also sp_changedbowner, sp_helpdb, sp_renamedb, sp_spaceused in Reference
Manual: Procedures.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for drop database differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the database owner or have the own
database privilege on the database. To drop sybsecurity, you must be the
database owner or have the manage auditing privilege.

Disabled | With granular permissions disabled, you must be the database owner, a user with sa_role,
or for sybsecurity, a user with sso_role.
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Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 26
Audit option drop

Command or access audited | drop database

Information inextrainfo |, gy current active roles

»  Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information— NULL

*  Proxy information - original login name, if set proxy is in
effect

See also

 alter database on page 1

* create database on page 104
e dbccon page 278

e yseon page 708

drop default

Removes a user-defined default.

Syntax

drop default [owner.]default name
[, [owner.]default name]

Parameters

* default_name—is the name of an existing default. Execute sp_help to display a list of
existing defaults. Specify the owner’s name to drop a default of the same name owned by a
different user in the current database. The default value for owner is the current user.

Examples
* Example 1 — Removes the user-defined default datedefault from the database:
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drop default datedefault

Usage

* Youcannotdrop adefault that is currently bound to a column or to a user-defined datatype.
Use sp_unbindefault to unbind the default before you drop it.

* You can bind a new default to a column or user-defined datatype without unbinding its
current default. The new default overrides the old one.

*  When you drop a default foraNULL column, NULL becomes the column’s default value.
When you drop a default for a NOT NULL column, an error message appears if users do
not explicitly enter a value for that column when inserting data.

See also sp_help, sp_helptext, sp_unbindefault in Reference Manual: Procedures.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for drop default differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the default owner or a user with drop
any default privilege.

Disabled | With granular permissions disabled, you must be the default owner or a user with
sa_role.

drop default permission defaults to the owner of the default and is not transferable.

Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 31
Audit option drop
Command or access audited | drop default
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Information Values

Information in extrainfo |,  poies_ current active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information— NULL

*  Proxy information - original login name, if set proxy is in
effect

See also
* create defaulton page 117

drop encryption key

Allows key owners to drop the named encryption key, including database encryption keys
used for fully encrypted databases.

Syntax

drop encryption key [[database.] [owner].]keyname

The syntax for explicitly dropping an external login password service key is:
drop encryption key syb extpasswdkey
with password encryption downgrade
The syntax for explicitly dropping a hidden text service key is:
drop encryption key syb syscommkey dddddd

Or:

drop encryption key syb syscommkey with text encryption downgrade

Parameters

* database—is the name of the database.

* owner —is the owner.

* keyname—is the name of the key.

* gyb_extpasswdkey —name of the service key

When you specify with password encryption downgrade, the SAP ASE server resets
external login passwords with the algorithm used in versions earlier than 15.7, and the
Replication Agent password, and the CIS and RTMS external login passwords are reset to
an invalid value.
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After the key is dropped, the administrator must reenter the passwords manually to resume
using the corresponding services.

* syb_syscommkey ddddddd —is the explicit name of an individual syscomments service
key to be dropped.

* syb_syscommkey with text encryption downgrade—the SAP ASE server reencrypts all
the hidden text in syscomments with the algorithm used in versions earlier than 15.7.

Examples
* Example 1 - Drops the encryption key cc_key:

drop encryption key cust.dbo.cc key

Usage

« If the key has key copies, the copies are dropped along with the base key.
e The command fails if:
* Any column in any database is encrypted using the key.
» The database encryption key you are dropping is still used to encrypt any database.

« drop encryption key cannot check databases that are archived, suspect, offline,
unrecovered, or currently being loaded for columns encrypted by the key. The command
issues a warning message naming the unavailable database, but does not fail. When the
database is brought online, any tables with columns that were encrypted with the dropped
key are not usable. To restore the key, the system administrator must load a dump of the
dropped key’s database from a time that precedes when the key was dropped.

See also sp_encryption and sp_help in Reference Manual: Procedures.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for drop encryption key differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the key owner or a user with manage
any encryption key privilege.

For fully encrypted databases, SAP ASE creates a new permission called "manage
database encryption key." You must have this permission to create a data-
base encryption key.
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Setting | Description

Disabled | With granular permissions disabled, you must be the key owner or a user with sso_role.

For fully encrypted databases, you must be a user with sso_role, keycustodian_role, or
have create encryption key privilege.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 109
Audit option

Command or access audited | drop encryption key

Information in extrainfo |,  poies_ current active roles

*  Keywords or options— NULL

*  Previous value— NULL

e Current value— NULL

e Other information— NULL

e Proxy information - original login name, if set proxy is in
effect

See also
* create encryption key on page 121
 alter encryption key on page 15

drop function

Removes one or more user-defined functions from the current database.

Syntax

drop function{ [ owner name . ] function name } [ ,...n ]

Parameters

* owner_name— is the name of the user ID that owns the user-defined function. Must be an
existing user ID.

« function_name—is name of the user-defined function to be removed. Specifying the
owner name is optional; the server name and database name cannot be specified.
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Examples
* Example 1 —Drops the bonus function:

drop function bonus

Usage
drop function drops scalar SQL user-defined functions from your current database.

Permissions

The permission checks for drop function differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the function owner or a user with drop
any function privilege.

Disabled | With granular permissions disabled, you must be the function owner or a user with
sa_role

drop function (SQLJ)

Removes a SQLJ function.

Syntax

drop func(tion] [owner.]function name
[, [owner.]function name ]
Parameters

¢ [owner.]Jfunction_name—is the SQL name of a SQLJ function.

Examples
* Example 1 — Removes the SQLJ function square_root:

drop function square root

Usage

drop function removes only user-created functions from the current database. It does not
remove system functions.

See also Java in Adaptive Server Enterprise for more information about SQLJ functions.
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Permissions

The permission checks for drop function (SQLJ) differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must be the function owner or a user with drop
any function privilege.

Disabled | With granular permissions disabled, you must be the function owner or a user with
sa_role.

Permissions are not transferable.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 98
Audit option drop

Command or access audited | drop function

Information in extrainfo |, poies_ cyrrent active roles

e Keywords or options— NULL
e Previous value— NULL

e Current value— NULL

e Other information— NULL

e Proxy information - original login name, if a set proxy is in
effect

See also
 create function (SQLJ) on page 136

drop index

Removes an index from a table in the current database.

Syntax

drop index table name.index name
[, table name.index name]
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Parameters

« table name—is the table in which the indexed column is located. The table must be in the
current database.

* index_name—is the index to drop. In Transact-SQL, index names need not be unique ina
database, though they must be unique within a table.

Examples
* Examplel—-Removes au_id ind fromthe authors table:

drop index authors.au id ind

Usage

* Once the drop index command is issued, you regain all the space that was previously
occupied by the index. This space can be used for any database objects.

* You cannot use drop index on system tables.

e drop index cannot remove indexes that support unique constraints. To drop such indexes,
drop the constraints through alter table or drop the table. See create table for more
information about unique constraint indexes.

* You cannot drop indexes that are currently used by any open cursor. For information about
which cursors are open and what indexes they use, use sp_cursorinfo.

« Togetinformation about what indexes exist on atable, use the following, where objname
is the name of the table:

sp_helpindex objname

See also sp_cursorinfo, sp_helpindex, sp_spaceused in Reference Manual: Procedures.

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for drop index differ based on your granular permissions settings.

Setting Description

Enabled With granular permissions enabled, you must be the table owner .

Disabled With granular permissions disabled, you must be the table owner.

Auditing
Values in event and extrainfo columns of sysaudits are:
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Information Values
Event 105
Audit option

Command or access audited | drop index

Information inextrainfo |, pous_ current active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

»  Other information— NULL

e Proxy information - original login name, if a set proxy is in
effect

See also
* create index on page 140
e Setuseron page 658

drop login

Drops a login account or list of accounts.

Syntax

drop login lIogin name [, login name 1list] [ with override ]

Parameters

* login_name— specifies the name of login account to be dropped.
* login_name list — specifies a list of login accounts to be dropped.

* with override —drops the login even if there are non-available databases that cannot be
checked for login references.

Examples
» Example 1 - Drops the login accounts ravi and vinod.

drop login ravi, vinod

Usage

« Executing drop login removes a user login from the SAP ASE server, deleting the user’s
entry frommaster.dbo.syslogins.
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e The SAP ASE server reuses a dropped login’s server user ID, which compromises
accountability. You can avoid dropping accounts entirely and, instead, use sp_locklogin to
lock any accounts that are no longer used.

« Ifyou need to drop logins, be sure to audit these events (using sp_audit) so that you have a
record of them.

» drop login deletes all resource limits associated with the dropped login.

» drop login fails if the login to be dropped is a user in any database on the server. Use
sp_dropuser to drop the user from a database. You cannot drop a user from a database if
that user owns any objects in the database.

» Ifthe login to be dropped is a System Security Officer, drop login verifies that at least one
other unlocked System Security Officer’s account exists. If not, drop login fails. Similarly,
drop login ensures that there is always at least one unlocked system administrator account.

See also:

« For more information about dropping login accounts, see the Security Administration
Guide.

 Iprofile_id, Iprofile_name in Reference Manual: Building Blocks
* sp_passwordpolicy, sp_displaylogin, sp_displayroles, sp_locklogin in Reference
Manual: Procedures

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for drop login differ based on your granular permissions settings.

Setting | Description

Enabled | With granular permissions enabled, you must be a user withmanage any login
privilege.

Disabled | With granular permissions disabled, you must be a user with sso_role.

Auditing

Values in event and extrainfo columns of sysaudits are:
Information Values
Event 139
Audit option login_admin
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Information Values

Command or access audited drop login

Information in extrainfo Keywords contain: loginnamel[, ... [, loginnameN ]]
See also

 alter login on page 23

 alter login profile on page 29
 create loginon page 160
 create login profile on page 163
* drop login profile on page 354

drop login profile

Drops a login profile or list of login profiles.

Syntax

drop login profile login profile name [, login profile name 1ist]
[ with override ]

Parameters

* login_profile_name— specifies the name of the login profile to be dropped.

* login_profile_name_list — specifies a list of login profiles to be dropped.

« with override—forcefully drops login profiles that are bound to login accounts. The login
accounts associated with the dropped login profile are associated with the default login
profile.

Examples

* Examplel-Dropstheloginprofilegroupl login profileifitisnotboundtoone
or more login accounts:
drop login profile groupl login profile

» Example2—Generates an error because the sa_login profile being bound to one
or more login accounts:
drop login profile sa login profile
Msg 11193, Level 16, State 1:
Line 1:

The specified login profile is the default login profile
and/or associated with one or more login accounts.
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Remove the default property and/or associations or use
the WITH OVERRIDE clause to drop the login profile.

* Example3—Dropsthe sa login profile even though it is bound to one or more
login accounts;

drop login profile sa login profile with override

Usage
* The command drop login profile removes the login profile if it is not bound to a login
account.

« Use drop login profile with override to forcefully remove a login profile that is bound to a
login account. If the login profile is bound to a login account, the login account is bound to
the default login account, if one exist. If the default login profile is also not present,
precedence rules prior to SAP ASE version 15.7 are observed for the login account.

See also:

« For more information about dropping login profiles, see the Security Administration
Guide.

* Iprofile_id, Iprofile_name in Reference Manual: Building Blocks
* sp_passwordpolicy, sp_displaylogin, sp_displayroles, sp_locklogin in Reference
Manual: Procedures

Standards
ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for drop login profile differ based on your granular permissions
settings.

Setting | Description

Enabled | With granular permissions enabled, you must be a user withmanage any login
profile privilege.

Disabled | With granular permissions disabled, you must be a user with sso_role to drop the login
profile.

Auditing
Values in event and extrainfo columns of sysaudits are:
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Information Values

Event 141

Audit option security_profile

Command or access audited drop login profile

Information in extrainfo Keywords contain: login_profile_name [WITH OVERRIDE]

See also

» alter login on page 23

 alter login profile on page 29
 create loginon page 160
 create login profile on page 163
» drop login on page 352

drop precomputed result set

Drops a precomputed result set.

Syntax

drop {precomputed result set | materialized view}
[owner name.]prs name

Parameters

* materialized view | precomputed result set —drops a materialized view or precomputed
result set.

e prs_name—name of the precomputed result set. A fully qualified prs_name cannot
include the server or database name.

Examples

* Example1—Dropsthe authors_ prs precomputed result set:

drop precomputed result set authors prs

Standards

The drop precomputed result set command is a Transact-SQL extension and is not covered
by the SQL standard.
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Permissions

You must be the precomputed result set owner.

Auditing
Dropping precomputed result sets is not audited.

drop procedure

Removes a procedure.

Syntax

drop proc[edure] [owner.]procedure name

[, [owner.]procedure name]

Parameters

procedure_name— is the name of the Transact-SQL or SQLJ procedure to drop. Specify
the owner’s name to drop a procedure of the same name owned by a different user in the
current database. The default value for owner is the current user.

Examples

Example 1 — Deletes the stored procedure showind:

drop procedure showind
Example 2 — Unregisters the extended stored procedure xp _echo:

drop procedure xp_ echo

Usage

drop procedure drops user-defined stored procedures, system procedures, and extended
stored procedures (ESPs).

The SAP ASE server checks the existence of a procedure each time a user or a program
executes that procedure.

A procedure group (more than one procedure with the same name but with different
numbe r suffixes) can be dropped with a single drop procedure statement. For example, if
the procedures used with the application named orders were named orderproc; 1,
orderproc; 2, and so on, the following statement drops the entire group:

drop proc orderproc

Once procedures have been grouped, individual procedures within the group cannot be
dropped. For example, the following statement is not allowed:
drop procedure orderproc;?2
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You cannot drop extended stored procedures as a procedure group.

» sp_helptext displays the procedure’s text, which is stored in syscomments.

* sp_helpextendedproc displays ESPs and their corresponding DLLs.

» Dropping an ESP unregisters the procedure by removing it from the system tables. It has
no effect on the underlying DLL.

« drop procedure drops only user-created stored procedures from your current database.

See also sp_depends, sp_dropextendedproc, sp_helptext, sp_rename in Reference
Manual: Procedures.

Standards

ANSI SQL - Compliance level: Transact-SQL extension.

Permissions

The permission checks for drop procedure differ based on your granular permissions settings.

Setting | Description
Enabled | With granular permissions enabled, you must be the procedure owner or a user with drop
any procedure privilege.
Disabled | With granular permissions disabled, you must be the procedure owner or a user with
sa_role.
Auditing
Values in event and extrainfo columns of sysaudits are:
Information Values
Event 28
Audit option drop

Command or access audited | drop procedure

Informationin extrainfo

e Roles- current active roles

e Keywords or options— NULL

e Previous value— NULL

e Current value— NULL

e Other information- NULL

*  Proxy information - original login name, if set proxy is in
effect
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See also

create procedure on page 169
create procedure (SQLJ) on page 185

drop role

Drops a user-defined role.

Syntax

drop role role name [with override]

Parameters

role_name — is the name of the role you want to drop.

with override — overrides any restrictions on dropping a role. When you use the with
override option, you can drop any role without having to check whether the role
permissions have been dropped in each database.

Examples

Example 1 — Drops the named role only if all permissions in all databases have been
revoked. The system administrator or object owner must revoke permissions granted in
each database before dropping a role, or the command fails:

drop role doctor role

Example 2 — Drops the named role and removes pe